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CloudLink-based Authentication 1

This chapter contains the following sections:

*  Prerequisites and Supported Platforms

*  Microsoft Azure Active Directory to CloudLink

»  Setting up a CloudLink Account for Integration

* Adding a user on Azure in Mitel Connect

»  Setting up MiCollab for CloudLink-based authentication

With MiCollab Release 9.3, MiCollab has introduced CloudLink (CL)-based Authentication (known as CL Auth)
for its end-users (i.e. for the MiCollab Clients).

Customers are provided with a MiCollab Client authentication choice between using MiCollab (i.e. local) or from
CloudLink (i.e. CloudLink Authentication). CloudLink can be integrated with an Identity Provider such as Azure
Active Directory (AD) at the CloudLink backend. An Identity Provider such as Azure AD provides Single Sign-on
capabilities (where users use enterprise credentials to login to Mitel Applications) and safeguards access to data
and applications while maintaining simplicity for users.

At the same time, the credentials for CloudLink/Azure AD Authentication on MiCollab Clients can be used
to cross-launch CloudLink applications such as MiTeam Meetings, thus providing a seamless single sign-on
experience across Mitel Applications. This is not valid for mobile clients.

o Note:

While the intent is to allow Identity Providers to provide Single Sign-on capabilities, CloudLink with no
integrations to an Identity Provider can also provide CloudLink Authentication. However, the user will be
provided with an Email with links to CloudLink to complete the CloudLink authentication process (i.e. setting
password). The benefit of having CloudLink Authentication (even without an Identity Provider) is that Single-
Sign on Credentials are still provided for CloudLink applications such as MiTeam Meetings.

0 Note:

Enabling CloudLink Authentication is a time-consuming activity, and it depends on the number of
users for whom the authentication is enabled. This activity should be performed during off-hours. For
example, onboarding 500 users, the system will take approximately 60 minutes or so.
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e Note:

Creating users with CloudLink Authentication being enabled takes a little longer than creating users with
CloudLink Authentication being disabled. For example, to onboard 100 users with CloudLink Authentication
using UCC Standard Role, the system will take approximately 60 minutes or so.

0 Note:

AWV doesn’t support Cloudlink Authenticated users. But to make the AWV desktop client work for CloudLink
Authentication enabled user, perform the following:

* Remove any preconfigured user credentials.
* Log in with the name-only option in the client.
* Provide access code to join or use join link provided to join the conference

The Cloudlink authenticated users will only be able to join the conference as participants, using the
participant access code or participant link provided by the conference owner.
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Figure 1: Data Flow Diagram between MiCollab, CloudLink and Azure

1.1 Prerequisites and Supported Platforms

* CloudLink/Azure AD based Authentication is supported on MiCollab Web, PC, Android, iOS, and MAC
clients; however, it is not supported on End-user portal, AWV - Outlook portal/desktop client/Web Client,
MiCollab for Microsoft and MiCollab Legacy desktop Clients.

» Users who have enabled CloudLink-based Authentication will not be able to use AWV (with leader
capabilities) and create AWV conferences through End-User Portal, Outlook plugin, and Ad-hoc AWV
meeting, that is, users with CloudLink-based authentication cannot be AWV users. However, these
users can still join the AWV meetings as participants.

» Users who have enabled CloudLink-based Authentication can use the Meeting Centre but only to join
meetings from other participants or their old meetings (created before they moved to CloudLink-based
authentication).

» The CloudLink-based Authentication feature should only be turned on once the CloudLink Integration is
done, and the MiCollab Clients are upgraded to Release 9.3 and above loads.

» Administrators have a choice to enable and disable CloudLink/Azure AD based Authentication for a
specific set of users.

* MiCollab can only be configured with a single source of authentication - CloudLink or OnPrem-Active
Directory. Before moving to CloudLink-based Authentication, they must disable the On-Prem AD
authentication if configured already.
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» The CloudLink-based Authentication feature is supported with MiVoice Business (on Enterprise and
Flex deployments), MiVoice MX-ONE, MiVoice 5000, MiVoice Office 400 platforms.

* MiCollab Web Clients opened on Internet Explorer does not support CloudLink Authentication.

» For CloudLink-based authentication to work, the User Principal Name on Azure AD should be the same
as MiCollab user’s Primary Email Address.

CL Auth SSO Client authentication using SSO and multi-factor authentication is supported by the following
configurations:

» User provisioning via non AD MiCollab integrations
» User provisioning via IDS - AD on-premise MiCollab integrations
» User provisioning via Azure AD CloudLink Sync MiCollab integrations

The following subsections describe the MiCollab Client behaviors and CloudLink/Azure AD/MiCollab server
configurations to enable the CloudLink/Azure AD based authentication.

1.2  Microsoft Azure Active Directory to CloudLink

e Note:

The information contained within this section on CloudLink or Azure do not follow MiCollab release
cadences and content. The purpose of this section is to provide information on the basics of
integrating CloudLink with Microsoft Azure AD.

Configuring the CloudLink Platform with Microsoft Azure AD allows users for your customer account to
access CloudLink applications such as MiTeam Meetings using their enterprise credentials (i.e. Azure
credentials: Email and password).

To proceed with this section, you must have the following:

* An Azure AD subscription
* A Mitel CloudLink account

1.3  Setting up a CloudLink Account for Integration

Some of these steps are consistent with steps to enable CloudLink based Chat or MiTeam Meetings.
However, for completeness, all steps will be included.

1. Log in to the MiAccess portal using your MiAccess credentials.
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2. On the left tab, select Mitel Administartion.

s MItet DASHBOARD APPLICATIONS]

MIACCESS PORTAL

FAVORITES

Recent news entries

CloudLink Accounts Console

CloudLink Gateway Portal Sent: Aug 9, 2019

i o Subject:  Scheduled M3

Content Syndication X
Y Due to a scheduled maintenanc

Doc Center Wednesday.

The new version of MiAccess wi

InfoChannel

3. Partner can log in to the CloudLink account portal and select the Add an account link (i.e. customer
account).

If the customer account already exists you can skip this step, search for the customer account under
Accounts and proceed to step 4.

€ C i accountsdevmitelio Y r

DO Accounts = MiCollab Chat Test Partner Abhinay Trivedi .

85| Accounts

Console Tip #1 damn Quick Links

‘Add an account
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4. Fill in the required details under Account Information.

e Customer Name

+  Country

* Province/State
* Address

+ City

» Postal/Zip Code

» Default Language
» Business Type

» Support Contact

DO Accounts | CLDesignintegration Abhinay Trivedi ‘

€1) Dashboard

Account Information

Designintegratir 5297409

&)

English

Ontario - Other

SAP Customer Number

Cloud location

Europe (Frankfurt o
25 2M9

e
Support Legal EN (US) v Support contacts
5. In the Integrations section, click + Add new.
A pop-up screen displays the Integrations panel.
Integrations A new

MiCollab Solution Document — CloudLink Authentication and Synchronization




CloudLink-based Authentication

6. Integrations will include Mitel and 3rd Party. Click the 3rd party tab.

» Mitel Integrations include (not discussed here): MiCollab, MiTeam Meetings, and MiCC.
» 3rd Party Integrations will include Single Sign-On as shown below:

* Click the Add button associated with Single Sign-On, and click Done.

Integrations

Q

6 ’S.Il'jlg[e Si Add
S50 for ent
Azure AD Sync
IA synchronize users between your Azure AD and Mitefs CloudLink based applications. Add
OKTA Sync Add
Synchronize users between your Okta directory and Mitel's CloudLink based applications.
a Microsoft Office 365 Add
Allows Mitel Cloudlink to integrate with Microsoft Office 365

The Single Sign-On is enabled for the customer account and is added to the Integrations
section of the Account Information page.

» At this point, the Single Sign-On procedure is not complete. Click the Complete Setup button.

Single Sign-On Complete setup Ty

* An integration guide link is provided that will outline the rest of the setup for Single Sign-on and
integration with Azure.
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Single Sign-On

Enable Single Sign-On (S50) to allow your users to sign into Mitel
applications using their enterprise username and password. Visit our

nt e for detailed instructions on how to configure single sign-on
ic provider.

with you

Step 1

Fillin the name of your Identity provider (IDP),

der (IDP)

To ensure that SO with your IDP is successful, please validate and test in your own IT
sandbox prior ta deploying.

Step2
Copy and paste these values where needed in your Identity provider
Copy

https://authentication.us.dev.api.mitel.io/2017-09-01/sa.

- T =
https:/fauthentication.us.dev.api.mitel.io/2017-09.01/a. i

Step3

Fillin these values from your Identity provider integration.

i we

This completes the steps necessary to integrate the CloudLink Account with the customer Azure AD.

For new customer sites, the CloudLink Account must now be integrated with MiCollab. The steps required
are identical to setting up the CloudLink based chat on MiCollab. See the MiCollab Solution Document-
CloudLink for steps to Enable CloudLink Integration.

1.4  Adding a user on Azure in Mitel Connect

There are multiple ways to add users in Azure AD through Ul, CSV import, PowerShell, etc. The

user creation in Azure AD is not considered and described in this document. Please refer https://
portal.azure.com/ for details. This section only describes adding a user in the Azure Mitel Connect app
once the user is created in Azure AD.
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CloudLink-based Authentication

1. Search for Enterprise Applications on Azure AD and select Mitel Connect application.

Microsoft Azure

L enterprise i —

Services

Wel

Don't

Enterprise applications

& Bing Maps API for Enterprise
Integration accounts

E Service Bus

Resources

No results were found.

Start
Get §.

RS e e and o il

Home > Enterprise applications

Enterprise applications | All applications

Default Directory - Azure Active Directory

« + New application == Columns Preview features Q Got feedback?

Overview

@ oOverview

K Diagnose and solve problems Application type Applicat

Enterprise Applications v/ | | Any

@ Ty outthe new Enterprise Apps search preview] Gk to enabe th preview, =

tions status

v | Ay

Application visibility

v

s

Manage

Al appl First 50 shown, to search all of your applicati

jons, enter a display name or the application ID.

£ Applcation proxy

& Usersetings

Security

scm

& Conditional Access n

© Consentond permisions B s
Activity

D sign-ins

ffl Usage & insights (Preview)
& Auditlogs

& Provisioning logs (Preview)

Access reviews
@ Admin consent requests (Prev...

Homepage URL

http://www.mitel.com

Object ID Application ID

a3ffdfe7-cbic-41fb. b b b5-f.

6edf7bbf-e0c

325447db-615b-4fb6-a7ad-2(c102¢9348a  20737309-d1aa-470d-acf1-792008f1c409

3bb4033a-49b7-480b-9b67-c950a5353fa4  1226aced-bbee-4414-a23c-Thae984aedab

boeb 152013d9-52b5-4d.

2. After clicking Mitel Connect, click Assign user and group.

Horme > Enterprise applications >

i Mitel Connect | Overview
bl Enterprise Application

B Overview Properties
[ oeployment Plan
Mansge
™ Application 1D
Il Properties -

eedliTbib-= [
& Owners

Osjeet D
& Roles and aaministratars (Pra. T s 0
2 Users and grouss .

Getting Started

D single sign-on
& provisning
© Self-senice & 1. Assign users and groups 3) 2 Setupsingle signon
Socurity 1o the ap i using their Az credentials
& Conditions Access Sssign users and grougs Gotstar

ermissions

e

Token encryption

i®

4, Conditional Access

Bctivity ion with a

E—

5. Self service

Ensble users ta req
application using th

te their applieation
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3. Click Add user.

Microsoft Azure

Hame » Enterprise applications > Mitel Connect

2 Mitel Connect | Users and groups

Enterpnise Applhoation

| Rer ) Update Cr == Calwmns Gt feedback?
B oveniew -
@ The application will appear cn the Access Pansl for assignesd users, Set it 1o users? 1o no in progerties 1o prevent this
tﬂ] Deployment Plan
Maniage | First 100 shown, to search all users & groups, enter a display name
il Properties Display Name Object Type
& Owners Mo application assignments found

+ Rolos and administratars (Pre.

[
£ Users and groups

D Single sign-on

4. Search for the user and click to Select the user.

Dashboard > > Enterprise applications UserS and groups X
Add Assignment
‘ £ Search ‘
Users and groups ~
nnng
None Selected @
. nnnh
Use
. nnni
Selected items
. nnnn ‘ Remove ‘
. abolif ‘ Remove ‘
. nnny ‘ Remove ‘

o

5. Once the user is selected, click on Assign.

= Micresoft Azure P Search resources, services, and docs (G+/)

Home > Mitel Connect >

Add Assignment

Default Directory

A\ Groups are not available for assignment due to your Active Directory plan level. You can assign individual users to
the application.

Users

1 user selacted.
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6. The user should list under the Enterprise Application — Mitel Connect.

— Microsoft Azure 22 szarch resources, services, and docs (G+/)

Home > Mitel €

nect

® [ Mitel Connect | Users and groups ]
ak

Enterprise Application

t Add user

Detault Access

7. All users listed under the Enterprise Application - Mitel Connect should appear on CloudLink account
portal. Before troubleshooting MiCollab, ensure that users from Azure AD within the Enterprise
Application — Mitel Connect are shown on CloudLink for the customer Account.

o Note:

For Cloudlink-based Authentication to work, the User Principal Name on Azure AD should be the
same as the MiCollab user’s Primary Email Address.

1.5 Setting up MiCollab for CloudLink-based authentication

1.5.1 Enable CloudLink-based Authentication on MiCollab
server

e Note:

If you have an On-Prem AD connection currently being used for user authentication, you must disable
the authentication first as only one source of authentication is allowed. If On-Prem AD connection is

used only for user authentication and not for synchronization, you may proceed for deletion. Refer
below steps for deletion.

1.5.2 To delete or disable on-prem AD authentication

1. In the MiCollab Server, under Configuration, click Integrated Directory Service.
2. In the Actions column for the desired domain, click Remove.
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3. Click Remove.

4. If Authentication was enabled, you will be prompted to enter a temporary end-user login password.
Enter a temporary password, confirm the password, and then click Save. The system automatically
sends the users a Service (Welcome) Email with the temporary password and deployment Email with
the QR code.

e Note:

To prevent the system from sending a Welcome Email with a temporary password and a
deployment Email, the administrator must disable the welcome Email before Step 1 and should
enable it after Step 4 is completed.

1.5.3 To add CloudLink Platform/Azure AD authentication
for IDS

Limitations:
The following features are not supported with CloudLink IDS:

» External Search

» External Reverse Lookup

» Search Context, i.e. OU based search
* Query String

Prior to the enabling of CloudLink-based Integration on MiCollab you will notice that there are only four
Directory Server types under Integrated Directory Services:

» Active Directory
» MiVoice 5000 / MiVoice 5000 Manager
* Generic LDAP
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» ForgeRock Directory Services

MiCollab

Applications MiCollab Chat Services are not enabled in the System. Click here to enable the Chat Services.
Usary aned Sarvioes
Audes, Wab and Yelec - -
Conferancing Integrated Directory Services
Mivicscs Border Ostsvay
MuPsint Wak Console Add connection to directory server
MiColial Chant Saroa Before you add a directory server connaction, ansisra that the Tntegrated Directary Services account s aches on thi
MiCollsl Chent Degloymant password cormeckly,
Lizenzing Infarmation Directory server type | Active Dirsctory -
Servicelink Active Directary
Primary directory server
Blades g MiViaice 5100 / Mioice 5000 Managar
Tnatall Applications Sacondary directory sarver | CGaneric LDAR
s F——— -—
Administration Synchronization schedube Every | Day w| g | 0w i 00w |
Wb serices
Blackus Enable authentication
e — Ruthenticalion anly
Wiawy bog files
PR Authentication for AD LDS
rterm information Skip USNChanged Attribute
Systam manttaring
pateios sl Domain |
Fhutcoan or retask Distinguished name
Wrtusbzation
Passwiord |
Configuration
T arvre LDAP port | 536 |
MiCollsl Client Integraticn
v ra : Global catalogue port |
MiLollak Seltings Connection method | Secure |[LDAPS) '\"

If CloudLink Integration is enabled, CloudLink Platform will be shown under available Directory Server
Types. Refer from step 6 onwards for further configuration.

If CloudLink Integration is not enabled, then the following steps will be required to enable CloudLink on
MiCollab.

1. From Configuration > MiCollab Settings proceed to the CloudLink Integration tab.
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2. Check the box I agree to the Mitel Cloud Services Terms and Conditions and then click the
Connect CloudLink button.

MiCollab

Conarsncing MiCollab Settings

{uPgint Wheh Conpss
wicollab Cliant Sarvice Hasewond Strenglh Aielcome E-rmuail Collect Logs Clienl Deplayrment Setlings
Al oilas: Clmnt Cepioymant
zenzing Tnformation
EerviceLink CloudLink is Mital's nexd generation communication platiorm service and is hosted on 8% 3 Clowd MiCol
Blades enhanced lealures & g Chal Syne, perasience, lile ransters, abe
dnitall Spplatens e = i
Stntus ou naed CloudLink Account Admin credentials 1o enable thass features. Contact Channed Parner or sa
rdministration Prass "Connect CloudLink™ fo establish connaction & activate MiCollab users on CloudLink platfarm
Web serdoes
Blakup
[ | agrea fo tha Misl Cloud Services Terms and Conditions
wiaw log files —
Evvant vimver Connect CloudLink
wtmrm inonmation
System manitaring
Syibam uiaci

Shutdlersn or regsad
g att Lt L]

[Configuration [}
Inbigraked DFactary Sarvice

MrCollss Clent Inkegraten

W e rd

P = r—

MiCollal Language

HiCollab Chat Services are not enabled in the System. Click kere to enable the Chat Services

3. MiCollab will indicate: You are being directed to Mitel Auth Portal for additional authentication.
Make sure your web browser pop-up blocker is disabled. Do you want to proceed?

Click OK to proceed.
4. As a Mitel Administartion user administrator you will be asked by CloudLink to:
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e Note:

It is assumed that CloudLink has already been setup to include a user (administrator) and an
account (customer).

Dl dinel - Godgie Cheome

CMitel | Micollab m——T

00 Mitel

Apﬂ'_‘_u:_l?r!:___ - i HMiCollab Chat Services are not enabled in the System. Click herg to enable 1 E

Aude, Wab and vedec -~ . 1 .

Contaraning MiCollab Settings Signinto M

Mrvcscs Horder Oebewnay Il

MuPsint Wak Conecls

MiC ﬂ Clia .'-5_‘ - Password Strength Welcome: E-mail Collect Logs Clieni Deplayrrd

e e L8l Enter your usernam

ALLDIAT LT ey mant

Lizensing Infgermakion

ServiceLink

Blades Status; Authentication is in progress  The entire
Inatall Spplications process may take few saconds io few minules o
Status depending on the number of users and natwork m
Administration e
Backup
Rasiors CloudLink Iz Mital's neea generaton communicatlon platform serdce and ts hosl
T - anhanced features a g Chat Sync, persistence, fils transfers, atc
ok o ou need CloudLink Account Admin credentlals to enable these features. L‘nnl1
Syubar uiars Preas “Connect CloudLink® to establish connection & acdivate MICallab users o
e | agres to the Mitsl Choud Services Temms and Conditions
Canfiguration
Inbeyrabed Diractory Sarvice -
i " =t Inkmgrabeon : -

T g

» Enter your Username (Email address)
* Enter your Password

Any users that exist on MiCollab will be sent to CloudLink. This can be confirmed by looking at the
users on CloudLink and comparing them with MiCollab.

e Note:

At this point, CloudLink-based Authentication has not been enabled.
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5. Return to Configuration > Integrated Directory Services and click Add Connection.

> Mitel

MiCollab

Bpplications
Ligary 3md SarvioEs
Ause,. ab and vdeo
ConteramIing
FMrvescs Sorder Oebewrmy
MuPegiint 'Was Toneoks

I'—--I-:I..-E'I."\-'l
Mi_pllas Claert (Dapdoymant

Liomsns ni TrEmr—akinn

Servicel ink

Eladas

Bd ministration

el SErNDES
Biskup

Farbers

wtarm information
Ewsterm maonitering

ST URECE

Shutdiseon or redask
g att et ]

Configuraticn

M olle= Cleent InEegracecn
i LEENG
M nls= s ngs

P ol Languags

Integrated Directory Services

Add, edidt, remoye, and svreehrgmipe comnastiors belwsin Ml

add connegtion | Manage detained entries (0] |
™

ute Mappings

Default Att

The fallowing table ma & default directary servioes uses 0l

default set or creake its own set o
City |

Company HII'I'lIE"
DID Mumber |
Department |
Distinguished Name |

Each connechon may use

[I‘Iﬂl||-\
x|
First Name |

Home Element |
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6. When the new connection page is provided, select the Director Server Type dropdown field. You will
notice that CloudLink Platform will now appear. Select CloudLink Platform.

Co Mitel | Micollab

i H Integrated Directory Services
e o e Add connection to directory server
Mivcice Border Catevay Before you add a directory server connaction, ensure that the Inbegrated Directory Services account 5 achve on i
MuPFoint Wes Conegls password coarectly
MCollal Clhant Sarvce Directory server type | Active Directory bl
MiCollak: Climnt Daploymant i clive Dimectary
mriaing Tndcereation Primary directory server E r\-.
Lhensing . e MiVaice 5000 / Mifoica 5000 Manager
kervicelink Secondary directory server | Caneric LDAR
Blades Enable synchrontzation | | 2rgeRock Dirsctory Sanvices
dnikall Spplkatens
“tmbun Synchronization schedule £
aministration Enable authentication
PP Authenticalion only
el Authentication for AD LDS
o boog files Skip USMChanged Attribute
:.-I".'.-I:l' mm.m |
-
Systam manitaring Distinguished name

7. Once CloudLink Platform is selected, the following Integrated Directory Services page will open to
further define the connection type. Click on theEnable authentication checkbox and Save.

MiCollab

status W [

Integrated Directory Services ('_’\
Edit connection to directory server
Reconfigure an existing directory server connection
Directory server type v
Enable synchronization [
n

Defer all operations [

Once the CloudLink/Azure AD based authentication is enabled, all existing users and new users created
will be provided with CloudLink Unified Login as detailed in the subsequent sections.

At this point, once MiCollab is integrated with CloudLink for CloudLink authentication, MiCollab Client
Users ( Web, PC, Android, iOS, and MAC Client) login in will be authenticated by Azure AD (in this
example) via CloudLink instead of MiCollab.

If the user synchronization is enabled from On-Prem AD and authentication is enabled from CloudLink, the
Admin must change the IDS mapping for the login id to the “userPrincipalName” field.
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Home » Enterprise applications » scim > Provisioning

Attribute Mapping

FLUTJULE Ivd PPy s

Attribute mappings define how attributes are synchronized between Azure Active Directory and customappsso

Azure Active Directory Attribute customappsso Attribute Matching precedence
userPrincipalName userhame 1
Switch([IsSoftDeleted], | “False”, "True”, "True", "False") active

displayMame displayMame

mail emails[type eq "work"].value

preferredLanguage preferredLanguage

givenNamea name.giveniame

surname name.familyName

Join(" ", [givenName], [surname]) name.formatted

0 Note:

From R9.5 onwards, for performing the CloudLink Authentication procedure, the migrated user's login
ID becomes the same as their Email ID. This behavior is valid for all the first-time users performing
CloudLink Authentication. In case of manually or locally enabling and disabling CloudLink Auth from
Bulk User Provisioning (BUP)page, no changes would be seen.

154 To disable CloudLink-based authentication

MiCollab administrator can disable/enable CloudLink-based Authentication for a set of users (one or
multiple) through Bulk User Provisioning (BUP). This might be required for cases where the administrator
wishes to manage authentication locally through MiCollab for few users, for e.g. temporary users which do
not have accounts in AD.

To disable CloudLink-based authentication for specific set of users/user, please follow the below steps.

1. Under Applications, click Users and Services.
2. Click the Bulk User Provisioning tab.
3. In the Mode drop-down window, select the Bulk User Edit option.

Users+ Network Elements

Mode : |Bulk User Edit e
Bulk User Add
] Bulk User Edit
Manage Detained Queue
0 ge

4. Click on Load Users.
5. Select the users for whom the CloudLink-based Authentication needs to be disabled.
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6. Click on the Disable CL Auth button.

A Password pop-up will be opened.

7. Enter the default password of those selected users in the Default Password and Confirm Password
fields and click Submit.

8. Click on Yes to confirm. The CloudLink-based Authentication of the selected users will be disabled.

In case of any error, the error message would be displayed. Refer the Troubleshooting Errors, Alarms and
Reports for details.

1.5.5 Using CloudLink-based Authentication on the
MiCollab Clients

1. Open the MiCollab client in the web browser.
2. Enter the Email ID or login ID (received in MiCollab Welcome Email) and click Next.

20 Mitel Networks Corporation

3. If CloudLink-based Authentication is enabled for the user, the MiCollab client will proceed for
subsequent login through the CloudLink Unified login page.

* Azure AD is integrated: In the CloudLink Authorization page, use your enterprise credentials to login.

* Azure AD is not integrated: In the CloudLink Authorization page, use your CloudLink password.
This password must be setup with the help of CloudLink welcome Email. Check Emails from no-
reply@mitel.io to setup your password if not done already.

00 Mitel

Sign in to Mitel

(9 Use your enterprise credentials to proceed
‘\ @ single Sign on
*

malt-
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6 Note:

CloudLink-based Authentication

The Email ID is auto-populated on the CloudLink Sign-in page.

00 Mitel

‘ Sign in to Mitel

Eter your pas

sward for Fonantanesa ) Segmal.com

- -

» Azure AD is integrated along with the field Enable Mitel Credentials (optional) over CloudLink Portal:
In the CloudLink authorization page, you can use the credentials which were used to verify the
account over CloudLink Portal (check Emails from no-reply@mitel.io to setup your password).

09 Mitel

Sign in to Mitel
Use your enterprise credentials to proceed

IEI Single Sign On

Or use your Mitel credentials ~

Enter your password for
demotest3@cloudlinkauth.onmicrosoft.com

fod

Y -
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4. If CloudLink-based Authentication is not enabled, then the user proceeds for MiCollab Authentication
and on providing the Email/Login ID on the same page, next the password field opens.

prateek dhawan@hcl.com

Password

5. On successful password authentication, the user might be prompted to enter a second-factor
authentication code, for example, OTP (based on Multifactor Authentication configuration done on
Azure AD behind CL platform).

6. After the successful multifactor authentication, the client is presented with the progressing screen
followed by MiCollab Home Screen.

With this the CloudLink-based authentication is complete and user can use the MiCollab Client features.

03 Mitel

MiCollab

7. For CL authenticated users they can use the Logout functionality to logout of the Web client.

|
ntox Fae EEED

- 8- ) %!

Coras 5

w A B

Avalabitty
) ree-rosens ey
5 s Woting flamhome

Personal Message

% 0 + O B
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1.5.6 Manual login for native clients

CloudLink Authentication also supports manual login in native clients (iOS, Android, PC, and MAC OS).

Perform the following steps for manual login for the native clients:

1. Tap on the Mitel logo three times to open the Manual Login screen.

60 Mitel

MiCollab

2. In the Manual login screen, enter the Server Hostname and Login ID/Email ID.

09 Mitel
MiCollab
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3. Click Next.

09 Mitel

MiCollab
mivhC sveapps.com ge==—""
jains2l@mitel.com —

4. If CloudLink-based Authentication is enabled for the user, the MiCollab client will proceed for
subsequent login through the CloudLink Unified login page.

* Azure AD is integrated: In the CloudLink Authorization page, use your enterprise credentials to login.

* Azure AD is not integrated: In the CloudLink Authorization page, use your CloudLink password.
This password must be set up with the help of CloudLink Welcome Email. Check Emails from no-
reply@mitel.ioto setup your password if not done already.

00 Mitel

Sign in to Mitel

(D Use your enterprise credentials to proceed
‘\ (& single Sign On
>

nant
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0 Note:

CloudLink-based Authentication

The Email ID is auto-populated on the CloudLink Sign-in page.

00 Mitel

‘ Sign in to Mitel

TRr your pas

sward for Fonantanesa ) Segmal.com

- - 3

» Azure AD is integrated along with the field Enable Mitel Credentials (optional) over CloudLink Portal:
In the CloudLink authorization page, you can use the credentials which were used to verify the
account over CloudLink Portal (check Emails from no-reply@mitel.ioto setup your password).

09 Mitel

Sign in to Mitel
Use your enterprise credentials to proceed

IEI Single Sign On

Or use your Mitel credentials ~

Enter your password for
demotest3@cloudlinkauth.onmicrosoft.com

fod

Back Next
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5. If CloudLink-based Authentication is not enabled, then the user proceeds for MiCollab Authentication,
and on providing the Email/Login ID on the same page, next the password page opens.

09 Mitel
MiCollab

03 Mitel
MiCollab

Enter Password -




CloudLink-based Synchronization 2

This chapter contains the following sections:

Prerequisites and Supported Platforms

Limitations

Setting up CloudLink Account for SCIM integration
Setting up the Provisioning Server (Azure AD)

Setting up Mitel SCIM Enterprise Application

Setting up MiCollab for CloudLink-based Synchronization
Adding a user in Azure Mitel SCIM enterprise application

CloudLink (CL)-based synchronization provides single point of user provisioning and management of MiCollab
users from the CloudLink Accounts Portal. CloudLink can further be integrated with a provisioning service such
as Azure AD with the help of SCIM interface to extend the user provisioning and management directly from the
Azure AD service portal. This feature can be turned on/off with Cloudlink-based authentication.

2.1 Prerequisites and Supported Platforms

* Cloudlink-based synchronization is supported in Integrated mode and only with MiVB platforms (On-
premise and Flex deployments).

* Once Cloudlink-based synchronization is enabled, the administrator will not be able to add new users
from MiCollab USP but from CloudLink (or 3rd party provisioning server) portal only. At the same time
attributes updates for existing users will only be allowed for limited fields.

» Users can be created by Bulk User Provisioning and MiVB platform as well.
* Cloudlink-based Synchronization can only be turned on one IDS connection.

o Note:

CloudLink Synchronization does not support importing contacts into MiCollab, as it can be done
with on-premise AD synchronization. You can create contacts as Basic users from the Bulk User
Provisioning tab on MiCollab.

0 Note:

it is not necessary to enable CloudLink-based Synchronization in order to take advantage of
CloudLink-based Authentication.
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e Note:

For Cloudlink synchronization to work, the mobile number which is entered in Azure must be in e.164
format. For example, +16135922122 and +441291436000.

The following subsections describe the MiCollab Client behaviors and CloudLink/ Provisioning server
(Azure AD)/MiCollab server configurations to enable the Cloudlink-based synchronization.

2.2 Limitations

The following fields are not supported on Azure/CloudLink Synchronization, but they can be modified or
changed as per the below-mentioned methods:

1. Fields that can be modified from MiCollab USP

* Department
+ Language
* Location
2. MiCollab user fields that cannot be populated from Azure AD

* Info

* Info2

* Position
« Title

* Home Element

» Secondary Phone directory Number
* Mobile Phone Number 2

 Fax

» Distinguished Name

3. Not supported on SCIM Interface; Administrator can update their photo on Azure and the user can
update their photo in MiCollab Client.

* Photograph

o Note:

On migration from AD Sync to CloudLink Sync, the above-mentioned field values would be
maintained and not cleared. After the migration, these values can be updated or modified using the
methods specified against the field values.
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e Note:

Due to a limitation of the Microsoft Azure SCIM solution, a user details field in Azure AD that has
been mapped to an attribute will not be provisioned if the field is left blank and hence it cannot be
pushed to CloudLink. Therefore, an update of the blank field is neither received by CloudLink nor by
MiCollab. That means any field that is provisioned with a non-blank value cannot subsequently be
blanked out from the Azure AD side. As an alternate solution, the administrator can set a particular
character like "-" or a string "<blank>" instead of null fields on Azure. Updates using these characters
or strings will be pushed to MiCollab via Cloudlink.

For removing the services like DID, External Number, etc. the administrator needs to update it to a
random unique number. After the user is created with a service along with the provided random unique
number, delete the service from MiCollab.

2.3 Setting up CloudLink Account for SCIM integration

Prerequisite : Provide a heads-up to the Customer IT administrator that SCIM Field Attribute mapping
needs to be planned. The actual mappings will be set up in Step 14 below, but they need to be aware of
this requirement.

Follow steps mentioned in Setting up a CloudLink Account for Integration (Step 1 and Step 2) in Chapter 1,
for setting up CloudLink Account. Once the Integration is done, at the bottom of the page you will find the
option Integrations. Integrations will include Mitel and 3rd Party.

» Mitel Integrations include (not discussed here): MiCollab, MiTeam Meetings, and MiCC.
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» 3rd Party Integrations will include Azure AD Sync as shown below:

» Select the Add button beside Azure AD Sync.

e Select Done.

Integrations

Q

Mitel

A Azure AD Single Sign-On Add
SSO for enterprises using Azure AD with Mitel's CloudLink based applications.

A Azure AD Sync Add
Synchronize users between your Azure AD and Mitel's CloudLink based applications.

a Microsoft Office 365 v Added

Allows Mitel Cloudlink to integrate with Microsoft Office 365

At this point the Azure AD Sync setup has not been completed. Click on the Settings icon.

Integrations

MiCallak:

MiTeam Meetings ©

Arure AD Single Sign.0n

Arure AD Sync

Click on Complete setup.

Integrations

Azure AD Sync

Click on Generate keys.

[ &
@«
[ &
[ @]

+ Add new

Complete setup 0]
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Azure AD Sync

Before start ng ensure you have an Azure AD subscription/ account. and

have added an application object. For more infermation see online help.

It might be easier to have this portal and the Azure AD portal side-by-side as
you will be copying and pasting infarmation from this portal to the Azure AD
portal

Press the Generate keys button to create keys to copy to Azure AD SCIM

provisioning. Only generate keys as needed.

&, Generate keys

= =3

Click on Copy against the Tenant URL text field and Secret Token text field and save the values, as these
values would be required to be entered on Azure portal SCIM app configuration.

The keys generated will be used by the customer site IT personal for the Azure AD part of this
configuration. Copy the Tenant URL and Secret Token and send this information to the Customer IT person
via Email.

Click Done to complete the configuration on CloudLink.

0 Note:

Click on Generate Keys button to create the keys and copy them to the Azure AD SCIM app.
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Azure AD Sync

Before starting ensure you have an Azure AD subscription/ account, and
have added an application object. For more information see online help.

It might be easier to have this portal and the Azure AD portal side-by-side as
you will be copying and pasting information from this portal to the Azure AD
portal.

Press the Generate keys button to create keys to copy to Azure AD SCIM
provisioning. Only generate keys as needed.

@\, Generate keys

Copy and paste these values where needed in Azure AD SCIM provisioning

Tenant URL Copied
https://admin.eu.dev.api.mitel.io/2017-09-01/accounts/7... ~

Secret Token

$p%PVGD7hQ9aBdrfAyKScxs+AGEWHVC@ Copy

S rre e
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M fydm Jentiil
Irmim i |
i A th I . i Cliosad| I i I i
nan L# .
& -
el Taker -
Tt Cormed o

Azure AD Sync

Belore starting ensure you have an Azure AD subscriptions accownt, and

" Aaid wry aglean o o Era e T - llf .
e added an application obpect. For more information see online help.

L might be easier to have this portal and the Apure AD portal side-by-side as
Tt A I At A TasEting Eairaiar: Froa thie artal o S A ™
you will be copying and pasting information from this portal to the Azwre AD
portal,

Priess [he Generate kKeys button (0 dreate kiys [0 Copy 10 Agure AD SCIM

provisioning. Only generate keys as needed
{1, Generate keys

Copy and paste théde values where needed in Azure AD SCIM provisianing

hittps:fadmin, e dev.api mitel o/ 201 7-09-01/accounts']

Copy

REVEED MRZX N SOTCK D+ VH LR X0 F

5 oo =

2.4  Setting up the Provisioning Server (Azure AD)

The information contained within this section on CloudLink or Azure does not follow MiCollab release
cadences and content. The purpose of this section is to provide information on the basics of integrating
CloudLink with Microsoft Azure AD for the provisioning and management of MiCollab users.

e Note:

Role change and Directory Number change are not allowed when done through Azure AD; similarly,
they are not allowed in the case of AD synchronization.
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2.5 Setting up Mitel SCIM Enterprise Application
To set up the Mitel SCIM Enterprise app, the administrator should have access to the Azure Portal.

1. In the Azure portal, search for Enterprise applications.

Microsoft Azure L enterprise sfme—

Services

Wel EE{.', Enterprise applications

Don't & Bing Maps API for Enterprise
Integration accounts

| e | .
& Service Bus

Resources

Mo results were found.

Start
Get $.
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2. Once the Enterprise application opens, click on the New application option.

The Browse Azure AD Gallery opens.

_ Microsoft Azure 2 Search resources, services, and docs (G+/)

Home > Enterprise applications

=== Enterprise applications | All applications

HER
EEE Default Directory - Azure Active Directory

« -+ New application == Columns Preview features Q Got feedback?
-

Overview
. 0 Try out the new Enterprise Apps search preview! Click to enable the preview. =
0 Overview
# Diagnose and solve problems Application type Applications status Application visibility
| Enterprise Applications v | ‘ Any v | | Any v | .
Manage
i Al applications ‘ | First 50 shown, to search all of your applications, enter a display name or the application 1D.
B Application proxy Name Homepage URL
€58 User settings Mitel Connect http://www.mitel.com
Security H seim
. SCIM
'L Conditional Access n
@ Consent and permissions n SCIM App

3. In the Browse Azure AD Gallery (Preview), switch to the old app gallery experience.

L search resources, services, and docs (G+/)

Home > E

s¢ applications

| Browse Azure AD Gallery (Preview) | %

~+ Create your owm application (O Request new gallery app <7 Got feedback?

Iﬂ Click here ta switch back to the ol app gallery experiance. — |

0 Search application Single Sign-on : All User Accaunt Management | All Categaries : All

Cloud platforms

Amazon Web Services (AWS) Google Cloud Platform Oracle SAP
Google Cloud

On-premises applications

Add an on-premises application Learn about Application Proxy Manage Application Proxy connectors

Configure Azure AD Ap PE %y 10 provide seCUre remaote access

access
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4. Select the Non-gallery application.

= Microsoft Azure 2 Search resources, services, and docs (G+/)

Home > Enterprise applications > Browse Azure AD Gallery (Preview) >

Add an application »

© Click here to try out the new and improved app gallery. —>

Add your own app

7Y On-premises BR=  Non-gallery

R Application
application l application

iy you're iy
developing

Register an app you're
working on to integrate

Configure Azure AD
Application Proxy to
enable secure remote

Integrate any other
application that you
don't find in the gallery

it with Azure AD

access.

Add from the aallerv
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5. Under the Add your own application field, add the application with a name of your preference like
Mitel SCIM and click on Add.

You can click on Learn more under Automatic User Provisioning with SCIM to learn more on SCIM.

Microsoft Azure 2 Search resources, services, and docs (G+/)

Home > Enterprise applications > Browse Azure AD Gallery (Preview) > Add an application >

Add your own application

Name * (D

| SCIM-TeSt e

Once you decide on a name for your new application, click the "Add" button below and we’ll walk you through some

simple configuration steps to get the application working.

Supports: @
SAML-based single sign-on
Learn more

Automatic User Provisioning with SCIM
Learn more

Password-based single sign-on
Learn more
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6. Click on the configured SCIM application to set it up with CloudLink.

— Microsoft Azure 2 Search resources, services, and docs (G+/)

Home » Enterprise applications

=== Enterprise applications | All applications

BE® Default D rectory - Azure Active Directory
“ 4 Mew application == Columns 5l Preview features 7 Got feedback?

Overview -

. 'ﬂ' Try out the new Enterprise Apps search preview! Click to enable the preview. —
“ Chverview
A Diagnose and solve problems Application type Applications status Application visibility

Enterprise Applications e Ay e Any

Manage
= applicaticns First 50 shown, to search all of your applications, enter a display name or the application ID.
B application proxy Mame Homepage URL
BB User seltings Mitel Connect http:/fwww.mitel.comm
Security n s

. SCIM
% Conditional Access n

_ L SCIM App

E Consent :'IF:I PETI‘I‘lISEIDI‘lE

| I:I SCIM-Test
Activity

7. Click on Provisioning, followed by Get started.

= Microsoft Azure B search resources, services, and docs (G+/)

Home > Enterprise applications > SCIM- Test
@ SCIM-Test | Provisioning >
R

Enterprise Application

«
@ Gor 2 sacond? We would lnve your feedhak an user provisioning. —

I Overview
M oeployment Blan
Manage

I eroperties

& Owners ﬂg .
& Roles and administrators [Pre., /' '

&8 Users and groups

2 single sign-on

Automate identity lifecycle management with Azure Active Directory

Automatically create, update, and delete accounts when users join_leave, and move within your crganization. Learn more.
G Self-service
Security
What is provisicning? Plan an application deployment Configure autamatic provisioning,

® Conditional Access
% Permissions

@ Token encryption
Acrivity

D sign-ins

8. Select the Provisioning Mode as Automatic from the drop-down list. Fill in the fields for Tenant URL
and Secret Token from CloudLink. (Refer to previous section for details. These values were copied and
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saved by the user). Refer to the Tenant URL details mentioned in the previous section. These values
were copied and saved by the user.

Microsoft Azrure £ Saarch resources, senvices. and docs (G+/)

Home > Enterprize applications > SCIMDoc

Provisioning

B s > Discard

Provisioning V
| Automatic hd I
Uze Azure AD to manage the aeation and synchnonization of user accounts in SOMDoc based on user and group
Assgnmant.

#.  Admin Credentials

Admin Credentials

Azurs AD neich the following information to connect to SCMDoc’s AR and pymchronize user data
Tenant URL *

| ketpsy adminew dev.apimitelio/2017-00-01/acoounts, T54f5e 3-b00F-4c0¥-30dc- T4e TETT c T/ v2 scim ! | -

Secret Token

“w Mappings

9. Click on Test Connection. Test connection should be successful.

e oo

Home prise applications > §

Provisioning

B s X Disard

Provisicning Mcde
. <]

Usa Azure AD to manage the cresticn and synchronizasion of user accounts in SCMDoc based on user and group
assignmant

A Admin Credentials

Admin Credentials
Azurs AD nesds the following inormation to connact to SCRMDGC's AP1 and synchronize user data

| Peeps://admin u.devapi.mitelic/2017-09-01/accourts, T8545e3-b9%i-4c0F-300c- 7467677 | Hanv/scim |

[_Test Connection_]|

~ Mappings

~ Seaings
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10. Under Mappings click on Save your credentials to create mappings.

Mecrosoft Arure O Search rescurces, senvioes, and docs (5]

Home > Enterprise applications > som

Provisioning

& 58 X Daam

Provitianing Modd | L =

Ut Azure AD 10 musnigr th creasion Bnd mymchronizytion of Uler Bocunts in 5o Bited o0 vl Bod group MSigrment

A Agnin Credentials

Apmin Credentials

Azung AD rpwds che following indsmesion o Cormet 1 Gm s AR and pymehranize wer dam

Tunant URL* (1] hetpi/adminueu cee.apimitelio/2017-09-01, sccounts/ 21 Thafi-Oell-4347 -Bo0e-sdbtil . |

Sarat Tekan O | |

| Test Connecuion

A MBppings

Mapirgs
Wappargs ¥iow you 10 cefine how dits 1hould fow betwien aoplcrtions
Name Enabded

St your o to Ot mapErgl

~ Settings

Nerification Empil [0

R R RO
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11. Click on Provision Azure Active Directory Groups.

— Microsoft Azure P Search resources, services, and docs (G+/)

Home > scim app »

Provisioning

~  Admin Credentials

A~ Mappings
Mappings
Mappings allow you to define how data should flow between Azure Active Directory and customappsso.
MName Enabled
| Provision Azure Active Directory Groups Yes
Provision Azure Active Directory Users Yes

I:‘ Restore default mappings

v Settings
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12. Under Attribute Mapping, turn off the Enabled and click Save.

— Microsoft Azure L Search resources, services, and docs (G+/)

Home > scim app > Provisioning >

Attribute Mapping

Save X Discard

Enabled /

G o )

Source Object Scope

All records

Target Object Actions
w/ Create
\/ Update

'v| Delete
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13. Click on Provision Azure Active Directory Users.

— Microsoft Azure

CloudLink-based Synchronization

£ Search resources, services, and docs (G+/)

Home > scim app »

Provisioning

v Admin Credentials

~  Mappings
Mappings
Mappings allow you to define how data should flow between Azure Active Directory and customappsso.
Name Enabled
Provision Azure Active Directory Groups No
| Provision Azure Active Directory Users Yes

| | Restore default mappings

14. Add/Edit Attribute mappings

Add/Edit source to target attribute mappings. All the target attributes will be auto-populated in Azure.
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0 Note:

Edit attribute mapping can be done for AAD users and not for AAD groups.

Mappings determine the user attributes that flow between Azure AD and the MiCollab application (via
CloudLink SCIM) when user accounts are provisioned or updated.

_ —E B

Attribute Mapping

Edit Attribute

0 Note:

The following SCIM attributes are supported for programming from the provisioning server (in this
case Azure AD). All the mandatory fields mentioned below in the table should be programmed from
Azure. In absence of mandatory fields, the updates will first land in the detained queue and require
Manual Intervention to save on MiCollab.

Table 1: Attribute Mapping for 'only' CloudLink Attributes

These attributes are mandatory and only needed by Cloudlink, and therefore they should not be deleted

nor any changes should be made.

Azure AD Attributes SCIM/Target Attributes

Switch([IsSoftDeleted], , "False", "True", "True", active
"False")
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Azure AD Attributes SCIM/Target Attributes

userPrincipalName userName

Table 2: Attribute Mappings

Azure AD Attributes SCIM/Target Attributes MiCollab Attributes
givenName name.givenName First Name
surName name.familyName Last Name
userPrincipalName emails[type eq "work"].value Email address
Extension attribute or any roles[primary eq "True"].value Role

available Ul attribute

telephoneNumber phoneNumbers[type eq Primary Phone Directory
"work"].value Number (DN
mobile phoneNumbers[type eq Mobile

"mobile"].value

Extension attribute or any available

Ul attribute phoneNumbers[type eq DID
"other"].value
physicalDeliveryOfficeName address[ type eq Company name

“work”].formatted

Extension attribute or any address| type eq Street Address
available Ul attribute “work”].streetAddress
Extension attribute or any address][ type eq “work”].locality ~ City

available Ul attribute

Extension attribute or any address| type eq Postal Code
available Ul attribute “work”].postalCode
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Azure AD Attributes SCIM/Target Attributes MiCollab Attributes

Extension attribute or any address[ type eq “work”].country  Country
available Ul attribute

15. Click on Save mapping.

_ it

Attribute Mapping
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16. Turn on the Provisioning Status and Save configuration to complete.

Home Enterprise applications SCIm

Provisioning

B save X Discad
~ Mappings
Mappings
Mappings allow you o define how data shauld flow between Azure Active Directory and customappesa
Marme Enabled
P (= & Direcn (L Yot
o e TX ory Use ®

[] Restore sefauis mappings

A Sattings

Motification Em

:I Send an email notification when a failure occurs
Status
Seart and $T090 PAOVISIONING TO LLiM, And Vigw PrOvitioning STMtUL

Pravisiening Taatus __um ot )

Cumrent Status Statistics to date

2.6 Setting up MiCollab for CloudLink-based
Synchronization

1. If you have an On-Prem AD connection or any other IDS connection which is currently being used for
user synchronization, you must disable the synchronization first, as only one source of synchronization
is allowed. If On-Prem AD connection is only used for user synchronization and not for authentication,
you may proceed for deletion.

2. Refer To add CloudLink Platform/Azure AD authentication for IDS step 1 to 6 for setting up CloudLink
Integration and CloudLink Platform IDS.
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CloudLink-based Synchronization

3. Click on the Enable synchronization checkbox and Save.

MiCollab Status M [

Integrated Directory Services @
Edit connection to directory server
Reconfigure an existing directory server connection
Directory server type
Enable synchronization ||
Enable authentication

Re-initialize on next cycle | ]

Defer all operations

4. Once the Cloudlink-based synchronization is enabled, all existing users and new users created from the
provisioning server (Azure AD) will be synced to MiCollab.

5. Select Defer all operations to preview the synchronization updates in the detained updates queue.
From the queue, you can view, apply, modify, or cancel (delete) the updates as required.

6. Select Re-initialize on next cycle to re-initialize the user sync from CloudLink.

This option effectively forces a full synchronization on the next scheduled sync event. A full
synchronization queries the directory server for the entire set of users. This option can be used to
recover the MiCollab database from the directory server. It will most likely result in a large number of
detained user updates.

7. Once the IDS connection is made, a sync button is also provided to check for any database changes on
the provisioning server and applies the updates to the MiCollab database. This might be required when
changes are done on CloudLink (or provisioning server) when MiCollab is offline.

o Note:

» Once the synchronization is enabled, the administrator will not be allowed to add a new user(s)
from Add, and Quick Add options. Any new user addition and updates must be done from
the provisioning server portal only. Refer to Table 1 Attribute Mappings for details on MiCollab
attributes.

+ Updates made from the provisioning server (Azure portal in this case) to MiCollab are synced at
periodic intervals (few mins to few hours depending on the Azure AD configuration). To push the
updates immediately, use the ‘Provision on demand’ feature from Azure portal.

2.7 Adding a user in Azure Mitel SCIM enterprise
application

Prerequisites: The administrator needs to have an account in the azure portal ( https://portal.azure.com/).

There are multiple ways to add users in Azure AD through Ul, CSV import, PowerShell, etc. The

user creation in Azure AD is not considered and described in this document. Please refer https://
portal.azure.com/ for details. This section only describes adding a user in Azure Mitel SCIM app once the
user is created in Azure AD.
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CloudLink-based Synchronization

1. Under Enterprise Applications on Azure AD, select Mitel SCIM. To create a Mitel SCIM Application,
refer to the section Setting up Mitel SCIM Enterprise Application.

Home > Enterprise applications

222 Enterprise applications | All applications
— Custom Directory - Azure Active Directory

“ t New application Columns [&) Preview features  Got feedback?

QOverview

G Try out the new Enterprise Apps search preview! Click to enable the preview. =3
O Overview

A Diagnose and solve problems Application type Applications status Application visibility
| Enterprise Applications e Any ~ | | Any
Manage
8 Al applications | First 50 shown, to search all of your applications, enter a display name or the application ID.
B! Application proxy MName Homepage URL
€88 User settings u MITELSCIM
—
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CloudLink-based Synchronization

2. On the Mitel SCIM page, click on the Assign users and groups option.

— Microsoft Azure A Search resources, services, and docs (G+/)

Home > Enterprise applications »

H SCIM App | Overview

Enterprise Applicaticn
«
B overview

M oe ployment Plan
Manage
Il eproperties

& Owners

Rales and administrators (Pre...

_t-

Users and groups

©

Single sign-on

o

Provisioning

B Application proxy
E self-service
Security

& Conditional Access
o .«

iwd  Permissions

@ Token encryption
Activity

—:") Sign-ins

Properties

Name (1)
SCIM App

Application ID ()

15a013d9-52b5-4d4f-828... [ |

Object 1

Getting

cab2a315-1084-4760-h%e.. [ |

Started

& 1. Assign users and groups

Provide specific users and groups access
to the applications

Assign users and groups

@

4, Conditional Access

Secure access to this application with a
customizable access policy.

Create a policy

—3 2. Set up single sign on

Enable users to sign into their application
using their Azure AD credentials

Get started

5. Self service

Enable users to reguest access to the
application using their Azure AD
credentials

Get started
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3. Click Add user.

= Microsoft Azure £ Search respurces, senvices, and dogs (G+/)

Home » Enterprise applications > SCIM App

2 SCIM App | Users and groups

Enterprise Application

h + adduser | & bdit W Remove 22 Update Credentials == Caolumns 7 Got feedback?

B overview

ﬂ The application will appear on the Access Panel for assigned users. Set 'visible to users?' to no in properties to prevent this. -
M Ceployment Plan

Manage First 100 shown, to search all users & groups, enter a display name

1 Propertiss Crisplay Mame Chject Type
B Owners Ll . Abhinay Trivadi User

Rales and administratons (Pre... D . Addresstest User

Users and groups D . createafiercodersview User

SiIII:EII;' 5igr1- an

W B

fig

Provisioning

& :Jpli cation proxy

m m

Self-service

Security

& Conditional Access
ita Permissions

@ Token encryption
Activity

3 Sign-ins
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4. Search for the applicable users and Select the user.

e ECCm

Home Enterprise applications

Add Assignment

Usars
Mong Selecied
Sebect a role
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5. Click Assign.

Home * Enterpnse apphcations > som agp

Add Assignment

CloudLink-based Synchronization

Users and groups

1 user selecied
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6. User should List under Enterprise Application — Mitel SCIM as shown below.

Microsoft Azure A Search resources, services. and docs (G+/

Home > Ent e applications > SCIMDe

2 S5CIMDoc | Users and groups

A P =l LT
ROC LI Qroup =i I o TRESDACK

_ . @ ™ scpliation sppasr on the Acrsss Funal for & —e— R L T R
[0 Deployment Plan -

Manage | el

Il Propsries Display Name Object Type

& Owners O @ 3:,‘.3-1'2-:—"'-: User
d= Roles and administrazors (Previey

& Users and groups

D Single sign-on

)
B Applcition
Seif-service

o Note:

* The last name of a user is not mandatory in Azure while it is mandatory in MiCollab. So, if the last
name of the user is missing, in this scenario the user creation fails in MiCollab.

» If more than 21 characters are present in the Email ID (characters before @ and shouldn’t include
@ and the domain part), the login ID will be truncated to 21 characters which will result in user
creation failure and the users will be listed under the detained queue list.

» If Defer All Operations is selected under IDS, all users will be listed in detained queue list. In case
the option is not selected, then only the failed users are listed.



Troubleshooting Errors, Alarms and 3
Reports

This chapter contains the following sections:

e Alarms
e Errors
* User Summary Reports

3.1

3.2

Alarms

Scenario

When CL Adapter is down

When CL platform could not be connected from CL Adapter

SAS rest service is down

CL Adapter connection with CL platform breaks momentarily

Alarm Text

ERROR - AUTHSERVICE_DOWN

ERROR — CL_CONNECT_FAILURE

ERROR - REST_CONNECT_FAILURE

ERROR - CL_CONNECT_FAILURE

Errors
Scenario Error String Resolution
When Administrator tries to Failed to enable CloudLink Check the connection to CL
enable CL Auth from BUP Authentication. platform.

Restart mom-server using
command service mom-server
restart

Contact Mitel Support with
issue and log details
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When Administrator tries to Failed to disable CloudLink
disable CL Auth from BUP Authentication.

When Administrator tries to re-  Failed to send CloudLink
send CL Account setup Email Account setup Email.

3.3 User Summary Reports

This report lists the following information for the MiCollab users:

» User's First Name
* User's Last Name
* Email Address

+ UCC Bundle

* Department

* Location



External References and Links

Table 3: External references

Serial Description
number
1 This is an attribute mapping link for Azure AD Admin

programming. The AD attribute can be configured via the
Azure AD portal.

2 CloudLink documentation for setting up Azure AD Sync
3 MiCollab Solution Document - CloudLink
4 Azure portal

External Link

https://docs.microsoft.com/en-us/
powershell/azure/active-directory/
using-extension-attributes-
sample?view=azureadps-2.0

https://www.mitel.com/en-ca/
document-center/technology/
cloudlink/all-releases/en/cloudlink-
accounts-html

https://www.mitel.com/document-
center/applications/collaboration/
micollab/micollab-server/913/
en/micollab-cloudlink-solution-
document

https://portal.azure.com/#home
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