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1 About this manual

IMPORTANT:
This manual is subject to change. Before using it, make sure you have the
current version!

The manual provides a guideline for the configuration / design required after
the installation of an OSC Server to run the OpenScape Concierge
Application.

The first chapters describe architecture and deployment options of
OpenScape Concierge and are followed by configuration of the switches.

Thereafter follow the basic settings in System Management and Concierge
Data Center to successfully connect a Concierge system to an OpenScape
Voice or OpenScape 4000 with or without OpenScape Contact Center
integration.

NOTE:
The order of the given information in these chapters tries to reflect the
order of configuration steps that are necessary after the installation.

NOTE:
The manual was written for technical specialists (e.g. personnel
responsible for integrating, installing and managing the software).

1.1 Terms and notation

111 Style

This section describes the terms and notation used in this manual.

Table: Style
Convention Meaning
Bold On-screen buttons and icons, menu items

Cursive bold Database names, variables, fields, file names

UPPERCASE Buttons (SHIFT, CTRL, ALT)

Italics Commands, examples, folder names

Courier Output texts and error messages, parameters,
source text
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1.1.2 Terminology

1.1.3 Notes
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The following terms describe actions that should be performed using the
keyboard or mouse, as well as the command button statuses on the screen.

Table: Terminology

Term Meaning

Press Press a key on the keyboard.

Input Enter letters, numbers, database names, variables.

Enter Press the confirmation key (ENTER or Return).

Double-click | Click the left mouse button twice quickly.

Right-click / Click the right mouse button once.

right mouse

button

Select or Click an item once with the left mouse button.

highlight

Drag Select an object and click and hold the left mouse button
while moving the object to a new position.

Drop Release the left mouse button to drop the dragged object.
This can only occur after you have dragged an item.

Active / Active commands are displayed as black text on the

released screen. This means that they are available to the user.
Active icons are displayed in their usual colors if
available.

Deactivated / | Deactivated command buttons and icons are displayed in

not released | gray on the screen, meaning that they are not available to
the user.

Button /icon | Buttons for performing functions

The following notes are used in this manual:

NOTE:

Identifies useful information which is important for the working process.

IMPORTANT:

Indicates a situation that could result in functional disorders or damage to

property.




1.2 Abbreviations

10

Table: Abbreviations

Abbreviation | Name Meaning

ACD Automatic Call Distribution Automatic distribution of
calls (call center
telephone system)

ART ACD Routing Table OS4K ACD routing table

BDE Borland Database Engine

CBC Concierge Button Config Concierge Admin tool

CDC Concierge Data Center Concierge Admin tool

CF Call Forward Setting in OSV

CFU Call Forward unconditional Setting in OSV

CLM Concierge Layout Manager | Concierge Admin tool

COS Class of Service

CPS Concierge Provider Service

CTI Computer Telephony Integration of telephone

Integration system and supporting

software

DB Database

DDI Dialed Digits Inwards Direct dial number

DIl Dynamic link library

ETB Electronic phonebook Part of the OpenScape
Concierge application

MLHG MultiLineHuntGroup Multiline hunt group in
osv

MoH MusicOnHold Music on hold setting in
osv

0S4K OpenScape4000 PABX / Telephone
system

OSsC OpenScape Concierge OpenScape Concierge
application

OSCC OpenScape Contact Center | ACD of OpenScape Voice

osv OpenScape Voice Soft switch

OCX OLE Control Extension Program module

PABX Private Automatic Branch OpenScape 4000, or

Exchange OpenScape Voice

RCF Remote Call Forward Setting in OSV

RCG Route Control Group Setting in OS4K

SDK Software Developer's Kit Development software

A3100352250M1020976A9
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Abbreviation

Name

Meaning

SIP DN

Session Initiation Protocol

Setting in OSV

VNR

Virtual Numbering

An exclusive feature of
OpenScape 4000

A3100352250M1020976A9
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2 General

IMPORTANT:
This manual is subject to change. Before using it, make sure you have the
latest version!

This manual provides an overview of the required components and
configuration for OpenScape Concierge (OSC).

2.1 OpenScape Concierge components of Server and Clients

The following overviews show the essential software modules and
components of OpenScape Concierge.

OpenScape Voice

OpenScape
Desketop Client
Personal Edition

System
| Management

Skype for Business

OpenScape UC

Microsoft Teams

Unify Office
MS Exchange Server

CLM/CLA

OpenScape

Contact Center

PABX - DB
(OSV / H4K)

Customer
Contact Data File

LDAP Directory

Concierge *

Concierge
| DataCenter *

Layout Management

Button Configuration

——

i Concierge Updater

12

* Concierge Client and Data Center also have a connec-
tion to the databases

Description of the most important OSC Server components:

On top of the figure the service OSC Main is displayed. It controls all
processes on the machine and can be started and stopped using Windows
services; it is named “OpenScape Concierge Service”.

The MS SQL Server Express database on the main machine, with OSCADM
and ConfigDB for hosting Concierge data.

Processes called ControlConfigDB and ControlOscadmDB are responsible
for creating and maintaining the databases — these are not in the figure.

This database can also be swapped out on a dedicated machine.
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211 CPS
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The central instance is the PABXLink Connector where all other function
nodes connect to and integrate with each other. PABX Link Connector is
responsible for synchronizing and controlling the single components.

The CPS (Concierge Provider Service) is responsible for controlling the
calls that are handled by the Concierge users / attendants. Without OSCC
the CPS is responsible for automatic push of calls to agents / attendants
(ACD).

The CPS is responsible for holding, transferring and parking calls as well as
for the pager functionality. When the call is assigned to an attendant and the
attendant speaks with the caller CPS is not involved, it comes back to CPS if
the agent parks or pages or transfers or holds the contact.

The CPS Worker is a worker process of CPS and is used for additional
communication needs in case:

- OSCC is used to monitor OSCC call flow
- OS4K Famos interface is used to read and set Class of Service
- HiMed is used to synchronise patient data into OSConcierge database.

Contact Data Provider (CDP) is responsible for (automatically) importing
contact data for the Electronic Telephone Book (ETB). Multiple sources of
different types can be used for that data import.

The Realtime Server consists of the Realtime Server and the Realtime
Node which is part of the Contact Center Node.

The UC node connects Concierge with OpenScape UC for displaying the
presence status and the media state of the UC extension to the attendant.

The Circuit node connects Concierge with Circuit for displaying the
presence status of the Circuit extension to the attendant.

The Skype node connects Concierge with Skype for Business for
displaying the presence status of the Skype extension to the attendant.

The Microsoft Teams node connects Concierge with Microsoft Teams for
displaying the presence status of the respective Microsoft Teams user to the
attendant (using the respective contact Microsoft Teams e-mail account).”

The Unify Office node connects Concierge with Unify Office for displaying
the presence status of the respective Unify Office user to the attendant
(using the respective contact Unify Office extension from account).”

The External Calendar node connects Concierge with external calendar
systems to provide external calendar information of contacts in ETB to the

attendant. Internal calendar information can additionally be stored in the
OSCADM by Concierge.

Report Scheduler Worker is responsible to process report schedules.

Besides the CSTA link the CPS (Concierge Provider Service) is the
second important connection between OSC Server and the communication
platform (OS400/0OSV/OSCC). CPS is a central service in the system. Itis
responsible for the complete handling of the calls that are in scope of
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Concierge as well as for the handling of announcements for callers handled
by Concierge.

Calls that are parked or appended are connected to the CPS where the
caller can listen to defined music. Calls that are transferred are temporarily
connected to the CPS as long as the target device has not accepted the call.
This allows Concierge to always keep track and control of the calls until they
are connected to the target party.

In case the required person does not answer, the CPS is the instance that
decides how to proceed with the call. It is no longer the Intercept settings of
the communication platform that make the decisions in case the target user
can not be reached.

This way the CPS is always the master of calls for the attendant console.
This includes RTP streams to the CPS. Concierge defines the handling in all
possible scenarios and can report on what happened in every moment.

Finally the CPS also provides a simple ACD routing of incoming calls in
installations without OpenScape Contact Center.

2.1.2 OpenScape Contact Center Integration

With the optional OpenScape Contact Center integration the following
services are also required:

e Contact Center Node

e CPS Worker is mainly used with OSCC and is responsible for displaying
the waiting OSCC calls in the Concierge GUI. Also COS changes are
handled by CPS Worker.

2.1.3 Client Applications
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Concierge is available in two versions:

e Professional (full version)
e Plus (limited version)

Differences are clearly marked within this document, but the displayed
figures are based on Concierge Professional — so these might differ in case
you configure a Concierge Plus environment. The Administrator and User
Guide are available for both versions.

These client applications are used with OpenScape Concierge:

e OpenScape Concierge Client (Attendant Console application)

e Concierge Data Center (Concierge related configuration)

¢ Layout Management (Configuration of the Concierge client layout (look).
o Button Configuration (Speed- and Direct dial button configuration)

¢ System Management (Main server configurations)

Remarks

The System Management is the general administration tool for configuring
the OSC Server’'s base parameters, like IP addresses, port numbers,
database settings and passwords as well as OSC applications settings.

A31003S2250M1020976A9
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2.2 Deployment

2.2.1 Sites

The deployment of an OSC Server can be distributed on multiple servers
(which can reside at different sites). The flexible deployment options are
helpful for load sharing amongst multiple servers as well as for flexibly
deploying redundant or standby scenarios, depending on the customer’s
needs.

A site defines a location, where an OSC Server is assigned to. Finally the
site corresponds to the PABX the OSC system is connected to.

One Master Site is configured, means the Main PABX, where the OSC
Server connects to. The system also integrates with an existing OSCC
system that belongs to that main PABX.

Additional Monitored Sites can be configured for monitoring the extensions
on other communication platforms by the actual deployment, like e.g. for the
Concierge’s busy lamp field feature.

Further server machines can be assigned to a deployment, but only one
server can be the Main Server in a deployment. The Main Server hosts the
configuration of the whole deployment and runs central components like
licensing and configuration synchronization processes.

2.2.2 PABX Connections

Under PABX Connections you configure the settings for the communication
platform that is associated with a site. It does not matter if it is a main site
or a monitored site.

NOTE:
Each PABX connection in a deployment matches a site.

For communication platforms with multiple exits to Central Office (CO) it is
possible to configure additional local trunks/ CO exits for a given PABX
connection.

In case multiple local trunks or sites are in use a database routing can be
defined that allows Concierge to route calls to target extensions in multiple
sites.

2.2.3 Contact Center Connections

A3100352250M1020976A9

The OpenScape Contact Center system that is connected to the Master
Site’s PABX can be assigned to the given Open Scape Concierge. The
OSCC IP parameters are required.

Also an OSCC high availability deployment can be integrated, and then
both servers are configured.

NOTE:
OSCC can only be assigned to the Master Site. Thus one Contact Center
connects with one OSC deployment only!
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2.3 Redundancy / Standby deployments

HLM

OSC Main Server OSC Standby Server

Main Process

Main Process
(of i [of

ConfigSync Service

@ e

Concierge Primary MS SQL Datal Concierge Secondary
Cluster
with OCSADM and =
Config DB inside o <

Further scenarios for standby are described later!

2.3.1 Trigger points for switch over
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The Solution Level redundancy in OSC works in a hot standby mode. The
respective components on Main and Standby Servers are always active and
keep identical information. So Standby Server can take over the service
without any interruption, if Main Server fails.

The Application Level redundancy for OSC is designed as a warm standby
solution. If a defined “core component” for any redundant application fails,
this is recognized by the central OpenScape Concierge Service and a
switchover is initiated. It is foreseen, that all connections between client and
the presently active server will be switched over to the secondary or
respective primary server, if the secondary was active before. The switch
over can take some time (depending on the environmental conditions up to
some minutes).

NOTE:

There will be no automatic switch back to the Primary server after it is
available again. This is designed to avoid additional connection lost on
client side. A planned switch back can be forced by manual interaction.

The following situations will force a switch over to the Secondary Server:

Primary Server down (hardware or system level)

Network Connection lost (i.e. NIC or switch port defect)

OpenScape Concierge Service Service down

PABXLink Connector Process down

PABXLink Node Process down, Connection to the Telephony
System lost

Contact Center Node process down

e Concierge Provider Service (no complete switchover, but reconnect
to the Secondary Concierge Provider Service instance, connected to
the OpenScape Concierge Service on the Secondary server).
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The following processes are not used as triggers for switch over:

ConfigSyncServer process

CpsWorker process

Realtime Server process

UCNode process

External Calendar Connection processes

ContactDataProvider process

If such a service fails the functions provided by it will not be usable until the

connection was successfully re-established, e.g. no UC states if UC service
is down.

NOTE:

After an automatic switch over to the standby system it is recommended to
execute a manual switch back shortly after the Primary Server is back in
service to avoid

- additional communication flow between the Primary and the Secondary
Server and

- client connections on both the Primary and the Secondary Server.

2.3.2 Standby installation scenarios
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Two installation scenarios can be a start point for a standby/redundant
environment:

Scenario 1

A new OpenScape Concierge project realization is implemented as a
redundant solution. All required servers are available in advance to the
installation and configuration.

Procedure

As the Standby server will be installed (see OpenScape Concierge, Server,
Installation Guide) and configured (within the System Management — see
from section 6 System Management) right from the beginning, all relevant
processes for the Standby server will be set and started automatically after
the configuration within the System Management is published.

IMPORTANT:

During configuring the applications as described in section 6.3 Section
Applications — do not forget to configure redundancy. Also see “Scenario 2”
under “Procedure for applications”.

Scenario 2

The Standby server has to be installed and integrated into an existing and
productive standalone OSC environment.

Procedure for OSC Server

1. Start the System Management application on the Main server. It is
important that it is active so the new standby server can be recognized by
the Main Service.

2. Run the OSC Setup procedure for the Standby server (see OpenScape
Concierge, Server, Installation Guide).
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3. After the installation and the reboot of the Standby server, the OSC Main-
Service starts automatically and as soon it has reached the
corresponding run level the new Standby server appears in the Control
Center tab of the System Management application on the Main Server
with its base processes (ConnectBalancingServer Secondary,
HttpServer, LicenseManagementServer Secondary, LogTranferProcess,
SnmpAgent). Those processes — except SnmpAgent - should become
green (with correct licenses) after a while.

4. Check in System Management the tab Installation Designer under
Resources / Servers. Your Standby server should be listed here.

5. IMPORTANT: Acknowledge the new server by Publishing the
automatically added configuration in the System Management. As the
data must be written into the Main server machine’s configuration file.
Execute a “Publish” by pressing “F5” or selecting “Action - Publish
Installation Data”.

2.3.3 Configuration of the Application redundancy

After completing these steps you have a redundant OS Concierge system,
but the redundancy is not yet used by any application. Follow the next steps
to configure redundancy for the applications:

1. Configure redundancy in the System Management under Applications
- Concierge. Mark the checkbox ,Install Application Redundantly® to
activate redundancy.

\/ Install Application Redundantly

Primary Server Secondary Server
| [

0 rprosccem ( MainServer ) ! rproscees ( StandbyServer )

2. As soon as this feature is activated the Secondary Server field appears
and lists all available secondary servers with usage type Standard. Select
the appropriate server as Secondary server (Standby server) for this
application.

3. Publish the configuration with “F5” or by selecting “Action 2> Publish
Installation Data”. All application relevant processes should appear in
the Control Center tab under the selected secondary server per
application.

ConciergeProviderServiceSlave

ContactCenterNode (only with OSCC)

CPSWorkerService (only with OSCC)

PABXLinkConnector

PABXLinkNode

¢ RealtimeServer (only with OSCC).

Depending on system configuration additional processes are possible:
ExternalCalendarConnector, ExternalCalendarNode, UCNode

The figure shows all processes that should be visible in case the
standby server was configured for all above mentioned applications:
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| .2 System Management - OpenScape Concierge

File Tools Info

F® System Monitor - Test
,! ServerData@rprosccem [Main]
. ConciergeProviderServiceMaster
. ConfigSyncServer (Debug)
. ConnectBalancingServerPrimary
B contactCenterhode SOLLAB
. ContactDataProvider
. ControlConfigDB
. ControlOscadmDB
. CPSWorkerService
. HttpServer (Debug)
. LicenseManagementServerPrimary
. LogTransferProcess
B Pasxiinkconnector
. PABXLinkNodes
. RealtimeServer
D SnmpAgent
. WebSchedulerWorker
! ServerData@rproscces [Standby]
. ConciergeProviderServiceSlave
. ConnectBalancingServerSecondary
. ContactCenterNode SOLLAB
. CPSWorkerService
. HttpServer
. LicenseManagementServerSecondar
. LogTransferProcess
. PABXLinkConnector
B Pasxiinknodes
. RealtimeServer
D SnmpAgent

< > |
-8 Installation Designer j @) Control Center

systemmanager - logged-on to ServerData@rprosccem

0OSC System

Customer: Test

System Status (SNMP)
Ready

!
s
i
%
|

Restart All Servers [] Restart all service processes

Shut Down All Servers [] shut down all service processes

Installation data updated by server: 11:48:06

NOTE:
Please be aware, that duri
standby mode (the clients

ng time periods the OSC system is running in
connected to their Secondary servers) the

following processes are not active and the respective features are not

available on client side:

Basis: ConfigSyncServer — no synchronization between OSC ConfigDB
and OSCC and/or telephony system(s) possible.

ContactDataProvider — no
possible.

import for new phonebook data into the ETB
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3 Prerequisites check

3.1 Additional documentation

Make sure you have following up-to-date documentation at hand

e OpenScape Concierge Plus, Administrator Documentation
or
OpenScape Concierge Professional, Administrator Documentation

e OpenScape Concierge Plus, User Guide
or
OpenScape Concierge Professional, User Guide

e OpenScape Concierge Server, Installation Guide

3.2 Staff prerequisites

3.3 General
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The manual was written for technical specialists (e.g. administrators of the
OpenScape Contact Center and personnel responsible for integrating,
installing and managing the software). The following prerequisites are
required:

¢ Knowledge of OSV / 0S400 / OSCC administration

e Successful OS Concierge Service Training participation

Before proceeding with the sections 6 System Management and 8 Basic
Data Center configuration for Concierge, please check that all required
configurations and settings in OSV / OpenScape 4000 / OSCC are done and
the information about these settings is at your disposal.

If the settings in the communication platform are properly configured,
proceed with sections 6 System Management.

If the configuration of the communication platform is required, please see the
following chapters:

e For OpenScape Voice configuration refer to section 4 Switch
configuration OpenScape Voice.

e For OpenScape 4000 configuration or OpenScape 4000 VNR
configuration refer to section 5 switch configuration OpenScape 4000.

IMPORTANT:

The example configurations in this manual describe a configuration in the
environment of the lab. In customer’s environment other parameters are
required, like e.g. different Server names, IP addresses, number ranges,
prefix access codes, etc.

Only trained staff should configure and adopt the configuration to the
customer’s environment.
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4  Switch configuration OpenScape Voice

4.1.1 OSV connection

4.1.2 OSV connection

IMPORTANT:

The configuration examples in this section describe a configuration in the
environment of the lab. In customer’s environment other parameters are
required, like e.g. IP addresses, number ranges, prefix access codes, etc.

Only trained staff should configure the OpenScape Voice and adopt
the configuration to the customer’s environment.

In this section the OpenScape Voice settings required for integrating
OpenScape Concierge are described for scenarios without and with
OpenScape Contact Center.

without OSCC

The incoming calls to the pilot numbers all route to the Concierge Provider
Service (CPS) that is connected via SIP trunking.

The calls are queuing in CPS and stay there until further actions are
required; the calls for the personal line of an attendant also queue in CPS.

CPS assigns the call to the attendant or the attendant picks the call.

In case the CPS is down calls are handled by fallback hunt group routing in
OpenScape Voice.

with OSCC integration

With OpenScape Contact Center (OSCC) the incoming calls for the
attendants are routed by OSCC - also the backup routing case is handled
by OSCC strategies.

Incoming calls to the personal lines of the attendants are handled as
described in the scenario without OSCC. These calls are queuing in CPS
and CPS assigns the call to the attendant or the attendant picks the call from
the personal queue.

In the following sections the configuration of devices is described as well as
the configuration of the SIP trunk and the fallback hunt group mentioned
above.

4.2 Concierge Provider Service (CPS)

4.2.1 Features and functionalities
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CPS

CPS is the central instance for controlling the calls that are handled by the
Concierge user.

Processing Queue

Calls that are parked or on hold, calls that need to be transferred or require
the paging functionality to be connected with the target person, all these
calls are transmitted to the CPS and wait there for further handling. That is
why this position is called the processing queue.
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As the CPS is an internal resource of the OSC Server, Concierge is fully
controlling what happens with a call and displays this information on the
upper right pane to the Concierge user.

In case of a standalone installation, where no OpenScape Contact Center is
in use, the CPS also queues the calls that come in via the pilot numbers and
allows a simple call push (ACD) to the attendants which are assigned to the
pilot number.

Transferring calls is controlled by CPS in a way that calls that are meant to
be transferred to a target extension are “parked” on CPS on one channel
where another channel of CPS tries to reach the target device. The
connection between both only happens if the target person answers the call.
Otherwise the call stays connected to CPS. The call can be controlled and
handled by Concierge user (even if the Concierge user is in a call with
another customer).

During the transfer process the call is visible in Concierge.

CPS acts as a media server for Concierge calls. Data Center allows to
specifying different types of music / wave files that can be assigned in
multiple handling scenarios, for example a personal greeting wave file can
be assigned for every Concierge user that is played to the caller as well as
to the attendant right before the call is connected.

The functionality described requires the CPS to be connected via SIP
trunking to the communication platform. All numbers using this trunk have to
be in E164 format.

4.2.2 CPS Integration / Backup Routing

22

For a proper handling in case CPS fails or the SIP trunk connection is down
a fallback routing is required. The calls which cannot reach CPS will fall back
to hunt group routing in OSV, all Concierge users must be members in that
hunt group.

Overview: Routing and fallback of pilot numbers and personal calls

Incoming calls are routed to the SIP trunk for CPS. In case CPS is down, the
call is re-routed to a hunt group in the local business group.
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lconing Call /GRS Queus : : Further Call Handling within CPS
Global Numbering Plan Routing:
Number: 49 5050580 7582
t: 49 5050580 3401 49 5050580 3401
49 5050580 34xx matched
—i Name = E164NANP
DESTINATION
CPS Queues
Y
Local Numbering Plan Routing:
CPSEP
Translat igits- 49 5050580 3401 e 4 registered ?
e 49 5050580 34xx matched (Failure)
N lame = LOCAL
= E 164 DESTINATION
-> Retranslation PAC to E164 Numbering Plan Local Numbering Plan Routing:
T 49 5050580 3401
49 5050580 34xx matched
Code Processing &y Y
Name = CP_Fallback Only Queues
= MLHG s Re-Routing
Routing: 49 5050580 5510 Flag Set ?
N
End of Call Prozessing
* Example for multible BGs (Internal Resources)

In case of a failure the calls will not be handled by CPS; the OSV will route
the calls to the local BG’s routing and a code processing takes place that
deletes the original pilot number and inserts the number of the fallback hunt
group as destination.

With this information the call routes to BG’s local hunt group for backup. The
fallback routing is only activated for incoming calls (pilot numbers and
personal line numbers). For the internal CPS resources the fallback routing
will not take place.

4.3 Concierge user device configuration

4.3.1 Configuration pages

The following must be configured on the terminals (e.g. OpenStage) used by
the Concierge users:

e Administrator Pages -> System -> Features -> Configuration -> Allow uaCSTA = enabled
e Administrator Pages -> System -> Features -> Configuration -> Server features = enabled

e Administrator Pages -> System -> Features -> Addressing -> Conference = <valid code for
conference factory>

e Administrator Pages -> System -> Features -> Feature access -> Blind transfer = enabled

e Administrator Pages -> System -> Features -> Feature access -> Call forwarding = enabled
e Administrator Pages -> System -> Features -> Feature access -> Feature toggle = enabled
e Administrator Pages -> System -> Features -> Feature access -> CTl control = enabled

e Administrator Pages -> System -> Security -> System -> Use secure calls = disabled
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e User Pages -> Configuration -> Incoming calls -> Handling -> Allow call waiting = disabled
e User Pages -> Configuration -> Incoming calls -> Handling -> Allow DND = disabled

e User Pages -> Configuration -> Incoming calls -> Handling -> Allow busy when dialing =
disabled

e User Pages -> Configuration -> Connected calls -> Allow call transfer = enabled
e User Pages -> Configuration -> Connected calls -> Allow music on hold = disabled
e User Pages -> Configuration -> Connected calls -> Allow conferences = enabled

e User Pages -> Configuration -> Incoming calls -> CT]I calls -> Allow auto-answer = enabled

4.3.2 Concierge phone settings in OSV for CPS fallback

Concierge endpoints are members of the Fallback Hunt Group
(in the example below the +4950505805520)

4.3.3 Feature profile for Concierge user devices
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Configure the Feature Profile for Concierge User devices with the following
parameters:

1% [timuc2]{ProCenter8] - Edit Feature Profile : Concierge ?
@) Here you can modify the current configuration of the services contained in this feature profile
General \ Features ] Members

Subscriber Features

Feature Name Click to select Features
D A ——
Sel:0 | tems/Page: 20 v |AI13
] Hame Active Assignment

[]  Name Permanent Presentation Status [v] Assigned

[[]  Number Permanent Presentation Status (V] Assigned

[[] callForwarding on Busy Assigned

[] callFerwarding Unconditional Assigned

[F] callFerwarding No Reply Assigned

[] CSTA Access (V] Assigned

[[]  Music On Hold (V] Assigned

[[]  callTransfer (V] Assigned

[] Large Conference [v] Assigned

[7]  call Completion on No Reply (V] Assigned

[[]  call Completion to Busy Subscriber (V] Assigned

[7]  LastIncoming Number Redial (V] Assigned

[] Last Outgoing Number Redial [v] Assigned

Done érlntemet | Protected Mode: Off ;37 x "'\ 100% v

The relevant CSTA type has to be selected in the feature profile for the
contacts whose status is to be monitored by OpenScape Concierge.
Submenu “Call Forwarding Unconditional”:

e Activate via: All

e Specify redirect number via: All

Submenu "Call transfer”
e Transfer Calls: All
o Disallow transfer to restricted party: No

Submenu "CSTA Access"
e CSTA Type: CSTA Over SIP

A31003S2250M1020976A9
OpenScape Concierge V5R0, Configuration, Administrator Documentation



NOTE:

In case the user is handling a Concierge call, his device is busy. Direct
calls for that device are forwarded by Concierge to the user’s personal line
number and queue in CPS for being handled by the user. Therefore the call
forwarding unconditional via CSTA must be enabled.

4.3.4 Monitored devices of office users

The relevant CSTA type has to be selected in the feature profile for the
contacts whose status is to be monitored by OpenScape Concierge.

Submenu "CSTA Access"
e CSTA Type: CSTA Over SIP

Submenu “Call Forwarding Unconditional”:
e Activate via: All
e  Specify redirect number via: All

If Concierge should be able to change/see the call forwarding entry of an
office user, server based features must be enabled in the terminal.

For those office users that require intercept function to Concierge, the Call
Forwarding feature "CFNR" and "CFB" in the Feature Profile of these users
must be configured. Configure the corresponding DDI entries for CF no
reply and CF busy.

4.3.5 Unify Phone and OpenScape Concierge Integration
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Unify Phone is a Mitel cloud-based unified communication solution that
allows users to make and receive calls using an Internet browser.

When integrated with OpenScape Concierge and connected to an
OpenScape Voice (OSV) communication platform, it enables attendants to
receive and make calls through Unify Phone extensions (without a need of
parallel registered extension). Additionally, attendants can change their
attendant/agent status between Available and Unavailable (either through
Unify Phone or the Concierge Client).

NOTE:
For more information about Unify Phone, please consult the Unify Phone V3
Administrator Documentation.

NOTE:

There is no presence status synchronization between Unify Phone and
OpenScape Concierge — the Concierge Client does not display the Unify
Phone presence status and does not change it.

NOTE:

The Unify Phone hold feature does not have the same concierge hold
feature functionality. It will not send the partner to the concierge music on
hold.
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4.3.51
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NOTE:

The Unify Phone transfer feature does not have the same concierge transfer
feature functionality. It will not send the partner to the concierge music on
hold until the destination extension is free.

NOTE:

When using Unify Phone as attendant extension do not use the same ONS
extension registered in any device like the Concierge Embedded softphone,
affecting the correct functionality.

NOTE:
The “Concierge Unify Phone Integration” is supported only when Concierge
is connected to the OpenScape Voice (OSV) communication platform.

NOTE:

The “Concierge Unify Phone Integration” is not supported when Concierge is
connected to OpenScape Contact Center (OSCC).

OSV Configuration for Unify Phone

Since Concierge operates using both SIP and CSTA messages, a flag called
“Private Data Presentation — V8" must be enabled in the OSV Common
Management Platform (CMP).

Note: For further details, please refer to Section 3.6, CSTA Application
Management, in the “OpenScape Voice V10 Interface Manual — Volume 4:
CSTA Interface Description”. The following picture shows the exact location
of this flag within the OSV CMP.
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& [brsposv001] - Modify CSTA Application uaCSTA
@ Here you can configure the settings of a CSTA Application
Identification | Interface Options | SOAP Heartbeat Status

nterface Attnbutes

@ In this section you can specify the interface attribute(s) for the specified CST

Enable SIP URI:

Enable Consultation Call for
Connections on Hold:

Enable Private Data Presentation - @
V8:

Enable OSV Internal Service
Events:

Enable Shared-Bridged Appearance
Events:

Enable Group Pickup:

NOTE:
It is recommended to use the OSV version V10 R3.34.0 or higher.

During a Unify Phone extension configuration in OSV, it will be necessary to
configure an ONS number (One Number Service) and an OND number (One
Number Service Device) for each Unify Phone. This ONS/OND relationship
must then be registered in OpenScape Concierge through the System
Manager.

NOTE:

The Unify Phone extension will operate as an Attendant Extension and the
corresponding CSTA messages will be sent only if its associated ONS
number is part of a Hunt Group, as shown in the example below. Also, the
ONS number must be configured as an Attendant/Agent.

A31003S2250M1020976A9
OpenScape Concierge V5R0, Configuration, Administrator Documentation 27



[WoWarcraft] - [BG_OSCC] - Edit Subscnber to Hunt Group:55... O

© Notsecure https//ironman.marvel.sen.com.br/management/portal/A...

[WoWarcraft] - BG_OSCC - Edit Subscriber of Hunt Group : ®
554181021160

(D Make modifications to the selected hunt group member

General

fj) Changing the Position value leads to re-sorting of the Hunt Group Members.

Position 7
Quecue Priority 255
Busy Status MNot Busy-All Groups v

Busy Stop hunt

Can make hunt group
busy

Can stop hunt group |
hunting

Attendant/Agent

i] | cancel |

4.3.5.2 Configuring the attendant OND and ONS Numbers relationship

28

For attendants that would like to use a Unify Phone as an attendant
extension in the OpenScape Concierge Client, it is necessary to register
each attendant’s ONS number together with its corresponding OND number.
The relation must be entered into the concierge database using the
Concierge System manager PABX Connection Modification
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OpenScape Concierge V5R0, Configuration, Administrator Documentation



® System Management -

File Action Tools

OpenScape Concierge

Info

Basics

Customer Information
Configuration Database
Basic Services

Security

Resources

Servers
Sites

Applications

Conderge

Contact Center Connections

¢E] Installation Designer

~
PABX Connections
Site 1D / PABX Host Name PABX Protocol Version Routing Entry
‘S PENTEST 80.253.239.156 OpenScapeVoice 55413102
S 502 80.253.228. 104 OpenScape4000 55414052
~
Routing | " Synchronization |URayE
o Add oy | Modify Re
r AddUnifyPhoneMumbers
~
ONS OMD
554181021609 5541810216091
554181021602 5541810216021
| ] Use Database Routing (Extension Matchi 554181021603 5541810216031
Run PABXNode Process under Separa
o Add o | Modity o | Remove
OK Cancel
- I i |
i Undo Changes 1 ‘
-7 Control Center
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NOTE:

If an attendant needs to disconnect the Unify Phone and use the same ONS
number in a physical phone or in a softphone as an attendant extension, the
ONS/OND relationship previously registered through the System Manager
must be removed. Otherwise, the attendant will not be able to use the ONS
number on a registered extension as expected.

In the PABX Connection page called Unify Phone, the Concierge
administrator can Add, Modify or Remove a relationship between the Unify
Phone ONS and OND number. Below we can see a sample of add.
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PABX Connection

General | Routing “ Synchronization |l
Wodify | Re 2 . :
UnifyPhone Configuration
r AddUnifyPhoneM : <
ONS ONs: |
554181021609
554181021602
1g (Extension Matchir 554181021603 OND:
#s8 under Separate
oK C |
N I ancel
|—————————
ONS
Please enter digits for OMS.
o Add 1‘ |, Modify || |, Remove ||
oK | | Cancel
= |I B |

NOTE:

When the relationship was not previously configured, the attendant will be
able to logon in the concierge using the ONS extension number but will not
be able to dial, answer, disconnect, transfer or make a consultation.

NOTE:
Different from the Concierge Integrated SoftPhone, the Unify Phone Web
Page should be opened in parallel with the OpenScape Concierge Client.

NOTE:

The Unify Phone Web Page could be maintained in background if
necessary.

A31003S2250M1020976A9
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4.4 Routing configuration in OSV without OSCC

441 DDI settings in OSV

All incoming calls are handled by CPS and thus have to be routed to the SIP
endpoint for CPS. There are number ranges for pilot numbers / personal
lines as well as ranges for the request pool and callback pool, which are
used to route calls to CPS. The CPS is fully responsible for the call handling.

In case the CPS / Concierge server fails, the calls will be routed to a
dedicated fall back hunt group that is used for Concierge only. All attendants’
devices have to be member in that hunt group to be able to handle the calls
in a fall back scenario.

4.4.2 CPS number ranges

As described above the CPS is Concierge’s central service for handling
calls. Without OSCC the calls to the pilot numbers are directly routed to CPS
and queue there for being distributed.

The connection to CPS needs two types of number ranges:
¢ one for pilot numbers and personal line numbers of attendants

e one for internal CPS resources like Request pool and Callback Pool

Furthermore if CPS fails, a Fallback Hunt Group has to be defined in the
OSV, where all attendant users are members.

In the following description a basic fallback configuration is displayed where
all types of incoming calls route to the same hunt group in case of failure.
The fallback solution is used in case of CPS failure for the personal lines and
service number (queues). These calls coming in via pilot numbers and
personal line numbers are routed to the fallback hunt group.

The internal resources like callback numbers and request numbers are not in
use when CPS fails. Therefore no fallback solution for those is required.

A31003S2250M1020976A9
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Definition of number ranges for example configuration used in this

book:

Parameter

Description

Value

CPS Resources for the example in the following sections

Pilot Numbers Start Numbers that route to CPS used for Pilot +4950505803201
Pilot Numbers End Numbers (DDI Lookup table) +4950505803219
Personal Lines Start Numbers that route to CPS used for Personal +4950505803220
Personal Lines End Line Numbers of Attendants +4950505803299
Loop Number Used in Multi-CPS environment +4950505803300
Request Numbers Start Numbers that route to CPS used for internal +4950505803301
Request Numbers End tasks, like e.g. Park, Append +4950505803349
Callback Numbers End service (Park Slot Numbers) +4950505803399
Hunt Group for Calls to Pilot and Personal Line
Fallback Hunt Group Numbers, if CPS fails +4950505805520

NOTE:

The CPS Loop number is used in a Multi-CPS environment like e.g. when
deploying a redundant Concierge Server System. In that case the CPS on
the Standby server machine is frequently calling this number and expects a

corresponding loop back message from the switch.

This message is only send if the CPS on the Main Server is active and
running. If the call is not answered by a loop back message, the CPS on
the Standby Server assumes that the CPS on the Main Server is not

running and starts getting active by itself.

Please assure that the Loop number routes to the CPS endpoint in OSV.

A3100352250M1020976A9
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4.4.2.1 Formula for estimating the number range of internal CPS resources
Use this formula to calculate the range of the internal resources:

Range of request numbers: 8 plus number of agents

NOTE:

During the transfer from the client to the processing queue a request no. is
used. When the call reaches the CPS (arrived in the processing queue) the
request no. is usable (free) again.

The request range does not limit the count of calls in the processing queue.

Range of callback numbers: 3 plus the maximum number of calls that shall
be parked for the paging functionality

4.4.3 Fallback Hunt Group

Business Group

1. Create the fallback hunt group (e.g. +4950505805520) with hunt type
"UCD" and name it "Fallback Concierge V3".

2. The users, profile only members and hunt groups need to be configured
in the appropriate Business Group.

3. Create a profile only subscriber (e.g. +4950505805520)

4. Create a Hunt Group based on this profile only subscriber

&9 [timuc?] - [ProCenter8] - Edit Hunt Group : 4950505805520 ?

Here you can create or modify a hunt group for subscribers. A hunt group is a collection of phone lines which are arranged so that wher
is busy, the next line is hunted until a free line is found.

[ General | Advanced Members

Pilot Identification

Name: Fallback Concierge V3

Pilot Directory Number: 4950505805520

m

Branch Office:

Pilot DN type: Pilot Dn

Hunt Settings

Type: Linear (Starts with first member); Circular (Starts with member after the member that answered the last call); UCD (Starts
@) with member that has been idle for the longest time); Parallel (All members are simultaneously alerted); and Manual (Members are
selected by a CSTA Application, such as OpenScape Contact Center).

Type UCD - Uniform Call Distribution

Allow calls to Overflow (Unconditional): r

Queue Size: number of calls that can be queued. Max. number is 511 (default).Overflow Destination: subscriber te which
()/ unanswered incoming calls are sent when the queue is full. This can be an E.164 directory number or a subscriber. If you do not
specify the overflow destination, incoming calls that cannot be queued will receive busy treatment.

Save Cancel
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o Here you can create or modify a hunt group for subscribers. A hunt group is a collection of phone lines which are arranged so that wher
L

[ General ] Advanced Members

&} [timuc?] - [ProCenter8] - Edit Hunt Group : 4950505805520 ?

is busy, the next line is hunted until a free line is found.

Allow calls to Overflow (Unconditional): l_

Queue Size: number of calls that can be queued. Max. number is 511 (default).Overflow Destination: subscriber to which
(_)/ unanswered incoming calls are sent when the queue is full. This can be an E.164 directory number or a subscriber. If you do not
specify the overflow destination, incoming calls that cannot be queued will receive busy treatment.

Configured Size (0-511): S11

Maximum Size (0-511): S11

Max time in Queue (0-42300): 0 F
Overflow Destination:

No Intercept Announcement: r

Intercept Announcement: D I
Queue Position Announcement Interval (0,30- 20

180)

Queue Position Announcement: G_ D

Add all Concierge members (phones) to this HG

9 [timuc?] - [ProCenter8] - Edit Hunt Group : 4950505805520 ?

Here you can create or modify a hunt group for subscribers. A hunt group is a collection of phone lines which are arranged so that wher
i busy, the next line is hunted until a free line is found.

General Advanced || Members |
) (Fievetown ) (Ao ) (o) (Deete

Sel:0 | tems/Page: 10 « |Al4

[} Position Directory Number Internal Display Name Status

D C.} 1 4950505807583 Concierge 7583 Not Busy-All Groups

O 1 .j 2 4950505807582 Concierge 7582 Not Busy-All Groups

| Ci 3 4950505807581 Concierge 7581 Not Busy-All Groups

] 6 4 4950505807580 Concierge 7580 Not Busy-All Groups.

Verify that the number of the hunt group can be dialed and the members
can be reached.

For the hunt group pilot number’s extension the following parameters
have to be configured in the feature profile:
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1% [timuc2]{ProCenter8] - Edit Feature Profile : Concierge Fallback HG ?

(_), Here you can modify the current configuration of the services contained in this feature profile

General ‘ Features ] Members
Subscriber Features
Feature Name Click to select Features k
Sel0] tems/Page: 10 « |Al4
[[] nName Active Assignment
[F] cSTA Access (V] Assigned
[F]  Music On Hold (V] Assigned
[F] callTransfer (V] Assigned
[7] Large Conference (V] Assigned
Done € Internet | Protected Mode: Off fg v ®100% ~

8. In the selected members, the options "Can make hunt group busy" and
"Attendant / Agent" have to be activated. More details can be found in
the OpenScape Voice Configuration Manual.

[timuc?] - ProCenter8 - Edit Subscriber of Hunt Group : ?

@) Select the Directory Number from the list and specify its position in the hunt group.

iGeneral

@) Changing the Position value leads to re-sorting of the Hunt Group Members.

Position 1

Queue Priority 255

Busy Status Not Busy-All Groups
Busy Stop hunt C

Can make hunt group busy v

Can stop hunt group hunting [

Attendant/Agent v
OK Cancel
& Internet | Protected Mode: Off 3 v ®100% ~

4.4.4 Routing Configuration for SIP endpoint CPS in a single BG environment

A3100352250M1020976A9

If you have just a single BG you will need a central numbering plan (not
common numbering plan). CDC generates a headquarter named “Site1” per
default. So the name “NP_Site1” is used as central numbering plan for all
examples below.
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For fallback — means if the CPS cannot be reached anymore — a code
processing is required in the global numbering plan that deletes the pilot
numbers to CPS and replaces these with the fallback hunt group pilot
number.

NOTE:
The internal resources do not fall back to the hunt group!
(If CPS is down Concierge will not use internal resources anymore)

Global Translation and Routing

1. Create a Code Processing "CP_Fallback" with the following
operations: NoA= international; Destination type= Home DN; Office
Code of the used BG

Delete 30 digit(s) from location 0
3. Insert "<Number of Hunt Group>" (e.g. 4950505805520) at location 0

L% [timuc?] - Edit Code Processing : CP_Fallback ?

1—6;11;}4“\ Assigned E.164 Codes

General properties of code processing. Note: No more than 15 characters are allowed in the field "Code

(-)J Processing Name™.

Code Processing Name: CP_Fallback

Nature of Address: International v

Retranslate: r

Destination Type: Home DN -

Office Code: 495050580 CJ
Operations

@ Ordered list of operations associated with this code processing.At least one is needed.

A=) | J J [ J [ J |5
Sel:0] tems/Page: 10 « |Al2
IF Position Operation Description
B @ 0 Delete Delete 30 digit(s) from location 0
« 1 Insert Insert "4950505805520" at location 0
Simulation

©) Below you can enter a digit string and see the effect that the code processing operations have on your code.

Temporary simulation sample, length in [30, 30]: JOHKHHKHHIOOKHKKKX Simulate

Result for current sample: 4950505805520

~ Save ~Cancel

Done & Internet | Protected Mode: Off a v ®100% ~

NOTE:
Pilot number dialed is deleted and replaced by the fallback hunt group
number.
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NOTE:

If you want to separate the fallback destinations for each site, you have to
generate one fallback hunt group for each site and create a Code
Processing for each site.

4. Create an Endpoint Profile "EPP_CPS" with SIP privacy support set to
"full" and service "Call Transfer" in the central numbering plan (e.g.
NP_Site1) of the BG.

NOTE:

Up from OpenScape Concierge V3R1 outgoing Invites have the SIP header
“X-Siemens-CDR” included. This enables OSV to use different numbering
plans for routing decisions depending on the initiating Concierge working
place. The numbering plan associated with the Concierge working place
will be used for outgoing calls - not the numbering plan of the CPS-
endpoint anymore. The dialed number can be in the same format as if it
was dialed directly from the Concierge‘s associated handset.

If OpenScape Voice receives a SIP INVITE or REFER request containing
the X-Siemens-CDR header field with the charge parameter then charge
number will be stored as the billing number in the CDR. In addition the
number plan, rate area, and code/toll restriction services associated with
this charge number will also be used to process the call.

r 3
@) Please enter the profile data.
General | Endpolnts il Services )
-
Name: EPP_CPS
||
Remark: .
W |
| Numbering Plan: NP_Site1 [3
Management Information
@) Please enter the data for the following fields in the corresponding screens.
Class of Service: @ T
Routing Area: =)
Calling Location: E]
Time Zone: LOCAL E]
SIP Privacy Support: Full >
Failed Calls Intercept Treatment: Disabled hd
Language: English -
[sove J(_conca
@ Internet | Protected Mode: Off fa v H10% ~
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&8 [timuc?] - Edit Endpoint Profile : EPP_CPS
U) Please enter the profile data.
General Endpoints "m“
Message Waiting: No v
@ CallTransfer: Yes v
Call Forward Invalid Destination: No v
Toll and Call Restrictions: No v
CSTA Network Interface Device: No -
Done € Internet | Protected Mode: Off

=
=

&

v

#100% ~

5. Create an Endpoint named "CPS001" using this profile.

#7 [timuc2] - Add Endpoint
|A General [ SIP Attributes

Endpoint

@) Define the connection data of an endpoint, e.g. you may use this to add a gateway to a swif

Name: CPS001

Concierge Provider Service

Remark:
Registered: [
Profile: EPP_CPS

Aliases

Routes

6. On tab SIP choose "SIP Trunking", type: "Dynamic", transport
protocol: "UDP" and best effort SRTP support: "Disabled".
Up from OSV V8: disable the ICE Support and set the Outgoing Call

Supervision Timer to 32000ms.
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General | SIP | Attributes Aliases Routes Accounting

Endpoint Type

SIP Private Networking:
SIP Trunking: )

SIP-Q Signaling:

m

SIP Signaling

For the static Endpoints the address of the SIP signaling interface can be specified in IP
or FQDN format.

@) Note that the address of the signaling interface cannot be modified unless the entry in
the security section
has first been removed.

Type: Dynamic v
Signaling Address Type: IP Address or FQDN
Endpoint Address:
Port:
Transport protocol: ubpP v
Best Effort SRTP support: Disabled v
ANAT Support: Enabled
Save Cancel
'@ Internet | Protected Mode: Off v ®100% v

7. On tab Attributes check "Supports SIP UPDATE Method for Display
Updates", "UPDATE for Confirmed Dialogs Supported", "Accept Billing
Number”, "Allow Sending of Insecure Referred-By Header", "Send
International Numbers in Global Number Format (GNF)","Rerouting
Forwarded Calls", "Enhanced Subscriber Rerouting" and "Enable
Session Timer".

8. On tab Aliases add the alias "CPS1" and the IP address of the CPS
Server. (Add also the IP of the second CPS Server, if redundancy is
used).

NOTE:
Add the IP Addresses to the Realms within "Administration — Signaling
Management — Digest Authentication”, if your security policy requires it.

NOTE regarding Routing:
It is important to make sure that all phones (Concierge and Office) and
Gateways are able to reach all numbers defined above.

9. Create the Destination "CPSQueues" for Pilot numbers and personal
lines in the common numbering plan (NP_Common) of your BG.
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10.Add a route to endpoint "CPS001" using Modification Type “Number
Manipulation” and Nature of Address “International”

“% [timuc?] - Edit Destination: CPSQueues
@) Destinations are used for routing a call to an endpoint.
General l Routes f Route Lists Destination Codes Origin Destina
Routes

@) Muttiple routes can be used for prioritizing the routes to the gateways.

Sel0 | tems/Page: |10 =] | All1
- D Endpoint Route Type Delete Insert Nature of Address
- “b 10 CPS001 SIP-Endpoint 0 International

11.0n tab Route Lists check "Fallback to Local Numbering Plan"

“4 [timuc?] - Edit Destination: CPSQueues
(& Destinations are used for routing a call to an endpoint.
General Routes ‘ Route Lists Destination Codes Origin Destinations
Route Lists

(), This list provides an overview of all routes with the same originating signaling type and bearer capability. Prioritization is possible.

tems/Page: [10 |=] | ALt

Originati i i Originating Bearer Prioritized Fallback to Local Prefix Area  Preface Cou
Type Capability Numbering Plan Code Code
(;fa sP Unassigned O 2 O O

12.Create the Destination "CPSintResc" in the common numbering plan
(NP_Common) of your BG.

13.Add the route to endpoint "CPS001" using Modification Type “Number
Manipulation” and Nature of Address “International”

& [timuc2] - Edit Destination: CPSIntResc
Q, Destinations are used for routing a call to an endpoint.
General 1 Routes | Route Lists Destination Codes Origin Destini
Routes

(_)/ IMultiple routes can be used for prioritizing the routes to the gateways.

Add... Edit..
Sel0] tems/Page: |10 =] | All1
| m D Endpoint Route Type Delete Insert Nature of Address
O 43 15 CPS001 SIP-Endpoint 0 International

14.0n tab Route Lists DO NOT check "Fallback to Local Numbering Plan"
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% [timuc?] - Edit Destination: CPSIntResc08 ?
©) Destinations are used for routing a callto an endpoint
General Routes [m‘ Destination Codes Origin Destinations
Route Lists

@) This list provides an overview of all routes with the same originating signaling type and bearer capabilty. Prioritization is possible.

Page: 10 v |Al1
Originating Signaling Originating Bearer Prioritized Fallback to Local Prefix Area Preface Country
Type Capability Numbering Plan Code Code

E&  Unassigned Unassigned F il F

Done € Internet | Protected Mode: Off a v ®100% ~

In the BG’s numbering plan destination codes and prefix access codes
have to be defined for the queues’ pilot numbers as well as for the personal
line numbers.

Pilot numbers and personal line numbers must fall back to the hunt group in
case of CPS failure. Therefore these will route to the code processing in
the global numbering plan configured above.

15.Create a destination code in the numbering plan of the customer (e.g.
NP_Site1) for the queues’ pilot numbers dialed in international format
(e.g. 49505058032xx) with Destination Type "Code Processing" and
Code Processing Name "CP_Fallback", NoA=International. Create a
second destination code in the same way with NoA=unknown.

. = [timuc?] - [ProCenter8] - [NP_ProCenter8] - Edit Destination Code: 2
* 49505058032 :
[ General |
7
identification Y
) This destination code will be used for a call if the dialed or modified (in PAC) digits and the Nature
=~ of Address are matching.
Destination Code: 49505058032
Remark:
Nature Of Address: International =
€ Internet | Protected Mode: Off g v W100% ~
Destination

@) Specify additional parameters to determine how the call will be routed.

Country Code:

m

Area Code:

Destination Type: Code Processing v

Code Processing Name: CP_Fallback Clear

DN Office Code: [ ] [clear

~save | [ Cancel

€ Intemnet | Protected Mode: Off 3 v ®100% ~
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16.Create a destination code in the common numbering plan
"NP_Common" for the queues (e.g. 49505058032xx) with nature of
address "international", destination type "Destination" and destination
name "CPSQueues".

17.Create a destination code in the common numbering plan
"NP_Common" for the internal CPS resources (e.g. 49505058033xx) with
nature of address "international", destination type "Destination" and
destination name " CPSintResc ".

18.Create a prefix access code “+” in the common numbering plan
"NP_Common" with nature of address "international”, Min Length = "1”,
Max Length = “307, Prefix Type = “On-Network Access Code”, Digit
Position = “1”. This enables CPS to reach all internal and external
destinations. Hint: This prefix access code should be already created by
CDC.

NOTE:

Edit the Feature Profile of your public network endpoint (default:
“EPP_FPRVC_Site1”) and enable the service “Call Forward Invalid
Destination”. Enter a pilot number which is named “invalid destination” in the
DDI Lookup (datacenter).

4.4.5 Routing Configuration for SIP endpoint CPS in a multiple BG environment

If you have multiple BGs and want to have just one Concierge instance, all
calls must be route via the Global Translation and Routing.

For fallback — means if the CPS cannot be reached anymore — a code
processing is required in the global numbering plan that deletes the pilot
numbers to CPS and replaces these with the fallback hunt group pilot
number.

NOTE:
The internal resources do not fall back to the hunt group!
(If CPS is down Concierge will not use internal resources anymore)

Global Translation and Routing

1. Create a Code Processing "CP_Fallback" with the following
operations: NoA= international; Destination type= Home DN; Office
Code of the used BG

2. Delete 30 digit(s) from location 0
3. Insert "<Number of Hunt Group>" (e.g. 4950505805520) at location 0
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L [timuc?] - Edit Code Processing : CP_Fallback

[ Generalv‘ Assigned E.164 Codes

General properties of code processing. Note: No more than 15 characters are allowed in the field "Code
~” Processing Name”.

Code Processing Name: CP_Fallback

Nature of Address: International v

Retranslate: r

Destination Type: Home DN -

Office Code: 495050580 D
Operations

@ Ordered list of operations associated with this code processing.At least one is needed.

[Eana—) (Fest) | J ( J |
Sel0| K age: 10« JAl2
| Position Operation Description
F @ o Delete Delete 30 digit(s) from location 0
[dj @ 3] Insert Insert "4950505805520" at location 0

{Simulation

@) Below you can enter a digit string and see the effect that the code processing operations have on your code.

Result for current sample: 4950505805520

Temporary simulation sample, length in [30, 30]: HOOHOHHHHHK Simulate

m

“save | | Cancel

Done & Internet | Protected Mode: Off fa v HR100%

v

NOTE:

Pilot number dialed is deleted and replaced by the fallback hunt group

number.

4. Create an Endpoint Profile "EPP_CPS" with SIP privacy support set to

"full" and Service "Call Transfer" in the - central numbering plan (e.g.

NP_Site1) of the BG.
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NOTE:

Up from OpenScape Concierge V3R1 outgoing Invites have the SIP header
“X-Siemens-CDR” included. This enables OSV to use different numbering
plans for routing decisions depending on the initiating Concierge working
place. The numbering plan associated with the Concierge working place
will be used for outgoing calls - not the numbering plan of the CPS-
endpoint anymore. The dialed number can be in the same format as if it
was dialed directly from the Concierge's associated handset.

If OpenScape Voice receives a SIP INVITE or REFER request containing
the X-Siemens-CDR header field with the charge parameter then charge
number will be stored as the billing number in the CDR. In addition the
number plan, rate area, and code/toll restriction services associated with
this charge number will also be used to process the call.

&4 [timuc?] - Edit Endpoint Profile : EPP_CPS ?
) Please enter the profile data.

| General | Endpoints Services

Name: EPP_CPS

Remark:

Numbering Plan: E164NANP

o)

Management Information

()) Please enter the data for the following fields in the corresponding screens.

m

Class of Service:

Routing Area:

Calling Location:

Time Zone: LOCAL

Wafalala

SIP Privacy Support: Full
Failed Calls Intercept Treatment: Disabled v

Language: SoftSwitch Default (English) v

Save Cancel

& Internet | Protected Mode: Off g v M100% ~

A31003S2250M1020976A9
OpenScape Concierge V5R0, Configuration, Administrator Documentation



&4 [timuc2] - Edit Endpoint Profile : EPP_CPS 7
U Please enter the profile data.
General Endpoints |m‘
Message Watting: No -
© callTransfer: Yes v
Call Forward Invalid Destination: No v
Toll and Call Restrictions: No v u
CSTA Network Interface Device: No v r
Done € Internet | Protected Mode: Off fa v R100% ~

5. Create an Endpoint named "CPS001" using this profile in the Global
Translation and Routing.

# [timuc?] - Add Endpoint
|' General [ SIP Attributes Aliases Routes
Endpoint

@) Define the connection data of an endpoint, e.g. you may use this to add a gateway to a swi

Name: CPS001

Concierge Provider Service
Remark:

Registered: =

Profile: EPP_CPS

6. On tab SIP choose "SIP Trunking", type: "Dynamic", transport
protocol: "UDP" and best effort SRTP support: "Disabled".
Up from OSV V8: disable the ICE Support and set the Outgoing Call
Supervision Timer to 32000ms.
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General | SIP | Attributes Aliases Routes

Endpoint Type

SIP Private Networking:
SIP Trunking: )
SIP-Q Signaling:

SIP Signaling

or FQDN format.

the security section
has first been removed.

Type: Dynamic v
Signaling Address Type: IP Address or FQDN
Endpoint Address:

Port:

Transport protocol: ubpP v

Best Effort SRTP support:

Disabled v

ANAT Support:

Enabled

€ Internet | Protected Mode: Off

Accounting

For the static Endpoints the address of the SIP signaling interface can be specified in IP

@) Note that the address of the signaling interface cannot be modified unless the entry in

Save Cancel

‘a v ®100%

m

7. On tab Attributes check "Supports SIP UPDATE Method for Display
Updates", "UPDATE for Confirmed Dialogs Supported", "Accept Billing
Number”,, "Allow Sending of Insecure Referred-By Header", "Send
International Numbers in Global Number Format (GNF)","Rerouting
Forwarded Calls", "Enhanced Subscriber Rerouting" and "Enable

Session Timer".

To allow CPS to see a change of a connected call, the RTP parameter
“Srx/Main/UpdateDisplaysForExternalCalls” must be set to RtpTrue.

8. On tab Aliases add the alias "CPS1" and the IP address of the CPS
Server. (Add also the IP of the second CPS Server, if redundancy is

used).

&7 [timuc?] - Add Endpoint : CPS001

General SIP Attributes
Aliases

@) You can associate here aliases with a SIP Endpoint.

CPS1

#
dy 18241116

Aliases

Routes

A3100352250M1020976A9
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NOTE:
Add the IP Addresses to the Realms within "Administration — Signaling
Management — Digest Authentication”, if your security policy requires it.

NOTE regarding Routing:
It is important to make sure that all phones (Concierge and Office) and
Gateways are able to reach all numbers defined above.

9. Create the Destination "CPSQueues" for Pilot numbers and personal
lines:

10.Add a route to endpoint "CPS001" using Modification Type “Number
Manipulation” and Nature of Address “International”

“% [timuc?] - Edit Destination: CPSQueues
@) Destinations are used for routing a call to an endpoint
General | Routes [ Route Lists Destination Codes Origin Destina
Routes

@ Muttiple routes can be used for prioritizing the routes to the gateways.

[ Ada.. ][ Edit.. ||
Sel:0 | tems/Page: | 10 | =] | Al:1
- D Endpoint Route Type Delete Insert Nature of Address
| dm 10 CPS001 SIP-Endpoint 0 International

11.0n tab Route Lists check "Fallback to Local Numbering Plan"

4 [timuc?] - Edit Destination: CPSQueues
@) Destinations are used for routing a call to an endpoint.

General Routes ‘ Route Lists Destination Codes Origin Destinations

Route Lists

(), This list provides an overview of all routes with the same originating signaling type and bearer capability. Prioritization is possible.

Origi Bearer Prioritized Fallback to Local Prefix Area  Preface Cou
Capability Numbering Plan Code Code
f:';i] Unassigned L3 v O O

12.Create the Destination "CPSintResc"
13.Add the route to endpoint "CPS001" using Modification Type “Number

Manipulation” and Nature of Address “International”
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4.4.51

48

Routes

“% [timuc2] - Edit Destination: CPSIntResc
@) Destinations are used for routing a call to an endpoint.

General { Routes ] Route Lists Destination Codes Origin Destin:

@ IMultiple routes can be used for prioritizing the routes to the gateways.

e R
Sel0] temsiPage: | 10 ']|— 1
O D ¢4 Endpoint Route Type Delete Insert Nature of Address
|| Am 15 CPS001 SIP-Endpoint 0 International

14.0n tab Route Lists DO NOT check "Fallback to Local Numbering Plan"

“% [timuc?] - Edit Destination: CPSIntResc08 ?
@) Destinations are used for routing a callto an endpoint
General Routes ['m“‘ Destination Codes Origin Destinations
Route Lists
@) This list provides an overview of all routes with the same originating signaling type and bearer capabilty. Prioritization is possible
e 10 v Al
Originating Signaling Originaging Bearer Prioritized Fal!hackrto Local Prefix Area Preface Country
Type Capability Numbering Plan Code Code
ER  Unassigned Unassigned [ [} (] [
Done € Internet | Protected Mode: Off fa v ®|100% ~

Codes in BGs numbering plan

In the BG’s numbering plan destination codes and prefix access codes
have to be defined for the queues’ pilot numbers as well as for the personal
line numbers.

Pilot numbers and personal line numbers must fall back to the hunt group in
case of CPS failure. Therefore these will route to the code processing in
the global numbering plan configured above.

Business Group

1. Create a destination code for the queues’ pilot numbers (e.g.
49505058032xx) with Destination Type "Code Processing" and Code
Processing Name "CP_Fallback", NoA=International.

. = [timuc?] - [ProCenter8] - [NP_ProCenter8] - Edit Destination Code: 2
* 49505058032 g

[ General |

Identification
This destination code will be used for a call if the dialed or modified (in PAC) digits and the Nature
=~ of Address are matching.

Destination Code: 49505058032 D

Remark:

Nature Of Address: International =
€ Internet | Protected Mode: Off a v X iOb% v
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Destination

@) Specify additional parameters to determine how the call will be routed.

Country Code:

m

Area Code:

Destination Type: Code Processing v

Code Processing Name: CP_Fallback Clear
DN Office Code: Clear

% éave 3 % (Eance] i

€ Intemnet | Protected Mode: Off Y3 v ®100% ~

2. Create a prefix access code for the queues (e.g. +49505058032 or
shorter, depending on your numbering plan) with digit position “1”,
prefix type "Off-net Access", nature of address "international" and
destination type "E.164 Destination".

Identification

If the dialed digits match this code, the specified modification to these dialed
= digits is executed.

Prefix Access Code: +49505058032
Remark:

Minlmum Length: 14

Maximum Length: 16

Digit Position: 1

Digits to insert:
[Settings

@) Specify additional parameters to determine how the call will be routed.

Prefix Type: Off-net Access hd
Nature of Address: International ~
Destination Type: E.164 Destination hd
Destination Name: D
@ Internet | Protected Mode: Off fa v ®|100% -

3. Create a prefix access code for the internal CPS resources (e.g.
+49505058033 or shorter, depending on your numbering plan) with digit
position “1”, prefix type "Off-net Access", nature of address
"international" and destination type "E.164 Destination".
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Identification

If the dialed digits match this code, the specified modification to these dialed
= digits is executed.

Prefix Access Code:

Remark:

Minimum Length:
Maximum Length:
Digit Position: 1

Digits to insert:
Settings

©) Specify additional parameters to determine how the call will be routed.

Prefix Type: Off-net Access %
Nature of Address: International v
Destination Type: E.164 Destination >
Destination Name: Q
@ Internet | Protected Mode: Off ‘a v 7‘\ 100% ~

4.4.5.2 Codes in global numbering plan

Prefix Access codes and E164 codes are configured in the global numbering
plan for both, the internal resources as well as for the pilot numbers:

50

Global Translation and Routing

1. Create a prefix access code for the queues

(e.g. 49505058032 or shorter, depending on your numbering plan) with
prefix type "No Prefix", nature of address "international" and destination

type "none".

A3100352250M1020976A9
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ation

If the dialed digits match this code, the specified modification to these dialed
=~ digits is executed.

Prefix Access Code: 49505058032

PAC for Queues R8

Remark:

Minimum Length: 13
Maximum Length: 13
Digit Position: 0

Digits to insert:
Settings

@ Specify additional parameters to determine how the call will be routed.

“f [timuc?] - Add Prefix Access Code ?

Prefix Type: No Prefix v
Nature of Address:
Destination Type: None v
Destination Name: l:]
€ Internet | Protected Mode: Off g v R100% ~

2. Create a prefix access code for the internal CPS resources (e.g.

49505058033 or shorter, depending on your numbering plan) with prefix
type "No Prefix", nature of address "international" and destination type

"none".
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“f3 [timuc?] - Add Prefix Access Code ?

identification
) If the dialed digits match this code, the specified modification to these dialed digits
<~ is executed.
Prefix Access Code: 49505058033
Remark:
Minimum Length: 13
Maximum Length: 13
Digit Position: 0

Digits to insert:
Settings

(y Specify additional parameters to determine how the call will be routed.

Prefix Type: No Prefix -
Nature of Address: International g
Destination Type: None v
Destination Name: D
€ Internet | Protected Mode: Off fa v ®100% ~

3. Create an E164 Code for the queues (e.g. 49505058032) with nature of
address "international”, destination type "Destination" and destination
name "CPSQueues".

“4 [timuc?] - Add E.164 Code

I General |
Identification 7

-~

0 This destination code will be used for a call if the dialed or modified (in PAC) digits and the F
Y Nature of Address are matching.

Destination Code: 49505058032
Remark:

Nature Of Address: International v

n

Destination

©) Specify additional parameters to determine how the call will be routed.

Country Code:

Area Code:

Destination Type: I Destination _'_]

Destination Name: CPSQueues

Clear
DN Office Code: (] [ Clear

L]
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4. Create an E164 Code for the internal CPS resources (e.g.
49505058033) with nature of address "international”, destination type
"Destination" and destination name "CPSintResc".

“4% [timuc2] - Add E.164 Code ?
[ General |
Identification -

o This destination code will be used for a call if the dialed or modified (in PAC) digits and the Nature of
= Address are matching
Destination Code: 49505058033

Remark:

Nature Of Address: International v

m

Destination
@ Specify additional parameters to determine how the call will be routed.
Country Code:
Area Code:
Destination Type: Destination _vJ
Destination Name: CPSintResc | \ Clear
DN Office Code: [ = | | Clear
~l

Edit the Feature Profile of your public network endpoint (default:
“EPP_FPRVC_Site1”) and enable the service “Call Forward Invalid
Destination”. Enter a pilot number which is named “invalid destination” in
the DDI Lookup (datacenter).

4.4.5.3 Enable routing of calls from CPS in global numbering plan

NOTE:
It is important to make sure that CPS is able to reach all phones (Concierge
and Office) and it is able to make external calls (via Gateways).

Therefore in the global numbering plan it is necessary to create one or
multiple destinations to external Gateways.
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4.4.6 DDI Lookup entry example for OSV without OSCC

This example gives an overview of configuration of service numbers (pilot
numbers) in OSV without OpenScape Contact Center:

Pilot numbers route the incoming calls to the SIP trunk of CPS. The CPS is
then fully responsible for handling / distributing the call.

54

/ osVv OSC Server
ol
S oy T
Customer to CPS Sariice
OS Concierge (DataCenter — ODILookup)
Edit DDI
DDI list ~ ’ I Save ancel
=] DEFAULT — i
+4950505803301 Tenant: DEFQLT - Defauk tenant (Openscape Voice Wihout 05CC)
+4950505803302
e rean I Piot number: [+4a50505803301 ] I ste: [ R4
::me Calfor: main Company: iy academny
Additional Numbers Times (ms)
Start hunt group: + Max. time in incoming queue: 120000 ~ 3 -
Music-on-hold hunt growp: [ RNA timeout time: 30000 + 5 -
RCG: Ring time: 5000 + 3 -

The picture displays the pilot number routings for Concierge in OSV without

OpenScape Contact Center.
range of numbers that route

The pilot number is one number out of the
to the CPS running on the OSC Server /

Concierge Server and fall back to the fall back hunt group if CPS is down.
In case of a Concierge Server failure the fallback hunting group in OSV is

responsible for call handling.

This fall back configuration is used for service

number calls and also for agent's Personal Line calls

This configuration is used for all kinds of service calls handled by Concierge;
e.g. Main and Internal lines. Additional service numbers can be created.

NOTE:

For detailed information on Data Center configuration, see appropriate
OSC Concierge, Administrator documentation
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4.5 Routing configuration in OSV with OSCC

The configuration is nearly the same as “without OSCC integration”, the
difference is that instead of a pool of pilot numbers and personal line
numbers here only the personal line numbers are used.

4.5.1 Definition of numbers and number ranges

With OSCC the CPS connection uses two number ranges:

One for the personal line numbers of the attendants and one for internal
CPS resources like Request pool and Callback Pool.

Furthermore if CPS fails, a fallback Hunt Group has to be defined in the
OSV, where all attendant users are members. The fallback solution is used
in case of CPS failure for the personal lines.

These calls coming in via the personal line numbers are routed to that
fallback hunt group. The internal resources like callback numbers and
request numbers will not be used in case CPS fails. Therefore no fallback for
these is required.

NOTE:
In the scenario with OSCC all queues are handled by OSCC except the
personal lines. They are queuing in CPS.

Define number ranges:

Parameter Description Value

CPS Resources for the example in the following sections

Personal Lines Start Numbers that route to CPS used for Personal +4950505803200
Personal Lines End Line Numbers of attendants +4950505803299
Loop Number Used in Multi-CPS environment +4950505803300
Request Numbers Start Numbers that route to CPS used for internal +4950505803301
Request Numbers End tasks, like e.g. Park, Append +4950505803349
Callback Numbers End service (Park Slot Numbers) +4950505803399

Hunt Group for Calls to Pilot and Personal Line
Fallback Hunt Group Numbers, if CPS fails +4950505805520
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NOTE:

The CPS Loop number is used in a Multi-CPS environment like e.g. when
deploying a redundant Concierge Server System. In that case the CPS on
the Standby server machine is frequently calling this number and expects a
corresponding loop back message from the switch.

This message is only send if the CPS on the Main Server is active and
running. If the call is not answered by a loop back message, the CPS on
the Standby Server assumes that the CPS on the Main Server is not
running and starts getting active by itself.

Please assure that the Loop number routes to the CPS endpoint in OSV.

4.5.2 Two fallback scenarios to be considered

4.5.3 Settings in OSV

OSCC is down: the normal fallback mechanism for OSCC is used, the hunt
groups switch from manual to UCD.

Only the OSCC queues are affected — the personal lines are not.

CPS is down: the OSCC queues are not affected; the calls are still routed
by OSCC.

Calls to personal lines cannot reach the CPS (CPS is not registered
anymore) so these calls use the fallback mechanism to the fallback hunt
group.

Please refer to the sections 4.4.3 Fallback Hunt Group, 4.4.4 Routing
Configuration for SIP endpoint CPS in a single BG environment, 4.4.5
Routing Configuration for SIP endpoint CPS in a multiple BG environment.

All these settings are necessary additionally to the configuration described in
the OSCC documentation.

NOTE:

The example configuration describes a configuration in the environment of
the lab. In customer’s environment other parameters are required, like e.g.
different IP addresses, number ranges, prefix access codes, etc.

Only trained staff should configure the OpenScape Voice and adopt
the configuration to the customer’s environment.

4.5.4 DDI Lookup entry example for OSV with OSCC

56

This example gives an overview of configuration of service numbers (pilot
numbers) in OSV with OpenScape Contact Center:

When integrating with OpenScape Contact Center, a new Service number
(DDI or Pilot Number) has to be configured in OpenScape Voice. For a
correct handling through OSCC, it has to be configured in OSCC’s
Telephony Center together with the corresponding Hunt Groups (Initial HG
and MoH HG) and finally set in the DD/ Lookup list of Data Center.
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The figures illustrate the settings in OSV with its corresponding settings in
OSCC that are reflected in the DDI Lookup table fields for Concierge.

The first figure shows the configuration of a service number in OSV,

OpenScape Contact Center’s Telephony Center and Concierge DataCenter.

{ i I v
PILOT No. PILOT No. PILOT No. PILOT No.
Queue
START MOH START [e];] Target
Hunt Group Hunt Group Hunt Group Jll Hunt Group
OpenScape Concierge (DataCenter — DDILookup)
DD1
DI list ~ [ochenoe
Tenant: [DEFAULT - default values as of initiaization (OpenScape Yoice With 0SCC)
4950505704413 I Pilot number: [+4950505704411 | | 4411 e — —p —i
::mx:g Callfor: an | company [ty feademy
Additional Numbers Times (ms)
| stert hurt group: 4950505705511 | o [] 120000 - 5 -]
| 1usic-on-hald hut group: 4 — 30000 «

4950505706611 i< 30000 - % -
RCG: Ring time: 5000~ & -]

To enable OSCC to monitor the incoming call, three values are required:

1. the Pilot number that forwards the call
2. the Start hunt group (/nitial HG) and
3. the Music-on-hold hunt group (MoH HG)

All of them have to be configured in the DDI Lookup in Concierge Data
Center and the Pilot number is configured as Queue Targetin OSCC
Telephony Center.

Principally there is only one type of service number configuration for
Concierge. It depends on customer’s requirements, which types of service
numbers are required, e.g. "Internal Intercept" or "Reception"”.

NOTE:
For detailed information on Data Center configuration, see appropriate
OSC Concierge, Administrator documentation

4.5.5 Concierge user devices

A3100352250M1020976A9

All Concierge user devices must be member in the Fallback hunt group!

This HG is only used for the personal lines of each Concierge working
places — it has nothing to do with the OpenScape Contact Center fallback
mechanisms for the normal service numbers / queues.

The personal lines are queuing in CPS.
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4.6 Configuration Microsoft DNS for geo-separated OSV deployment
4.6.1 DNS-SRV Configuration for CSTA

Start the DNS Management console via Start -> Administrative Tool ->
DNS and create a new Forward Lookup Zone e.g. OSVCluster.com.

_;_ DNS Manager !E I

File  Action Wiew Help

e |2 REu=EHEld 86

% DS THame | Type | Drata |
= 5 ©SCCEVIROLAST | (same as parent Folder) Stark of Authority {SOA) [1], osccew3rOlast., hostma. .,
Global Logs =|(same as parent Falder) Mame Server (NS) oscoev3rilast,

El | Forward Lockup Zones
= | OSWCluster.cam

~| Reverse Lookup Zones
" Conditional Forwardsrs

§—|(same as parent folder) Hosk {4 192,168.0.100

Make a new Host entry for the DNS IP-Address and two new Host entries for
the CSTA of both OSV Nodes with right click on Zone OSVCluster.com then
select New Host (A).

New Host B3 New Host E
Marme (uses parent domain narme if blank): Mame (uses parent domain name if blank):
I O5YNode1CSTA I CsWNode2CSTA
Fully qualified domain narme (FODM): Fully qualified domain narne: (FQDM):
| 0SYNodelCSTA. OSYCluster.com. | 03YNode2CSTA, OSWCluster . com,
IP address: IP address:
|192.1sa.1.1u1| |192.168.2.102|
[V Create associated pointer (PTR) recard [V Create associated painter (PTR) recard

Add Host I Cancel Done |
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;I)\Sm'wrr
Fle  Action  View Heb

M=l E3

A1 M4 D) o | Henld |
& ONS | fiame 1 Type | oata |
§ OSCCEVEROLAST | (5o a5 paverk Tokde) et of Athorky (SOR) (1], osccevatiast,, homms. ,
+# £ GebaiLogs | |(some a5 parerk folder) Neme Server (NS) oscoeyr(last,
Forward Lookup 2ones [ 1(same a5 parect folder) Ho (A) 192,168.0,100
OSVChuster.com []osmidescsTa Host () 192.165.1.101
D 2 Reversalocke 2ones [ Joswedezcsta Host (A) 192,168.2.102

+ Condtional Forwarders

Create a new DNS Domain Name entry for the Zone with right click on Zone
OSVCluster.com then select New Domain. The Name must be _tcp!

New DNS Domain 1

Type the new DMS domain name:
[ teel

| oK I Cancel |

ed 3

Create two new SRV Resource Records for both OSV Nodes with right click
on Zone OSVCluster.com then select Other New Records. Select Service
Location (SRV) in the List box of the Resource Record Type Window.

NOTE:

It's important to use different priorities for the OSV Nodes.

Service Location (SRY) | Service Location (SR} I
Domain: I _kep, OSYCluster. com Domain:
Service: I HiPathB000CSTASM j Service:
Protocol: I _tep ﬂ Protocol:
Priority: I 1 Priority:
Weight: I a Weight:

Fart number: I 1040

Host offering this service:

Port number:

Host offering this service:

I _tcpoosyCluster.com

I HiPath8000CSTASM

Ll L

I _tcp
IZ—
loi

Cr5¥Node1C5T A, O5YCluster  com|

OSYMNode2CSTA, OSYCIuster, com|

[s]4 I Cancel Help

oK I Cancel Help
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& DNS Manager M[=] B3
File  Action View Help
Ll 2l s 17 Beell B S
£, DS Narne Type | Data | Timestamp
E 5 OSCCEWIROLAST é—lHiPathSDDDCSTRSM Service Location (SRY) [10]1040] O5¥Mode1C5T..
Global Logs £ HiPatha00CSTASM Service Location (SRY) [Z][0][1040] OS¥ModezCST. .
= ] Forward Lookup Zones
=1 2] os¥Cluster.com
’ p
| Reverse Lookup Zones
_| Conditional Forwarders
4 | |

4.6.2 DNS-SRV Configuration for SIP

60

Add Host Cancel

Make two new Host entries for the SIP interfaces of both OSV Nodes with
right click on Zone OSVCluster.com then select New Host (A).

Mame {uses parent domain name i blank):
| 0SWhodel 51

Fully qualfied domain name (FQDM):
I 05WMade] STP, 0S¥ Clusker .com,

IF address:
| 192,168 1.201]

¥ Create associated pointer (FTR) record

Mame {uses parent domain name iF blank);
| 0SVNodezSIP

Fully qualified domain name (FQDM):
I 05YNode25IP.OSYClusker, com,

IP address:
| 192.166.2.202]

I Creake associated pointer (FTR) record

Add Host Caneel |

NS Manager

File  Action Wiew Help

=] 3

e 2= BHElsad

% ons Hame [ Tvp= [ Data

=l 5 ©OSCCEV3ROLAST = _tep
Global Logs (same as parent Falder) Start of Authority (SOA) [1], esccev3rOlast,, hostma. ..
= ] Forward Lookup Zones

{same as parent folder) Hame Server [HS)
{same as parent folder) Host ()
OSYNode1CSTA Host (4
0SYNod=2CSTA Host ()
OSYNodeLSIP Host ()
OSYNodeZSIP Host ()

B (2] osvCluster.com
_ ep

| Reverse Lookup Zones
| Conditional Forwarders

osccew3rlast,
192.165.0.100
192.168.1.101
192,168.2,102
192,166.1,201
192.166.2,202
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Create a new DNS Domain Name entry for the Zone with right click on Zone
OSVCluster.com then select New Domain. The Name must be _udp!

MNew DNS Domain

Type the new DMNS domain name:
I _udpl

(04 I Cancel

Create two new SRV Resource Records for both OSV Nodes with right click
on Zone OSVCluster.com then select Other New Records. Select Service
Location (SRV) in the List box of the Resource Record Type Window. The
Service must be named "_sip"

NOTE:
It's important to use different priorities for the OSV Nodes.

New Resource Record 3 | Nex Resource Record [ x]
Service Location (SRY) I Service Location (SRY) I
Domain: I _udp.05YCluster,com Domain: I _udp. OSYCluster.com
Service: I _sip j Service! I _sip j
Pratacal: | _udp j Protocol: | _udp j
Priority: I 1 Priority: I 2
‘Weight! I o Wieight: I a
Port number: I S060 Port number: I S060
Host offering this service: Host: offering this service:
SWhode 15IP.OSWCluster  com| OS¥Node2SIP.OSVCluster com|
oK I Cancel Help oK I Caneel Help
& DNS Manager M=

File  Action View Help

B EIEEEI IR =l

%, DS Mame: [ Tupe [ Data [ Timestamp
B F OSCCEV3ROLAST ’—l _sp Service Location (SRY) [1][0][5060] O5YNodel SIP.OSYCluster . com
Global Logs g—stp Service Location {SRY) [2][0][5060] OS¥Node2SIP.OSvCluster . com

=1 ] Forward Lookup Zones
G 2] oswCluster.com
| tep
| _udp
~| Reverse Lookup Zones
_ Conditional Forwarders
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4.6.3 Checking the DNS-SRV configuration on Integration Server

1. Open a Command Prompt window via Start > Run and cmd. Please

62

enter nslookup and press ENTER.

o\ Eingabeaufforderung - nslookup

C:\Dokunente und Einstellungen\Adninistratordnslookup

DNS request timed out.
tineout was 2 seconds.

=10) x|
< |

wxn Doy Servername fir die Adrvecsse 172.28.65.77 konnte nicht gefu

ned out
Standardserver: UnKnown
Address: 172.28.65.77

> osvnodel.osvcluster.com
¢ UnKnown
172.28.65.77

vnode? .osvec luster.com
UnKnown
192.28.65 .77

._tep.osvcluster.con

UnKnown
172.28.65.77

iPath86688CSTASM. _tcp.osvcluster.con SRU gervice location:
priority =8
weight =8

port =

svr hostname =
iPath888ECSTASH.

priority

weight -

por -

sur hostname -

1848
odel.osvcluster.com

cr.con SRV service location:

1

a

1849

ozunodeZ.osve luster.com
- 8.65.142
- 192.28.65.115

For each OSY Node type in the full
qualified Host MName and press

If the DNS Host (A) entry is correct
the IP Address of the Node is
displayed

Type set g=srv and press Enter to
set the Query type, type in the full
gualiied DNS SRY Name and
press Enter.

If the DNS-SRY Configuration is
cormect all Nodes for this Service
are displayed.

2. Do the check for Service "HiPath8000CSTASM" (example above) and

_sip".
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5 Switch configuration OpenScape 4000

IMPORTANT:

The configuration examples in this section describe a configuration in the
environment of the lab. In customer’s environment other parameters are
required, like e.g. IP addresses, number ranges, prefix access codes, etc.

Only trained staff should configure the OpenScape 4000 and adopt
the configuration to the customer’s environment.

In this section the OpenScape 4000 settings required for integrating
OpenScape Concierge are described for scenarios without and with
OpenScape Contact Center.

The settings in OpenScape 4000 and OSCC are described from the
perspective of OpenScape Concierge.

The OSC server is installed in parallel to the existing infrastructure and has
its own CSTA application link to the OS 4000; the CSTA link that is
established by the PABX Link Node.

5.1 General information

OSC Main

CPS
(SIP Trunking) ]
PABX Link
Node
PABXLink
Connector
OpenScape —l_
Contact Center Contact Center Node
CPS Worker |
OSC Server

As visible the Concierge System has two connections to the OpenScape
4000: the CSTA link that is established by the PABX Link Node and the
CPS that is connected as a SIP Endpoint in OpenScape 4000 and requires a
SIP trunking configuration.

To connect the Concierge PABX Link Node to an OpenScape 4000 system
with VNR activated, it must receive CSTA events and send CSTA
commands in E.164 format. This requires configuring a CSTA port to
operate using the E.164 format. To achieve this, an E.164 port should be
created in the OpenScape 4000 system as demonstrated below:
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(¢} © Notsecure  hitps://80.253.228.103/CSTA/dashboard jsp

Unify OpenScape 4000
CSTA Administration

Connectivity Adapters
Connectivity Adapter Status Application @ Port Action
Tracing ° : —
R PEcations Default ConnectedAndActive /7® @ 0 e
Profile : Default —
b Settings rote ®© /70
/70
(V] e 1044 @ 1044 7 ®
E164 ConnectedAndActive =
/0 =
F profie:Ascond @) ® 2

(® Add new application

NOTE:

For more information about VNR definitions and configurations refer to
“OpenScape 4000 V10, Volume 3 Feature Usage Examples, Service
Documentation”.

5.1.1 OpenScape 4000 CSTA link connection

The CSTA link connection requires a CSTA application using a CSTA
Adaptor in OpenScape 4000; perform the following steps in the OpenScape
4000 Assistant:

1. Check if an existing OSC Adaptor allows creating an additional CSTA
application.

2. Add a new Connectivity Adaptor, if no existing Adaptor can be used;
Select the new Connectivity Adaptor and modify PBX Link Number and
Subapplication Number for the new connection.

3. Create a new CSTA application corresponding to the parameters set for
the PABX Link Node in System Management.

4. Restart the Connectivity Adaptor.
5. Check the Status of the new CSTA Adaptor.

For OpenScape 4000 with VNR activated In the CSTA E.164 port needs to
be configured via the Concierge System management interface, as
illustrated below:
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" u System Management - OpenScape Concierge

File Action Tools Info

Basics A
PABX Connections
Customer Information
Configuration Database
Basic Services Site ID PABX Host N... PABX Protocol Version  Routing Entry
Security S LEO_SITE 80.253.228.... OpenScape4000 55414052
Resources A
Servers
Sites
Ste D
P — !
Contact Center Connections ' Add ol | T
Applications A Connection Data
PABX Model
Concierge Yoo
OpenScape4000 v ¥|Use VNR
Use Datab4
80.253.228.104
PABX Port List | 1044
Node Listener Port | 7010 ' ' :
[, oK o ‘, Cancel J —
A4 ! Undo Changes j

l JZ installation Designer B Kol iAo -sli3

®  manager - logged-on to ServerData@curs1147ab

NOTE:
Ensure that the 'Use VNR' flag is also enabled.

To enable the attendants to logon with the Extension number in a E.164
format in the Concierge Client application, the flag named “Use VNR” must
be checked as displayed in the future 2.

Also, in the Concierge client “concierge.ini” file, the same flag must be
created as below:
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> ThisPC > Local Disk (C:) > Program Files (x86) > OpenScape Concierge > bin > Concierge v O
ame Date modified

Concierge Management
@€ euLa_dentm!

cts € EULA_enhtm!
2, 0SCButtonConfiguration.exe )
nts K osconcierge.exe 0SConcierge.ini - Notepad

& 1/05Conciergeni File Edit Format View Help

3| OSConcierge_Lang.de.ini I;;Open Scape Concierge

2| OSConcierge_Lang.en.ini

:z] OSConcierge_Lang.es.ini [ServerConfig]
] OSConcierge_Langfr.ini PrimaryHost=curs1147ab
ik (C) i3] OSConcierge_Lang.it.ini PrimaryPort=20001
SecondaryHost=

3| OSConcierge_Lang.pt-br.ini SecondaryPort=20001
0SConcierge_Templates.de.txt
OSConcierge_Templates.en.txt [Local]
OSConcierge_Templates.es.txt UseVNR=True

0SConcierge_Templates.fr.txt ;0=IpV4; 1=IpV6; 2=default=Both

0SConcierge_Templates.it.txt ;IPVersion = 2
0OSConcierge_Templates.pt-br.txt

€ ™sihtml

VersionHistory.txt
Ln1,

NOTE:

For more information about how to configure the flag called “UseVNR” in
the concierge client refer to “OpenScape Concierge V5.0, Client,
Installation” guide item 8.2 Using a OpenScape 4000 Switch VNR (Virtual
Numbering).

5.1.2 Configuration for restricted numbers

NOTE:
If the presentation of users is restricted please proceed as follows

Run the AMO SBCSU to configure the presentation indicator. The
presentation indicator is normally configured as unrestricted (SSTNO=NO).

However, if the Calling Line Identification Restriction (CLIR) setting on the
user’s extension is configured as “presentation restricted", you must
configure the presentation indicator as restricted (SSTNO=YES).

In this case, you must add a parameter to each instance of the
CA4000.cfg file where PABXLinkConnector is connected to.

NOTE:
This also needs to be done if the ZAND/ACD parameter
SUPAGTNU(UNAGTNU) is set to yes.

Set the restricted value to ignore.
* PRESENTATION_RESTRICTED=ignore
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5.1.3 OpenScape 4000 connection without OSCC

The incoming calls to the pilot numbers all route to the Concierge Provider
Service (CPS) that is connected via SIP trunking.

The calls are queuing in CPS and stay there until further actions are
required; the calls for the personal line of an attendant also queue in CPS.
CPS assigns the call to the attendant or the attendant picks the call.

In case the CPS breaks down calls are handled by fallback routing in
OpenScape 4000 that is initiated through LCR, means if the CPS cannot be
reached the call can route to a hunt group for example.

5.1.4 OpenScape 4000 connection with OSCC integration

With OpenScape Contact Center (OSCC) the incoming calls for the
attendants are routed by OSCC — also the backup routing case is handled
by OSCC strategies.

Incoming calls to the personal lines of the attendants are handled as
described in the scenario without OSCC. These calls are queuing in CPS
and CPS assigns the call to the attendant or the attendant picks the call from
the personal queue.

In the following sections the configuration of devices is described as well as
the configuration of the SIP trunk and the fallback LCR-Routing mentioned
above.

5.2 Concierge Provider Service (CPS)

5.2.1 Features and functionalities

A3100352250M1020976A9

CPS

CPS is the central instance for controlling the calls that are handled by the
Concierge user.

Processing Queue

Calls that are parked or on hold, calls that need to be transferred or require
the paging functionality to be connected with the target person, all these
calls are transmitted to the CPS and wait there for further handling. That is
why this position is called the processing queue.

As the CPS is an internal resource of the OSC Server, Concierge is fully
controlling what happens with a call and displays this information on the
upper right pane to the Concierge user.

In case of a standalone installation, where no OpenScape Contact Center is
in use, the CPS also queues the calls that come in via the pilot numbers and
allows a simple call push (ACD) to the attendants which are assigned to the
pilot number.

Transferring calls is controlled by CPS in a way that calls that are meant to
be transferred to a target extension are “parked” on CPS on one channel
where another channel of CPS tries to reach the target device.

The connection between both only happens if the target person answers the
call. Otherwise the call stays connected to CPS. The call can be controlled
and handled by Concierge user (even if the Concierge user is in a call with
another customer).

During the transfer process the call is visible in Concierge.
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CPS acts as a media server for Concierge calls. Data Center allows to
specifying different types of music / wave files that can be assigned in
multiple handling scenarios, for example a personal greeting wave file can
be assigned for every Concierge user that is played to the caller as well as
to the attendant right before the call is connected.

The functionality described requires the CPS to be connected via SIP

5.2.2 CPS Integration/

frunking to the communication platform. All numbers using this trunk have to
be in E164 format.

Backup Routing

For a proper handling in case CPS fails or the SIP trunk connection is down
a fallback routing is required. The calls which cannot reach CPS will fall back
to hunt group routing in OpenScape 4000, all Concierge users must be
members in that hunt group.

Overview: Routing and fallback of pilot numbers and personal calls

Incoming calls are routed to the SIP trunk for CPS. In case CPS is down, the
call is re-routed to a hunt group by the LCR Routing.

Incoming Call to CPS Queue

i: 49 5050580 9000

Least Cost Routing:

9000 arrives in WABE
WA 9asTIE

LODR -> 495050580, 9, 000

oer: 49 5050580 7582

JPLN: 9-000 -> LROUTE: 181
LROUTE181 -> BUEND: 181
_DAT: LROUTE181, STEP1 -> ODR 181

)

)
CPSEP
registered ?
(Failure)

U

Overflow
Configured?

> | Further Call Handling within CPS

Y
Only Queues

e

Least Cost Routing:

_DAT: LROUTE181, STEP2 -> ODR 81
LODR -> Ziffsend 5520 MLHG Fallback

End of Call Processing
(Internal Resources)

5.3 Concierge use

68

In case of a failure the calls will not be handled by CPS, the OpenScape
4000 will route the calls by an overflow configuration in the AMO LDAT of
the direction to the CPS. Here the calls will be routed by an internal rerouting
over the AMO LODR to a destination that should be a MLHG

The fallback routing is only activated for incoming calls (pilot numbers and
personal line numbers). For the internal CPS resources the fallback routing
will not take place.

r device configuration
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NOTE:

Concierge does not support UFIP extensions. Some features (i.e. pickup)
will not work properly when using UFIP extensions as a Concierge
extension.

5.3.1 Concierge device

Example Configuration
ADD-SBCSU:STNO=<STNO>,OPT=0OPTI,CONN=DIR,PEN=1-1-1-

0,DVCFIG=0PTIP500,TSI=1,C0S1=33,C0S2=33,LCOSV1=9,LCOSV2=1,LCOSD1=9,LCOSD
2=1,DPLN=0,ITR=0,SSTNO=N,COSX=0,SPDI=0,IDCR=N,REP=2,STD=57,SECR=N,INS=Y,AL
ARMNO=0,RCBKB=N,RCBKNA=N,DSSTNA=N,DSSTNB=Y,DIGNODIS=N,CBKBMAX=5HEA
DSET=N,HSKEY=NORMAL,CBKNAMB=Y, TEXTSEL=GERMAN,HMUSIC=0,CALLOG=ALL,C

OMGRP=0,DNIDSP=Y;

For OpenScape 4000 with VNR activated, to add an extension to a VNR
group, its configuration will be defined by the DPLN, which must be the
same as the corresponding VNR node. Below is an example of it where
extension 100005 has the same DLPN as the VNR node — “3”

ADINIT COMPLETED
STATUS = H' 0000

AMO-APS  -111 SOFTWARE LODAD UPGRADE
DISPLAY COMPLETED; .
HiconVariantEx=U10 R1.39.= (HicomUariant=UU10.1-5A39) 3 ComWin 300 - Edit - KNDEF - 0 #
<CHAHGE-FUHCT :REGIH=Y; File Command Options Help
CHANGE-FUNCT :REGIN=Y; T ~
H588: AMD FUHCT STARTED PHPLIC
AMO-FUNET-111 SYSTEH SWITCHES EMAL
CHANGE COMPLETED; PHPSK
<reg-kndef ;
REC-KNDEF: Bl EXT -] |
H500: AMD KHDEF STARTED HODECD 999333
ADD-KNDEF z1-1-101,08H,55 41,4050, 4 ,EXT, , , ,, EXT,999991,6,,1,1,,.H e S S—
ADD-KNDEF :1-1-102, 08N, 55 , 41 4051 4 EXT, ., . EXT, 999992 6, .2,2,, N.;
ADD-KNDEF :1-1-103 ,0MN,55 , 41,4852 4 EXT, ,, , ,EXT 009903 ,6,,3,3,, ,M,: CACP
ADD-KNDEF :1-1-10% , DMN, 55, 41 4053 4 EXT, ... EXT,999994.6, 4,4, , N, DFLN —
ADD-KNDEF :1-1-105,08N,55 , 41,4054, 4,EXT, , , , ,EXT,999995,6,,5,5,,,N,3
ADD=KNDEF :1-1=199 ,0WH, ,, ,, EXT, .,y EXT,999999,6,,0,0,,,N,; ADPLN 3
CHANGE-KHDEF :1-1-199, 00000000000 ¥aussnnsi ISDNPD r
AMO-KNDEF-111 UIRTUAL MODES ENPFD —
REGENERATE COMPLETED; NODETRE O
<{reqg-shosu 9999931000005
H3a4: UALUE HOT WITHIN ADMISSIBLE RANGE HODEINFO =
STHD =
H16: COMMAND PROCESSING ABORTED (ADD-KNDEFNND=1-1-
<reg-sbrsu 999993100005 ; 103.TYPE =0WN |SDNCC=55 15 DMAC=41 ISDNLC=4052ISDNSK =4 1SDHU
REC-SBCSU 999993100005 ; L-EXT PHPUL-EXT NODECD 333993 NODECDSK =6 DPLN=3 ADFLN=3,
H500: AHO SBCSU STARTED MOOETRE-H;
ADD-SBCSU:9999931a0005 ,0PTI,IP2,1-17-1-28 ,0PTIIP,1,1,1,1,1,1,1,3,0,H,0,8,,,N,0,5
6,H, ¥ 0NN, N, 5,0, N, HORHAL ¥ ENGLISH, 6, .0, ., ¥, 0, 6711F, 0,00 TV 0TEAE ORI
AHO-SBCSU-111 STATION AND SO-BUS CONFIGURATION OF SWITCHING UNIT
REGENERATE COMPLETED;
<

5.3.2 Concierge phone settings in 0S4000 for CPS fallback

Concierge extensions are members of the Fallback Hunt Group
(in the example below the Number 5520 is used for that Hunt Group)
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5.4 Routing configuration in OpenScape 4000 without OSCC

5.4.1 CPS number ranges

As described above the CPS is Concierge’s central service for handling
calls. Without OSCC the calls to the pilot numbers are directly routed to CPS
and queue there for being distributed.

The connection to CPS needs two types of number ranges:
o one for pilot numbers and personal line numbers of attendants (Queues)

e one for CPS internal resources like Request pool and Callback Pool

Furthermore if CPS fails, a Fallback Hunt Group has to be defined in the
OpenScape 4000, where all attendant users are members.

In the following description a basic fallback configuration is displayed where
all types of incoming calls route to the same hunt group in case of failure.

The fallback solution is used in case of CPS failure for the personal lines and
service number (queues). These calls coming in via pilot numbers and
personal line numbers are routed to the fallback hunt group.

The internal resources like callback numbers and request numbers are not in
use when CPS fails. Therefore no fallback solution for those is required.

Definition of number ranges for example configuration used in this
book:

Parameter

Description Value

CPS Resources for the example in the following sections

Pilot Numbers Start Numbers that route to CPS used for Pilot +495050580-9000
Pilot Numbers End Numbers (DDI Lookup table) +495050580-9009
Personal Lines Start Numbers that route to CPS used for Personal +495050580-9200
Personal Lines End Line Numbers of Attendants +495050580-9209
Loop Number Used in Multi-CPS environment +495050580-9300
Request Numbers Start Numbers that route to CPS used for internal +495050580-9301
Request Numbers End tasks, like e.g. Park, Append, etc. +495050580-9349
Callback Numbers End service (Park Slot Numbers) +495050580-9399
Hunt Group for Calls to Pilot and Personal Line
Fallback Hunt Group Numbers, if CPS fails +495050580-5520

70
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NOTE:

The CPS Loop number is used in a Multi-CPS environment like e.g. when
deploying a redundant Concierge Server System. In that case the CPS on
the Standby server machine is frequently calling this number and expects a
corresponding loop back message from the switch.

This message is only send if the CPS on the Main Server is active and
running. If the call is not answered by a loop back message, the CPS on
the Standby Server assumes that the CPS on the Main Server is not
running and starts getting active by itself.

Please assure that the Loop number routes to the CPS endpoint in OSV.

5.4.1.1 Formula for estimating the number range of internal CPS resources
Use this formula to calculate the range of the internal resources:

Range of request numbers: 8 plus number of agents

NOTE:

During the transfer from the client to the processing queue a request no. is
used. When the call reaches the CPS (arrived in the processing queue) the
request no. is usable (free) again.

The request range does not limit the count of calls in the processing queue.

Range of callback numbers: 3 plus the maximum number of calls that shall
be parked for the paging functionality

5.4.2 Fallback Hunt Group

1. Add a Number in the WABE as type “Hunt”. Configure a Hunt Group and
add all Concierge extensions.

Example Configuration
ADD-WABE:CD=5520,DAR=HUNT;
ADD-SA:TYPE=VCE,CD=5520,STNO=<STNO>,STYPE=CYC,NAME="FALLBACK";

5.4.3 Configuration of the SIP Endpoint for CPS
2. Add a STMI Board to the Switch.

Example Configuration
ADD-BFDAT:FCTBLK=3,FUNCTION=HG3550,BRDBCHL=BCHL60&BCHL120;
CHANGE-BFDAT:CONFIG=CONT,FCTBLK=3,FUNCTION=HG3550,LINECNT=2,UNITS=3;
CHANGE-BFDAT:CONFIG=0K,FCTBLK=3, ANSW=YES;

ADD-BCSU:MTYPE=IPGW,LTG=1,LTU=1,SLOT=5,PARTNO="Q2324-
X500",FCTID=1,FCTBLK=3,BCHL3550=60;

3. Configure the IP Address (1.82.11.80) and Default Gateway
(1.82.11.254) of the Board
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Example Configuration

ADD-
CGWB:LTU=1,SLOT=5,SMODE=NORMAL,IPADR=1.82.11.80,NETMASK=255.255.255.0,DEF
RT=1.82.11.254, TRPRSIP=60;

4. Configure the registration of CPS SIP-Endpoint (1.82.11.114). Because
of the special SIP Trunk-Profile in the WBM a registration as internal and
external Gateway must be configured.

Example Configuration

CHANGE-
CGWB:MTYPE=CGW,LTU=1,SLOT=5TYPE=LEGKDATA,GWNO=281,GWDIRNO=281,REGE
XTGK=NO;

ADD-
GKREG:GWNO=181,GWATTR=EXTGW&REGGW&HG3550V2&SIP, GWIPADDR=1.82.11.114
,GWDIRNO=9,DIPLNUM=0,DPLN=0,LAUTH=1,INFO="CPS SIP",SECLEVEL=TRADITIO;

ADD-
GKREG:GWNO=281,GWATTR=INTGW&HG3550V2&SIP,DIPLNUM=0,DPLN=0,LAUTH=1,INF
O="CPS SIP";

RES-BSSU:PEN,,1,5;

NOTE:

In case of the special Registration of the CPS, a Trunk Profile must be
used in the WBM and a GKREG configuration for external Gateway must
be done, target address is the primary server. The Gateway Directory
Number (GWDIRNO) in the AMO CGWB (LEGKDATA) and GKREG
(EXTGW) is free of use, but both numbers must be different.

5. Configure the trunk and B-Channels (here 30)

Example Configuration
ADD-BUEND:TGRP=181,NAME="CPS",NO=60;

ADDCOT:COTNO=181,PAR=PRI&RCLEANSEKNOR&CEBC&CBBN&CBFN&BSHT&BLOC&L
WNCEATRS&ROPT&NLCR&TSCS&TRSCE&DFNN&NLRD&NITO&BCNE&NOFT&NTON;

CHANGE-COT:COTNO=181,COTTYPE=COTADD,DEV=S2CONN,INFO="181: CPS";
ADD-COP:31,, TA, TA;

CHANGE-COP:31,COPADD,,,,S2CONN,"31: S0/2 QUER LOKN";
ADD-COSSU;,2,,,,,,,,""

CHA-COSSU:COS,2,TA&TNOTCR&TTT;

CHA-COSSU:COS,2,,TAGTNOTCR&TTT;

CHA-COSSU:COS,2,,, TA&TNOTCR&TTT;

ADD-TDCSU:OPT=NEW,PEN=<Board

Location>,COTNO=181,COPNO=31,DPLN=0,ITR=0,COS=2,LCOSV=9,LCOSD=9,CCT="CPS",
DESTNO=0,PROTVAR=ECMAV2,SEGMENT=8,NNO=1-1-
181,FWDX=10,CLASSMRK=EC&G711&G729A0PT,TGRP=181,DEV=HG3550/P,BCHAN=1&&
30,BCNEG=N,BCGR=1;
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5.4.4 Configuration of the WebBasedManagement (WBM)
1. Connect the Board to the LAN and open the WBM

Under Basics Settings \ Gateway

Configuration

Basic Settings

# L system

© Gateway
©® Qualr ot S
uaity of Service o
Configuration © Timezone Sattings
Statstics Board Name
* Call Statistics Physical Node Number (4K)

Gateway Location

Contact Address:

System Country Code

Global Gateway of Type G.711
Supported IP Version
Gateway IP Address

Gateway Subnet Mask
Public WAN IP Address

Additional Features
Conference Improvement
Support Dispatch Application
Allow SIP Register for Trunking
Enable SMP.
Use Early Media for Disconnect to SIP:
Enable SMP for SIPQ proxy
Signaling Protocol for IP Networking
SIP Protocol Variant for IP Networking
DisplayName Character Code Set

Apply

2. Set the following parameter:
e Support Dispatch Applications: No
o Allow SIP Register for Trunking: Yes

e Use Early Media for Disconnect to SIP: No

vHG 3500

Gateway Properties

[SorGatesie
0-0-200

SOFTGATE FFM KN2
———
49 (Germany)

Adaw

1PV4 only

1722865141
255.265.255.0

[ only for Native SIP Trunking GW

M only for Native SIP Trunking with profile

¥ only for Native SIP Trunking and SIP Endpoints
[0 only for Native SIP Trunking GW

SIP
Native SIP

——

Undo

Under Voice Gateway \ SIP-Trunk Profile Parameter

Configuration

vHG 3500

Voice Gateway
© H.323 Parameters
@ SIP Parameters

© Codec Parameters
SIP Protocol Variant for IP Networking

Configuration 1P Networking Mode
s © SIP Trunk Profile Parametes Use Profiles for Trunks via SIP-Q
S M 5P Yrunk Profies Use Profiles for Trunks via Native SIP:
w0k O Enable SIP Peer Filtering
® Destination Codec Parameters
© DARS for MLPP Participate at SIP Load Balancing
® i Clients
@®CICA
Apply

©ISDN Classmarks

Payload
@ Payload Parameters
@ FaxModem Tone Handiing

3. Set Use Profiles for Trunks via Native SIP:  Yes
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Native SIP
m}

M deactivate for test purposes only

a

[ only possible for Native SIP Trunks without
registrat

Undo
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Under Voice Gateway \ SIP-Trunk-Profile

Configuration  Minterance  Help  Logoft vHG 3500

SIP Trunk Profile

-
Profile Name: CanciergeProviderService
Configuration ctivate Trunk Profie. )
AccountiAuthentication Required.  []
o o a1 A Remote Domain Name
© ATST FieiRescn 1P Transport Protocel. [UDPTY]
® ATET VoEVEN
PAl for ancaymous
@ reuisn
@ @ Anstel Securty
BT ane voice. Released Security Level: Signaling and Payload Security
TLSused: No
RTP Security Mode: [Secure Payload (SOES) wil falback 1o imsecise []
Payioad Encr. used: No
Registrar
Use Registrar. [
1P Address | Host name
Specify Port: []
Resegsiration Intenval (sec) [0
Proxy
1P Address | Host name. [172.2865 72
Specily Port. [
Qutbound Proey
Use Outbound Proxy. (]
1P Address Hostname: [
® @ mnamess ESEC
© en vopGonnact SpeciyPot O
 Medlatriststeway inbound Praxy
@ Microson-Lyne Use Inbound Proxy: [
® @ Mobistar
P Address  Host name:
® NatTriEntarprise
® @ NatTAWIlRegistration Spexily Port: [ v

4. Select the ConciergeProviderService profile.

5. Set the following parameter:
e SIP Transport Protocol: UbDP
Under Proxy:
o |P Address / Host Name: <CPS Server IP-Address>
Under Inbound Proxy:
e Use Inbound Proxy: No, only with Standby Configuration
o |P Address/Host Name: <Standby CPS Server IP-Address>

6. Activate the profile subsequently!

(28

2]

£}

[+ 2

&l Edit

& 4 Activate

[ %

¥ 3 Delete

[+

[#}- A A - .
Add Account/Authentication

2]

(3 -

T Refresh View

3]

-

£ Help

) oo
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Under Voice Gateway \ ISDN Classmarks

vHG 3500

ISDN Classmarks for CorNet-N Transport

External Call (Public Net instead of Private Net)

Configuration

a
Hold/Call Transfer. &4 (Octets 3a bit7, 3b bit7 and 3e bit3)
Call Forwarding ™

]

Caliback:

Apply Undo

©1SON Classmarks

S L Payioad
@ Payload Parameters

@ FaxModem Tone Handling

7. Set the following parameter:

e External Call: No
e Hold/Call Transfer: Yes
e Call Forwarding: Yes

8. Save the configuration and restart the HG.

NOTE:

IF the diagnosis is activated for the STMI and special diagnosis settings
are configured, it can happen that the Concierge / CPS reacts very slowly
when calls are transferred..

5.4.5 Configuration of the CPS number ranges
1. Configure the LCR

NOTE:

The example configuration describes a configuration in the environment of
the lab. In customer’s environment other parameters are required, like e.g.
different IP addresses, number ranges, prefix access codes, etc. Only
trained staff should configure and adopt the configuration to the
customer’s environment.

Example Configuration
ADD-WABE:CD=9,DAR=TIE,CHECK=N;
ADD-LODR:ODR=181,CMD=0UTPULSE,DGTS=495050580;
ADD-LODR:ODR=181,CMD=ECHO,FIELD=1;
ADD-LODR:ODR=181,CMD=ECHO,FIELD=2;
ADD-LODR:ODR=181,CMD=NPI,NPI=ISDN, TON=INTERNAT;
ADD-LODR:ODR=181,CMD=END;
ADD-LODR:ODR=181,INFO="CPS";

ADD-RICHT:MODE=LRTENEW,LRTE=181,LSVC=ALL NAME="CPS", TGRP=181,DNNO=1-1-
181,ROUTOPT=YES,DTMFCNV=SUFDIAL,DTMFDISP=DIGITS,DTMFTEXT="MFV-
WAHL",INFO="CPS";

ADD-
LDAT:LROUTE=181,LSVC=ALL,LVAL=1,TGRP=181,0DR=181,LAUTH=1,CARRIER=1,ZONE
=EMPTY,GW1=181-0;
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NOTE:
All Numbers from and to CPS must be sent in Type International.

2. Configure the Fallback Routing

Example Configuration
ADD-LODR:ODR=81,CMD=0UTPULSE,DGTS=5520;
ADD-LODR:ODR=81,CMD=END;

ADD-
LDAT:LROUTE=181,LSVC=ALL,LVAL=2,0DR=81,LAUTH=1,CARRIER=1,ZONE=EMPTY,LAT
TR=RERTEINT;

3. Configure Pilot Numbers

Example Configuration

Main ‘0’ as -9000 in DDI Lookup

ADD-LDPLN:LCRCONF=LCRPATT,DIPLNUM=0,LDP=9-
000,LROUTE=181,LAUTH=1,PINDP=N;

ADD-WABE:CD=0,CPS=6,DAR=ATNDDID,CHECK=N;
ADD-NAVAR:NOPTNO=1,TYPE=CASEXT,CD=9000;

ADD-
VFGR:ATNDGR=0,QUEMODE=DQ,NOPT1=1,0PT=1,CQMAX=5,AUTNS=0FF,SDIST=NO,C
ASMCF=YES,ANSYN=NO,WC=5,COD=0FF,INIGHTPR=NO;

ADD-VFGKZ:TYPE=ATNDGR,CD=0,CPS=6,ATNDGR=0;
ADD-ACTDA:TYPE=ATNDGR,ATNDGR=0,NOPT=1,ACT=ACT,

Internal -9001’ in DDI Lookup

ADD-LDPLN:LCRCONF=LCRPATT,DIPLNUM=0,LDP=9-
001,DPLN=5,LROUTE=181,LAUTH=1,PINDP=N;

NOTE:

If Intercept is needed, the parameter for corresponding intercept reason
needs to be added in the COT of the trunks(see “Feature Usage Example
Documentation of OpenScape 4000). All calls will be intercepted to the
linked VF-Group. All calls which are forwarded (redirection party
included) to a DDI Lookup are shown in Concierge as Intercept calls.

Intercept '-9009’ in DDI Lookup

ADD-LDPLN:LCRCONF=LCRPATT,DIPLNUM=0,LDP=9-
009,LROUTE=181,LAUTH=1,PINDP=N;

ADD-NAVAR:NOPTNO=2, TYPE=CASEXT,CD=9009;

ADD-
VFGR:ATNDGR=1,QUEMODE=DQ,NOPT2=2,0PT=2,CQMAX=5,ITDEST=0&1&2&
384&5&6&7&8&9&10&11&12&13&14&15,AUTNS=0OFF,SDIST=NO,CASMCF=YES,
ANSYN=NO,WC=5,COD=0FF,INIGHTPR=NO;
ADD-ACTDA:TYPE=ATNDGR,ATNDGR=1,NOPT=2,ACT=ACT;

Personal Line -9200 in DDI Lookup

ADD-LDPLN:LCRCONF=LCRPATT,DIPLNUM=0,LDP=9-
200,DPLN=5,PROFIDX=181,LAUTH=1,PINDP=N;
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NOTE:
If the amount of VF-Groups is not sufficient or calls to an extension must be
routed directly to CPS a networking with closed numbering can be used.

Example for 985101-0 as corresponding VNRNU 985101 to Accesscode 49
89 7007-0

ADD-WABE:CD=0181,DAR=NETRTE,CHECK=N;
ADD-WABE:CD=985101,DAR=OWNNODE,CHECK=N;
ADD-WABE:CD=0,DPLN=0,CPS=6,DAR=STN,CHECK=N;
ADD-LODR:ODR=171,CMD=0OUTPULSE,DGTS=498970070;
ADD-LODR:ODR=171,CMD=NPI,NPI=ISDN, TON=INTERNAT;
ADD-LODR:ODR=171,CMD=END;

ADD-LODR:ODR=171,INFO="CPS CLOSEDNUMBERING";

ADD-
RICHT:MODE=CD,LRTE=171,CD=0181,CPS=0,SVC=VCE&DTE,NAME="CLOSED-
NUMBERING", TGRP1=181,DESTNO=181,DNNO=1-1-
181,REROUT=NO,PDNNO=181,CHARCON=NEUTRAL,NOPRCFWD=NO,CLNAME
DL=NO;

ADD-
LDAT:LROUTE=171,LSVC=ALL,LVAL=1,TGRP=181,0DR=171,LAUTH=1,CARRIE
R=1,ZONE=EMPTY,LATTR=NONE,VCCYC=4,GW1=181-0;
CHANGE-WABE:CD=9851010,DESTNO=181;

5.4.6 Configuration of the CPS Resources
4. Configure CPS Resources

Example Configuration

Loop-, Request- and Callback Numbers

ADD-LDPLN:LCRCONF=LCRPATT,DIPLNUM=0,LDP=9-
xxx,DPLN=5,PROFIDX=181,LAUTH=1,PINDP=N;

NOTE:
Only use ‘—xxx’ in LDPLN if the Number length of the Resources Numbers
is the same. If the length is different, configure each Number individually.

5.4.7 DDI settings in OpenScape 4000

All incoming calls are handled by CPS and thus have to be routed to the SIP
endpoint for CPS. There are number ranges for pilot numbers / personal
lines as well as ranges for the request pool and callback pool, which are
used to route calls to CPS. The CPS is fully responsible for the call handling.

In case the CPS / Concierge server fails, the calls will be routed to a
dedicated fall back hunt group that is used for Concierge only. All attendants’
devices have to be member in that hunt group to be able to handle the calls
in a fall back scenario.
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5.4.8 DDI Lookup entry example for 0S4000 without OSCC

The following figure shows the relations between the pilot number in
OpenScape 4000 that routes the call to the CPS and the required entries in
the DDI Lookup in Concierge Data Center.

f OS 4000 . OSC Server

OpenScape Concierge
(DataCenter — DDILookup)

i save Cancel
DDI list ~

Reihe 3
+498282300853401 Tenant:
+498282300853402

Plot number: | +

Call for: Reihe 3 Man] Company: Unify

Additional Numbers Times (ms)

Start hunt group: + Max. time in incoming queue: 120000 + 3 - (x]
Musicon-hold huntgroup: [+ RNA timeout time: 30000 - 3 « [x]
RCG: Ring time: 30000 - 3 « [X]

We see the configuration of a pilot number in Data Center using Concierge
without OpenScape Contact Center integration.

The pilot number must be a number that routes to CPS as described above.
At least one service number has to be configured. Optionally additional
service numbers can be used, depending on the customer’s needs, like e.g.
one for main, internal, Intercept or CF that allow Concierge creating
meaningful statistics.

These queues with their corresponding pilot number need to be configured
in Concierge Data Center for Concierge being able to monitor the incoming
calls.

NOTE:
For detailed information on Data Center configuration, see appropriate
OpenScape Concierge, Administrator documentation.

5.4.9 Configuring OpenScape 4000 with VNR activated

To ensure the Concierge Server works properly with an OpenScape 4000
system that has the VNR feature enabled, specific configurations must be
implemented on the OpenScape 4000.

Below are the essential switch configurations required.
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NOTE:
The following items are based on an environment configured with the
specified VNR codes:

Node: VNR NODECD VNR NODECD in
E.164
1 999991 +55414051
2 999992 +55414052
3 999993 +55414053
NOTE:

For CTA configuration, please refer to item 5.1 of this guide.

5.4.9.1 OpenScape 4000 VNR incoming trunks

If the OpenScape 4000 uses an incoming trunk for multiple VNR nodes, this
trunk should be assigned to a node without a E.164 configuration, as
illustrated below.

AMO-FUNCT-111
CHANGE COMPLETED;
<reg-kndef;

REG-KNDEF ;

H5008: AMO KNDEF STARTED

ADD-KNDEF :1-1-101,0WN,55,41,4050,4 ,EXT,,,, ,EXT,999991,6

ADD-KNDEF :1-1-102,0WN,55,41,4051,4 ,EXT,,,, ,EXT,999992,6

ADD-KNDEF :1-1-1083 ,0WN,55,41,4052,4 ,EXT,,,, ,EXT,999993,6

ADD-KNDEF :1-1-164,0WN,55,41,4053 ,4,EXT,,,, ,EXT,999994 .6
6
N

SYSTEM SWITCHES

ADD-KNDEF :1-1-165,0WN,55,41,4054 ,4 ,EXT,,,, ,EXT,999995,
ADD-KNDEF :1-1-199,0N, ,,, ,EXT,,,,,EXT,999999,6,,0,0,,,
CHANGE-KNDEF :1-1-199, ,,,,5535553555¥53533535353

AMO-KNDEF-111 UIRTUAL NODES
REGENERATE COMPLETED;
<

Here the incoming trunks are configured in KNDEF 1-1-199.1-1-199.

5.4.9.2 OpenScape 4000 VNR Extensions configurations

To add an extension to a VNR group, its configuration will be defined by the
DPLN, which must be the same as the corresponding VNR node.
As shown below:
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ADINIT COMPLETED

STATUS = H" 000D

AHD-APS  -111 SOFTWARE LOAD UPGRADE

DISPLAY COMPLETED;

HicomVariantEx=U1@ R1.39.» (HicomUariant=UU10.1-5A39)

CCHANGE=FUNCT :REGIN=Y;
CHANGE-FUNCT =REGIN=Y;
H508: AND FUMCT STARTED

AHD-FUNET-111 SYSTEH SWITCHES
CHANGE COMPLETED;
<reg-kndef;
REG-HKMNDEF ;
H50@: AMD KHDEF STARTED

ADD-KNDEF :1-1-101,0MN,55 41,4050, 4 ,EXT, ,, , ,EXT,999991,6,,1,1,,,N,;
ADD-KHDEF :1-1-102,0WN,55 , 41,4051 4 EXT, ,,, ,EXT, 000002 6,,2,2,, N,3
ADD-KMDEF :1-1-183,0MN,55 , 41,4052 4, EXT, ,,, ,EXT,009993 6,,3,3,,,M,3
ADD-KMDEF 1 1-1-104,0UN,55 , 41,4053 ,4,EXT, ,,, ,EXT,999994,6,,4,4,, ,M,;
ADD-KNDEF :1-1-105,0MN, 55, 41,4054 4 EXT, ,, , , EXT, 999995 ,6,,5,5,, N, ;
ADD-KHDEF :1-1-199,0WH, , , , ,EXT, , , , ,EXT, 999999 ,6,,0,0,,,H,;

CHANGE-KHDEFz1-1-199,, .00 vnnnrsnns¥enrnrnni

AMO-KHDEF-111 UIRTUAL WODES

REGENERATE COMPLETED;
{reg-shesuz9999931000005

H34: UALUE HOT WITHIN ADMISSIELE RANMGE

STHO =

Hi6: COMMAND PROCESSIHG ABORTED
<reg-shosu:999993100005 ;

REG-SBCSU: 999993100005 ;

H5@B8: AMD SBCSU STARTED

ADD-SBCSU:999993100005,0PTI,IP2,1-17-1-28,,0PTIIP,1,1,1,1,1,1,1,3,0,N,0,0,, ,H,0,5
6,H, ¥, 0, N NN, Y N, oysires5:0 . N, HORMAL ¥ ENGLISH, B, , ,8,,,,Y, .+ +.6711P ., 00000

AHO-SBCSU-111 STATION AND SO-BUS COHFIGURATION OF SWITCHING UNIT
REGEHERATE COMPLETED;
<

3 ComWin 300 - Edit - KNDEF - o X
File Command Options Help

|

Z 2

N |—
—

16K N -] .|
E—

JHUTHI

Ez

D KNDEFHNO=11-

003, TPE=0WN ISDHNCC=55 ISDMAC=41 ISDNLC=4052 ISDNSK=4 ISDNU
L-Dﬂ PNPUL=EXT NODECD=339993 NODECDSK=E DPLN=3 ADPLN=3,
INODETREK=N:

UVIDL1-5439 WI0R1.39"

Extension 100005 with the same DLPN as the VNR node — “3”

File Connections !

ﬂlﬁI%

Siio
Dialog =~ Log File  Commaned st
ADIHIT COMPLETED
STATUS = W' 0008
AHO-APSE 111 SOFTWIRE LOAD UPGRADE
DISPLAY COMPLETED;
HicomlariantEx=U10 R1.29.= (Hicomlariant=UU10.1-5A39)

CommandList  Help

ILE MAC (Y

LCHAHGE-FUHCT :REGIH=Y ]
CHAHGE-FUHET :REGIH=Y;
HE@R: AND FUHLCT STARTED

AMD-FUHCT =111 SYSTEM SWITCHES
CHAHGE COMPLETED;

{reg-kndef;
REG-KHDEF ;
H500: AMO KNDEF STARTED
fOD-KHDEF :1=1-101 ,0MH, 55 , 41, 4050, 4 ,EXT, , ,,  EXT,999991,6,,1,1,,,H,;
ADD-KHDEF s 1-1-102 0NN, 55 41,4051 4 EXT, ,, . EXT,999992,6,,2,2,, H,;
ADD-KHDEF =1=1-1103 08N, 55 51,4052 L999993,6,,2,2,,,H,;
ADD-KHDEF = 1-1-110% OWH, 55 1, 405 KT, oe EXT, 099990,6, 4,5, H,;
ADD-KHDEF = 1=1-105 O8N, 55 51,4058 8 EXT, , , , EXT 999995 6, ,5,5,, ,N,;
ADD-KNDEF 211199 00N, » ,EXT, .+, EXT, 000009 ,6.,8,0,, H, +
CHAHGE -KHDEF 21-1=199 s s wuwnsnnnss¥urnrnnni

AHD-KHDEF-111 UIRTUAL HODES
REGEHERATE COMPLETED;
“reg-shesuz 9999931000005
M3K: UALUE HOT WITHIM ADMISSIBLE RAMGE
ETHD =
H16: COMMAHD PROCESSIHG ABORTED
LPeg-Shesu: 299993100085 ;
REG-SBCSU : 999993100005 ;
HE@R:  AMD SBCEU STARTED
ROD-SBCSU: 990003100805 0PTE, IP2, 1-17-1-28 0PTIIP,1,9,1,1,1,1,1,3,0,H,8,8,, ,H,0,5
G H,, ¥, 0,H.H,H.¥H,, +% e e HORHAL ¥ EHGLISH, B, o 00,0 ¥y oo BT1IP, o unanes

AMD-SBCEN-111 STATIOH AHD SO-BUS COWFIGURATIOH OF SWITCHIMG UHIT
REGEHMERATE COWPLETED;
<

| =%
B ComWin 300 - Edit - SBCSU - o x
File Command Options Help

Cos2 v A

LCOSV1 Ja

LOOSY2 i

LCOsD1 [i

LCosn:2 |'|

DFWN B8

ITR |g

S5TND [N =]..

Cosx o

SPOI fo

SPOCT [

SPOC2 [

DA o =k

REP o

510 63

——— i ¥
ADD-SBCSUESTHO=5933931 00005, 0PT =0PTLCONN=IF2 PEN=1-17-1.
(28, DV CFIG=0P TP, TSI=1,00%511,0052=1 LC0SV1 =1.LC0SY 21 L0050 =1 LCDSD 2w
1 DPLN=3 TR =055 THO =N C05=0 SPDH «DID TR =N REP=0.5TD =56 SECR=HINS =1 A
ILARMMNO=0 ACEKE=N ACEKMNA=N DESTHA=N DSSTHE =Y DIGH 00| S=M CBER MRS,
HEADSE TaM HSKEY =MORMAL CEKNAME =Y, TEXTSEL=ENGLISH HMUSIC=0 COMGR
=0 OTMFCTRDsY IPCODECGTI TR

U01-5439 W10DRT.397

Extension 100005 with the same DLPN as the VNR node — “3”
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NOTE:
If the Switch has analog extensions they should be configured also as
described above.

5.4.9.3 OpenScape 4000 with VNR Trunck Configuration
The respective trunks should be configured with DPLN set to 0, as shown

below:

AFHEET S |~ | e e @

Sba

[ Dislag.

AMD-FUHCT-111
CHANGE COMPLETED;
{req-kndef ;
REG-KHDEF ;
HS@0: AMD KHDEF STARTED
ADD-KHDEF :1-1-101 ,0UM,55 41,8058, 4 EXT, , ., EXT 999991
ADD-KHDEF :1-1-102 ,0UM, 55 &1, 8051 ,4 EXT, ,,, EXT 999992
ADD-KHDEF :1-1-102 ,0WH,55 51,5052 , 4, EXT, ., , ,EXT, 999992
ADD-KHDEF : 1-1-104 , 0UM, 55 b1, h053 4 EXT, ,,, EXT 90000K
ADD=KHDEF = 1=1=105 ,0WH 55 &1  hOSh 4 EXT, .., EXT 990995
ADD=KEHDEF = 1=1=199 0, , ; ; (EXT ;o (EXT 000000 6, 0,08, ,H,;
CHAHGE -KHDEF s 1-1-19%, s uuvvnonnnensVaunonnei

Log Fille  Commaned kst

SYSTEW SWITCHES

AND-KHDEF-111 VIRTURL HODES
REGEHERATE COMPLETED;
<req-sbosu: 99993100005
Mz URLUE HOT WITHIH ADMISSIBLE RANGE
ETHD =
Hi6: COMHAMD PROCESSING ABORTED
{req-shesu: 9999931 0R00S ;
REG-SBCSU: 9999931 00005 ;
HS@0:  AKWD SBCSU STARTED
ADD-SBCSU: 9909931 BABOS . OPTI , IP2 ,1-17-1-28,0PTIIP,1,1,1,1,1,1,1,3,0,H,0,08

vee M, 0,5
BNy ¥ 8, H YRy e S0 00 N, HORKAL ¥ ENGLISH, B, , , i

By naWena e dBFVIP oy aaed

AMD-SECSU-111 STATION AND SO-BUS CONFIGURATION OF SWITCHING UNIT
REGEMERATE COMPLETED;

<reg-tdesu:1-17-9-0;
REG-TDCSUz 1-17-9-0;
HS@B:  AMO TOCSU STARTED
ADD-TDCSU:HEW, 1-17-009-0,39,39,0,0,39,1,1,"CONCIERGE ", 0,"ECHAVZ" B, HONE, ,, B
DTR,H, TIE,HOHE N, @, ., ., . 30, MANY,1-1-16,0,1,1, EMNPTY 39,5 1, ,,,.,16,8,0,10, ECAGT
JIEGET2PA0PT , 23,056, Y, TRADITIO,0,60,60, HEIS50IP ,16830,H,1,,0,0,0,0,1,Y, HOHE ;

AND-TOCSU-111 DIGITAL TRUNKS
RECEHERATE COMPLETED;
<

e = % BE3|
B ComWin 300 - Ediat - TOCSU - o i
File Command Options Help
BT =T o
Action: ADD b
e Juew =] -
EEN R H
COTHO |33
COPND E]
RELH [o
IR [a
jur [=
LCOsY I
LoD [
L1 [ cOnDERGE
DESTND @
EBOTYAR [Ecmavz =] .|
SEGMENT [e "
[ADD-TOCSU OPT=NEW PEN=1-17-00% =
0,00 THO =33, COPNO =33 DPLNe0 ) TR=0.COS 39U 005V LODSDs1 CCT<"CONCIER
EE\ESTHD-DPREIMR-EMU?_S{G'HEHT-B_DEDSVE-MONE,TRTBL-GDTR,SIDAN
I=H ATHTYPaTIE CEMAT TR=HONE, TCHARG =N SUPFRES 5«0, TRACOUNT =320 SATCO
LUMT=MANY HNO=1:1. v
sl alfic pectiction group / closed er goup UWVI01-5A3 VIO RT3
:l\-muicd' 10,15, defavit= 0

A trunk configuration.

5.4.9.4 OpenScape 4000 with VNR Routing Configuration

Unlike what is stated in the OpenScape 4000 manual, when the VNR is
active, the routing of the E.164 number must be directed straight to the
Concierge, as shown in the example below.
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<REGENERATE-RICHT :MODE=LRTE,LRTE=133;
REGENERATE-RICHT :MODE=LRTE ,LRTE=133;
H508: AHO RICHT STARTED

ADD-RICHT :LRTENEW,133,ALL,"CONCIERGE ENVUG3*,23,1-1-133,N0,,,,,,,,s,N0,NO,,B8,NEUT

RAL ,NO ,ND ,ND ,NO ,NO ,ND ,NO, ND ;

l! AMO-RICHT-111 TRUNK ROUTING

REGEMERATE COMPLETED;
<reg-ldat:133;

REG-LDAT:133;

H588: AMD LDAT STARTED

Her

ADD-LDAT:133,ALL,1,,23,133,1,,1,EMPTY,NONE, ,4,,,,,,5,32-0,,,,;

AMO-LDAT -111 LCR-DIRECTIONS
REGENERATE COMPLETED;

<reg-lodr:133;
REG-LODR:133;
H580: AMO LODR STARTED
ADD-LODR:133,,,,0UTPULSE,55414052;
ADD-LODR:133,,,,ECHO,4;
ADD-LODR:133,,,,NPI ,ISDN, INTERNAT ;
ADD-LODR:133,,,,END;
ADD-LODR:133,,,"LODR FOR CONCIERGE ON 55414852",;

AMO-LODR -111 ADMINISTRATION OF LCR OUTDIAL RULES

REGENERATE COMPLETED;
<reg-1ldpln:ldpno=13;

REG-LDPLN:LDPND=13;

H588: AMO LDPLN STARTED

ADD-LDPLNZLCRPATT,@,"55"-"41"-"40852"'-""9980KK"" , 0&1&2E3I&UBS 66T EBEIE1 BE11612613814

&15,133,,,1,,,,N;

AMO-LDPLN-111 ADMINISTRATION LCR DIALPLAN
REGENERATE COMPLETED;
<

Routing configuration.

5.4.9.5 OpenScape 4000 with VNR Extensions/Forwarding

For the concierge to be able to execute parking and hold, it is necessary to
create the respective extensions responsible for maintaining the call during
hold and parking. Additionally, the corresponding pilot numbers must be

created as SIGNOFF, as shown in the figure below:
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Dislog | LogFile | Command list

CHA-FUNCT :REGIN-Y;
H500: AMO FUNCT STARTED

AMO-FUNCT-111 SYSTEM SWITCHES
CHANGE COMPLETED;
<REGENERATE-RICHT :MODE~LRTE ,LRTE=133;
REGENERATE-RICHT :MODE=LRTE ,LRTE=133;
H500: AMO RICHT STARTED
ADD-RICHT :LRTENEW, 133 ,ALL,"CONCIERGE ENV03",23,1-1-133,N0,,,,,,,,,,N0,NO, 0, NEUT
RAL ,NO,NO ,NO ,NO ,NO ,NO ,NO ,NO ;

AMO-RICHT-111 TRUNK ROUTING
REGENERATE COMPLETED;
<reg-1dat:133;
REG-LDAT:133;
H500: AMO LDAT STARTED
ADD-LDAT:133,ALL,1,,23,133,1,,1,ENPTY NONE , ,4,,,,,,,,32-0,,,,;

AMO-LDAT -111 LCR-DIRECTIONS
REGENERATE COMPLETED;
<reg-lodr:133;
REG-LODR:133;
H500: AMO LODR STARTED
ADD-LODR:133,,, ,0UTPULSE ,55414052;
ADD-LODR:133,,, ,ECHO &;
ADD-LODR:133,,, ,NP1,ISON, INTERNAT ;
ADD-LODR:133,,, ,END;
ADD-LODR:133,,,"LODR FOR CONCIERGE ON S5414052",;

AMO-LODR -111 ADMINISTRATION OF LCR OUTDIAL RULES
REGENERATE COMPLETED;
<reg-1dpln:ldpno=13;
REG-LOPLN:LDPNO=13;
HS00: AMO LOPLN STARTED
ADD-LOPLN:LCRPATT, 0,755 ~"41"-""4052"~"998 0XX" , BE1E2ELIEABS LOL7E8RILT DL 1R 12813014
£15,133,,,1,,,,N;

AMO-LOPLN-111 ADMINISTRATION LCR DIALPLAN
REGENERATE COMPLETED;
<Reg-sbcsu:999993998016;
REG-SBCSU:999993998016;
H500: AMO SBCSU STARTED
ADD-SBCSV:999993998016,0PTI,DIR, ,0PTIPS00,,1,1,1,1,1,1,3,0,N,0,0,,,N,0,56,N,,,SI
GNOFF ,0,N, N, N, ¥ N, .,y 0y 0005, N, NORMAL ¥ ENGLISH, 0, ,,0,,,.Y, . 0ssvssnrnnss

AMO-SBCSU-111 STATION AND SO-BUS CONFIGURATION OF SWITCHING UNIT
REGENERATE COMPLETED;
<

o

DD

ISBCSU STNO=333333338016,0PT ~0PT1L.CONN«DIR DVCFIG-OPTIPS00.COS1#1,C052
=1 LOOSV1#1 LCOSV241 LCOSD1#1 LCOSD2+1 DPLN«3ITR=0.SSTNO#N COSX0,SP
D10 JOCR N REP=0.STD#56 SECR#N INS «SIGNOFF ALARMNO «0 RCBKB =N RCBKNA
»N DSSTNA=N DSSTNBaY DIGNODIS »N CBKBMAX«5 HEADSE T =N HSKEY=NORMAL,
ICBKNAMB =Y. TEXTSEL-ENGUSH HMUSIC=0.COMGRP=0.DTMFCTRDSY:

statoefs) n service 7

Identier. Y.YES NNO SIGNOFF

=1 x 1€]A] i)
9 ComWin 300 - Edit - SBCSU - o x
File Command Options Help
T

SECR I | ®

FPROT [ =]

DPROT ] ;]_J

INS SIG

ALARMNO [o

RCBKE I = |

RCBKNA |N L]_J

DSSTNA [N ~ - |

DSSTNB F |

DIGNODIS I =]

FOPTIOX [

DOPTIOX ]

BASICSVC [ i

OPTICA [

OPTIDA r v

UVI01:SA33 VIOR1.33"
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Concierge CPS numbers configuration.

System data

g
g
i

Request no.
+55414052998004
+55414052998005
+554 14052538006
+554 14052558007
+554 14052638008
+554 14052638009
+554 140529380 10
+554 14052998011
ARROUNCEMERLS +55414052998012
EXIT +554 14052098013

+554 14052998014
Might variants +55414052938015
b +554140529380 16

DEFALT
DEFALT
DEFALT
DEFAILT
DEFAILT
DEFAILT
DEFALLT
DEFALLT
DEFALLT
DEFALLT
DEFALLT
DEFALLT
DEFALLT
DEFALLT

+55414052938017
3 +554 140529380 18

gaReARARARARAY

054K trunk monitorir 3

i
i
i
CPS trunk monitoring

Concierge Server CPS Numbers.

NOTE:

The pilot numbers for parking and hold must be forwarded (FWD) to the
E.164 route created previously. Please refer to the sample displayed in the
figure below:

{REGENERATE-ACTDPA:TYPE=STN,STND=999993997000;
REGENERATE-ACTDA:TYPE=STN,STN0=999993997000;
H508: AMO ACTDA STARTED
ADD-ACTDA:STN,999993997000,FWD ,STATIONV,CFU,GEN,VUCE ,554140652997000;
ADD-ACTDA:STHN,999993997000,UCR;
ADD-ACTDA:STH,999993997000,0PTISET,4,4,2,1,4,H0RMAL ,2,3,2;

AMO-ACTDA-111 SUBSCRIBER FEATURES
REGENERATE COMPLETED;

<REGENERATE-ACTDA:TYPE=STN,STN0=999993998016 ;
REGENERATE-ACTDA:TYPE=STN,STN0=999993998016;
H580: AMO ACTDA STARTED
ADD-ACTDA:STN,999993998616 ,FWD,STATIONV,CFU,GEN,UCE ,55414052998016 ;
ADD-ACTDA:STN,999993998016 ,UCR;
ADD-ACTDA:STN,9999939980616 ,0PTISET,4,4,2,1,4,NORHAL ,2,3,2;

AMD-ACTDA-111 SUBSCRIBER FEATURES
REGENERATE COMPLETED;
<

A pilot number configuration sample.
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DI kst Hew Change Delete

~u
i +55414052557000 Tenant: DEFALLT - <DEFALLT_TENANT > (OpenScape 4000 Without OSCC - B
DO Loolup Piot number: +554 14052557000 537000 Ste:
a Call for: \ Company:
CallDirector Port number Type: Automatic intercept recogrtion =
_‘“ Addtional Mambers Times (ms)
Announcements Start hunt group: + Max. Bme n Incoming queue:
EXiT Musconhodhuntgroug: 4+ FNA Bmeout tme: |
ROG: :
Maght variants = =
'- ¥ Hiscellaneous
CPS number ranges Background ookor: <o Color Selected > =
= Priority: 0
OSAK trunk monitoring
e Overkad settrgs
b Mode: ay B
P trunk monitoring 5 daraier [+

A pilot configuration in Concierge.

5.49.6 Concierge Client ETB

In the concierge client, when a contact with the same caller number exists, it
will be displayed in the caller area of the attendant, as shown below:

ﬂ OpenScape Concierge Professional Version: V3.0.8.0

Caller queue B B Grouwing a8 m
Queue Duration Caller Prio Company Reserved by Retrie.. | |Retrie...
Personal calls Duration Caller Prie Company Reserved by Retrie...

Call type, called number

Tywe Service call Number  +55 (41) 4052-100000 4
For  +55 (41) 4052-997000 tame  VNR3
Name Company Cits
Extension status
Location Curitiba
Phone
Comment _€ DND
call functions Walting

Concierge Client Attendant receiving an internal call/ETB.
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5.5 Routing configuration in OpenScape 4000 with OSCC

The configuration is nearly the same as “without OSCC integration”, the
difference is that instead of a pool of pilot numbers and personal line
numbers here only the personal line numbers are used.

5.5.1 Definition of numbers and number ranges

With OSCC the CPS connection uses two number ranges:

One for the personal line numbers of the attendants and one for internal
CPS resources like Request pool and Callback Pool.

Furthermore if CPS fails, a fallback Hunt Group has to be defined in the
OpenScape 4000, where all attendant users are members. The fallback
solution is used in case of CPS failure for the personal lines.

These calls coming in via the personal line numbers are routed to that
fallback hunt group. The internal resources like callback numbers and
request numbers will not be used in case CPS fails. Therefore no fallback for
these is required.

NOTE:
In the scenario with OSCC all queues are handled by OSCC except the
personal lines. They are queuing in CPS.

Define number ranges:

Parameter Description Value

CPS Resources for the example in the following sections

Personal Lines Start Numbers that route to CPS used for Personal +495050580-9200
Personal Lines End Line Numbers of attendants +495050580-9299
Loop Number Used in Multi-CPS environment +495050580-9300
Request Numbers Start Numbers that route to CPS used for internal +495050580-9301
Request Numbers End tasks, like e.g. Park, Append +495050580-9349
Callback Numbers End service (Park Slot Numbers) +495050580-9399

Hunt Group for Calls to Pilot and Personal Line
Fallback Hunt Group Numbers, if CPS fails +4950505805520

5.5.2 Two fallback scenarios to be considered

A3100352250M1020976A9

OSCC is down: the normal fallback mechanism for OSCC is used, the hunt
groups switch from manual to UCD.

Only the OSCC queues are affected — the personal lines are not.

CPS is down: the OSCC queues are not affected; the calls are still routed
by OSCC.

Calls to personal lines cannot reach the CPS (CPS is not registered
anymore) so these calls use the fallback mechanism to the fallback hunt
group.
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5.5.3 Settings in OpenScape 4000

For the configuration of the OpenScape 4000 please refer to the sections 5.4
Routing configuration in OpenScape 4000 without OSCC.

NOTE:

The example configuration describes a configuration in the environment of
the lab. In customer’s environment other parameters are required, like e.g.
different IP addresses, number ranges, prefix access codes, etc.

Only trained staff should configure the OpenScape 4000 and adopt
the configuration to the customer’s environment.

5.5.4 DDI Lookup entry example for 0S4000 with OSCC

86

The following shows the relations between the pilot number in OS 4000, the
entries in OSCC and the required entries in the DDI Lookup in Concierge
Data Center.

With OpenScape 4000 the integrated ACD routing is the base for the
integration with OpenScape Contact Center.

Incoming calls pass an RCG, which is an instance that needs to be
monitored in order to get information about an incoming call.

Therefore two items in the OpenScape 4000 must be known for a given
service number, the service number itself and the RCG it is passing.

The figures illustrate the settings in OpenScape 4000 with its corresponding
settings in OSCC that are reflected in the DDI Lookup table fields for
Concierge.

OpenScape 4000 OoSscC
e

OpenScape|Concierge (DataCenter — DDILookup)
DDI list = Save Cancel
R1w0SCC
+4982821004411 Tenant: R1w OSCC - Unify Academy R1 (HiPath 4000 With OSCC)
+4982821004412
rowl = —D' Piot number: +4982821004413 4413 I fsite: ROW1
Tty catfor: sy oceast oty Acadeny
+498282100853403
+458282100853404 Additional Numbers Times (ms)
Start hunt group: + Max. time in incoming queue:
1 old hunt group: + RNA timeout time:
RCG: 120 |<— Ring time:

A service number which is dialed by the customer is routed over the RCG to
the ACD-Routing table and is then monitored by OSCC.

The Pilot number must be an ACD number that routes via the internal ACD
routing of the OpenScape 4000 to an empty ACD group.

Principally at least one service number has to be configured as described.
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Optionally additional service numbers can be configured, depending on the
customer’s requirements, like e.g. one for main, internal, CF busy and/or CF
no reply which allows Concierge to create meaningful statistics.

NOTE:
For detailed information on Data Center configuration, see appropriate
OpenScape Concierge, Administrator documentation.
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5.6 Trunk Monitoring for OpenScape 4000

After setting up the PABXLink Node for OpenScape without OSCC you have
to enter the settings for OS4K Trunk Monitoring in the OpenScape
Concierge DataCenter. For a detailed description refer to section 8.9 System
data / OS4K Trunk monitoring table (with OS 4000 only).

5.7 CPS Trunk Monitoring for OpenScape 4000

After setting up the PABXLink Node for OpenScape without OSCC you have
to enter the settings for OS4K CPS Trunk Monitoring in the OpenScape
Concierge DataCenter. For a detailed description refer to section 8.10
System data / CPS Trunk Monitoring.

5.8 Malicious Call Identification

0S4000:

To allow the Concierge Client to trace an incoming call add the parameter
“Manual Call Trace in ISDN” to the class of service of the Concierge
extension. Also add a key code for the Dial analyst result “Trace”. For further
questions refer to the OS4000 service manual.

Example Configuration
CHANGE-COSSU:TYPE=COS,COS=xx,AVCE=MTRACE;
ADD-WABE:CD=*17,DAR=TRACE,CHECK=N;

Concierge Data Center:

Enable this feature in Concierge Data Center under System data / Client
configuration / Layout.

For details see OpenScape Concierge, Administrator Documentation

5.9 Busy Override

0S4000:

To allow the Concierge Client to override a busy extension add the
parameter “knocking override” to the attributes of the Concierge extension.
Also add a key code for the dial analyst result “knocking/camp-on override”.
For further questions refer to the OS4000 service manual.

Example Configuration
CHANGE-SDAT:STNO=xxxx, TYPE=ATTRIBUT,AATTR=KNOVR;
ADD-WABE:CD=*19,DAR=KNOVR,CHECK=N;

Concierge Data Center:

Enable this feature in Concierge Data Center under System data / Client
configuration / Layout.

For details see OpenScape Concierge, Administrator Documentation
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6 System Management

A3100352250M1020976A9

After the installation has finished and prerequisites are fulfilled, start System
Management (via programs or shortcut on the desktop) and log on with the
systemmanager account (user: “systemmanager”, password: “manager”).

Connect System Management application to the Main Server machine in
your infrastructure:

Verify the server from the dropdown list of field Target and log on.

>0 Mitel

Concierge
System Management

User

Please log on Password

LSE jackmurdock

The System Management window opens. On the bottom line the green icon
shows that the connection to the server is up and that you are logged on to
Server data of the machine with the systemmanager or manager account.

NOTE:

Generally the System Management is configured from top to bottom. Open
each section and configure the settings that are required for deployment.
Leave out settings that are not used.

By “publishing” the configuration finally, the settings are transferred to the
server database.

Help text

Each window has a help text for each field. Click into the field and the help
text appears in the information section.
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User Name | COCUser|

EEEERERERERERRRER

Password

Administrator Name sa

EREEEERERERERRRRS -
Password Abe

User Name
Name of configuration DB user for OSC applications

In separate windows the information section appears by clicking on the
arrow:

Domain | ‘

Py

Domain
Domain name of the DNS server from OSV
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6.1 Section “Basics”

System Management opens with the tab Installation Designer section Basics
and displays Customer Information.

6.1.1 Customer Information

Enter Customer’s name and a description as well as information that are
relevant for this project under Service Notes.

Customer Information

Customer | Defaut settings

Description | OSCC-E installation sefings

Service Notes.

®

Undo Changes

| V8 instatition Designer

6.1.2 Configuration Database

Move to Configuration Database. By default the application displays the
main server’'s name as Host name for the internally used MS SQL Express
database.

2 System Management - OpenScape Concierge

File Action Tools Info
Basics A

Customer Information

" Host Name

Basic Services mbtest2oscvd
Security

4 Extended Database Settings

Resources A
Port | 0
Servers
Sites User Name | COCUser
PABX Connections eeTeeee——
Password

Contact Center Connections
Administrator Name | sa
Applications A
Password
Conderge

@

Undo Changes

| 3 instaliation Designer J 5 Control Center

- |
® | manager - logged-on to ServerData@mbtest2oscv4 Installation data updated by server: 09:12:31 | _
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6.1.3 Basic Services

92

External database server connection

In case an external database is used, replace the OSC Server’s host name
by the external MS SQL Server's host name and port number. A user
account and an administrator account are required.

The User account is used for the application to log during operational
hours, the Administrator account is required for creation of the user
accounts and databases during the first implementation process (or for
patching) on that machine.

That means that the Administrator account needs the SA rights on the
database.

By default the Port is set to 0. This is the default value for connecting to a
standalone database server. In this mode the communication ports will then
be assigned dynamically.

In case an external MS SQL server cluster is in use, ask the database
administrator for the port to connect to the Listener

NOTE:

The services ControlConfigDB and ControlOscadmDB running on the OSC
Server create and maintain the required tables and users on the database
server(s) using the Administrator account.

A description of how an external database is connected directly after
installation is described in the OpenScape Concierge Server Setup,
Installation Guide.

For moving configuration data from one database Server to another, please
see section 7.2 External SQL-Server for ConfigDB / OSCADM

NOTE:
Do not change the default values if no other or additional settings are
required.
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Basic OSC settings are entered for:

OpenScape CLA

SNMP (for Subscription Licensing — see next section)
Client
Log Transfer (for OpenScape Trace Manager)

SNMP Agent

OSC is supporting SNMP to see System state messages (so called
Traps) in a Management System (e.g. OpenScape Fault
Management). It is necessary to know the version of SNMP the
customer is using. For SNMP V1 or V2, configure the target IP
address only.

With SNMP Version 3 a user is required, a password and the
protocol type with its parameters (provided by customer).

This way the SNMP Management system logs on to OSC to receive
the system status of the machines.

When configuring Authentication and Privacy for SNMP V3 the
combination of MD5 and TripleDES is NOT Allowed and not
supported.

The Community String has to be the same as the one in SNMP
Managementsystem.

NOTE:

The MIB (Management Information Base) contains the values and
properties of ,Managed Objects®, which can be monitored by a
Management System. In an OSC perspective ,Managed objects”
are Server processes like the Contact Center Node or PABX Link
Connector.

The provided MIBs have to be imported on the customer's SNMP
Management System. The required MIBs (OSC-TRAP-MIB and
SEN-ROOT-MIB can be found in Unify IFMDB. Please ask your
Unify contact for more information.

Backup stores the backup both local databases (OSCAdm and
configDB) and the System Management configuration
(OscceService.Installation.xml) — see also section 7 Maintenance.

6.1.3.1 Software Subscription Licensing (SSL)

For Concierge the Software Subscription Licensing can be used. In order to

use this option follow the configuration described below otherwise skip this

chapter.

Configuration in System Management

The configuration for Software Subscription Licensing within OSC is already
done for you. In System Management under Basic Services the only visible

options are the Port number and the Community, under SNMP Settings

(subscription Licensing):
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Basics i :
Basic Services
Customer Information

Configuration Database OpenScape CLA Settings

Basic Services

Community: | public

Security Password Abc
Resources ~ SNMP Settings (Subscription Licensing)

Servers Port | 165

Sites

PABX Connections
Contact Center Connections

Client Settings

Realtime Port | 7499
Applications ~ CTlPort| 17010

Conderge HTTP Port | 443

m Client Updates enabled

Log Transfer Settings
[ Transfer Enabled

Open:

Password

D Enable SSL for Client Updates

Only change Port 165 in case it cannot be used.

Configuration on OSC Server

1. Install and activate the SNMP feature in Server manager.

T Add Roles and Features Wizard

)
@
)
A
@
[«
c
@
w

Select one or more features to install on the selected server.

Features

L_J Quality Windows Audio Video Experience

) RAS Connection Manager Administration Kit (CM£
—) Remote Assistance

1 Remote Differential Compression

Remote Server Administration Tools
RPC over HTTP Proxy
Setup and Boot Event Collection
[ Simple TCP/IP Services
SMB 1.0/CIFS File Sharing Support (Instalied)
] SMB Bandwidth Limit
SMTP Server

[C] SNMP WM Provider
¥ Telnet Client (Installed)
(] TFTP Client
M Shielding Tools for Fsbric Management
WebDAV Redirector
[ Windows Biometric Framework
b ] Windows Defender Festures

—
| <Previous |

ATION SERVER

osc M3 sip coalab

Description

Simple Network Management
Protocol (SNMP) Service includes
agents that monitor the sctivity in
network devices and report to the
network console workstation.

2. Under Services select the SNMP Service and double-click it.
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‘q, Services =] I

File  Action View Help

A EEREEN =T

Services (Local) q Services (Local)

SNMP Service Mame  ~ | Description | Status |:|

‘EhRouting and Remat.,,  Offers rout...
Stop the service ‘CLRPC Endpoint Mapper  Resalves R...  Started
Restart the service £k Secondary Logan Enables st...

Ch5Secure Socket Tun...  Providess...
Description: ChSecurity Accounts ... The startu,.,  Started
Enables Simple Network Management 15, ’

L SErver Supports il Started

Protocol (SNMP) requests to be \:s DD_
processed by this computer. If this ‘Lhshell Hardware Det...  Providesn...  Started

sarvice is stopped, the computer willbe 8} Smart Card

unable to process SNMP requests. If this (€% 5t card Remay...
sarvice is disabled, any services that
explicithy depend on it will fail to start.

Manages a...
CLSNMP Trap i J
k- Software Protection  Enables th...
GSpecial Administrati,..  Allows adm...
51 SPP Motification Ser... Provides 5.,
GL5GL Active Director.., Enables int...
£LS0L Server (MSSQL... Provides st...  Started

{.IL.SOL Server Aoent (.., Exeaites i
4

Extended 4 Standard /

3. Select the Agent tab and tick all parameters under Service:

[oNMP Service Properties (Local Computer) E

-Generall Log Dnl Fecovery Agent ITraps | Securit_l,ll Dependenciesl

Intermet management systems may request the contact perzon,
system location, and network. services for this computer from the
SNMP semvice.

Cartact: IBVB 09

Location: ID artmund

Service

¥ Physical ¥ Applications [ Datalink and subretwark

IV Intemet ¥ Endto-end

Learm mare about SHMP

ak. I Cancel | Apply

4. The Traps tab can remain empty:
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SNMP Service Properties {Local Computer)

.Generall Log Dnl Hecoveryl Agent Traps |Securit}l| Dependenciesl

The SHMF Service pravides netwark management aver TCRAP
and [P#/5P protocolz. If traps are required. one or more
community names must be specified. Trap destinations may be
haost names, I[P addresses or IF addresses.

r— Community name

i 4| fiddta st |
Fiemayve fram list |

Trap destinations:

Add. Edit... R emave

Learn more about SHMP

Ok I Cancel | Apply |

5. Select the Security tab. Add a community name (has to match with entry
in OSV - in this example: SENRead) with the rights Read Only.
Accept SNMP packets from any host has to be activated. In case you
choose to select Accept SNMP packets from these hosts you have to
add the OSV.

SNMP Service Properties (Local Computer)

.Generall Log Dnl Flec:o\-'er_l,ll Agent I Traps  Security | Dependenciesl

I~ Send authentication trap

—Accepted commurity names

Comnunity | Riights |

public READ OMLY

SEMread READ OMLY
Add.. Edi... Remove

& dccept SMMP packets from any host
—{ dcocept SHMP packets from these hosts

Add... Edit... Femave

Leam more abaut SHMP

] I Cancel Apply

Configuration in OSV

1. In OSV Common Management Portal go to Maintenance | will schedule
some time for us to connect. Inventory \ Nodes and click on Add SNMP
Node...
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‘Common Management Portal

SIEMENS

User Management

Honitoring Recovery Licenses.

Fault Management

.
T | i

Hodes

- ) Clicking on 2 node’s Name will lsunch the comespanding Dashboard, A 3rd party node will open in @ new windowr,
i Applications

“ Repository Seschon o [Aom ] =rc [l gmuoe ] [ Search

Add SHNP Hode.. || 3rd party nodes..

Group 1P address/Hostname Type

Rozt Openscans M@ Openseape FI

Rezt 17228207024 snmp

Rest 1722865186 Commurikstion System
Rozt 172.28207.1%4 e

2. Enter the node parameters:
& R Node - SN

i Add Node - SNMP ?

I o Add a new SNMP Node by entering IP, SNMP Community String and support for
L Software Subscription License

e
SHMP Com. String:
por e

Software Subscription License (S3L) Supported

SSL SNMP

. N UNIFYread
Community String:

SSL Port: EE]

[sne ] [comea

3. The Community String depends on the OSV configuration and type of
installation. The administrator who prepared this machine should know
the port and community string.

6.1.3.2 License Management

The License Management Realtime Viewer of OSCC-E versions former to
V3 is integrated in the System Management application on the OSC Server.

1. In System Management go to the Control Center by selecting the
following tab:

e R R .

I Installation Designer (g Kol {12

® | manager - logged-on to ServerData@oscvddoku

2. Select the LicenseManagementServer

3. Change to the Maintenance tab.
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6.1.3.3 Client Settings

98

Management - OpenScape Concierge

Tools  Info

!!! System Monitor - Dokusystem
B serverbata@oscvadoku Main]
. ConciergeProviderServiceMaster
. ConfigSyncServer
. ConnectBalancingServerPrimary
@ contactCenterNode MUENCHEN .

LicenseManagementServerPrimary
Server: oscv4doku - Process ID: 764 (Version: 40.0.0.36)

License Management Server Object States I List Of Current License Data List Of Current License User

Description
status License Server Partner Socket

. ContactDataProvider

@ controlconfigns status CLA o
. ControlOscadmDB status Subscription Licensing
ontrolOscadml e

. CPSWorkerService

B extemalCalendarConnector

. ExternalCalendarNode

. HttpServer

. LicenseManagementServerPrimary
. LogTransferProcess

@ PaBxLinkConnector

. PABXLinkNodes

. RealtimeServer

D SnmpAgent

. UCNode < >

B webschedulerWorker 78 Execution ' & Maintenance } [ Diagnostics
8 Installation Designer ‘ & Control Center \

® | manager - logged-on to ServerData@oscvddoku

Installation data updated by server: 07:44:54 |

Here you find the tabs:

e License Management Server Object States
e List of current License Data
e List of current License User

Client Settings

Realtime Port | 7499
CTIPort | 17010

HTTP Port | 443

W] Client Updates enabled /] Enable S5L for Client Updates

For automatic Concierge client updates, it's possible to secure the
connections through of HTTPS, just check the option “Enable SSL for Client
Updates”.

NOTE:

The Concierge opens a HTTPS webserver port 443 to be used with 3rd
party or customized web applications. To avoid conflicts with other
applications, this port could be changed through OpenScape Concierge
System Management application -> Basic Settings -> Client Settings.
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6.1.4 Security

NOTE:
The secure feature will only work if there is a certificate applied in the
Security section.

See section 6.1.4 — Security.

For details on Security and on how to exchange the Standard Certificate for
a Customer Certificate, refer to the OpenScape Solution Set V10, Certificate
Management and Transport Layer Security (TLS), Administrator
Documentation in the Subsection 3.21 OpenScape Concierge.

6.1.4.1 How to exchange the standard certificate for a customer certificate

In case you decided to exchange the standard certificate for a customer
certificate, please follow this procedure:

Procedure

1. Use the bottom Load from Store... or Load from File... depending on
where you load the certificate from.

Choose the certificate you want to use.
Enter the Certificate‘s Password and confirm your entry by OK.

Confirm the next message with Yes to replace the certificate.

o &~ N

After you have changed the security settings, you have to publish the
changes by pressing F5 or selecting Action / Publish Installation Data

IMPORTANT NOTE:
After publishing new security settings, all OSC services including all service
processes must be restarted!

6.1.4.2 Automatically certificate search

A3100352250M1020976A9

This function is used to automatically find a valid certificate(if the current one
has expired). in the selected certificate store.

For the function work correctly it is necessary that the current certificate
information be the same as the expired certificate (CN-Common name, OU-
OrganizationalUnit, L-Locality, S-StateOrProvinceName, C-CountryName).

To use the function select the certificate store where the valid certificate is
stored by clicking in the field (Find certificate in Store) and then click in the
button [Auto Load from Store...].
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Current Certificate

Name | CN=osclucas1.marvelzen.com.br, OU=Concierge, O=Unify, L=Curitiba, S=Parana, C=BR

Walidity | 11/18/2022 - 111902022

Certificate Information

This certificate is trusted.

Load from Store. .. | | Load from File... | | Show Certificate... |

Automatically certificate search
Find certificate in store: iTru stedPeople | Auto Load from Store... @

w  Advanced Security Settings

NOTE:

The [Auto Load From Store...] button only automatically find and selects the
new certificate. To update and save it, Execute “Publish” by pressing “F5”
or selecting “Action Publish Installation Data” It will restart all services and
save the new certificate.
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6.2 Section “Resources”

Under Resources create and assign all hardware components of the
deployment. All servers that are included in the OpenScape Concierge
architecture are “registered” here and their task in the system environment is
assigned, for example the standby server for a redundant installation can be
configured.

6.2.1 Servers

Under Servers all installed servers (Main and Standby server) are
automatically displayed as soon as they are correctly installed.

e Main and Standby server have the Usage Type Standard

In case you perform an offline configuration, meaning that you pre-configure
an OpenScape Concierge environment with System Management without
being connected to it, you register the Main server and if needed, the
Standby server. Assign the Server Mode in the deployment. Choose the
Usage Type for the server from the dropdown list and write down a short
description.

Modify User Accounts

In case you need further Windows User Accounts, you can define them
here. Enter the requested values and confirm your entries with OK. Also see
section 6.2.3 PABX Connections / Run PABXnode Process under Separate
User Account.

6.2.2 Sites

The Master Site describes the active site/ location where this OSC Server
deployment is assigned to its main communication platform.
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NOTE:
There can only be one master site!

Add a new site by pressing the Add button and enter a Site ID, a description
and choose the corresponding servers out of the list of available servers.

The checkmark on the right that indicates whether the site is in use or not
and will be set automatically if a PABX connection is configured.

Additional sites can be configured for monitoring the corresponding
communication platforms with the present deployment. These can be
defined under Monitoring sites.

NOTE:
Concierge users only connect to the Master Site’s communication platform
but are able to monitor extensions from additional (monitored) sites!

6.2.3 PABX Connections

Under PABX Connections configure the settings for the communication
platform integrated.

Use Database Routing (Extension Matching)
See detailed information under section 6.2.3.3 Synchronization.

Run PABXnode Process under Separate User Account

Enable this option if more than about 10 sites are used for PABX
connections a separate user account for the PABXNode process can help
prevent resource shortage.

In case this option is enabled, the system searches for an unused User
Account which can be configured under Servers / Add or Modify / Edit User
Accounts — see section 6.2.1 Servers for details on User Accounts.

 Syster OpenScape Concerge

] Instalation Designer [l Ke (w8
taBjackmurd
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Connections

Use the Add button to configure a new PABX connection or the Modify to
read or modify your entries for the PABX connection.

6.2.3.1 General

NOTE:
The number of PABX connections corresponds to the number of sites.
Thus one PABX is assigned to one site.

[ General |[EEEA IS

Site ID

Synchronization

{MUENCHEN

Connection Data
PABX Model

OpenScapeVoice v

PABX Host Name 172.28.65.68
PABX Port 1040

Node Listener Port 7010

OSV Node

Node Distribution CommonSubnet v
Service Name

Domain

0K

- |

—_

Cancel

1. Select the Site ID.

2. Choose the type of communication platform from the dropdown list PABX
Model and add further connection data, like PABX Host Name and
PABX Port and Node Listener Port number.

A31003S2250M1020976A9
OpenScape Concierge V5R0, Configuration, Administrator Documentation 103



104

NOTE:

For Integration with OpenScape 4000 in any of the supported versions,
please choose the PABX Model HiPath 4000.

NOTE:

For OpenScape 4000 with VNR activated In the CSTA E.164 port needs
to be configured via the Concierge System management interface and
ensure that the flag called “Use VNR” is enabled as displayed below.
For more information, refer to item 5.1 of this guide.

PABX Connection

| General |m ¥ Synchronization

Site ID
LEQ_SITE

Connection Data
PABX Model

i0penScape40nn ! | [¥] Use VMR

80.253.228.104

PABX Port List | 5000

Mode Listener Port | 7010

0K | | Cancel

3. In case OSC is connected to OSV, enter the information under OSV
Node.

HINT:

Use the help text under the arrow =— at the lower left side of the window
in case you are in doubt.
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6.2.3.2 Routing

A3100352250M1020976A9

PABX Connection X

B o
Trunk Access Codes
Country Code 49 Public 0
Area Code (opt.) 89 National 0
Trunk Code | 789 International 00
Max. Extension Length 5 2 Local (optional)
+49 (89) 789-xxxxx
r~ Additional Local Trunks
Country Code Area Code Trunk
Add
‘ oK ! l Cancel ‘
- |

i

1. Configure Routing Data entries for Trunk. Enter digits for Country Code,
Area Code (opt.) and Trunk Code without leading zeros and/or other
special characters. Also enter the Maximum Extension Length for all
trunks of this PABX.

2. Configure Access Codes for

Public

Outside line access code to dial a public number.

Access Code National

National Prefix which is mostly ‘0’. To resolve a national telephone
number, a combination of Access Code Public and Access Code
National is used, e.g.:

Access Code Public=0

Access Code National = 0

- Phone Number 008970070 is identified as a National Phone
Number

Access Code International

International Prefix which is mostly ‘00’. To resolve an international
telephone number, a combination of Access Code Public and
Access Code International is used, e.g.:

Access Code Public=0

Access Code international = 00

- Phone Number 000498970070 is identified as an International
Phone Number

Access Code Local (opt.)

Outside line access code only for special scenarios
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NOTE:

In case above access codes are not used in the country, amend the
SystemManagement.ini accordingly — see section 6.8.1 Application
settings.

3. Additional Local Trunks
If the communication platform supports multiple exits to COs, you can
add additional local trunks by pressing the Add button in the Additional
Local Trunks field.

6.2.3.3 Synchronization

For the synchronization of extensions set the checkmark Synchronize
PABX data (for applications). This allows connecting to the PABX and
storing the extension data in the PABX-User-Table in the ConfigDB, as
described in the following section.

In case Additional local trunks or multiple sites are used, a database

routing can be defined that controls routing of calls to different target
extensions in multiple sites.

Set the checkmark Use Database Routing (Extension Matching) in the
main PABX Connections window if that is needed!

In case this option is checked a new area, for accessing the PABX has to be
configured in the PABX Connection window.

Hint for Private Numbering:
In case you want to configure private numbering, please refer to
appropriate OpenScape Concierge, Administrator Documentation.

M|  Synchronization |

/ Synchronize PABX data (for applications)

0OSV Export Settings
\/ Use Customized Export Settings

0SV Management
Server Host Name

172.28.65.165
SSH User Name | osccesynd]
SSH Password | ¥

File Path

letc/Oscce

oK Cancel
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osv

In the field OSV Export settings configure the OpenScape Voice IP
address and ensure that the “installExportForOsc.sh” script was successfully
implemented on the OSV.

OSV Data Export for synchronizing PABX Extensions (also for CDP)
For the OSV data export procedure which can be used to import OSV user

data via CDP into Concierge, a script is available that modifies OSV settings
correspondingly.

NOTE:
The same script is used for accessing the OSV for CDP as described in
OpenScape Concierge, Administrator Documentation.

The script is available on the installation DVD. The procedure is as follows

1. Bring shell script from DVD to OSV
for OSV => V9:
(.\Tools\OSVExport\installExportForOscAndOsvV9.sh).
If using FTP, do NOT use Binary mode, but Text mode.

2. Run the script using the root account:

e The script creates a Cron Job that creates the MP2File

e The script creates a path where the MP2File is created

e The script creates a user that can access the OSV and download
the MP2File.

The user credentials to log on to the OSV for downloading the MP2 file are:
User: osccesync and Password for OSV => V9: always open the script with
a viewer and check current password.

Important Note:
Whenever an update of OSV is performed, the procedure has to be done
again!

You have to adjust the password in System Management under PABX
Connections

Make sure that the OSV’s host key (rsa2 key fingerprint) is cached in the
registry of the OSC Server. This can be done by once logging on to the
OSV using PUuTTY from the OSC Server.

OpenScape 4000
Configure the IP address and connection for FAMOS access.
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m' v Synchronization |

\/ Synchronize PABX data (for applications)

 FAMOS Settings
Address 172.28.65.132

Password  *****

Local TSAP UFAMOS
Remote TSAP FAMOS1

Enable SkipDigits Check

When using the standard configuration with Local TSAP = UFAMOS and
Remote TSAP=FAMOS1 the PABX extensions are automatically
synchronized.

For testing the OS4000 access for Configuration Synchronization please use
the FAMOS Tester from the \Tools folder on the Installation DVD!

In case you want to individually configure the synchronization, you can follow
this example:

OS4K synchronizing PABX Extensions Example.
Start Comwin and connect to the OS4K.

Configure the connection with the AMO CPTP

ADD-
CPTP:TYPE=DPCON,NO=50,DPPROC="FAMOS",IPNO="192.0.2.25",
ADD-
CPTP:TYPE=APPL,NO=50,EMSAPPL="FAMOS",DPPROC="FAMOS",DPA
PPL="FAMOS",MSGBASED=YES,LOCPORT=102,FARPORT=5011,LOCT
SAP="SRC",FARTSAP="DST",

Configure the password with the AMO PASSW
ADD-PASSW:TYPE=PSWD,PWN="HICOM",PWC=5;

NOTE:
The values in the example configuration must be adjusted to the
customer’s environment.

To enable a FAMOS secure connection, check the “Security FAMOS” flag
as displayed below:
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W’ v/ Synchronization |

\7 Synchronize PABX data (for applications)
/! Security FAMOS

[~ Famos Settings —
Address 80.253.102.15

User engr

Password | y- Abc ,‘
Port 2022 |
Timeout éboo 20 ms

Encryption |NONE

/] Enable SkipDigits Check

0OK Hx Cancel

o~

@ Password
Password required for security access to OSC4k through the FAMOS.

Fill the displayed fields with the requested data:
e (OS4K: Address, User and Password.

o MPCI PORT is the security port to access OS4K through a security
FAMOS connection (Default 2022).

o setthe TIMEOUT (min 500 milliseconds and max 10000
milliseconds) to access the security FAMOS.

e choose the type of encryption.
The options are:
o NONE: means no encryption.
o CRYCO: is a proprietary encryption protocol of OS4K.
o S8SL:is an OpenSSL encryption protocol.
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PABX Connection X
o e

M Synchronize PABX data (for applications)
/! Security FAMOS

~Famos Settings
Address 80.253.102.15

User engr
Password | ** Abe
Port | 2022

Timeout 5000

Encryption |NONE

CRYCO
/! Enable SkipDigits Che{ 551

) oK ‘I l’ Cancel

(i) Encryption
Specify the encryption type for security access to OSC4k through the
FAMOS. Where: None means no encryption, CRYCO is a proprietary
encryption, and SSL is from OpenSSL.

NOTE:

Clicking on each field, you can see a short description of each requested
field as below:

A31003S2250M1020976A9
110 OpenScape Concierge V5R0, Configuration, Administrator Documentation



PABX Connection X
s T —

\7 Synchronize PABX data (for applications)
/! Security FAMOS

[~ Famos Settings -
Address 80.253.102.15

User engr

Password '*""”f"

Port 2022
Timeout S000 | ms

\—/" Enable SkipDigits Check

oK ‘ |, Cancel
N
CD Password
Password required for security access to OSC4k through the FAMOS.
NOTE:

For more information about how to configure a secure FAMOS connection,
consult the OS4K guides.

6.2.3.4 Geo-separated OSV
In case the OpenScape Voice has a geo-separated deployment, the pane
OpenScape Voice is required.
A DNS service must be available. For the configuration of the necessary
DNS services please refer to the settings in section 4.6 Configuration
Microsoft DNS for geo-separated OSV deployment.
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6.2.4 Contact Center Connections (Professional only)

- Skip Contact Center settings if not integrated!

Description
DSCCCITROEN Database Access a

[E

i Ungo Cranges

Master OSCC

Register the OpenScape Contact Center connection by pressing the Add

button. A window opens to specify the OSCC server name and the informix
user credentials for database access.
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Open5cape Contact Center Connection

OpenScape Contact Center

Host Mame | oscoscodey

Informox User | informix

Informix Pagsword | ===

AdminServer Port | 000

WatchdogServer Port | 6005

Description

03CC-E ContactCenter configuration

OK ||| Cancel

-
_—---—-a

NOTE:

OpenScape Contact Center can only be assigned to the Master Site.
Thus one Contact Center connects with one OpenScape Concierge
deployment only!

In case an OSCC high availability deployment is used, the standby server
connection has to be defined as well. Assign this OSCC system to your
master site!
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6.2.4.1
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OpenScape Contact Center Connection X
| Standby |

High Availability (Standby)

0K H Cancel |

Settings in OpenScape Contact Center

For the OpenScape Concierge client applications working as agent
application with the full agent feature set (like e.g. the post processing
features) it is necessary to assign the Client Desktop access permission to
the corresponding users/ agents in OSCC.

Procedure:

Logon to the OpenScape Contact Center Manager application; under
Users in the Admin Center open the corresponding user settings. On the
General tab under Application choose the Agent for the Client Desktop
access.

NOTE:

Please be sure that the Default Business Unit of OSCC is not deleted in
the Contact Center database. Renaming of that BU is okay, but if it is no
more available, the Contact Center Node will not start successfully.

Check IP V6 and Firewall settings on the Contact Center Server in case the
Contact Center Node does not start successfully.
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6.3 Section Applications

Concierge is available in two versions:

e Professional (full version)
e Plus (limited version)

Differences are clearly marked within this document (the images are based
on Concierge Professional — so these might differ in case of a Concierge
Plus environment). Further documentation (Administrator and User Guide)
are strictly separated. Please make sure you continue with the correct
documents after configuration — see section 9 Further procedure.

In the upper part of the Applications/Concierge window, activate the
Concierge attendant console by choosing the Site ID previously configured
under Resources/Sites.

Concierge Professional

Sts D) X Remove
WOW_ENV100
Concierge

Connections

W] External Calendar Node OpenScape Contact Center Hilted
Presence Information
O No Presence O Unified Communications O skype

QO Circuit @ Microsoft Teams O Unify Office

Additional options can be activated, like Presence information from system
integration (e.g. UC, Circuit, Skype, Microsoft Teams or Unify Office Node),
HiMed, External Calendar Node (Professional only) and integration with an
OSCC (Professional only).

For sending out reports via email, the E-Mail Settings for Reporting can be
opened and configured by clicking the hyperlink.

The Remove button can be used to remove the whole Concierge settings in

one. In case you clicked on this button by mistake, use the button Undo
Changes.

6.3.1.1 Install Application redundantly (Professional only)

As soon as a Standby Server is configured the field Install Application
Redundantly and the Secondary Server field appears and lists all available
secondary servers with usage type Standard. Activate the field Install
Application Redundantly and select the appropriate server as Secondary
server (Standby server) for this application.

Also see section 2.3.2 Standby installation scenarios

6.3.1.2 Database Settings (MSSQL)

A3100352250M1020976A9

By default the application displays the main server’s name as Host name for
the internally used MS SQL Express database.

Extended Database Settings (Professional only):

You have the option to use an external database server for the contact data
in the Electronic Telephone Book (ETB)
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In case an external database shall be used, enter the Host Name of the
external Server and extend the window by clicking on the arrow next to
Extended Database Settings.

Database Settings ( MSSQL )

Host Name
osccedﬁkruﬁrrﬂlr
4 Extended Database Settings
Port |0 User Name | OSCADM

Database Name A OSCADM_OSV Password | reresreeeres

SA User Name sa

Password | tessrersrerseenss

By default the Port number is set to 0. This is the default value for
connecting to a standalone database server. In this mode the
communication ports will then be assigned dynamically.

In case an external MS SQL server cluster is in use, ask the database
administrator for the port to connect to the Listener.

The User account (default: OSCADM) is used for the application to log
during operational hours, the SA User account is required for creation of
the user accounts and databases during the first implementation process (or
for patching) on that machine. The SA User account thus needs the SA
rights on the database.

Note:

The services ControlConfigDB and ControlOscadmDB running on the
OSCC-E Server create and maintain the required tables and users on the
database server(s) using the Administrator / SA user account.

A description of how an external database is connected directly after
installation is described in the OSC Server Setup, Installation Guide.

For moving configuration data from one database Server to another, please
see section 7.2 External SQL-Server for ConfigDB / OSCADM.

6.3.1.3 Concierge Provider Service (CPS)

This pane displays the Concierge settings for the CPS and the
communication platform (PABX). Enter the required registration information
and network data from the PABX as well as CPS’ own parameter for the
endpoint configuration in PABX and security options (TLS and SRTP).
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IMPORTANT NOTE:

The System Management offers a functionality to set the Concierge
Provider Service to “config mode®.

This mode was introduced to provide a possibility to configure the
OpenScape Concierge system without having a working SIP Trunk on OSV
or OS4K. If the “config mode“ has been activated for configuration, the
Concierge Provider Service needs to be restarted to end the config mode.
Attention: The entry “ConfigMode initiated” under
ConciergeProviderServiceMaster/Messages might be deleted on a System
Management refresh -> therefore it might not be visible, that the CPS is in
ConfigMode!

It is not allowed to use this config mode on a system which is in
normal operation!

Concierge Provider Service

SIP Settings

| Registration |.§Emﬂ:-‘ Digest Autt

Register ID

0SCV4CPS

Domain Name Registrar Host
192.168.102.104

Register Interval (sec) Registrar Port

300 x 5060

4 Extended Concierge Provider Service Settings

Data Channel Port | 8091

In order to configure the CPS follow the help text in System Management,
which appears at the bottom of the window when clicking on the field.

Some additional information:

The Register Id must match the value Alias in the endpoint configuration in
OSV (please care about case sensitivity of the Alias name!), see section
4.4 .4 Routing Configuration for SIP endpoint CPS. For OpenScape 4000 this
field is not used.

The minimum value for the Register interval is 300.
For the Registrar port leave the default value 5060.

NOTE:

OpenScape Voice deactivates a SIP endpoint that registers in intervals
shorter than 300 seconds. It is recommended to set the Register interval to
305 seconds.

Under Registrar Host enter the corresponding IP address of the Registrar
for the CPS (with OSV this is usually the OSV IP address, for OpenScape
4000 use the IP address of the STMI card for CPS)
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NOTE:

Using a Domain Name (e.g. in case of geo-separated OSV deployments)
will cause CPS resolving the OSV registrar via DNS-SRV. Be sure just to
enter the Domain Name itself (e.g. OSVCluster.com) and not the full DNS
zone (like _sip._udp.OSVCluster.com).

For more details regarding the DNS-SRV configuration refer to section 4.6
Configuration Microsoft DNS for geo-separated OSV deployment.

Leave the default values for the Default Registrar Port, Rtp Start Port and
Rtp Port Count. Configure the Loop number as defined above in the
checklist. (Enter the Loop number including the ‘+’ in front of the country
code!)

NOTE:

The RTP ports are a continuous range of port that starts with the RTP Start
Port value and ends up with that value increased by the RTP Port Count.
It is important that the whole range of these ports must not be used by any
other application, even if that is just a single port!

->Please ensure that none of these ports is used by any other application.

Under Available Channels enter the number of channels that are available
on the SIP trunk to CPS. The maximum amount of channels is:

e 120 with OpenScape 4000 (STMI)
o 250 with OSV (increase the default value of 120 if required)

NOTE:

- If 90% of the “processing channels” are allocated the attendant gets an
Alert Window

- If 100% of the “processing channels” are allocated the overload
configuration will take over as configured under Miscellaneous in the DDI
lookup table entries.

Overload settings only apply for processing channels, not for operational
channels! They apply for both types of PABX, OpenScape Voice and
OpenScape 4000

The Channel Ratio defines the ratio of channels used for “operational call
handling by the attendant” compared to channels which are used for “call
processing by CPS”.

Operational call handling means the act of enqueueing and dequeueing of
calls to or from the CPS. This is a short time usage of the channel initiated
by the attendant. 2 operational channels are fix reserved for security reason
to remain in operable mode.

Processing Channels are used for accepting the incoming calls and
enqueueing and keeping them in the pilot number queue, the personal line
queue or parking queue, provided by CPS. Those channels are also used for
the paging functionality.

Channel calculation:
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Example: 10 channels — ratio slider is set to 3; thus 2 channels are fixed
reserved for operational handling, these are not part of the calculation.

e Formula for processing channels:
(Amount of channels — 2) / ( 1 + Ratio-value) * (Ratio-value)
=8/4 *3 =6 Channels

e Formula for operational channels:

((Amount of Channels — 2) / ( 1 + Ratio-value)) + 2

=8/4 +2 = 4 Channels
Setting the ratio slider to 5 allows you having more processing channels and
increases the risk not to have enough operational channels for the
Concierge user to park and transfer calls

Setting the ratio slider to 1 ensures the operational handling but can lower
the number of contacts that can be in queue.

6.3.1.4 External Calendar Connector (Professional only)
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By activating External Calendar Connector in the upper pane, a new area
appears for creating connectors to external calendars, like e.g. Exchange
2016.

w  Extended Concierge Provider Service Settings

External Calendar Node

Data Channel Port: 9020

Name Connection Type Description
11| Exchange 2016 EWS Exchange 2016
| Exchange 2010 EWS Exchange 2010
| Exchange 2013 EWS Exchange 2013
[ Office 365 EWS Office 365
Add [ | Modify | | Remove

Click Add to create a new connector for an external calendar to display
calendar information of the contacts available in ETB.

A new window External Calendar opens that allows the specification of the
connection.

Under General - give the External Calendar name, a Description and
specify the Connection type. You can choose between EWS, WebDAYV or
Offline DB.

NOTE:

WebDAV is supported until Exchange Server 2007. It has been
discontinued in later versions. EWS is supported in Exchange Server 2010,
2013, 2016 and 2019.

The latter type of connection allows importing a CSV file with calendar
information as well as the data import directly from a MS SQL database.
The corresponding parameter (with EWS or WEBDAV) can be configured
under ExchangeServer tab

Exchange
Example for Exchange 2016 integration:

OpenScape Concierge V5R0, Configuration, Administrator Documentation 119



120

‘ ExchangeServer |

Exchange Server Settings
Domain  exchange2016.dom
Calendar Name | Calendar

Host Name Vexch27016

Use Impersonation

a/ Show Private Appointments

Use Concierge DB

LDAP Settings

Address 75xch2016

User adread

Password | ==

Fiter | (&(mailnickname=")(objectCategory=person))

Aftributes | namejproxyAddresses|mailnickname

Use SSL

v

External Calendar X

Authentication ' Basic of
User extcal

Password *******

Server Timeout 5 S

Resutt Limit |0 :j

Page Size | 500 =

W/ Use Active Directory

oK ‘ ’ Cancel
{

e ————————

Enter the configuration parameters as of the table.

Variable

Description

Exchange Server settin

gs

Domain

Domain name of the Exchange server

Calendar Name

Name of the Calendar for Concierge user to
choose

Host Name

Name of the Exchange server

Authentication

Authentication for the user
Basic

Integrated

FormBased
OAuth(User/Password)
OAuth(Client Secret)

User

User name for the Exchange node to access
the Exchange server.

Password

Encrypted password for the user

Use Impersonation

Usage of impersonation

Show Private
Appointments

Visibility of private appointments (without info)
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Variable

Description

Exchange Server settin

gs

Use Concierge DB

Use Concierge DB for LDAP settings (mostly
used with Office 365)

E-Mail Doman Filter

Domains for which e-mail addresses are

queried by the connector (separate domains
with “;”)
- (mostly used with Office 365)

Proxy URL Proxy server URL or PAC script URL

- (mostly used with Office 365)

LDAP Settings

Server Timeout Max. duration for Exchange server timeout

Use Concierge DB instead of LDAP for possible
e-mail accounts

Use Concierge DB

Address [:port number] | IP address of LDAP server

User The LDAP user

Password Encrypted password for the LDAP user
Filter For LDAP Type 2 only:
Filter for LDAP data
Attributes For LDAP Type 2 only:
LDAP fields delivered
Result Limit Result Limit for LDAP queries
Page Size Page Size for LDAP queries
Use Active Directory Usage of Active Directory
Use SSL SSL usage
Verify Server Should server certificate be verified?
Certificate
NOTE:

The Integrated and FormBased authentication methods only work with the
WebDAV Connection Type. Therefore, when using the Connection Type
EWS, Authentication must be set to Basic or OAuth.

NOTE: The authentication protocols supported are Kerberos, NTLM, and
OAUTH. For more details about Kerberos Authentication, please verify the
item 6.4.9 of OpenScape Concierge V5R0 Plus and Professional
Administrator Documentation and consult the respective documentation
from Microsoft.

In case of LDAPS configuration, you have to make sure, that you enter the
port number into the Address field and tick the SSL checkbox.

To use a different LDAP port than 389 (default), add the port number into the
Address field using the address:port format (eg 127.0.0.0:3500).

If Use Concierge DB is activated the LDAP settings come from Concierge
DB instead. Enter the E-Mail Domain Filter.
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Office 365
Example for Office 365 integration:

Externzl Calendar X

W| ExchangeServer |

Exchange Server Settings

Domain | fycocmb.onmicrosoft.com Authentication | OAuth(Client Secret) -
Calendar Name | Calendar User
Host Name | outlook.office365.com Password

Client ID: | 7832{257-er25-3604-Be 1l

V’ Use Impersonation -
Tenant ID: | sf25895b-f3e5-3654-n1ig

W] show Private Appointments
Client Secret: | kyBTL~E7OD-u.BNzztL-0f

Server Timeout “
E-Mail Domain Fitter | unifycocmb.enmicresoft.com
Proxy URL | hitp:/172.28.12.6:3080/
LDAP Settings

v

(&(mailnickname=*){objectCategory=person})

namejproxyAddresses|mainickname

[ ok o | cancer o

If the "OAuth(User/Password)" authentication is selected, additionally to the
user and password settings, the "Application (client) ID" and "Directory
(tenant) ID" must be configured.

If the “OAuth(Client Secret)” authentication is selected the “Application
(client) ID” , "Directory (tenant) ID” and "Client Secret” must be configured.

NOTE:

For Office 365 the parameter Use Concierge DB has to be activated and
the fields DomainFilter and ProxyURL have to be filled in.

The “Application (client) ID”, "Directory (tenant) ID” and "Client Secret” could
be obtained from the Microsoft Azure application registration portal.

OfflineDB

The corresponding parameter with OfflineDB can be configured under
Offline / DB tab:
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Variable Description Default

Offline / DB (MSSQL DB)

DB Host Name Database server name

DB Name Database name

DB User Name User name for the database

DB Password Encrypted password for the database

DB Command TO | Max. duration for execution of 30
database commands

Use CSV Importer | Use CSVImporter for offline data no
refresh

Source ID Source Id for the offline data source 1

Ini CSV Importer Configuration file for CSVImporter

Date Time Format | Date and time format yyyyMMdd

HH:mm:ss

NOTE:

The CSV file of the customer is imported to the external MS SQL DB and
read out by the Connector.

Scripts are available for creating the database with its tables, the INI file
specifies where and when the database is read out.

Thus two options are available:

1) the customer imports data to the database directly or ...

2) the customer delivers the CSV file that is imported with the given
importer tool. In this case the database parameters on the right side of the
window are to be configured

For more information on External Calendar — see section 10 External
Calendar Integration

6.3.1.5 UC Node

By activating UnifiedCommunications under Presence Information, a
new area appears below for the connection parameters of UC integration
that are configured as of the following table:

Parameter Description

Host name Host name or IP address of UC Server

Port Port for access to UC Server
IMPORTANT: This port has to be activated in
osV!

Version Version the UC Node connects to. For all

versions 7 or higher choose V7, for all versions
up to V7 choose < 6

User User for accessing the UC system

Password Password for access to UC system
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Parameter Description

Long Lived Access key for UC server (to be generated on
Statement UC server as described in section 11.1.4
Permission-based preparations)

UC Node

Host Name
172.28.65.55
4 Erweiterte UC Node Settings

Port ' 4709 Admin User | concierge.doku@system

Version | V7 - Password | *ereesees

; SYMAUTHNAAAACGAAABW1aF)BaTI2V2V2VKSPATZWamSIlbytZTGSUODASAAAA
Long Lived Statement | CWR1bW15R1VIRAAAAAIAAAAKRWS0aXRSVHIWZQAAAAEAAAAHU2VYdmIZQ

NOTE:

For a quick description how to create a new UC user please refer to in
section 11.1.6.1 Creating a new OpenScape UC user.

For more information on UC — see section 11 UC, Circuit, Skype Or
Microsoft Team Node for OpenScape Concierge

6.3.1.6 Circuit Node

By activating Circuit under Presence Information, a new area appears
below for the connection parameters of Circuit integration that are configured
as of the following table:

Parameter Description

Circuit Domain Name of Circuit domain e.g. eu.yourcircuit.com
Client ID Bot users Client ID

Secret Code Bot users Secret Code

Data Channel Port | Port number of the Circuit Data Channel
communication between OS Concierge client
and Circuit Node (default 9025)

Circuit

Circuit Domain

circuitsandbox.net

Client ID Secret Code

Bot users Client ID Bot users Secret Codel
A Extended Circuit Settings

Data Channel Port 9025
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NOTE:

For Concierge accessing the Circuit server, an OAuth 2.0 app credentials
(bot user) in your Circuit domain such as eu.yourcirucuit.com is required.
Please refer to section 11.2 Circuit Node.

6.3.1.7 Skype Node

By activating Skype under Presence Information, a new area appears
below for the connection parameters of Circuit integration that are configured
as of the following table:

Parameter Description

Application Name Name of Trusted Application on Skype for
Business Server

User Agent Name of the associated User Agent

Data Channel Port | Port number of the Skype Data Channel
communication between OS Concierge client
and Skype Node (default 9026)

Application Port Port of the Trusted Application on Skype for
Business Server

Skype
Application Name User Agent
urn:application:unifyucmacennector UnifyConnector
a Extended Skype Settings
Data Channel Port 9026 Application Port 20666
NOTE:

For Concierge accessing the Skype for Business server, the OSC Servers
(Main and/or Standby) must be Skype for Business Trusted Application
servers and member of one Trusted Application Pool.

Please also refer to 11.3 Skype Node.

6.3.1.8 Teams Node

Activating the Microsoft Teams under Presence Information, a new area to
fill the respective Microsoft Teams credentials will be displayed.

In the table below we can see their descriptions:

Parameter Description

Client ID Client or application ID
generated on Microsoft
Azure Portal
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Parameter Description

Tenant ID Tenant id generated on
Microsoft Azure Portal

Admin user (email) Service user account
configured as owner of
the application in
Microsoft Azure portal

Password Password from the
service user account
configured

Microsoft Teams
Client ID
OO OO O OO OO0 000 Admin user (email); | XOCCOCI@ICOO0COCOOC

Tenant ID
OO0 IODK-HIOT IO IIOOTTOTTON Password; | === pasey
4 Extended Microsoft Teams Settings

Proxy URL: Proxy port:

http:/iproxytest. com 1234|

NOTE: For Concierge integration with Microsoft Teams, you must have an
Application registered on Azure Portal with specific permissions and
configurations. For more information: please refer to section 11.4 Teams
Node

NOTE: To configure a proxy/port to connect to the APl you can extend the
Microsoft Teams Settings as the image above.

6.3.1.9 Unify Office Node

Activating the Unify Office under Presence Information, a new area to fill the
respective Unify Office credentials will be displayed.

In the table below we can see their descriptions:
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Parameter

Description

Client ID

Client IDgenerated on
RingCentral API
registration

Secret ID

Secret ID generated on
RingCentral API
registration

User

Username from
account with
permissions used to
create the application
on RingCentral API.
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Password Password from
account with
permissions used to
create the application
on RingCentral API.

Unify Office

ent D
User

U —
&

o
E

Password b

Proocy URL. Proocy port

NOTE: For Concierge integration with Unify Office, you must have an
Application registered on RingCentral with specific permissions and
configurations. For more information: please refer to section 11.5 Unify
Office Node

NOTE: To configure a proxy/port to connect to the APl you can extend the
Unify Office Settings as the image above.

6.4 Saving the current design

Under “File = Save As” you can save the current design / configuration in
System Management as an XML file and for backup purpose.

6.5 Publish installation data - activating the current design

To activate the current configuration in the system, data must be written on
the main server machine’s database, press “F5” or “Action / Publish
Installation Data”.
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NOTE:

When the service OpenScape Concierge is started for the first time, an
empty XML file is created to connect to when starting System
Management. The file is named ,OscceService.Installation.xml*.

All changes that are published with “F5” are then written into this XML file
on the server.
II' Do not modify this XML file manually !

6.6 Load and publish installation data...

In case you configured a configuration file with System Management in
offline mode, you can load and publish this file via Action / Load And
Publish Installation Data...

We recommend to wait a few minutes after loading the file to enable the
system to save the file and then to restart the OpenScape Concierge
Service.

6.7 Controlling deployment

In the following some basics are outlined that can be checked after the first
configuration.

In System Management change the tab (left on the bottom of the GUI) to
Control Center. It offers the possibility to control the processes, set debug
levels and work on diagnostics. Watch the status of the system components
in the left pane.

In the right pane there are three tabs: Execution, Maintenance and
Diagnostics. These folders are helpful for monitoring the components’
status.

NOTE:
First time after the installation the server will start creating the databases
on the specified database servers. This may take a while.

Left from a components or service a colored icon displays the status. For
example one can see the “ControlOscadmDB” element that indicates the
creation of tables for the OSCADM database which hosts the Electronic
Telephone Book (ETB) data.

If everything comes up properly, the icons become green. Components that
are not configured stay grey!
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® System Management - OpenScape Concierge

File Action Tools Info

¥® 5ystem Monitor - Dokusystem
B serverdata@oscvadoku [Main]

B concergeProviderserviceMaster
@ configsyncserver
B Connectalancingserverprimary
@ contactcenterNode MUENCHEN
B contactpataprovider
@ controlconfigns

LicenseManagementServerPrimary

Server: oscvadoku - Process ID: 764 (Version: 40.0.0.35)

. Process Execution Status

Execution

»

Operational

Process System Status (SHMP)
Ready

Functions

Send Test Email

B controloscadmbs

@ cesworkerservice

B ExternalCalendarConnector
@ externaiCalendarhode
B itwserver

@ LicenseManagementserverPrimary
B Logmransferprocess

@ PasxLinkConnector

B PasxLinkNodes

B Realtimeserver

[) snmpAgent

B ucnode

B webschedulerWorker

[ ] Stop List All Internal Data

|13 Restart

X shutDown X Kill

n Disable

Messages

| e T
T oo |

® | manager - logged-on to ServerData@oscvadoku

Installation data updated by server: 07:44:54 | [N

NOTE:

First time after a new installation, if the configuration is published, the
ConfigSync, ControlConfigDB, ControlOscadmDB and License-
Management will be started.

These processes must be up and running successfully to proceed. Check
the green icon left from the processes. The system will not run, if one of
these processes does not start up properly.

If it is not the case please check your configuration parameter (Server
names, port numbers etc.) and publish again.

Please also check that all server names are written in lower case
letters!

6.7.1 Control Center execution status of processes

The following exemplifies the view of the PABXLinkConnector that
connects to all Function nodes in the system.

Go to tab Control Center, highlight the PABX Link Connector on the left;
on the right pane change to PABXLinkConnector’s Maintenance (tab on
the bottom). Find the tab Function Nodes List on the right upper area and
open this.

One can see the settings of multiple Function Nodes as well as their status.
When the Function Node is active the LED becomes green.
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# System Management - OpenScape Conderge

File Tools  Info
#" System Monitor - Rehed ~
B serverData@pcda24 [Main] PABXLinkConnector
B concergeProviderServiceMaster Server: oscvdoku - Process ID: 4648 (Version: 40.0.0.51)

B configsyncserver

Function Nodes List
B ComeciBalancingServerPrimary

B ContactCenterhiods MUENCHEN Uink...  Functionid Nodenumber  Functiontype Siteid Port No...  Standby Comment Version
B contacipatzrovider B = 001 ContactCenter Node ~ MUENCHEN 9014 8 Contact Cen... 40.0.0.5
B convolcontcos B o 001 ProviderService MUENCHEN 9022 5] Master 4.0.0.1
= 3 B = 001 Calendar Node MUENCHEN 9013 Calendar Node  40.0.0.75
e ecarmon B = 001 UC Server Node MUENCHEN 9012 B Uc Node 40.0.0.0

B crsworkerservice
ExteralCalendarConnector

B Extemacaiendartiode

B Hittpserver

B UcenseManagementServerPrimar

B Logrransferprocess

B rPasxinkConnector

B Pasrinkiodes

B Reaitmeserver

[ sompagent < >

o | O S N
B Installation Designer | &) Control Center ‘

®  manager - logged-on to ServerData@o: ¥ Installation data updated by s

Table: Control Center execution status of processes

Symbol | Description

[ Running and operational

Running and limitedly operational

Running with status “stopped”

Closing

Activated but not running

Omn.

Operational and deactivated (will not be started after a re-start
of the OpenScape Concierge Service)

Limitedly operational and deactivated

Stopped and deactivated

O
O Not Running and deactivated

Table: Control Center SNMP status/functional status of processes

Symbol | Description

Limited function

1 No function

The exclamation mark will only be displayed in case the SNMP-status is
“worse” than the execution status of the process.

NOTE:

In case the word “Debug” is displayed next to the process, the diagnose
level is set to “Debug”. Please be aware that a large amount of diagnosis
data will be saved now. This might limit the performance of the server.
Please also make sure enough hard disk space is available!

A31003S2250M1020976A9
OpenScape Concierge V5R0, Configuration, Administrator Documentation 131



6.8 System Management tool settings

When starting the System Management application the application settings
are read from the SystemManagement.ini file in the installation folder and
the user settings from the SystemManagement.user.ini file in the default
folder <dir>:\Users\User\AppData\Roaming\Unify\OpenScape
Concierge\SystemManagement

6.8.1 Application settings

132

The following table shows the required parameters of the application

settings.

DO NOT change any setting unless Unify service staff advises you to do

SO.

Name

Description

Default Value

[ApplicationSettings]

ApplicationldleAutoExitInterval

Interval of inactivity in minutes,
after which the application closes
automatically

120

PabxAreaCodeRequired

Mandatory field in System
Management — true or false

false

PabxAccessCodeNationalRequired

Mandatory field in System
Management — true or false

Enter false in case country
doesn’t use national access
codes (i.e. Denmark).

true

PabxAccessCodelLocalRequired

Mandatory field in System
Management — true or false

false

SiFileConnection

Connection data for Smartinspect
file logging

file(append="true",
filename="$FileNameSI
L$", maxsize="10000",
maxparts="10",
rotate="daily",
caption="SilFile")

SiPipeConnection

Connection data for Smartinspect
console logging

pipe(pipename="smarti
nspect"”,
caption="SilPipe",
reconnect="true",
reconnect.interval="1s")

ShowExceptionCounter Runtime exceptions are shown in |true
status bar

[ServerConfig]

PrimaryHost Network name of the primary (Value is set during
Connect-Balancing server OSC Setup)

PrimaryPort Port number of the primary 20001
Connect-Balancing server

SecondaryHost Network name of the secondary | (Value is set during
Connect-Balancing server Setup — can be empty)

SecondaryPort Port number of the Connect- 20001

Balancing server
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6.8.2 User settings

The following table shows the required parameters of the user settings. The
user individual settings are written into the personal user data folder when
closing the application. The parameters with * can be set in System
Management tool under Options.

Name

Description

[UserSettings]

SaveSettingsDirectory *

Directory for saving settings data

BackupSettingsDirectory *

data

Directory for automatic backup of server installation

MainWindowsSize

Size of application window

MainWindowLocation

Position of application window

LanguageName

or EN).

Code of GUI language under the terms of ISO 639-1 (DE

SettingsViewSplitterPosition

Horizontal position of the splitter in the view "Settings"

SetupsViewSplitterPosition

Horizontal position of the splitter in the view
"Configuration”

MonitoringViewSplitterPosition

Horizontal position of the splitter in the view
"Monitoring"

OnlinelnstallationStandbyServer

Address of the Standby server — added during the
installation — although it might not be available yet

ConfigurationSplitterPostion

Horizontal position of the configuration splitter

6.8.3 Command line parameter

The following table shows the parameter, which can be used as command

line parameter on starting the application.

Each parameter has to be set in format /Name: Value.

Name Description Use Value Default
value
multiple Multiple application instances can be |optional true / false false
started
delay Delay of application start in seconds |optional 0..32768 0
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7

71

Maintenance

Backup

For each OpenScape Concierge system, several databases can be used,
depending on the applications in use and the deployment. The databases
might run on the local OSC Server (Main Server) or on an external Database
Server.

Furthermore the basic configuration settings that are created with the
System Management are stored in an XML file on the Main Server.

NOTE:

After installation and basic configuration of the system it is recommended
for the service engineer, to perform a first full backup of the system
configuration and the databases.

A description how to perform a (first) single backup of the config file and the
databases is described. Additionally some hints how a backup of multiple
instances can be done.

7.1.1 Backup of OscceService.Install.xml file

The Configuration in System Management is stored in the
OscceService.Installation.xml which is located in the installation folder,
usually under “C: \Program Files (x86)\OpenScape
Concierge\config\runtime”. In this folder there are also backups of
that file available.

NOTE:
Save this folder for a complete backup of the configuration files.

Remark: The current design / configuration can also be saved as an XML
file in System Management and under “File > Save As” and choosing the
corresponding path.

7.1.2 Database backup

134

For backing up the databases a .sql script (see below) is required that is
started via a batch or command in the Windows Power Shell command line
interface.

The script must be stored in the folder C: \backup; it backs up the data into
the folder C: \backup.
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7.1.21 backup.sql — example
The following example of a backup.sql script performs the SQL statements

for backing up all databases of an OSC Server:

SELECT GETDATE () ;
GO

USE master;

GO

BACKUP DATABASE configDB TO DISK = 'c:\backup\configDB.bak' WITH INIT;

GO
BACKUP DATABASE OSCADM TO DISK = 'c:\backup\OSCADM.bak' WITH INIT;
GO

All various databases that might be available on the local server, like
configDB or OSCADM are backed up one time in one instance.

A previously created backup will be overwritten.

- Please ensure that this folder with the script is available before
proceeding!

7.1.2.2 Starting the backup.sql manually

The backup.sql script can be started via the Power shell command line
interface using the following statement:

If Sql Server Instance name is default (MSSQLSERVER):

sglemd -U sa -P <password of user SA> -S <ComputerName> -i
"c:\backup\backup.sql" > "c:\backup\backup.log"

If Sql Server Instance name is other than default:

sglemd -U sa -P <password of user SA> -S
<ComputerName>\<InstanceName> -i "c:\backup\backup.sql" >
"c:\backup\backup.log"

In the folder C:\backup a log file can be found after running the script.

NOTE:

Please ensure that the users involved (here User SA) do have the
necessary permissions to access the database and write down data into
the C:\backup folder.

7.1.2.3 Scheduled backup

A3100352250M1020976A9

Create a command file, e.g. back_me up.cmd containing the Sgqlcmd
statement above and create a scheduled task for the job.

1. Open the Task Scheduler under “Start > Administrative Tools”.

2. Select Action > Create Task and use the “back_me_up.cmd".
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@ 1ask Scheduler

File i Action  View Help

&= @ Create Basic Task...
Create Task...

Import Task...

Display All Running Tasks
Disable all Tasks History

[CRL

[+

Mew Folder. ..

Refresh

Help

3. Change the time when the Backup should start.

4. Change the user account which performs the export, but be sure that the
user has enough rights on the Databases and the server.

5. After creation select the task with a right mouse click and run it.

File Action View Help
)| 7 Tﬂ.‘

+) Task Scheduler (Local)

= | Task Scheduler Library
Microsoft
WPD

Next Run Time | Last Run Time | Last Run Result | Author | Created

17.03.2014 09:53:30

Now all the Databases of the local SQL-Server should be exported to
c:\Backup.

7.1.2.4 Modifying the backup parameters

NOTE:

The script above performs a database backup of all databases on the OSC
Server (s); This should be done right on all involved servers after
implementation of the system.

One instance of the backup is created.

For backing up multiple versions of the databases, please modify the
backup.sql file correspondingly.

NOTE:
Only personal skilled for MS SQL Server is recommended to modify the
settings for the automatic backup!

7.1.3 Restore database
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The following steps show you how to restore the databases.

1. Stop the OpenScape Concierge Service on every OSC Server which is
connected to the databases.

2. Open the SQL Server Management Studio.

A31003S2250M1020976A9
OpenScape Concierge V5R0, Configuration, Administrator Documentation



3. Logon with a user that is configured as administrator in the System

Management under Basics / Configuration Database, normally the ‘sa’
account.
File Edt View Tools Window Help
D5 | ey (£ D 5
Object Explorer >
Connect~ &) ) m F 2] .§

$ a9 --G-5 | [

@l Connect to Server

SQL Server

Servertype: Database Engine
Server name: [oscvapoku

Authentication: SQL Server Authentication

Login: [sa
Password: | ——

[] Remember password

Connect Cancel Options >>

4. Open the Database tree view. With a right-click on Databases select
Restore Database...

i Microsoft SOL Server Management Studio {(Administrator)

File Edit WView Debug Tools Window Help
Pl - S | S vewquery Ly b v

Object Explorer v i x
Comnect~ 32 &) m T (2] 5

= Ld MFOSCCEY3 (SOL Serwer 11.0,5058 - MFOSCCEY3)Administra

203
[ 5w New Database...
| e
lJ oS Attach. ..
4 Securit Restore Database...
= Serv.er Restore Files and Filegroups. ..
[ Replic
[ Manag Deploy Data-tier Applicatian. ..

Import Data-tier Application, .
Start Pawershell
Reports »

Refresh

5. A new window opens. Select Device as Source and choose the backup
file of the database which you want to be restored in the “Select
Database devices” window.
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- Bestore Database

| &3 80 backupsat selectad to ba restored,

[oprep— 1 | | 2

4] — [Tox ] coe | Hew | 2
Ready
A |

6. Acknowledge with OK and the Destination Database will automatically be
filled. If more than one restore set is stored in the backup file, select the
appropriate.

oot onage N [T
& Ganerdl |
 Fles
3. g Soxrce
 Database: [ =]
17 Owren oy W SGL ServerMSSQLL MESQUIERVER|MESQL Basup\cort g]
Dastabace: Jecrtios - |
Destinabon
Database: feoet =l
Restore to: [ st Bk taben (Donverstag, 7. August 2014 1348111) Tenedre.. |
Rastore plan
Backup sets to restore:
Retore | Name Tmlm |Ddhnlwlfnl.sﬂ
| P | confioFlDatabaseBackp  Detabase Al MFOSCCEV)  confipd 1 0000000036002
| Ccomerton
8! MFOSCCEVD
[MPOSCCEVSAdmatrator]
Yiew Confection oroperties
Perre— | , .
7) ! 2
v) Very Exhup Meda

&

7. Click OK and the restore process starts.

8. After the restore process has finished, click OK to finish the process.
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9. Start the OpenScape Concierge Service on every stopped OSC Server
again.

7.2 External SQL-Server for ConfigDB / OSCADM

The following describes the steps for OpenScape Concierge to use an
external SQL Server. Two scenarios are described, one for using the
external SQL Server right from the start implementation/installation the other
when the deployment changes and an external SQL-Server is implemented
then.

7.2.1 Implementing an external SQL server from start

1. Install the external Database server — see OpenScape Concierge,
Server, Installation Guide.

2. Open System Management and enter the Database Configuration for an
external SQL Server, see section 6.1.2 Configuration Database and
OpenScape Concierge, Server, Installation Guide.

7.2.2 Moving ConfigDB / OSCADM to an external SQL Server
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The following describes the steps for OpenScape Concierge that was
installed with a local MSSQL-Express Database moving to the deployment
with the Databases on external SQL Server.

NOTE:
Each user that accesses the MS SQL database requires a CAL (Client
Access License).

Make sure you have the SA user password of standard OSC installation
ready!

Procedure
1. Install the external Database server

2. Change in the System Manager the Database Configuration to the
external SQL Server, see section 6.1.2 Configuration Database.

3. Apply the Change
- the ControlConfigDB and or ControlOscadmDB process will restart
and install the Databases and users on the new SQL Server.

Procedure of migrating data to the external DB server

Follow the next steps for migrating data from the local SQL Express to the
new database server:

1. Stop OpenScape Concierge Service and all Clients connected to the
source database.

2. Start the Microsoft SQL Server Management Studio on the destination
server.

3. Right Mouse Click on the ConfigDB / OSCADM and select -> Task ->
Copy Database.

The Copy Database Wizard starts.
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=] B3

gz.l:npy Database Wizard

Welcome to the Copy Database Wizard

You can ugse this wizard to move or copy databases from a SAL Server 2000 or later instance
to a SOL Server 2005 or later instance. For complete instances supported, see SOL Server
hooks onlin.

™ Do not show this starting page again

Help <Back [ Wew> | sl | concel |

4

4. Press Next> for selecting the Source server.

D[]

B & Copy Database Wizard

Select a Source Server
‘which server do you want to move o copy the databases from?

Souice server. [17zza 6574 _I

' Use Windows Authentication

& Use SOL Server Authentication

User name: Isa

Password:  — Z

Help < Back | Mext > I Fimist »5( I Cancel I

4

5. Enter the IP address of the OSC Server with the MS SQL Express
database in the field Source server.

6. Specify the logon credentials, here User SA.

7. Press Next> for selecting the Destination server.
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B & Copy Database Wizard [_[O] %]

Select a Destination Server
Wihich server do you want ta move ar copy the databases to?

Destination server: sqlserver20] Z\mﬂ _I

 Use Windows Authentication

@ se SOL Server Authentication

User name

Password e

b | cBack |[ mews | Frenoo | conce |

4

8. Enter name or IP address of the new Database Server with the MS SQL
database in the field Destination server.

9. Specify the logon credentials, here User SA.
10.Press Next> for selecting the Destination server.

g’.Iim:w Database Wizard =]

Select the Transfer Method
How wauld wou lke to transter the data?

" Use the detach and attach method

This method is faster, but requires the source database to go offline. It is best for upgrading databases or moving very large
databases. No user connections ta the source database are allowed when using this option.
7 If 2 failure cosurs, reattach the source database

1+ Use the SOL Management Object method

This method is slover but the source database can remain online.

Help | < Back | Next > I Einist>2] | Cancel |

A

11.Select the option Use the SQO Management Object method
12.Press Next> for selecting the Databases.
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L] gCopy Database Wizard

[M[=1 E3
Select Databases

‘Which databases would you like to move of copy?

Databases:

[~ Move [ Copy [ Sowce:172286579

Status
‘o v ConfigDB Already exists at destination
master Sypstem database
madel System database
misdb System database
tempdb System database

Refresh |

Help | < Back I Mext > I Firist>2] |

Cancel |

s

13.Choose ConfigDB and if using Concierge the OSCAD

s*’-.l:np\f Database Wizard

=] B3

Configure Destination Database (1 of 1
Specify database file names and whether to ovenwrite existing databases at the destination.

M database.
14.Press Next> for configuring the Destination Databases.

Source database:
[Canfianp

Diestination database:
|CorfigDB

Diestination database files:

Filename I Size [MB] I Drestination Folder Status
ConfigDB.mdf | 7.0825 C:\Program FilestMicrosoft SOL Server\MSSOLT1.MFYM
ConfigDB_logldf 23125

C:\Program Files\Micrasoft SOL Server\MSSOLTT.MPYWM...

Database name already.
Database name already...

|F the destination database alieady exists:

Refresh

£~ Stop the transter if a database or file with the same name exists at the destination

Drop any database on the destination server with the same name, then continue with the database transfer, ovenwriting
existing databasze files,

Help <Back [ mewts | Fiishol |

Cancel |

4

15.Check the option to drop any database on the destination server that

has the same name...

16.Press Next> for selecting the Server Objects.
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E.l:m:w Database Wizard =]

Select Server Objects
Select additional objects outside the databases that you want to copy

Available related objects: Selected related objects:

Object name

Object name | Description

Loging i Logins used by sele...
Giored procedues .. | Allstored procedur.. .|
User-defined error ... All emor messages .. | |
Endpaints All endpaints at run ..

b

Help | < Back | Next > | Einist>2] | Cancel |

7

17.Select all available related objects on the left pane and move them to the
right pane by pressing the button [ > ].

18.Press Next> for configuring the package.

E'Enpy Database Wizard H=] B3
Configure the Package

The wizard will create a Integration Services package with the properties you specify belaw.

Package location:
|5UL5EFWEF\2EI1 2_MFSDTS Packages'\Copy Database Wizard Fackages

Package name:

Logging options: ™ Save transter logs?
IWmdﬂws ewent log j

Error log file path:

| -

Help <Back [ Mewts | Fiisk ol Cancel |

4

19.Give the package a meaningful name.

20.Press Next> for scheduling the package.
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‘'opy Database Wizard

Schedule the Package
Schedule the 5515 Package

=] B3

The Integration Services package produced by the wizard Gan run immediately, or it can be scheduled to wn later.

& Run immediately

1 Schedule:

LChange schedule:

Integration Services Proxy account: S0L Server Agent Service Account

=

Help | < Back | Mext & I Finish >3] |

Cancel |

4

21.Select the option Run immediately.

22 .Press Next> for completing the wizard.

opy Database Wizard

Complete the Wizard
erity the choices made in the wizard and click Finish.

=

[Click Finish to perform the following actions:

Source: 172.28.65.79 Other SOL Server Yersion, Microsoft SOL Server Express Edition Express, Build 2100, Micr
Windows NT B.7 [FE01) NT INTEL %86

Microsaft Windows NT 6.1 [TEOT]MT «64
Using SMO online transfer
The tollowing databases will be moved or copied:

Copy:ConfigDB

Destination file wil be created: C:%Program Files\Microsoft SOL ServersMSSOLTT.MFAMSSELADAT AN ConfigD B, mdf
Destination file will be created: C:\Program Files\Microsoft SOL Server\MSS0LT1. MPAMSSELADATA ConfigDB_log
Drop existing database and continue transfer

Transfer the following database objects:
Logins used by selected databases [estimated)

HMS_PolicyEventProcessinglogintit => ##M5_PolicyEventProcessinglogindi# [&lready Exists)
CoClUser =» CoClser [Already Exists)

Stored Procedures detected at package runtime

Destination: sqlserver2012\mf Other SOL Server Yersion, Microzoft SOL Server Standard Edition [84-bit) , Build 3000,

resoft

Idf

=

Help <Back | Hews |[ Fesh |

Cancel |

A

23.Press Fi

ish for performing the copy operations.

24 A control window opens. All operations should be successful.
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”.Eupy Database Wizard

=] 3

Performing operation

Click Stop to cancel the operation.
@ § Total 0 Eror

Success 5 Success 0 “waning

Details:

| Action | Status | Message
@ Addlog for package Success
@ Add task for anstening database ohjects Sucress
@ Create package Success
@ Start SOL Server Agent Job Success
@ Execute SOL Server Agent Job Success

Stop: | Repatt = I
4

25.Press Close for closing the wizard.

26.Start the OpenScape Concierge Service again when copying is

finished. Log into the Systemmanagement and change the database
settings to the destination Server for the corresponding databases
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8

8.1

Basic Data Center configuration for Concierge

After setting the basic server data in System Management the Concierge
Application has to be configured in Concierge Data Center.

Basic settings for quick startup

The following sections describe step by step the required settings for a basic
deployment — the simplest deployment that allows the Concierge user to log
on and handle a call.

For testing if the application is configured properly so far, running a first
connectivity test with the Concierge Client GUI is described in section 8.11
Option: Arrange a basic test call.

NOTE:
Generally one can say, that Data Center is configured from top to bottom.
Open the sections one by one and configure the settings you require.

8.2 Systemmanager access to Data Center

146

Click OSCDataCenter on the desktop, to start the
OpenScape Concierge DataCenter application.

Data Center

NOTE:

You also find a shortcut to Data Center under the Start Menu or double
click the DataCenter.exe in the installation path under
“\bin\Concierge\Concierge Management’ like e.g. “C:\Program Files
(x86) \OpenScape Conciergel\bin\Concierge \Concierge
Management\DataCenter”.

Most basic settings are system wide and require the systemmanager
account, other settings are done on a tenant’s base and thus need the
tenant’s manager account to work in Data Center.

NOTE:
Data Center allows multiple instances to run on one PC at the same time.
So settings can be done in parallel!

The systemmanager account is required for the first time an administrator
logs on to the OpenScape Concierge DataCenter after installation.

The default password "manager"” can be changed with the menu behind the
Change password button. Confirm the logon with the Login button.
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>0 Mitel

Concierge Data Center

@ Use Windows authentication

@ Userlogon

Language: English v

Password

upperAfter first log on to the system a message will appear that tenant data
and site configuration in DDI lookup table is not configured yet. Acknowledge
this with OK button!

8.3 System data/ Tenants

The "Concierge DataCenter" window with the "System data" menu appears--
- Press the Tenants button on the left.
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#. OpenScape Concierge DataCenter Professional Version: V3.1.0.0 (systemmanager)

Tenants

DDI Lookup

CallDirector Port number

Night variants
a
CPS number ranges

054K Trunk monitoring
u"-:
==l
H=E

CPS trunk monitoring

Tenants

|MUENCHEN

| pconcel o
~
Tenant name:
Comment: <DEFAULT_TENANT>
site: MUENCHEN - OSCC-E Site configuration - Protocol version: OpenScape Voice
UC node: Uc Node (001) - Calendar node: Calendar Node (001) - |
Routing mode: cPs <] Mode: Automatic distrit ~ Outbound access: | MUENCHEN_4989789 (+4989789) -]
Times (ms) Priorities

Max. transfer time: 60000 ~ T ~ Failed transfer: 90~ 7 4

Max. time in incoming queue: 120000 + 3 = :

: ; = — Parked call: ERER

Default RNA timeout time: 30000 + 3«

Defauit ring time: 5000 < 3 - Personal line: 0~ : -
Time overflow variants being processed: ‘::busv variant created by OSConcierge - ‘ Effective after (seconds): 1200 v 3
Default number for COR-SIP Header: [+ ]

Default announcements for pilot numbers and personal lines managed by CPS

Misicon Hokds [pEFAULT -DefauitvioH -]

Transfer: |DEFAULT-DefauitMoH -]

Default greeting: |PEFAULT -DefaultStartAnnouncement 2|

Paging settings

Short = Transfer only: |DEFAULT DislogShort.ende 3|

Full = All options: |PEFAULT DislogComplete ende -]

Malfunction: [pEFALLTD ing.ende -]

No contact: [PEFAULT NumberNotinService .ende -]

Unavailable: [oeFauLT nd -]

@ Tenantdisplay name

During the installation a default tenant is created automatically. It is
recommended to use this with the name DEFAULT if multi-tenancy is not
required!

NOTE for Concierge Plus:
Only Concierge Professional allows configuration of more than one Tenant,
usage of External Calendar, usage of OSCC node and Paging settings.

Default values are inserted for the tenant and should be updated as of the
customer’s environment.

The white fields can be modified by the Systemmanager user. The fields that
are grayed out can be modified by the tenant’'s Manager user.

Press the New button in the upper line of the window to create new tenants
if required.

Remarks: When creating a new tenant in the system, it automatically
creates two new users for that tenant. A manager account named “<tenant
name>\manager” and a user account named “<tenant name>\user”.

8.3.1 Tenant’s general settings

148

Tenant’s general settings are the Tenant name, a Comment that is
optional, the Site and the Number range.

Press the Change button to edit the fields.
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NOTE: The Tenant name, the Site and Outbound access are mandatory
fields to fill out, where site and outbound access are given by the settings in
System Management.

UC, Circuit, Skype, Microsoft Teams or Unify Office node, Calendar
Node (Professional only) and Contact Center Node (Professional only) can
be activated if required.

Some options are determined by the settings in System Management and
can be selected from dropdown menus where applicable.

Depending on selected Presence Information system entered in System
Management / Concierge the function node selection option is labeled UC
node, Circuit node, Skype node or Microsoft Teams node in Tenants.

NOTE:
The chosen Presence Information system is a system wide setting,
relevant for all Tenants.

8.3.2 Routing Mode

The Routing Mode depends on whether OpenScape Contact Center is
integrated or not: With OSCC the automatic routing of OSCC defines the call
handling as well as time overflow variants and night variants.

Remark: Different Tenants can work with different Routing Modes.

Without OSCC node the type of routing is defined by CPS.
The type of routing (Art) is independent of the Routing Mode and allows

e Automatic distribution

e Only pick mode

NOTE:

The integrated automatic distribution of CPS is based on the configuration
of DDI Lookup entries, User Accounts and Groups, Supergroups
(Professional only) as explained in the appropriate OpenScape Concierge,
Administrator documentation .

Time overflow variants

The Night variants with its timer settings can be selected depending on the
settings in the Night variants menu described below.

8.3.3 Times

In the area Times you modify the default values for the times for the
Concierge user / application handling the customer calls — the unit is
milliseconds.

Max. transfer time defines how long the system tries to reach the target
person the call has been transferred to.
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8.3.4 Priorities

If this threshold is exceeded in a call transfer scenario, the call will stay in
the ,Processing Queue® window in the Concierge GUI; the status in the GUI
changes the target person is no more called.

Max. time in incoming queue describes the time the system will hold the
call to wait for agents answering before the call is routed to the specified
Time Overflow variant.

This tenant’s time value and the time overflow variant can be overwritten on
a DDI lookup entry base.

Default RNA timeout time is the maximum time a call from CPS is ringing
on the Concierge user’s phone. If that time is exceeded before the attendant
accepts the call, CPS takes that call away from that user and puts the user’s
routing state into “unavailable”. The call will be routed to another available
attendant.

Default ring time defines the time the caller hears the ring tone until the call
is connected by the Concierge / CPS system.
For cost free services adjust the times with this parameter!

NOTE: The tenant’s times values act as default values for that tenant; the
values can be overwritten for each DDI lookup entry individually.

Right besides the Times pane Priorities can be configured for different types
of calls. A priority of a call describes its importance in terms of the order of
visibility in the Caller queue and ACD distribution.

These settings are overwritten by the tenant’'s manager account and
described below.

Paging settings

These settings are configured with the tenant’s manager account.

Default announcements for pilot numbers and personal lines managed
by CPS

These settings are configured with the tenant’s manager account.

8.4 System data / DDI Lookup

150

In the next step the DDI lookup table entry has to be created on system
manager’s level. There are different settings to care about depending on the
communication platform type and whether the system integrates with
OpenScape Contact Center or not.
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NOTE:

In sections

4.4.6 DDI Lookup entry example for OSV without OSCC

5.4.8 DDI Lookup entry example for OS4000 without OSCC

5.5.4 DDI Lookup entry example for OS4000 with OSCC

are descriptions of pilot number settings in the PABX with the
corresponding settings in the DDI lookup table depending on the integration
with OSCC or not.

Please refer to these sections for details on the available pilot number
configurations!

Procedure

1. Press the New button in the Edit DDI window to create a new entry for a
pilot number (the number that the customer dials to reach the attendant -
also known as Service Number or DDI).

2. Choose the tenant from the dropdown list.
3. Enter the Pilot number in full E164 format including the “+” in front

4. Insert purpose of this pilot number (Main, Internal, Call Forwarding, etc)
and the company’s name.

5. In case OSCC integrates and OSV is used the start hunt group (HG),
also known as initial hunt group and MoH hunt group have to be specified
under Additional Numbers.

When using OpenScape 4000 the RCG number behind the pilot
number’s DNIT needs to be inserted for monitoring purpose!

6. Under Miscellaneous the Overload can be defined in case CPS is
overloaded, means the SIP trunk does not provide free “processing
channels” anymore. The caller can hear the busy tone or the call can be
routed to an overflow destination, please see also section 6.3 Section
Applications.

Repeat that procedure for all required service numbers!
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% OpenScape Concierge DataCenter Professional Version: V3.1.0.0 (systemmanager)

Edit DDI

NOTE:
The number of OSCC DDls is limited to 1000 entries.

for Concierge Plus:
The number of DDIs is limited to 6 for Concierge Plus.

DDI list ) ‘ Save ‘ ‘ Cancel ‘ ‘
Tenants
_ [=! DEFAULT
i +4989789400 Tenant: DEFAULT - <DEFAULT_TENANT> (OpenScape Voice Without OSCC) -
+4989789410 5 SE————
DDI Lookup 44989789491 Pilot number: +4989789400 | Site: \ MUENCHEN ]
= MUENCHEN .
Call for: [Switchboardl Company: Unify
CallDirector Port number
1 Additional Numbers Times (ms)
o~
Start hunt group: |+ | Max. time in incoming queue: 120000 v 3 » [_I
Music-on-hold hunt group: [+ | RNA timeout time: 30000 ~ 3 - [_/J
RCG: ‘ | Ring time: 500 - 3 -] L‘

Night variants

CPS trunk monitoring

152

Night Variant/Overflow Variant Miscellaneous

Open: ‘Yes T ‘ Background color: i:’ <No Color Selected> ~ ‘
Night variant: ‘::busy variant created by OSConcierge 2 ‘ Priority: | 0~ 3 » ‘
Time overfiow variant: ‘#:busy variant created by OSConderge 5 ‘
Overload settings

Announcements/Greeting Text Mode: Play Busy" g
Personal announcement: [Na < ‘ Overload destination: : — 7
Music-on-hold: l <empty> < ‘ )
Transfer MoH : l<empty> > ‘
Mode ‘Wilhout welcome announcement S ‘ Dhdisons
Welcome announcement: ‘<empty> - ‘
Greeting text: [<empty> - ‘
Super Group/Group
Super group: |<empt~/> v ‘
Group: l<empty> % ‘
Assigned Users

Super Group A |Group A |Login Name A

Condierge User1
Condierge User2
Manager

User

o Name of the contact to whom this telephone number is assigned (displayed under "Call for™ in the caller ID data in the OpenScape Concierge).

About.. v

Additional pilot numbers for further services numbers can be created if
required!

NOTE:

Some fields in the DDI Lookup entry are grey as the Data Center is started
with the systemmanager account. These values can be defined in using the
Tenant's Manager account.

For Concierge Plus:
Super Group/ Group and Divisions section is only available with Concierge
Professional
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8.5 System data/ Call Director Port number (with Professional and
OSCC only)

For properly monitoring calls that are handled by Call Director’s voice
processor this table needs to have all of these ports configured in the PABX!

Processing CallDirector Port number

Site |Port number A Comment Data source
R4 - OSCC-E Site configuration +4950505805520 CDC
R4 - OSCC-E Site configuration +4950505805521 CDC
R4 - OSCC-E Site configuration +4950505805522 CDC
R4 - OSCC-E Site configuration +4950505805523 CDC
R4 - OSCC-E Site configuration +4950505805524 CDC
R4 - OSCC-E Site configuration +4950505805525 CDC
R4 - OSCC-E Site configuration +4950505805526 cDC

24 - OSCC-E Site configuration +4050505805527 | ooc

PUPEENII e

Configure the location, where the Call Director SIP service resides and the
Port number or extension number of all Call Director ports in OSCC - the
values must match those configured in OSCC Telephony Center.

8.6 System data / Announcements

For using an announcement / wave file with Concierge it has to be
previously registered in Data Center. This can be done under System data,
section Announcements. There the Edit Announcements window shows
all wave files that are registered in Concierge Data Center.

For detailed description please refer to appropriate OpenScape Concierge,
Administrator documentation.
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Edit Announcements

¥ Comment Wave datastream Data source Tenant
MUENCHEN Defauititor

Music on hold DEFAULT-DefaultMoH ma SYS DEFAULT
Announcement Standard pager announcents ) CDC MUENCHEN
Announcement MUENCHEN-DefaultStartAnnouncement g SYS MUENCHEN
Announcement MUENCHEN-NumberNotinService.ende i) SYS MUENCHEN
Announcement MUENCHEN-NotAvailable.ende ) SYS MUENCHEN
Announcement DEFAULT-DefaultStartAnnouncement g SYS DEFAULT
Announcement DEFAULT-NumberNotinService.ende wig SYS DEFAULT
Announcement DEFAULT-NotAvailable.ende i) SYS DEFAULT
Dialog MUENCHEN-DialogNotWorking.ende i SYS MUENCHEN
Dialog MUENCHEN-DizlogShort.ende ) SYS MUENCHEN
Dialog MUENCHEN-DialogComplete.ende g SYS MUENCHEN
Dialog DEFAULT-DialogNotWorking.ende w1l SYS DEFAULT
Dialog DEFAULT-DialogShort.ende g SYS DEFAULT
Dialog DEFAULT-DialogComplete.ende g SYS DEFAULT
ettt e
b Play selected dialog or announcement
W is used in:
In Value Assodated description
TENANTS onceen  [rest

8.7 System data / Night Variants

Night variants and overflow variants define the options available for
handling an incoming call in case no attendant or not enough attendants are
available for handling an incoming call or if the service number is closed.
Configure night variants and time overflow variants under System data
button Night Variants.

Customization of night and time overflow variants

¥ Mode Forwarding destination (only for "Forwarding” mode) | Announcement {only for "Announcement” mode) | Tenant
ooy [ [ [ |
Might Yariant external Announcement DEFAULT-MNotAvailable.ende DEFAULT
Might Yariant internal Forwarding +4950505807890 DEFAULT

Three modes of night variants or time overflow variants can be configured:
1. Mode Busy: A busy signal is played to the caller

2. Mode Announcement: An announcement telling that no attendant is
available is played to the caller

3. Mode Forwarding: The call will be forwarded to an extension number,
which can handle the call with an answering machine or an overflow
hotline.

Procedure

1. Use the + button on the bottom line to create a new entry. Specify a
designation. Choose a mode as described above.

2. In case the mode Forwarding is used, configure the forwarding
destination.

3. In case the mode Announcement is used, choose an Announcement
from the dropdown list.
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4. Assign the tenant’s name.

NOTE:
For detailed description please refer to appropriate OpenScape Concierge,
Administrator documentation.

8.8 System data / CPS number ranges

The Concierge Provider Service (CPS) is the central application of
Concierge for handling and controlling calls.

Without OSCC integration all incoming calls are handled by CPS.

If calls are put on hold or parked, they are connected back to CPS that
keeps them locally until further handling is required.

CPS is connected to the PABX as a SIP endpoint using a SIP trunk
connection.

As CPS number ranges are handled quite differently with Concierge
Professional and with Concierge Plus it is recommended to read following
sections:

For OSV only:

4.4.2.1 Formula for estimating the number range of internal CPS resources
for details on the size of the corresponding ranges.

For 0S4000 only:
5.4.1.1 Formula for estimating the number range of internal CPS resources

And for information on configuration:

Appropriate OpenScape Concierge, Administrator documentation under
section CPS number ranges.

8.9 System data/ OS4K Trunk monitoring table (with OS 4000 only)

Only the systemmanager is authorized to create or delete entries in this
dialog.
Description

In case of integration with OS4000 the trunks of the OS4000 have to be
monitored in order to correctly receive all information about a call even in
complex call scenarios.

Multiple call number ranges for several locations (sites) can be defined.
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#. OpenScape Concierge DataCenter Professional Version: V3.1.0.0 (systemmanager)

Number Name of Trunk group Comment Data source

CallDirector Port number
l‘,‘.“

*)
Announcements
EXiT
Night variants
e

ad
CPS number ranges

0S4K Trunk monitoring
L]
=
==

CPS trunk monitoring

Administrator
User administration

(e« 4 B d = e XAk *

Procedure

1. Click on Import Trunk groups button — a new windows opens.

2. Select the trunk groups you want to import from the list.
The data is read via the ConfigSync Service from the switch and saved in
the ConfigDB (PabxTrunkgroups table).
The CPS takes up the trunk group configuration and learns during
runtime the corresponding Loden for monitoring.
In case the Loden change they will be updated via the daily ConfigSync.
The selected trunk groups only have to be modified manually in case the
OS4K trunk groups change, e.g. assebly units were added or removed.

3. Click on the Import selected trunk goups to show them in the OS4K
Trunk Monitoring window

Name of Trunk group
KN10 49 221 2837
KN10
IVR CREA LOG 4
ZUM SYSTEM 50 50
TEST FEUERWEHR 112
AMT DTAG 7521000 190
CPS 870X 270
CPS 880-X HIM 280
CPS 881X 281
CPS 882-X 282
CPS 883X 283
CPS 884X 284
CPS 885X 285
CPS 887X 287
CPS 888X 268
CPS 883X 289
RAS 891X HIM 291
RAS 892X REFEREN 292
RAS 834-X 4B 294
Import selected trunk group(s) Close
NOTE:

Only trained staff should configure the OpenScape/ OS4000 and adopt the
configuration to the customer’s environment.

Table: Data fields
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Column Description

Site Name of the site for which the call number range is
defined.

From Begin of the trunk number range for the defined site.

To End of the trunk number range for the defined site.

Comment Input field for comments

Datasource CDC stands for the data source OpenScape Concierge
DataCenter or CDI for the automatically imported data
from the Data Importer data source.

NOTE:

Review your trunk number configuration, when the OS4K was newly
generated due to a patch for example. Also review your trunk number
configuration, when new trunk groups were added or deleted.

8.10 System data / CPS Trunk Monitoring (with 0OS4000 only)

Only the systemmanager is authorized to create or delete entries in this
dialog.

In case of using IP / SIP trunks with OpenScape 4000 the CPS trunks have
to be monitored similar to the OS4K trunks described above.

Procedure
1. Click on Import Trunk groups button — a new windows opens.

2. Select the trunk groups you want to import from the list.
The data is read via the ConfigSync Service from the switch and saved in
the ConfigDB (PabxTrunkgroups table).
The CPS takes up the trunk group configuration and learns during
runtime the corresponding Loden for monitoring.
In case the Loden change they will be updated via the daily ConfigSync.
The selected trunk groups only have to be modified manually in case the
CPS trunk groups change, e.g. assebly units were added or removed.

3. Click on the Import selected trunk goups to show them in the
CPSTrunk Monitoring window
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Na grop
KN10 43 221 2837
KN1D 40

IVA CREALOG il
ZUM SYSTEM 50 50
TEST FEUERWEHR 12
AMT DTAG 7521000 190
CPS 8703 2nm
CPS 830:X HIM 280
CPS 881%

281

283
264
285

c 3 287
CPS 8883 288
CPS 8893 283
RAS 831 HIM 29
RAS 892X REFEREN 22
RAS 894X AB 234

Import selected trunk group(s Close

NOTE:
Only trained staff should configure the OpenScape 4000 and adopt the
configuration to the customer’s environment.

Table: Data fields

Column Description
Site Name of the site for which the call number range is
defined.

From Begin of the trunk number range for the defined site.
To End of the trunk number range for the defined site.
Comment Input field for comments
Datasource Data source of the configured values

NOTE:

Review your trunk number configuration, when the OS4K was newly
generated due to a patch for example.

8.11 Option: Arrange a basic test call
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The settings that have been configured up to now are minimum settings for
running basic deployment of a Concierge system. Thus a first test with a
basic call for checking the application and its connection can be performed
here.

PABX settings

Be sure that the configuration in the communication platform and —if used-
in OpenScape Contact Center is done. Verify, that the pilot number calls are
routed to CPS (without OSCC) or to the hunt groups as required by OSCC.
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Start Concierge Client

Find the Concierge.exe in the installation path under “\bin\Concierge” like
e.g.“C:\Program Files (x86) \OpenScape
Concierge\bin\Concierge” and double click it.

Logon without OpenScape Contact Center

Without OpenScape Contact Center Integration log on to the Concierge
Client GUI by entering the tenant’s name “default”, a dropdown list then
appears with the default “user” and the password “user”.

Logon with OpenScape Contact Center integration

With OpenScape Contact Center integration the Concierge’s user accounts
must match the OSCC agent’s users. This is done in Concierge Data
Center:

1. Logon with the tenant’s manager account (e.g. “DEFAULT\manager”)
and the password “manager” to Data Center

2. Change to the area “User administration” and press the Accounts button.
The User Accounts list appears.

3. Press the button OSCC agents import dialog.
A list of business units and users in OSCC appears

4. Select the users that you want to synchronize from OSCC to your
tenant’s database.

Log on to the Concierge Client GUI with one of the user accounts by
entering the tenant’s name. A dropdown list then appears with the
corresponding users just synchronized.

The password of the OSCC users will not be synchronized. It is managed in
Concierge Data Center.

Perform a basic test call
Verify that the Concierge user is in the Available state.

From a second phone device dial the main line’s phone number and find the
incoming call in the Concierge’s caller queue.

Without OSCC: it depends on the tenant’s type of routing (manually picking
or automatically routing) how to handle it with the Concierge client
application. Per default the automatic routing by CPS is enabled.

With OpenScape Contact Center the calls are be routed automatically to the
attendant’s phone.
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9 Further procedure

In order to configure Concierge Client and Concierge Management
applications — continue with:
OpenScape Concierge Plus, Administrator documentation

or
OpenScape Concierge Professional, Administrator documentation.
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10 External Calendar Integration

General information

Concierge uses an account to access the external calendar system and
requests the calendar entries of the contacts of interest. In the following
sections this account has the name “extcal”. It is described, which type of
access (WebDAV / EWS) and permissions this account needs on the
different MS Exchange system to gather the required information.

The linking element between the contact in Electronic Telephone Book
(ETB) and the external calendar system is the email address of a contact.

Thus a successful integration will only work if the contacts in ETB do have
the email address in their availabilities that is also used to refer to the user in
the external calendar system.

NOTE:

The following sections describe settings in Microsoft Exchange Server and

should only be customized and conducted by trained service personnel e.g.
MS Exchange administrators.

The descriptions and configuration settings are not meant to be carried out

by people who are not skilled in MS Exchange Server administration.

10.1 Exchange 2010, 2013, 2016 and Office 365 via EWS
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Prerequisites:

o The User extcal in Exchange2010, 2013, 2016 or in Office 365
respectively with the corresponding permissions is required (see below).

o A LDAP user (AD) is required with permission to readout the Exchange
Alias.

e The OSC license must include the External Calendar Connector.

e The email address in the OpenScape Concierge Database for the
identification of the user in Exchange must be unique.

Remarks to EWS

EWS (Exchange Web Services) is used to link the ExternalCalendar-
Connector with the Exchange Server and this way EWS allows OpenScape
Concierge access to the MS Exchange Calendar.

Test the EWS connection by entering the following URL in a browser
session on the OSC server:

“https://<exchange-svr>/EWS/Exchange.asmx”

where <exchange-svr> is the name of the MS Exchange server machine.
Note that the server name must be resolved on the OSC Server.

The test link for Office 365 is as follows:
https://outlook.office365.com/ews/Exchange.asmx

Enter the credentials of the user extcal.

OpenScape Concierge V5R0, Configuration, Administrator Documentation 161


https://outlook.office365.com/ews/Exchange.asmx

NOTE:
For Office 365 enter the user name with the domain name. (i.e.
extcal@unifycoc.onmicrosoft.com)

As a result of a successful connection the Exchange server replies with a
Service | Services web page. This can either be an XML file which
describes the types of messages that are supported or a web page that
confirms that that a new service has been created, depending on the
configuration.

Most important is that the authentication process with the user extcal
succeeds.

NOTE:
LDAP access can be tested using a LDAP-Browser, like e.g. the Softerrra
LDAP browser available under http://www.ldapbrowser.com

Overview

A domain user account, here the user extcal (as described above) must be
created.

IMPORTANT:

The following requirements apply only if the appointment details should be
displayed. Therefore it is suggested to clarify the customer needs before
preparing Exchange system for the integration.

This user account must be granted the ,Impersonation“ permission which
allows the user to act with the rights of another user in the system — for
example to access the calendar information of another user.

10.2 Integration Exchange Server via EWS
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Prerequisites

A domain user account, here the user extcal (as described above) must be
created. This user account must be granted the ,Impersonation® permission
which allows the user to act with the rights of another user in the system —
for example to access the calendar information of another user.

NOTE:
Please check that the ,Impersonation® user has a valid Mail ID (like e.g.
extcal@<domain>) in the AD/LDAP directory.

For detailed information please check the following internet sources:
https://www.codetwo.com/kb/how-to-set-impersonation-rights-manually/

https://blog.westmonroepartners.com/application-impersonation-and-ews-
with-3rd-party-applications-in-office-365/

https://eightwone.com/2014/08/13/application-impersonation-to-be-or-
pretend-to-be/

https://help.salesforce.com/articleView?id=000212263&type=1
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10.2.1 Setting the Impersonation Permission

With the Exchange Management Shell (EMS) two scripts can run to assign
the ,Impersonation” permission to the user extcal as well as to define the
scope to which the impersonation permission applies.

Assign the Impersonation permission to a specific user (extcal):
new-ManagementRoleAssignment

-Name:_sulmpersonateRoleAsg

-Role:Applicationimpersonation -User: extcal@<domain>
(Here extcal is the domain user and extcal@<domain> the Email address of
it)
Define the scope to which the impersonation permissions apply.
new-ManagementScope

-Name:_sulmpersonateScope

-ServerList: <exchange-svr>
(Here access is allowed to the whole server system <exchange-svr>)

10.2.1.1 Verification of the settings
Using the Exchange Management Shell (EMS) the configuration of
permissions can be checked (open the shell):
o Get-ManagementRoleAssignment -Role Applicationlmpersonation

Verify, that the Command output indicates role assignments with the Role
~2Applicationlmpersonation for the account extcal-

_sulmpersonateRoleAsg | ApplicationImpersonation |
extcal | User | Direct | extcal

Use the command

e Get-ManagementScope _sulmpersonateScope

for verifying that the Management scope that applies to the extcal account is
correct, the following information should be displayed:
_sulmpersonateScope | ServerScope | False |

| | DistinguishedName

10.3 Remarks to the offline connection

The Offline connection is used for connecting the ExternalCalendar
Connector with calendar systems that do not allow an online query to the
calendar information of users.

The corresponding data has to be delivered in a specified CSV format from
the customer.

Use a batch process for importing this information once a day into an
external database which then can be accessed from the
ExternalCalendar Connector.
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Procedure

e Calendar data from an arbitrary system has to be delivered as CSV file in
the specified structure.
An example for a csv file with calendar information can be found on the
OpenScape Concierge DVD under
Tools\ExternalCalendarConnector\appointment Test.csv

e An SQL script is delivered with all components required for creating a
database to run the CSV import. The customer has to deliver the SQL
database server.

The required script Create Database Appointments V1_1 with
Tables.sql is also on the OpenScape Concierge DVD under
Tools\ExternalCalendarConnector. NOTE: You might have to amend
the path to MDF and LDF file within the script!

In case a database had already been created in advanced, use the
script Create Tables Appointments V1_1.sql in the same directory on
the DVD to create the tables only.

o A database user with the corresponding permissions is required (see
below).

10.4 Remarks to LDAPS Configuration

Please make sure that you enter the port number into the Address field and
tick the SSL checkbox — see section 6.3.1.4 External Calendar Connector
(Professional only).

The correct parameter for the LDAP server can be easily obtained, when
configuring an example syncjob in DataCenter / ContactDataProvider and
test the source parameters.

10.5 Multiple External Calendar Connector Configuration

NOTE: a maximum of 10 external calendars can be configured.

Before configuring connections to multiple external calendar systems (e.g.
multiple Exchange Server), please consider the following requirements:

e Depending on the calendar system subscriber volume, the RAM
requirements of the server hardware needs to be validated.
ExternalCalendarConnector keeps all the email aliases returned by
the configured LDAP-Filter in the memory. In order not to affect the
system performance, a validation of subscriber volume check and
available RAM space check have to be done before configuring multiple
connections
In case of not having enough resources in the server, architectural
changes should be considered. (e.g. installing additional
ExternalCalendarConnector on a separate server hardware).

e Each external calendar system (e.g. Exchange Server) has to be pre-
configured according to requirements mentioned in the previous
sections of this chapter.

e Each external calendar system (e.g. Exchange Server, Office365) must
have a unique domain.
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e Connection data for each system should be provided by the customer
(e.g. server names, access information).

10.6 Check External Calendar node

A further function node should be checked in the PABX Link Connector’s
Function Node List:

Go to System Management \ Tab Control Center. Highlight the PABX
Link Connector on the left; on the right pane change to
PABXLinkConnector's Maintenance (tab on the bottom). Find the tab
Function Nodes List on the right upper area and open this.

If the configuration has been successful the PABX Link Connector
recognizes the new Node and the Node becomes active after a while.

In case it does not become active, the CoC PABXLinkConnector Service
should be restarted.

When the Function Node is active (LED is green) the Exchange Service can
also be started.

® System Management - OpenScape Concierge

File Actior

»" System Monitor - Reihe4 ~

Tools Info

B serverData@pcdg24 [Main]
B conciergeProviderServiceMaster
B configsyncserver
B connectBalancingServerPrimary
B cContactCenterNode MUENCHEN
B ContactDataProvider
B controlconfigns
B controloscadmbs
B crsworkerService

ExternalCalendarConnector

B cxternalcalendartiode
. HttpServer
B LicenseManagementServerPrimar
B LogTransferProcess
B pasxLinkConnector
B Pasxinkiodes
B Realtimeserver
(] snmpAgent

1iCNAde. pe

< >
~B Installation Designer ‘ &) Control Center 1

PABXLinkConnector

Server: oscv4doku - Process ID: 4648 (Version: 40.0.0.51)

Pabxlink Connector States Pabxlink Nodes List  Function Nodes List
Link... Functionid Nodenumber  Functiontype Siteid Port No... Standby Comment Version
B = 001 ContactCenter Node ~ MUENCHEN 9014 [ ] ContactCen... 40.0.0.5
B o 001 ProviderService MUENCHEN 9022 [0F] Master 4.0.0.1
B s 001 Calendar Node MUENCHEN 9013 Calendar Node  40.0.0.75
B & 001 UC Server Node MUENCHEN 9012 m Uc Node 40.0.0.0

<

8 Execution ‘ &= Maintenance | [ Diagnostics
G- atr ) Wil

manager - logged-on to ServerData@oscvddoku

Installation data updated by server: 07:44:54 | [N

The following parameters should be configured there:

Table: Parameters External Calendar Node

Field Description Value
FunctionID Unique Function Node ID (BO | B8
- BF)
Node Number | Number of Node 00n
SitelD Site ID assigned to the As of System
function node (Master Side ID | Management
TCP/IP Port Port no. for connecting the 9013
Function Node with the
Connector.
Comment Description of the Node
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10.7 Monitoring success

To verify the correct configuration of the connection parameters and to
display the present connection status the OpenScape Concierge application
shows the status of the respective connection partner in the status bar.

”C'onne;:tiivriiy Bk v
When the status display for the External Calendar Server is ,gray“ it is not
configured.

&= ECS not configured |

When the LED is green and shows ok the connection to the Exchange
Server is established.

10.7.1 Tabular display in contact search

The search result is displayed in table form. The calendar (absence or
presence), the status of the phone, optional the UC, Circuit, Skype, Microsoft
Teams or Unify Office presence status as well as the name and other
parameters are displayed for every contact the search result matches.

Ext. Cal. Name

Buenemann, An...

Heinrich, Andreas
[!_=fj Landau, Alexan...
“¥ Mennert, Andreas

Y I)|)

Calendar view: The Calendar view indicates the current absent information
in the Calendar. If there is a current absence entry it the symbol is “red”.

- -
. The view does not refresh automatically.

10.7.2 Detail view for selected contacts - Calendar
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A coupling with an Exchange Server allows displaying the calendar entries in
the detail view of a selected contact if he/she can be identified by the email
address.

Depending on the settings of the client configuration and on the
authorizationin Exchange either the absence / presence data or the detail
data can be displayed for the contact.
Calendar 5
Monday, May 19, 2014

2:00pm |3:00pm ‘4:OODm 5:00pm |6:00pm |7:00pm

A\l
Show as: Busy
Subject: Busy
Location:
Message:
Time: 3:00pm - 4:30pm
Event from External cCalendar

The calendar is visible in the calendar view of the detail view as well as in
the phonebook search mask for the contact.
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Detail view for selected contact - Calendar / absence — multiple views.

10.8 Refreshing list of possible email accounts

After adding a new external calendar connector and publishing the changes
in System Management, the email accounts retrieved by the new calendar

system cannot be queried in Concierge, even if ETB data has valid email
addresses.

In order to solve this problem, please delete the XML file located under
C:\ProgramData\OpenScape Contact Center
Extensions\CalFunctionNode\XML and restart ExternalCalendarNode in
SystemManagement/Control Center by Shutdown button.

OSC Service starts it automatically.
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11 UC, Circuit or Skype Node for OpenScape Concierge

11.1 UC Node

The UC node of Concierge connects with OpenScape UC system for
displaying the presence status and the media state of the UC extension to
the attendant that wants to transfer a call to the corresponding user.

Remark: It does not include individual status text.

For Concierge accessing the UC presence service, a user account is
required as described in section 11.1.6.1 Creating a new OpenScape UC
user.

The linking element between the contact in Electronic Telephone Book
(ETB) and the UC system is the extension number.

Thus a successful integration will only work if the contacts in ETB do have
the extension number in the availabilities that is also used to refer to in the
UC system.

NOTE:

The following sections describe settings on the OpenScape UC Server and
should only be conducted by trained service personnel.

The descriptions and configuration settings are not meant to be carried out
by people who are not skilled in UC Server administration.

The UC Node is parameterized by the configuration settings in System
Management as described in section 6.3. Section Applications

11.1.1 UC prerequisites
e The UC system is readied for operation
e The UC system can be reached from the OSC Server
e The UC port and the UC licenses have to be activated in OSV.
e Open OSV Firewall for UC Node

e Configure Presence Service Max Subscriptions in UC environment

11.1.2 Open OSV firewall for UC node

In order that the UC node can connect with the OSV, the server has to be
activated in OSV firewall.

Procedure

In CMP go to

“Configuration -> OpenScape Voice -> Administration -> General Settings ->
Packet Filter Rules”,

Add the server and enter as destination port in OSV port 4709 for HTTPS
protocol.
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4 Edit Packet Filter Rube : SYMPHONIA_4709 HTTPS - Windows Internet Explorer

= e |

General

Mame:

Description:

Transport Frotocol:

Direction:

Action:

Local Host

Alas:

Port Begn:

Port End:

Remote Host

FQDN or IP Address:

MNetrmasks

Port Begin:

Port End:

Akas’ Interface /TP Address(es):

[CLUSTERDEV] - Edit Packet Filter Rule

) Here you can configure the parameters of a Packet Fiter Rule

SYMPHONIA 4709 HTTPS

HTTPS Access to SyMaM
Port 4709

TCP =
Incoming -
Allowe -
Al -
4709

0

192.168.11. 111

255,255, 255.0

0

0

?

| Save | | Cancel |

11.1.3 How to set Max Subscription in UC environment

Due to internal limitations of the UC environment the value Max Subscription

A3100352250M1020976A9

must be raised to the max. number of UC users on the installation.

NOTE:

This means that every user is able to create a subscription list with that

number of subscriptions.

With your default browser open the Common Management Portal
(CMP) on your OSV installation.

1. Navigate to Maintenance and select Nodes on the left side.

2. Click on the "UC Backend" node which will take you to the UC
configuration (in this example, due to an UC small deployment scenario,
the UC Backend function is in the same server/Application).
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uniFy

I—m’-ﬂm]

Configuration

User Management

Domain

Fault Management

system

Performance Mana

ment Accounting %

User: admirish

) Cliddng on a node's Name wil lunch the correspanding Dashboard. A 3rd party node will open in a new window,

] and [Aigroms | [ Search how

Search for: |
TtemsPage: (20011 Al:19
Name
E  sdyeosces03
[ Openscape FM

oW m B

OpenScape Trace Manager
cssymatedd_2

Device Management
Openfcape Contact Center
055590

senbora - Node 2
donewars - Node 1
dorears - Node 2
senhora - Node 1
WoWarcraft - Nods 2
OpenScape Concerge
oshS0i-net

OpenScape Xpressions
Openscape Accounting

VioWarcraft - Node 1

in [Altypes

1P address/Hostname

10.80,2,203

ronman.marved sen,com.br
10.82.53.29
192.168.100.210
Device Management
10.82.53.241
80.252.1.9
80.253.235.199
10.80.20.6
10.80.21.7
80,253,111,198
80.253,111.135
10.82.53.241
80.252.1.9
10.82.53.241
OpenScape Accounting
80,253,239.134

| Add SMP Node... | | Add OSC Xpressions... | | 3rd party nodes...

Group... |

Type

SN

OpenScape FM
CpenScape S6C
Appication

CpenScape Trace Manager
OpenSeape SEC

Device Management
OpenScape Contact Center
CpenScape S6C
Communication System
Communicatan System
Communication System
Communication System
Communication System
OpenScape Conaerge
OpenScape SEC
CpenScape Xpressions
OpenScape Accounting

Communicaton System
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In either Large or Very Large UC deployments, the UC Backend function
would be in a separated server as seen in this example below:

Uan'." F ) rm Domain: system

User: snoopy@system | Setting

Configuration Fault Management Performance Management 1= owntgiz |l

| Inventory | Monitoring Recovery Licenses

[ odesn topcaons IO ¢ ?

Nodes

E.b @) dlicking on a node's Name will launch the corresponding Dashboard. & 3rd party node will open in a new window.

4% Applications

=% Repository Search for: | | in [ Al types « | and [ All groups v | I Search ] l ]

Add SNMP Node... | | Add OSC Xpressions... | | Add OpenScape 4000... | | 3rd party nodes... | | Group... |

Items/Page: | All:11
Name Group IP addressfHostname Type
§  OpenScape FM Root Openscape FM Openscape FM 3
B  UCv9LargerEl Root 192.168.28.81 Frontend »
4 largeosvcluster - Node 1 Root 192.168.20.200 Communication System 3
E UCV9LargeM51 Root 192.168.28.83 Media Server 3
i4  largeosvcluster - Node 2 Root 192.168.24.200 Communication System »
§  Device Management Root 192.168.28.6 Device Management 3
§ UcvaLarez Root 192.168.28.82 Frontend 3
E OpenScape Accounting Root OpenScape Accounting OpenScape Accounting 3
E UCVILaBE Root 192.168.28.80 Application 3
E UCV9LargeMs2 Root 192.168.28.84 Media Server »
a Org1xpril Root 172.16.20.1 ¥pressions 3

1. The Dashboard opens. Press the Show Button for “Show services status”
in the Action area.

-
@ Dashboard - IronMan (ironman.marvel.sen.com.br) — Mozilla Firefox - o x i
© & nttps/fironman.marvel.sen.com.br/man \/Applicati \ T Overvie B -~ =
. @ Dashboard - (C marvel.sen.com.br) c
n
MNote: No note added for this node jw_t_ B
Alarm summary System Info
Shared Services Critical 108 Maxpr 0 Mnor 0 viaming 11l @) This Node runs on a Virtual Machine.
U [ ] | 3.58%
Memory: e 165
Date/Time: Wednesday, May 12, 2021 3:01:09 PMERT
Last Reboot: Monday, March 29, 2021 10:24:25 AM BRT
Applications Actions
Name Software Version Timestamp of Installation or Sync UC Rapidstat:
OpenScape UC Active: 10_0.10.0 buid: 121000 Installed: Thursday, Aoril 16, 2020 12:05:26 PM BRT Show services status:
OpenScape UC Backup: 10_0.4.0 buid: 120400 Sync: Sunday, January 26, 2020 11:43:43PMBRST Show software packages: | Show
Badp version: | Activate |
Synchronize versions: |_Synchronize
SIEL-TDs
OpenScape Eranch/S8C V8 SID: 1925579035114
OpenScape UC Application V3 SID: 1825637821279
OpenScape Common Management Platform v10 SID:y Y0000
OpenScape UC Application V10 SID:yyDoooooooon
—
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2. You see the NodelList. Filter the list for the “Presence Service”

component.
@ List Of Components — Mozilla Firefox - [m] X
© & ntpsiyfironman.marvel.sen.combr/management/portal/_ns:YWNkMmI3ZDE| LAVIYTAINDRIZC( B]  +» ©@ f¢ =
Ellbtofwrmmh)_ c ?
Fiter: Presence® | for Component | Go Clear
!
[ Edit | | Restart | | Start/stop | e
Sel:0 | Items Page: [200_.]1AK:S E
O gmponcn Critical Major Minor Waming Information  Normal State Version
O] bl Presence service 0 0 0 0 0 0 @ w00 »
O % Presance - Event Handing 0 0 0 0 0 0 & 1.0.0 >
[0 bl Presence - EventBroxer Plugn 0 0 0 0 0 0 @ 00 »
[0 [ Presence XMPP Integration - Connector 0 0 0 0 0 0 & 1.0.0 »
[0 f=l Presence - nterfaces and BOs 0 0 0 0 0 0 ] 1.0.0 »
[ Glose

3. In next window select the parameter “Max Subscriptions”, edit the value
to the max. number of UC users on the installation. Press Save and close
the window.

i @ ServiceConfigurationtdit — Mozilla Firefox - a X
o i
| © @& hripsyjironman.marvel.sen.combr/management/portal/Applications/Mi B *+| =
| ¢ Edit Service Configuration - Presence Service ?
] ) Here you can set the writeable values of the instance properties. [
Responsbittes
|| Mame Value
i presencehome [L, 2
EPmpaﬁes
Mame value
o CassName om. siemens. symphonia.presence..impl. Py
" Default Aggregated Media Presence Status D | F
Y Defauit Presence Status B |
Y Defauit User Preference for Subscrptions 2 |
b Deployment Mode OpenScape ]
" Eventng Badkwards Compatie false |
] Max Subsarption |
Maxmum Event Channel Filter Size &0 |
Verson 10.0 |

Save | | Cancel

4. The Presence Server has to be restarted after this change, therefore
open the submenu for “Presence Service” on the right and use the restart
option.
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@ List Of Components — Mozilla Firefox - O X

O A&m an.marvel.sen.com.br/manag 1 I/_ns:YWNKMmISZDE1LWVIYTAINDRKZCL ] »» ©@ ¥ =
i 1« List Of Components (ironman.marvel.sen.com.br) e ?
a Fiter: Presence® | for Component | Go Clear |
‘ | Edit | | Restart Start/Stop |
| 5cl0 | ltems Page: Y1145
\D Component Critical Major Minor Waming Information Normal State Version
[0 [l Presence Service 0 0 0 0 0 0 & 1.0.0 »
[0 B Presence - Event Handing 0 0 0 0 0 |$) Edit...
1[] [ Presence - EventBroker Plugn 0 0 0 0 0 "C Restart
] %
J [0 [ Presence XMPP Integration - Connecter 0 0 0 0 0 [#® Stop and Disable
[—J pr|  Presence - nterfaces and BDs 0 0 1] 0 0 (V] 1.0.0 »
g
|
f
B‘ Close |
v AL

11.1.4 Permission-based preparations

The UC system contains a file with a key associated with the permissions
for accessing the UC system. This key is the so called the “Long Lived
Statement”. The file containing this key must be fetched via SSH (Secure
Shell) from the UC Server and the key from the file entered in System
Management.

11.1.4.1 Generating the key
On the OpenScape Concierge Tools in the SWS you will find a tool name
GenerateLongLivedStatement.zip. Download the file from SWS. It must be
copied to the UC Application Backend Server. This can be done for
example with the WinSCP program.

The host name or the IP address, the user name and the password from the
UC Application Backend Server must be entered here.

Session
File protocol:
SFTP

Host name: Port number:
172.28.65.55 22 =

User name: Password:

sysad LTI

Save |v

[ Tools v] [ Manage v] Log\n |v][ Close H Help

The user logs on with Login.
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A warning is issued the first time the user logs on. This must be confirmed
with Yes. At this point the servers exchange their keys in order to ensure
secure communication.

The OSC Server is shown on the left-hand side and the UC Application
Backend Server on the right-hand side.

Please copy the folder \GenerateLongLivedStatement under Tools from
the Setup DVD to the UC Application Backend Server.

Local Mark Files Commands Session Options Remote Help

[ 5B 3 Synchronize B o [ - £ Queue ~ - Transfer Settings Default - -
& sysad@172.2865.55 | New Session |
I System FEE e a2 %= sysad (B [F] =~ M & FindFiles | T
£ (& (8 Download [ ¥ o [ Properties | F5 [g = ¥
D:\ /home/sysad
Mame Size Type Changed Mame Size Changed Rights
CCMCache Dateiordner 12.09.2013 13:56:2 | = .. 26.01.201612:12:56 PWHT-XT-X
ProgramData Dateiordner 12.09.2013 17:21:2i | [z 40 12,01.2016 19:15:27 PWXPWXTWX
UserData Dateiordner 27.09.2013 10:10:3¢ | &), bin 12.01.2016 19:15:27 PWXTWXTWX
UserProfiles Dateiordner 27.02.2013 10:10:47] | @) pm 12.01.2016 19:15:27 PWRPWXTWE
Users Dateiordner 24.09.2015 14:24:2 | @) startup 12.01.2016 19:15:27 PWRPWXTWE
tools 24.02.2016 16:46:23 == ===
[@) version 12.01.2016 19:15:27 WX

& | oprit 1KB 1201.201619:15:27 PWEIWKNAGE

« i r[] e [ 3

0Bof0Bin0of5 0Bof28Binlof? 6 hidden
& sFre3 0:11:54

For the next step of installation, you need an access to the console of the
UC Application Backend Server. Either you can use a remote access with
SSH Protocol or you work on the UC Application Backend Server itself.

You can use the application putty in Windows environment. After the
connection is established with the user (e.g. “sysad”), change to folder
“tools” (formerly copied). In the folder you will find two shell scripts with the
name createserviceLonglLivedStatement_be.sh and
createServiceStatment_fe.sh.

1. First you must change the mode of the first shell script to ,executable®.
(Command: chmod +x
~/GenerateLongLivedStatement/createLongLivedStatement_be.sh).

2. Then you have to generate the SymphoniaStatement.cfqg file. With

J/createLongLivedStatement_be.sh

you execute the shell script to generate SymphoniaStatement.cfq.

NOTE:

For Large or very Large deployment only:

Copy the GenerateLongLivedStatement folder to OpenScape UC
Application Frontend Server.

The output file SymphoniaStatement.cfg from UC Application Backend
Server must be copied to this directory, too.

For Small Deployment do the following steps on UC Application Backend
Server, for Large and very Large Deployment on selected UC Application
Frontend Server.
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The second script is needed for creating the LongLivedStatement.txt file.
Change the mode to executable and run the script.

chmod +x ~/GenerateLonglLivedStatement/createServiceStatement_fe.sh
/createServiceStatement fe.sh

After executing the script LongLivedStatement.txt will be created in the
same folder.

11.1.4.2 Getting the key
Copy the key from the UC Server the key was created on to OSC Server.

(5 tools - sysad @172.28.65 =]
Local Mark Files Commands Session Options Remote Help
B 53 £3 Synchronize Bl o [ & £ Queue ~ - Transfer Settings Default - -
& sysad@172.2865.55 | New Session |
I System FEE e a2 %= tools < [E[E =~ M & FindFiles | T
5 (& 8 Download Eg | [ Edit 3§ =f [y Properties | £5 (g =
D\ /home/sysad/tools
Name Size Type Changed Name ' Size Changed Rig
. CCMCache Dateiordner 12.09.2012 13:56:24 | & .. 24.02.2016 16:46:21 |
. ProgramData Dateiordner 12.09.2012 17:21:2 | || SymphoniaStatement.cfg 6 KB 24022016 16:53:06 -
. UserData Dateiordner 27.08.2013 10:10:5 | || KB 24.02.2016 16:54:0 |
. UserProfiles Dateiordner 27.08.2013 10:10:47 | || g 5 Open 4 ]
Users Dateiordner 24.09.2015 14:24:24 | |4 GenerateStatementjar ([ Edit R ]
| cresteServiceStatement f{  Eqit with N rur
|| createServiceStatement.s B8 Download... s w,
createl anglivedStatemer rwn
= ¢ Download and Delete... F&
|| commens-legging-1.1ja " . rw
4] commens-lang-2.5.jar 2 Dupiicate... Shift 25 2 -
|4] commons-lang-24jar |52 Move To.. Shift+F6 -
|4/ commens-configuration{ 3¢ Delete B g v
| commons-configuration &:I Rename F2 e
4] commons-collections-3.2 ]
Custom Commands 3
|l] commons-collections-3.2 P |
File Names 3
< [ v S Properties Fa r
0Bof0Bin0of3 1108 B of 2271 KB in1 of 14
Download selected remote file(s) to local directory B SFTP-3 0:12:24

The new file LongLivedStatement.txt must be copied from the UC Server
to the OSC Server. A menu opens by right-clicking the file.

When you select Copy a new window opens. The destination for the copy
process should be selected here and confirmed with Copy.

The file is transferred from the UC Server to the destination directory on the
OSC Server.

The WINSCP can be exited. Use the OK button to confirm you want to exit
from the program.

11.1.5 Saving keys in System Management

Open the previously copied LongLivedStatement.txt file additionally with
any editor. The content of the LongLivedStatement.txt file should be
copied into the field Long Lived Statement in System Management, in
section applications\ Concierge as described in section 6.3 Section
Applications.
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11.1.6 Check and activate UC function node

This should be checked in the PABX Link Connector’s Function Node List:

Go to System Management \ Tab Control Center. Highlight the PABX
Link Connector on the left; on the right pane change to
PABXLinkConnector’'s Maintenance (tab on the bottom). Find the tab
Function Nodes List on the right upper area and open this.

176

File Acti Tools  Info

!!! System Monitor - Dokusystem

! ServerData@oscv4doku [Main]
. ConciergeProviderServiceMaster
. ConfigSyncServer
. ConnectBalancingServerPrimary
B contactCenterNode MUENCHEN
. ContactDataProvider
. ControlConfigDB
. ControlOscadmDB
B crsworkerservice
B ExternalCalendarConnector
B ExternalCalendarNode
B Hittpserver
B LicenseManagementServerPrimar
. LogTransferProcess
B PasxtinkConnector
B easxLinkiodes
. RealtimeServer
D SnmpAgent
BB icnnde

< >
~B Installation Designer ‘ &) Control Center
e (e i

& System Management - OpenScape Concierge

v

78 Execution

£ Maintenance | [ Diagnostics

= X
PABXLinkConnector
Server: oscv4doku - Process ID: 4648 (Version: 40.0.0.51)
Pabxlink Connector States Pabxlink Nodes List  Function Nodes List

Link... Functionid Nodenumber Functiontype Siteid Port No... Standby Comment Version

B = 001 ContactCenter Node ~ MUENCHEN 9014 [ ] Contact Cen... 40.0.0.56

B o 001 ProviderService MUENCHEN 9022 i} Master 4.0.0.1

. B8 001 Calendar Node MUENCHEN 9013 . Calendar Node  40.0.0.75

. BS 001 UC Server Node MUENCHEN 9012 . Uc Node 40.0.0.0

® | manager - logged-on to ServerData@oscvadoku

Installation data updated by server: 07:44:54 | [CNN

The following parameters should be configured there:

Table: Parameters UC Node

Field Description Value

FunctionID Unique ID of the function node | B9
(BO — BF)

Node Number | Number of node 001

If this is also entered
in the ucconfig.ini file

SitelD Site ID assigned to the LOCO001
function node (Master Side ID)

TCP/IP Port Port number that connects the | 9012
function node to the
connector.

Comment Description of the function UC Node
node

Version Version of UC System

Ipaddress IP address of UC System

Once successfully concluded, the PABX Link Connector recognizes the new
node and the node is activated after a short while.
If the function node is not activated, the PABXLinkConnector should be
restarted under the tab Execution (tab on bottom)
Once the function node has been activated (LED is green), the UC Service
can likewise be started.
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11.1.6.1 Creating a new OpenScape UC user

For Concierge accessing the UC presence service, a user account is
required. In a standard small UC deployment a CMP administrator
account can be used.

NOTE: in small, large and very large UC deployments with OpenFire,
the administrator user can not be used in Concierge to get UC

users status. It is mandatory to create an additional UC account

for connection purpose with ONS and respective profile and
resource.

NOTE:
In all kinds of deployments an additional UC account can be used instead
of the CMP administrator account.

A new user account can to be used. This UC user must have a profile that
supports UC functionality. An ONS number is not required. The credentials
of that new user are then inserted in System Management in the fields
Admin User and Admin Password as visible in section 6.3 Section
Applications.

NOTE:
The user needs to have an IM address, that usually is composed of the
<UC login name>@<XMPP.domain>, e.g. concierge@A.unify.net

The following displays how to create a new OpenScape UC user for the UC
node to access OpenScape UC (next screenshots will show a user already
created as example).

Un'F‘.-l mmon Mana nent Pl [ Doman: system

Maintenance User Management

Usar: administrator @system | Sett

| Heb | Logout

Fault Management Performance Management Accounting %

Branch SBC | Unified Communications cmp Device Management
% Unified Communications Accounts (- 2 J
st
“ ) Lt of all Undied Communications accounts within selected domain
# Contacts
» Contact Settings Filter: for [ognname | [ Search | | Clear | | | Show Selected (0) | | Show Al |
Devices
e T Add... | | Edit. | | Delete
fice Codes {
[ prefices 0 aoe: (20011 A1:996 | Fe
IEl Voice Subscribers. S e e N N 201 "
e — 0 & enw3tuserol UC User 01 Env 34 4554181023332 »
Configuration O & etz UC User 02Env 34 +554181023333 »
e Presence & TM O & env3duserds UC User 03 Env 24 4554131023234 »
43 Media Server 0 & envsduseos UC User D4Eny 34 +554181023335 »
@,
A A aaiat i) Comtxts & env3duses UC User 05 Eny 34 4554181023336 »
©: Address Translation St. Routing = =
[ & env3suserot UC User 01 Env 35 +554151023342 »
2\ Conferences
& Teams 0 & enw3Suserd2 UC User 02 Env 35 +554181023343 »
% Visibility Groups 0O & UC User 03 Env 35 +554151023344 »
» Connections O & UC User 04 Env 35 4554181023345 »
[0 & envasusens UC User 05 Env 35 +554181023346 »
O & envibusernl UC User 01 Env 36 4554181023352 »
[0 & ewsbusen2 UC User D2Env 36 +554181023353 »
0O & enw3buser0s UC User 03Env 36 +554181023354 »
O & envibuseios UC User D4Eny 36 +554181023355 »
O a UC User 05 Env 36 4554181023356 »
[ 0O & UC User 01 Env 37 +554151023362 »
O & UC User D2Env 37 455418102363 »
0O = UC User 03 Env 37 +554131023364 »
O & UC User D4 Eny 37 +554181023365 »
0O & UC User 05 Env 37 4554131023365 »
O & ewBuserdl UC User 01 Env 38 4554181023372 »
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Press the Add button.

@ Edit User — Mozilla Firefox - (m] x
© & hitpsiirc r vel.sen.combr/management pplications/Operation/UC WE @O =
& Edit User - env35.user01 ?
) Modfy existng user - grayed-out items are read-only (password options avalable anfy when changng the password)
| General Password/PIN Contact Information Profiles Resources External IDs Visibility Groups
Pser information
Login name enviS.userDl
Doman
Display Name UC User 01Env 35 »
Home time zone {UTC-3:00) Sao Pauo
Default language Portuguese (Brazl)
Address Translation Context None v
User locked O

Configure Login Name and Display Name.
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@ Edit User — Moxilla Firefox - ] x {
@ £ nteps nan.marvel.sen.com.br/management/portal/Applicetions/OperationUC/Users/Ed [E] -9 =1
& Edkuser - envas.userol 2 '
€ Modfy exssting usar - grayed-cut ams are read-orly (passward opbons avaiable onty when dhangng e passward)
General | /P | Contact Profiles ReSOUrCOes External TDs Visibility Groups |
Logn Fassword Talephony F2N Status |
Iharge Logn Fassword
New Loor wd »
Logn passwerd (confre) LT b
[ Logn passierd never expres
[2] User hae to chanpe bogin paseword at next login
fchenge Te'ephony PIN
New Telephony PIN 50
Telephey PO (confrm) »
Teleohwonry P3N never expres
User has ta change telephony PIN at naxt lagin
((save ] (cancel |

Configure and confirm the password.
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d @ Edit User — Mozilla Firefox

& Edit User - env35.user0l

Lisar contact informason

1 © & wtrpsyfironman.marvel sen.com.br/management/portal/Applications/O

General Password /PTN Contact Tnformation | Profiles Resources

O modfy extsting usar - grayed-cut itams are read-crly (password options avaizble onfy vhen changing the passxard)

Gendar: Mae v

Salstabon: "

Tithe:

Frst name: UC Uzer 01

Mdde name:

Last name: Erw 35

E-mel Address 1: er 350 1gmarvel.sen com o
E-mel Address 2:

™ Address: ey 35, usm 01 B, g com

Businass phana Lt 554181023342

Buznass phone 2:

Home Phone:

Mobie Proew:

Fax number:

Notice:

Desapton:

- o X

atonUC/Users/ed B |+ @ oy

External TDs Visihility Groups

For receiving the presence information in a Very Large Deployment the IM

address needs to be configured.
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@ Edit User — Morilla Firefox - ] X
© & nttpsifironman.manvel sen.com.be/management/pertai/Applications/Operatien/UC/UsersEd B+ @ ff =
Y& EdiUser - env3s.userol ?
) Madfy existing user - grayed-out itams are read-orly (password options avadsble only when changing the password) ‘
General / Contact " Profiles | Resources || FxternalTDs | Visibility Groups
e profies
. Copy..
Profile name Application Assigned to user
& remun Ef-Codot
&% Stancard EfA-Codgit O
C m  =szensa CpenScape UC A0p ()
O & Srofesaund Cpenscape UC A O
(o] a'  Tean OpenScape UC Aop E
O @ Teamadmesvator Cpenscape UC A0p ()
O & Tesnwith oremons CpenScape UC Ao O
O & webRTe openscape UC Aop O
Show bound bcenses...
[ save | | cancel

Add a profile that has the permission presence activated.
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11.2 Circuit Node

11.3 Skype Node

182

NOTE:
Please check the permissions of the chosen profile by clicking on the
profile hyperlink (in this example, “Team” — see next screenshot).

xX
-

@ Show Profile Mazilla Firefox - 1
0> f onman.marvelsan.com be/management/porte /Applications/Cperation, [E] see
5 Show Profile - Team

O show profie - grayed out items are read-only

-

| name | Team

Doman Svsten

Pepbzanon

b

Disatie Device Lul Managesent via Chent
D ' Essentia
Leeal Call Recording
Mcbiz Cient
& Professions
Ad-hoc Conference

Gaiagt Messaang
W —
o - Team
& Meet-me Conferance
Open Conference
Web Callsboration
WebRTC User
1= Voce Fortal - Basic Functionalty
Calendar Acomss
Conference Access
Dialng via Contacts
=) Mabox Access il

T

For Concierge accessing the Circuit server, an OAuth 2.0 app credentials
(bot user) in your Circuit domain such as eu.yourcirucuit.com is required.
The user subscription request can be done via the link:
http://developers.circuit.com under step 3 “Go Live’— “Register your
application”.

The response on the user subscription request will include the Client ID and
Secret Code information.

For Concierge accessing the Skype for Business server, a trusted
application name and port are required.

The information can be retrieved from Skype for Business administration
website under Topology / Trusted Application tab.

@ Skype for Business Server

STATUS  SERVER APPLICATICN  SIMPLE URL ~ TRUSTED APPLICATION
Home

Users

Topology £

IM and Presence Gy Refresh

Persistent Chat Name 4 Pool Port
Voice Routing urn:applicati app1 16001
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http://developers.circuit.com/

The User Agent string (of application endpoint) must be provided by the
Skype administrator, especially if client policies are used.

In addition to access the Skype for Business list of users, the computer(s)
hosting OSC main or standby service needs to be member of
»,RTCUniversalReadOnlyAdmins® group.

Active Directory Users and Computers

File Action View Help
e 25 8| X i HE 3RS TE%

=] Active Directory Users and Com || Name Type Description
b | Saved Queries w~ Computer
4 3 sip.coelab e Computer
b ) Builtin x
Computers Properties |L-
41 Domain Controllers : : = ;
ForeignSecurityPrincipaly{| | General | Operating System | Member Of | Delegation | Location | Managed By | Diakin
Managed Service Accour
Users

vv v

Member of:

Name Actve Directory Domain Services Fold|
Domain Computers sip.coe Jab/Users |

(A ] [ Remove |

Pamary group:  Domain Computers

There is no need to change Primary group unless
Set Primary Group |y, have Macintosh clents or POSIX-compiant
applications.

o ] o |

NOTE:

As part of the Skype for Business replication additional Microsoft SQL
Server service and agent (RTCLOCAL) are required (installed and
running)!

11.4 Teams Node

For Concierge Integration with Microsoft Teams and to show the Microsoft
Teams user state presence in Concierge client Ul it is necessary an
application registered with specific configurations and permissions on Azure
Portal.

After the application registration, you can get the information (Client ID,

Tenant ID, administrator account, and password) to configure the Microsoft
Teams integration in the Concierge System Management tool.
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# Essentials
Display name © conciergeTest
Application (client) ID
Object ID AR AR R KA AR R AR
Directory (tenant) 1D

Supported account types : Multiple organizations

NOTE: The Microsoft Teams service account used for the application must
have the multi-factor authentication deactivated.

NOTE: The Application Registration on the Azure portal must have:

* The following delegated permissions (with granted admin consent) are
necessary for the Application in the ** API permissions area:
Presence.Read, Presence.Read.All, User.Read, User.Read.All,
User.ReadBasic.All;

* The property 'allowPublicClients' must be as 'true’ in the Manifest area;

» The Supported account types configuration must be as 'Multiple
Organizations'.

NOTE: for more information about how to register a Microsoft Teams
application in Microsoft Azure Portal you can consult the respective
Microsoft Graph APl documentation.

11.5 Unify Office Node

For Concierge Integration with Unify Office and to show the Unify Office user
state presence in Concierge client Ul it is necessary an application
registered with specific configurations and permissions on RingCentral
Developers Website (https://developers.ringcentral.com/).

After the application registration, you can get the information (Client ID,
Secret ID, user and password) to configure the Unify Office presence
integration in the Concierge System Management tool.

APIServer URL  hitps./platform.deviest ringeentral com Account +1802448847F L]

Client ID FHHOOCOUOCOOCK - Orlline Porta
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NOTE: The Application Registration on RingCentral must have:

e The following: Read Presences, Read Accounts;

e Password-Based auth flow;

NOTE: for more information about how to register a RingCentral
Application can consult the respective RingCentral documentation
(https://developers.ringcentral.com/api-reference/using-the-api).
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