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PURPOSE

This document is describes the steps required to successfully implement Differentiated Services Code Point (DSCP)
markings for RTP packets originated by the Clearspan Communicator application in a Windows environment. This
allows Clearspan Communicator users to prioritize the outbound RTP media traffic associated with the Communicator
application, in order to ensure the best possible audio and video experience.

OVERVIEW

Achieving an acceptable Quality of Service (QoS) in VolP communication is heavily dependent upon the bandwidth,
latency, and jitter characteristics of the network over which it flows. One of the methodologies available to help
ensure acceptable audio and/or video call quality is the marking of Real Time Protocol (RTP) media packets with a
high-priority DSCP setting, typically Expedited Forwarding. The DSCP markings are intended to be used by routers
(and some switches) in the end-to-end path to accordingly prioritize packet flow. It must be noted however that ALL
switching/routing components in the IP path must be intentionally configured to respond to DSCP settings and
behave accordingly; it is not the default behavior in private networks, and it is not an implemented behavior on the
public Internet. Such configuration of network switches and routers to read and respond to DSCP settings is outside
the scope of this document.

Assuming the subject network environment has been set up to prioritize packet delivery based on DSCP, a Windows
Group Policy can then be provisioned that causes the Windows operating system to set DSCP markings in IP
packets as they egress from the PC. Administrator access privileges for the PC are required. Depending on the user
environment, the described changes may be implemented by the end user or may require a group administrator.

EDIT/CREATE A WINDOWS GROUP POLICY

The following steps describe the procedure to establish a group policy on a PC running Windows 7 Professional (not
supported on Home version).

1. From Explorer search for “Group Policy” and select Edit Group Policy.

Control Panel (1)

| {4 Edit group policy

Documents (2)
1] CPoop19s o1 | E4IE grouR policy
= Mitel Employee Travel Program-US.docx
Files (15)
» | PreCallTyping to replace 811 with 800number.tct
/7 FIT_58304rugini
40217-48307sys_report.txt

- ClearspanCommunicatorlmplementation.ver.1.13.docx

15| Network Server Building a Gateway.doc

'E_%' TULANE FAR END HOP OFF.doc

@] Aastra Clearspan Overview - Hosted - 9-4-2012.ppt
Opeasy 3.5 Upgrade Procedure.docx

o= le= |
g [T

Surgemaillmplementation.ver2.4.docx

1 See mare results

|group policyl % | | Shut down | » |

2. From the “Local Group Policy Editor”, open Computer Configuration and then open Windows Settings.
Then right-click on Policy-based QoS.
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File Action View Help
= H

=] Local Computer Policy
4 & Computer Configuration
1 Software Settings
4 ] Windows Settings
1+ 1 Name Resolution Policy
=] Scripts (Startup/Shutdown)
i == Deployed Printers
©» F Security Settings
I uli Policy-based QoS
1 1 Administrative Templates
© % User Configuration

3. Select Create new policy and give the policy a name (e.g. Communicator DSCP Policy). Ensure the
Specify DSCP Value box is checked and set the value to 46. Click Next.

m

Create a QoS policy

A QoS policy applies a Differentiated Services Code Point (DSCP) value, throttle rate, or both to
outbound TCP, UDP, or HTTP response traffic.

Policy name:

Communicator DSCP Palicy

Specify DSCP Value:

46 =
=

[ specify outbound Throttle Rate:

1| KBps -

Learn more about QoS Policies

< Back [ Next > I [ Cancel ]

4. Leave the “Policy-based QoS” window open and go back to Explorer. Right-click on the Communicator icon
and select Properties.

MiCollab Client 7.1

Communicator

r{;ﬁ System Configuration
& Nortel VPN Client

@ wozilla Firefox ’
Excel 2013 3
;* Computer Management

of Paint ’
Microsoft Office Visio 2003 4

} All Programs

‘ |590rch programs and files e
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5. From Properties select and copy (CTRL-C) the complete path as shown in the “Target” box. Leave out the
quotes (“).

Communicator Properties " | DS
—

| General| Shortcut | Compatibility | Security | Details | Previous Versions|

. Communicator

Targettype: Application

Targetlocation: Communicator

Target m Files (x86)\Mite\Communicato\Communicator.exe"

Startin: "C:\Program Files (x86)\Mite\Communicator"

Shortcut key: Mone

Run: ’Normalwindow - ]
Comment:
Open File Location ] I Change Icon... ] I Advanced... ]
I OK ] I Cancel ] Apply

6. Return to the “Policy-based QoS” window and select the Only applications with this executable name
radio button and paste the path copied above as the executable name. Click Next.

m

This QoS policy applies to:

() All applications

@) Only applications with this executable name:

Files (x86)\Mitel\Communicator\Communicator.exe
Bxample: application.exe or %ProgramFiles%s\application.exe
(f :'} Only HTTP server applications responding to requests for this URL:

Include subdirectories and files

Bxample: http://myhost/training/ or https://*/training/
Example of non-standard TCP port: http://myhost:8080/training/ or https://myhost:*/training/

Learn more about QoS Policies

’ < Back “ Next = ][ Cancel ]

7. Ensure both the Any source and Any destination IP address radio buttons are selected. Click Next.
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Policy-based Qo! o
- _-—

Specify the source and destination IP addresses.

A QoS policy can be applied to outbound traffic that is from a source or to a destination IP (IPv4 or
IPv6) address or prefix. For HTTP response traffic, the destination IP address or prefix denotes the
client(s) that issued the HTTP request.

This QoS policy applies to:
(@) Any source IP address

'.'_:_'.' Only for the following source IP address or prefix:

This QoS policy applies to:
(@) Any destination IP address

'.'_:_'.' Only for the following destination IP address or prefix:

Example for a host address: 1.2.3.4 or 3ffe:ffff::1
Example for an address prefix: 192.168.1.0/24 or feB0::1234/48

Learn more about QoS Policies

< Back " Next = ]l Cancel |

8. From the “Select the protocol this QoS policy applies to” dropdown, select the UDP option. Ensure both the
From any source and To any destination port radio buttons are selected. Click Finish.

[ .|

Policy-based QoS S

Specify the protocol and port numbers.

A QoS policy can be applied to outbound traffic using a specific protocol, a source port number ar
range, or a destination port number or range.

Select the protocol this QoS policy applies to:
upp b

Specify the source port number:

@) From any source port

() From this source port number or range:

Example for a port: 443
Example for @ port range: 137:139

Specify the destination port number:
@ To any destination port

() To this destination port number or range:

Learn more about QoS Polices

’ < Back " Finish ]’ Cancel

The finished product should resemble the following screen shot.

4 | Mitel



Clearspan Communicator Desktop for Windows - QoS

=l Local Group Policy Editor
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DSCP Settings for Communicator, April 1, 2016, Mitel, Inc.

Broadsoft FAQs, “Does BTBC Support DSCP/QoS?” http://xchange.broadsoft.com/php/xchange/node/463348
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