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1.

1.1

1.2

1.3

ABOUT THIS DOCUMENT

INTRODUCTION

This document describes the installation procees of the MiVoice 5000 on an OVHcloud
instance.

OVHcloud can host a serve, in which an administrator can install the MiVoice 5000 that
can manage up to 200 Remote Worker subscribers.

The procedure uses an installation script dedicated to OVHcloud and the ISO image file of
the MiVoice 5000 in 8.3 SP1 version minimum. The installation script installs the MiVoice
5000 and prepares the OVHcloud instance to use the MiVoice 5000, for example by
opening the required ports.

The configuration requires the SBC of the MiVoice 5000 for the SIP service management
and fot the phones deployment, with the following services:

- Mitel Dialer OTT
- Unify Phone
- Remote Worker for SIP phones

For more information about deploying these, refer to the document MiVoice 5000 - Service
SBC pour Trunk SIP, Mitel Dialer OTT, Unify Phone et Remote Worker.

PREREQUISITES

To install the MiVoice 5000 on an OVH instance, prepare the following elements:
e An OVH account

e The compressed file ovh-mv5000.sh.gz

e The OSI image file of the MiVoice 5000, in R8.3 SP1 minimum

e A ciphering license for the SBC of the MiVoice 5000

Add the following elements if the configuration uses Remote Worker with Mitel Dialer OTT
or SIP phones:

e 1 FQDN externally resolved on the public IP address. The FQDN is associated to a
certificate given by a public authority.

¢ Animported (PKCS#12 or PEM) certificate or Let's Encrypt certificate to be assigned
to the internet gateway.

MAIN STEPS

Here are the main steps to install the MiVoice 5000 on an OVHcloud instance:
e Create and configure an OVH instance
¢ Install the MiVoice 5000 on the OVH instance:
o Copy the installation files on the OVHcloud server
o Launch the installation script of the MiVoice 5000
o Finalize the installation with the quick install tool of the MiVoice 5000
o Declare the license
e  Configure the MiVoice 5000:
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o  Configure the network card

o Activate the hash

Configure the SBC of the MiVoice 5000:

o  Configure the Firewall

o Configure the certificate for the Internet Gateway
o  Configure the Internet Gateway menu

o Start the Internet Gateway service

Configure the Remote Worker phones

1.4 LINKED DOCUMENTS

The procedure may require other documents for complementary configurations. For more
information, refer to the following documents:

The official documentation of OVHcloud, for more information about OVHcloud,

MiVoice 5000 Server — Implementation Manual, for more information about the
quick installation tool of the MiVoice 5000.

MiVoice 5000 Server — Operating Manual, for more information about the MiVoice
5000 Server Web Admin,

MiVoice 5000 - SBC service for SIP Trunk Mitel Dialer OTT, Unify Phone and
Remote Worker, to configure Remote Worker phones.
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2. CREATING AN OVHCLOUD INSTANCE

Login to the OVHcloud Control Panel through the following link:

e OVHcloud EU : https://www.ovh.com/manager/

In the top navigation bar, click on Public Cloud.

Click the Create a new project button.

After creating the project, in the lateral menu, click on Instances.
Click the Create an instance button.

M  Dishbosrd BareMetalCloud Hosted Private Cloud  PublicCloud  WebCloud  Telecom  Sunrise  Marketplace

Miv5000 test @ |

Miv5000_test | Instances

Instances
Compute
| Instances .

J

_____________________________

Instance Backup
Name/ID T Location Model Image

Workflow Management

OVHCloud shows the configuration steps of the instance.
e Step 1: Choose a model
o Choose the B2-7 formula.
o  Click Next.
e Step 2: Choose a model
o Choose the region closest to your site’s location.
o Click Next.

e Step 3: Choose an image
o In the Unix Distributions > Linux section, Select in the dropdown menu Rocky
Linux 8.
o Next to the SSH key dropdown menu, click the Add a key button.

55H key

Select v Add a key

S5H keys are required to connect to your service, Please refer to our guide to find out more.,

Only RSA and ECDSA S5H keys are accepted. You cannot use ED25518 55H keys,

The configuration requires an SSH key. For more information, refer to the
OVHCloud page How to create and use authentication keys for SSH connections

to OVHcloud servers (en anglais uniqguement)

SSH key name

mitel-test

SSH key
ecdsa-sha2-nistp256
AAAAE2VJZHNhLXNoYTItbmlzdHAYNTYAAAAIbmIzdHAYNTYAAABBBAQx+
uVEBGx55fLerlsTONUgeHjsECPY6f5noYpuWIABMEGKZhWmbPQsGyMhys
5BMyxnjINZosiHEzZGEGUCW5Szw= ecdsa-key-20251106

55H keys are required to connect to your service. Please refer to our guide to find out more.
Your 535H key will be available for all regions and OVHcloud datacenters.
Only RSA and ECDSA 55H keys are accepted. You cannot use ED25519 S5H keys.,

Add a key | Cancel
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o  Click Next.
e Step 4: Configure the instance
o Inthe Instance name field, enter the name of the instance.
o Click Next.
e Step 5: Configure the network
o Choose the option Public mode.
o  Click Next.
e Step 6: Choose the billing
o  Select your preferred billing option.
e Click Create an instance.

OVHCloud displays a notification to confirm the creation of the new instance, with the
Spawning status.

d  BarcMetalCloud Hosted PrivateClowd  PublicCloud  WebCloud  Telecom  Sunrise  Marketplace @ Stndardversion O Betaversion English ~ (1 @ wirew rance

Miv5000_test | Instances

- Instances €} Roadmap & Changelog ) Guides

(@) The mivs000 instance has been adde x

Kubernetes Load Balancer

Databases & Analytics

Namefip T Location Model  Image Public IPs Private IPs Volumes  Status Actions

mivE000
497-det

Click the S button to refresh the instance status.

The instance status switches to Enabled when the instance is ready to use.
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3.

3.1

INSTALLING THE MIVOICE 5000 ON THE
OVHCOULD INSTANCE

TRANSFERING THE INSTALLAITON FILES TO THE OVH
SERVER

To install the MiVoice 5000 on an OVHcloud instance, the administrator needs the following
files:

e the ovh-mv5000.sh.gz file
e The MiVoice 5000 ISO file, version 8.3 SP1 minimum

The files are available in the Software Download Center, accessible through MiAccess
(https://miaccess.mitel.com). ASA

In the menu Dashboards > Networks of the instance, note the content of the Login
information field, in the format rocky@[IP address].

M  Dsshboard  BareMetalCloud  Hosted Private Cloud  PublicCloud  WebCloud  Telecom  Sunrise  Marketplace ® sundardversion O Betaversion English v [ @ mieL rrance

Miv5000_test @ j  mivsooo 7] ©) HoadmaptChangeiog (D Guides

¢ Back to previous page

+ Createa General information 'VNC console
Compute
Information Instance details Networks
netances
Instance Backup Sorage Public networks
51 | | =6s
Workflow Management Nk a8
Public bandwidth
Storage 250 Mbit 1Pt
627t = 121911525 ©
Modify model > -
Slock storage ity oo
Volume Backup - status — 8
>
Volume Snapshot Enabled Naachiy volme
Object Storage: Location Image
Cold Archive - oines (6i29) QT 8 e
Cloud Archive nam 2001:4160:304:400 ®
o G
Netsrork T 2001:4160304:400:1 ®
Tvcor
Private Network
- Price °
inst 006
Switch to monthly subscription

Gatewsy

Containers & Orchestration Mdicionsl actions ¥ Number of backups for the instance

e You dont have any backups

Login with rocky to the OVHcloud instance through a SFTP file manager, with the credential
from the Login information field.

By Login — X

E New Site Session

! File protocol:

= SFTP v

= Host name: Port number:

= rocky@51.210. 228,230 22

= User name: Password:

=

= Save v Advanced... |¥
Tools - Manage ¥ E] Login |' Close Help

{8 show Login dialog on startup and when the last session is dosed

e Copy the GZ et ISO files in the OVHcloud server.
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3.2

3.3

3.4

ACCESSING THE OVHCLOUD INSTANCE THROUGH SSH

Login with rocky to the OVH instance through SSH, with the credential from the Login
information field.

Enter the following command to change the root password:
e $ sudo passwrd root
Enter the following command to login to the root account:

e $su

LAUNCHING THE INSTALLATION SCRIPT OF THE MIVOICE
5000

After logging in to the OVHCloud instance through SSH

Enter the following command to access the script installation of the MiVoice 5000
e gunzip ovh-mv5000.sh.gz

e chmod +x ovh-mv5000.sh

Enter the following command to start the installation of the MiVoice 5000

e ./ovh-mv5000.sh

The script installs the MiVoice 5000 on the OVHCloud instance. The installation can take
several minutes.

The console displays a message at the end of the installation

- - — Installation ended.

MiVoice 5000 Imnstallation : Done

The firewall will restrict connection to port 22 and 443 only from your IP

You can change the Firewall configuration in the Webfdmin after the installation

Customization : Done

Press any kevy to rekoot to finish the installation... |:|

Press a keyboard key to reboot the instance. The reboot can take several minutes.

FINALIZING THE INSTALLATION OF THE MIVOICE 5000

The remaining installation operation should be carried out using the MiVoice 5000 Quick
Install, accessible at http://IP_Address or FQDN, where IP_Address or FQDN is the IP
address or FQDN of the future MiVoice 5000 Call Server.

For more information, refer to the document MiVoice 5000 Server — Implementation
Manual.

The New installation section is displayed by default.

(b1 Mltel \ MiVoice 5000 - A5000 R8.3 /AEQQ - New Installation - Migration
s ws tre il syt

ANG
GER
ESP
POR

ad Vioicamail
Installation in progress, at the end you will be redirected to Webadmin

O Migration Procsss
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e Fill the fields according to the wanted configuration.

o Click the Apply button to start installing with the settings entered. The installation takes
a few minutes.

After installation, the tool automatically launches the Web Admin of MiVoice 5000 Call
Server.

WARNING: After installation, the quick install tool is no longer accessible.

DECLARING THE LICENSE

Menu Telephony service>System>Info>Licenses

I Mitel | service téléphonie

Accueil Web Admin Licences » _ .
Abonnés. Semvic ek fosticances 213 [ERVEAR UEE
Systéme
Info

[

Licences Numéro didentification
Plan de numérotation Adresse IP
Réseau et liaisons Nurnéro ND
S Code dinstallation
M t tonalite:

Sl Serveur de licences alternatit
Liens rapides X

Obtention clé de déverrouillage

Type de systéme

Version logicielle

Clé de déverrouillage

Etat de la clé¢

DEMONSTRATION INTERDIT
INTERACTIVITE BVI AUTORISE
STANDARD AUTO AUTORISE

o Enter the following information:
o ldentification number
o |IP address
o |ID number
e Click the Installation code generation button.
The installation code field shows the value of the installation code.
o Click the Getting the keycode button.
The wanted functionalities are allowed.
For safety, keep the license information in a text file.

Refer to the document MiVoice 5000 Server — Implementation Manual.
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4.1

>0 Mitel

CONFIGURING THE MIVOICE 5000

CONFIGURING THE NETWORK CARD

Menu Telephony service>System>Configuration>Cards>IP board settings
Click on the IP cad 0-00.
The MiVoice 5000 displays the information of the IP card.

Telephony service

Web Admin home

Subscribers

System
Configurati
Cards

IP board settings
IP card settings 0-00

Dialing plan
Network and links
Reception

Voice mail and tones
Fast links

4.2

0 Mitel

IP card settings 0-00
IPV4 address

Use of an admin network
DNS 1 address
DNS 2 address
DNS 3 address

UDP port

FGDN

ROA®mDREN
-

IPVE

40000

Additional local networks
#

(* separated by spaces)
SIP service available only from internet gateway
SIP fiter (registers/sec) 50
Daytime functio authorized

e If using an FQDN, Enter the FQDN resolved on the public IP address for the SBC in
the FQDN field.

e Tick the SIP service available only from internet gateway checkbox.
The MiVoice 5000 displays a Confirmation button to confirm the change of setting.

e Click the Confirmation button.

ACTIVATING THE HASH

Menu Telephony service>Network and links>Quality of service>Ciphering and IP
settings

Telephony service

Web Admin home
Subscribers
System

Dialing plan
Network and links

Quality of service
Ciphering and IP settings

Reception
Voice mail and tones
Fast links

LA ERVEAR A E

Ciphering and IP settings (basic mode)
Telephony servicesNetwork and links>Quality of service:

Signalling and voice ciphering
voice ciphering
voice ciphering type AES 256 v
Voice ciphering (i7xx)
function state
updated ON: ...eeeeeennns P TR
working mode SLAVE  v|
encryption ALLOWED ]
Hash generation NO v

- Files upload path

¢ In the Hash generation dropdown menu, select YES.
The MiVoice 5000 displays a warning pop-up about the risk of generating a new hash.
Click the OK button to close the pop-up.

¢ Click the Confirmation new button

The MiVoice 5000 displays a new field with the generated hash.
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5.

5.1

CONFIGURING THE SBC OF THE MIVOICE
5000

CONFIGURING THE FIREWALL

The script installation opens the required ports to configure the SBC of the MiVoice 5000,
specifically for the OVHcloud environment.

The open ports are the following:

e TCP 4445 for the Web services
e TCP 5061 for the TLS SIP

e UDP 20000-27999 for the voice

However, depending on the configuration of the MiVoice 5000, the firewall may require
additional configurations.

If using Let’s Encrypt:

e Open the TCP 80 port.

If using Unify Phone as Remote Worker phones:

o Delete the rule for the TCP 5061 port

e Reopen the TCP 5061 port, with the IP address 34.0.0.0/7 as Source IP

34.0.0.07 5061 &tho (]
TCP <Customer public IP> 2 etho (-]
uoP 68 etho (]
TCP <Customer public IP> 143 etho (]
ubP 2000027999 &tho ©

If using Remote Worker phones, accessible from some known sites:

e Delete the rule for the TCP 4445 port

e Delete the rule for the TCP 5061 port

e Reopen the TCP 4445 port, with the IP address of the client as Source IP
e Reopen the TCP 5061 port, with the IP address of the client as Source IP

<Customer public IP> 4445 eth0 e
TCP <Customer public IP> 5061 eth0 e
TCP 34.00.0/7 5061 ethD o
TCP <Customer public IP> 22 eth0 e
UoP 68 etho o
TCP <Customer public IP> 443 ethD o
UDP 20000:27999 eth0 e

To check or change open ports of the firewall, go to the menu Network Config. Service and
change the rule for the wanted port.

For more information, refer to the document MiVoice 5000 Server — Operating Manual.

12
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5.2

5.3

CONFIGURATING THE CERTIFICATE FOR THE INTERNET
GATEWAY

Using the SBC requires assigning a public certificate to the internet gateway. The certificate
can be the default certificate of the MiVoice 5000, an imported certificate (PKCS#12 or
PEM), or a Let’s Encrypt certificate. The type of certificate may change depending on the
Remote Worker phones in the wanted configuration. Refer to the paragraph 1.2 —
Prerequisites for more information.

If the configuration keeps the default certificate, go to the next paragraph.

If the configuration includes an imported certificate (PKCS#12 or PEM), or a Let’s Encrypt
certficate:

Menu Telephony service>System>Security>Certificates management, Servers
certificates assignment tab

0 Mitel Telephony service

Web Admin home: Certificates management » » »
Subscribers e s SymamaSecurk [ERVRAY A gEE

Séﬁ‘ﬂﬂ Certificates | Lel's Encrypt settings | Genarate certificate signing request (CSR) = Servers certificates assignment | Clients certificates assignment | Certification autho

ecuri
Certifs

Dialing plan Available certificates [ v

Network and links

Reception

Ve il and t
P RSOOSR s user ] 'Neme Valid from Valid until

Fast links
Inter-site Link

Web, n SelfSignedSHA2  19/03/2413:25  17/03/34 13:25
User Portal SeifSignedSHAZ  19/03/2415:25  17/03/3413.25
Internet Gateway ~ defaultiGW 17/12/251028  18/12/26 10:28
SIP SelfSignedSHA2  19/03/2413:25  17/03/34 13:25
LDAP server SeifSignedSHA2  19/03/2413.25  17/03/3413:25
s

¢ Inthe Available certificates dropdown menu, select the certificate to assign to the
internet gateway.

A table with the certificate information and a list of checkboxes appears.
e Tick the boxes of all the services.

e Click Validation to save the changes.

CONFIGURING THE INTERNET GATEWAY

Menu Telephony service > Network and links > Internet gateway

Change the following settings:
e In the Mode dropdown menu, select Standard.

e Tick the OTT terminals allowed box.
The MiVoice 5000 displays a new field.

o Ifusing a public FQDN, in the SBC public FQDN field, enter the FQDN resolved
on the public IP address for the SBC.

If not, leave the field empty.

e Under the NAT on the private interface setting:
o Inthe iPBX address or FQDN field, enter the IP address 127.0.0.1

o Inthe fields secured port (TLS), check the TLS port (default port: 5061)

01/2026
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5.4 LAUNCH THE INTERNET GATEWAY SERVICE

Menu Service téléphonie>Systéme>Configuration>Services

00 Mitel Telephony service

Web Admin home Service management A QW = CHL]
Subscribers Telephony services ystem>Conbgurations Services (2.3 1
System Multi-company managerment
Confguration
EoiEs Service LDAP START v
Dialing plan
Service WEB START
Network and links N
Rephon Service SNMP START v
Voice mail and tones Service SNMP TRAP STOP
Fast links Service AGENT SNMP START v
Service SIP START
Service TFTP sToP__ v
Service SSH START
Service SYSLOG START v
Service DHCPv4 STOP
Service DHCPVG sToP___ v

Service TERMINALS [sTART  ~]
Service MEDIA SERVER START v

Service INTERNET GATEWAY [START v |
Service PROXY LDAP [sTop  v]

NTP service

e Inthe Service INTERNET GATEWAY dropdown menu, select START.
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CJ

Powering

Mitel

CONFIGURING THE PHONES

For a setup with an OVHcloud instance, three phone configurations are available through
the SBC of the MiVoice 5000:

e Deploying the Mitel Dialer OTT
e  Deploying Unify Phone
¢ Deploying Remote Worker SIP phones

For more information about the phone configuration through the SBC of the MiVoice 5000,
refer to the document MiVoice 5000 - SBC service for SIP Trunk Mitel Dialer OTT, Unify
Phone and Remote Worker.

© Copyright 2026, Mitel Networks Corporation. All Rights Reserved. The Mitel word and logo are trademarks of Mitel Networks Corporation.
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