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Produkt- und Sicherheitsinformationen 1

This chapter contains the following sections:

» Acerca de MiVoice Office 400
* Informacion de seguridad

*  Proteccién de datos

» Acerca de este documento

Hier finden Sie nebst den Produkt- und Dokumentinformationen Hinweise zur Sicherheit, zum Datenschutz und
zu rechtlichen Belangen.

Bitte lesen Sie die diese Produkt- und Sicherheitsinformationen sorgfaltig durch.

1.1 Acerca de MiVoice Office 400

Propésito y funcién

MiVoice Office 400 es una solucidon de comunicaciones para empresas, abierta, modular y completa que
ofrece una variedad servidores de comunicaciones con diversas capacidades de rendimiento y expansion
y una gama completa de teléfonos con multiples posibilidades de expansion. Entre otros productos,
incluye un servidor de aplicaciones para las comunicaciones unificadas y los servicios multimedia, un
controlador FMC para la integracion de teléfonos moviles, una interfaz abierta para desarrolladores de
aplicaciones y una amplia variedad de médulos y tarjetas de expansion.

La solucién para comunicaciones de empresa con todos sus componentes ha sido desarrollada para
cubrir el espectro completo de requisitos en el ambito de las comunicaciones, tanto de empresa como
de organizaciones, utilizando una solucidn uUnica conveniente para todos los casos. Los productos y
componentes individuales son totalmente compatibles y no deben ser utilizados para otras finalidades ni
reemplazados por componentes de terceros (excepto si se conectan a las interfaces previstas para ello
otras redes autorizadas aplicaciones y terminales).

Grupos de usuarios

El disefio de los teléfonos, teléfonos sobre PC y aplicaciones PC de la solucién de comunicaciones
MiVoice Office 400 es especialmente facil de utilizar, sin necesidad de realizar formacion especifica alguna
sobre el producto.

Los teléfonos y las aplicaciones PC para profesionales como, por ejemplo, las consolas de operadora o
las aplicaciones de centro de llamadas, si que requieren de una formacién adicional.

Para la planificacion, instalacion, configuracién, puesta en marcha y mantenimiento se presuponen
conocimientos avanzados de IT y telefonia. Se recomienda con empefio asistir a los cursos de formacién
de los productos.

Informacion para el usuario

Release 7.2

Virtual Appliance




Produkt- und Sicherheitsinformationen

Los productos MiVoice Office 400 se suministran con la informacién legal / de seguridad necesaria y los
documentos de usuario. Todos los documentos del usuario, como las guias del usuario y los manuales del
sistema, estan disponibles para su descarga desde el portal de documentos de MiVoice Office 400 como
documentos individuales o como conjuntos de documentacion. A algunos documentos solo se puede
acceder si se dispone de conexién de partner.

Como distribuidor especializado, sera su responsabilidad estar al dia en la gama de funciones, el uso
correcto y el funcionamiento de la solucién de comunicaciones MiVoice Office 400, asi como de informar
y asesorar a sus clientes sobre todos los aspectos que un usuario debe saber acerca del sistema que ha
instalado:

» Por favor asegurese de que dispone de todos los documentos de usuario necesarios para instalar,
configurar y poner en marcha un sistema de comunicaciones MiVoice Office 400 y para manejarlo de
manera eficiente y correcta.

» Asegurese de que la version de la documentacion de usuario cumple con el nivel de software de los
productos MiVoice Office 400 que utiliza y compruebe que dispone de la edicién mas reciente.

* Lea siempre la documentacion de usuario antes de instalar, configurar y poner en funcionamiento un
sistema de comunicaciones MiVoice Office 400.

* Asegurese de que los usuarios finales tienen acceso a las guias de usuario.

Descargue los documentos de MiVoice Office 400 desde el Centro de documentacion.

1.2 Informacion de seguridad

Referencias a peligros

Los avisos de peligro estan etiquetados donde quiera que pueda existir un riesgo de manejo incorrecto
que ponga en peligro a personas o cause dafios al producto MiVoice Office400. Por favor lea esos avisos
y siga siempre todas las recomendaciones. Por favor tenga en cuenta también los avisos de peligro
contenidos en la informacién de usuario.

o Nota:

Peligro indica una situacion de peligro inminente que, en caso de no evitarse, provocara lesiones graves o
la muerte.

A Aviso:

Advertencia indica una situacién potencialmente peligrosa que, en caso de no evitarse, podria provocar
lesiones graves o la muerte.
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Produkt- und Sicherheitsinformationen

En el producto pueden aparecer los siguientes simbolos:

de un triangulo equilatero se utiliza para avisar
al usuario de que la caja del producto puede
contener una tension sin aislar de magnitud
suficiente para constituir un riesgo de descarga
eléctrica.

2 El simbolo de relampago con una flecha dentro

equilatero se utiliza para avisar al usuario

de que existen instrucciones de operacion y
mantenimiento importantes en la documentacion
que acompana al producto

2 El signo de exclamacién dentro de un triangulo

Indica los componentes sensibles a las descargas
“ 4 electrostaticas. La no observacién de estas
indicaciones puede provocar dafos causados por
descargas electrostaticas.

El simbolo de tierra dentro de un circulo indica
que el producto se debe conectar a un conductor
externo. Conecte este producto a tierra antes de
realizar cualquier tipo de conexién al equipo.

Seguridad del funcionamiento

Los servidores de comunicaciones MiVoice Office 400 funcionan con una red eléctrica de 115/230 VAC.
Los servidores de comunicaciones y sus componentes (p. €j. teléfonos) no funcionaran si el suministro
eléctrico falla. Los cortes de corriente causaran el reinicio de todo el sistema. Un sistema de alimentacion
ininterrumpida (SAl) debe estar conectado aguas arriba para garantizar una fuente de alimentacion
ininterrumpida.

Si se inicializa el servidor de comunicaciones, todos los datos de configuracion también se reinician. Por
ello, haga copias de seguridad regularmente de sus datos de configuracion, asi como antes y después de
cada modificacion

Instrucciones de instalacién y de funcionamiento

Antes de empezar a instalar el servidor de comunicaciones MiVoice Office 400:
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» Comprobar que el servidor de comunicaciones esta completo e intacto. Notifique inmediatamente
a su distribuidor de cualquier defecto; no instale ni ponga en funcionamiento ningin componente
defectuoso.

»  Compruebe que dispone de todos los documentos importantes para el usuario.

» Instale este producto solo con los ensamblajes especificados y en las ubicaciones indicadas en la
documentacién de usuario.

» Durante la instalacion, siga las instrucciones del producto MiVoice Office 400 en los pasos indicados y
tenga en cuenta las advertencias de seguridad correspondientes.

» Instale el cableado conforme a los requisitos del codigo eléctrico nacional.

¢ No conecte cableado de telecomunicaciones en el sistema, realice usted mismo el mantenimiento del
sistema ni ponga el sistema en funcionamiento sin conectar el conductor a tierra.

* Asegurese de que el receptaculo de CA esta instalado cerca del equipo y se puede acceder a él
facilmente.
» Utilice unicamente adaptadores de alimentacion Mitel aprobados.

Solo el personal autorizado y debidamente cualificado puede llevar a cabo las tareas de mantenimiento,
ampliacién o reparacion.

1.3 Proteccion de datos

Proteccion de los datos de usuario

Durante el funcionamiento, el sistema de comunicaciones graba y almacena datos de usuario (por
ejemplo datos de llamada, contactos, mensajes de voz, etc.). Proteja estos datos para impedir el acceso a
personas no autorizadas utilizando un control de accesos restringido:

« Utilice SRM (Servidor de mantenimiento IP) para la gestion remota o para configurar la red IP para
que solo puedan acceder a las direcciones IP de los productos MiVoice Office 400 las personas
autorizadas.

* Restrinja el numero de cuentas de usuario al minimo necesario y asigne solo los perfiles de
autorizacion a las cuentas de usuario que necesite en ese momento.

* Informar a los operadores del sistema que abran el acceso remoto al servidor de comunicaciones sélo
el tiempo necesario.

* Informe a los usuarios con derechos de acceso que cambien sus contrasefias periddicamente y que las
guarden bajo llave.

Proteccién frente a escucha y grabacién

La solucion de comunicacion MiVoice Office 400 comprende caracteristicas que permiten monitorear
o grabar llamadas sin que las personas que llaman se den cuenta. Advierta a los clientes que deben
observar las disposiciones legales en vigor para la proteccion de la privacidad de las comunicaciones.
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Produkt- und Sicherheitsinformationen

Las llamadas no encriptadas realizadas a través de la red IP pueden ser grabadas y reproducidas por
cualquier persona que tenga un equipo y los recursos adecuados:

» Utilice siempre que sea posible transmisiones de voz encriptadas (Secure VoIP).

* Paralos enlaces WAN que se utilizan para transmitir lamadas de teléfonos IP o SIP, utilice como
preferencia las propias lineas alquiladas del cliente o las rutas de conexién cifrada VPN.

1.4 Acerca de este documento

Este documento contiene informacion acerca de las fases de expansion, la capacidad del sistema, la
configuracion, el funcionamiento y el mantenimiento, asi como de los datos técnicos de los sistemas

de comunicaciones de MiVoice Office 400. Las funciones y prestaciones del sistema, la planificacion
DECT y las posibilidades de interconexion de diversos sistemas en una red privada (PISN) o en una red
inteligente avanzada de Mitel (Mitel Advanced Intelligent Network - AIN) no forman parte de este Manual;
se describen en documentos independientes.

0 Nota:

En este documento, se supone que el Mitel SMB Controller se carga con un software de la aplicacion
MiVoice Office 400. Esta suposicion siempre es valida, incluso cuando se utiliza la expresion Mitel SMB
Controller, SMBC, o servidor de comunicaciones.

MiVoice Office 400 Virtual Appliance esta basada en software y es independiente del hardware del
servidor de comunicaciones. También esta basado en Mitel Standard Linux (MSL), y se ejecuta dentro de
una maquina virtual (VMware®). Las posibilidades de expansién para el servidor de comunicaciones de
Virtual Appliance incluyen un FCM Controller para la integracion de los teléfonos moviles/externos y una
interfaz abierta para los desarrolladores de aplicaciones.

El documento esta dirigido a planificadores, instaladores y administradores de los sistemas de los equipos
telefénicos. Para entender el contenido es necesario disponer de conocimientos basicos de telefonia, en
particular de la tecnologia RDSI e IP.

El manual del sistema esta disponible en formato Acrobat Reader y puede imprimirse si lo desea. La
navegacion en el formato PDF se realiza con ayuda de marcadores, tabla de contenidos, referencias
cruzadas e indice. Estas ayudas de navegacion crean vinculos, es decir, un clic del raton sobre aquellas
le lleva directamente al lugar correspondiente del manual. También hemos asegurado que la numeracion
de las paginas en la navegaciéon PDF se corresponda con la numeracion de las paginas en el manual,
haciendo mas facil el paso a una pagina concreta.

Las referencias a las entradas de menu y los parametros que se muestran en las pantallas de los
terminales o en las interfaces de usuario de la herramienta de configuracion estan resaltadas en cursiva y
en otro color para facilitarle la orientacion en el documento.

Consideraciones generales

Simbolos especiales para informacion adicional y referencias a documentos.
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e Nota:

La no observacion de estas indicaciones puede provocar fallos o mal funcionamiento de los equipos o
afectar al rendimiento del sistema.

6 Nota:

Informacién adicional sobre el manejo o la operacion alternativa de los equipos.

Ver también

Referencia a otros capitulos dentro del documento o a otros documentos.

Red IP Neris

Particularidades que deben tenerse en cuenta en una AIN.

Referencias a la herramienta de configuracion WebAdmin en MiVoice Office 400

Si se ingresa un signo igual en la ventana de busqueda de WebAdmin &—, se muestra directamente
la vista asignada al codigo.

Ejemplo: Vista general de licencias

El correspondiente cédigo de navegacion esta disponible en la pagina de ayuda de una vista.



Vision general del sistema 2

This chapter contains the following sections:

* Introduccion

*  Servidor de comunicaciones

» Posibilidades de conexién en red

» Teléfonos y clientes del sistema Mitel

»  Varios teléfonos, terminales y equipo

*  Soluciones

» Aplicaciones e interfaces de aplicacion

Este capitulo proporciona una breve resefa del servidor de comunicaciones de Virtual Appliance con su
posicionamiento dentro de la serie MiVoice Office 400 y las posibilidades de conexion a redes. También
describe los teléfonos de sistema, las aplicaciones y las interfaces de aplicacion. Si esta configurando un
sistema de comunicaciones por primera vez, podria ser util que configure paso a paso un sistema de pruebas
sobre el terreno. Al final del capitulo encontrara una guia de introduccion util para este proposito.

2.1 Introduccidn

MiVoice Office 400 es una gama de servidores de comunicaciones basados en IP para su uso profesional
en empresas y organizaciones que funcionen como pequefias y medianas empresas en todo tipo de
sectores. La gama consta de tres sistemas con diferentes capacidades de expansion. Los sistemas se
pueden ampliar mediante tarjetas, médulos y licencias, y se pueden adaptar a los requisitos especificos de
las compafiias.

La familia cubre la creciente demanda de soluciones en el area de las comunicaciones unificadas,
los servicios multimedia y los servicios avanzados para moéviles. Es un sistema abierto que soporta
estandares globales y por tanto se puede integrar facilmente en cualquier infraestructura existente.

Con su amplia gama de capacidades de conexidn en red, el sistema es especialmente adecuado para
compafiias que desarrollen sus actividades en varias ubicaciones. La cobertura puede extenderse incluso
hasta las sedes mas pequefias con un coste bajo.

Los sistemas de comunicacion MiVoice Office 400 manejan la tecnologia "Voz sobre IP" con todas
sus ventajas. Ademas, los sistemas funcionan de forma sencilla con teléfonos tradicionales digitales o
analdgicos y con redes publicas.

Con las Media Gateways (Pasarelas entre diferentes medios) integradas, es también posible cualquier
forma hibrida de entorno de comunicaciones digital o analégico basado en IP. Esto permite a los clientes
cambiar de la telefonia tradicional a la comunicacién multimedia basada en IP, ya sea en un solo paso o
de forma gradual, en varias etapas.
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Visién general del sistema

2.2 Servidor de comunicaciones

MiVoice Office 400 Virtual Appliance esta basada en software y es independiente del hardware del
servidor de comunicaciones. También esta basado en Mitel Standard Linux (MSL), se ejecuta dentro de
una maquina virtual ESXi (VMware)™ o Hyper-V (Microsoft).

Figura 1: MiVoice Office 400 Virtual Appliance

. MiVaice Office 400™,
Virtual Appliance
Software Mivoice Office 400
[ Mited Standard Line (MSL) ]
[ Wilware ESXI 7 Microsoft Hyper-V J
[ Hardware |
b >

El Mitel Media Server integrado se encarga de conmutar los canales IP de media integrados. Las
interfaces analdgicas y digitales estan disponibles a través de un satélite Mitel SMBC o Mitel 470 basado
en hardware en red.

2.2.1 Posicionamiento

Las aplicaciones varian desde pequefas empresas y oficinas hasta grandes compafias en una o varias
sedes. Se pueden operar hasta 1200 usuarios en el servidor de comunicacion del dispositivo virtual (se
requiere la aprobacion del equipo de ingenieria de ventas de Mitel para configuraciones de mas de 400
usuarios). Se necesita una licencia para cada usuario.

2.3 Posibilidades de conexion en red

Los servidores de comunicaciones de MiVoice Office 400 de diferentes sedes de una empresa, incluso
entre diferentes paises, se pueden unir para formar una red de comunicacién privada de toda la empresa
con un plan de numeracidon comun. Son posibles los siguientes tipos de interconexiones en red:

Mitel Advanced Intelligent Network (AIN)

En una AIN, es posible conectar varios servidores de comunicaciones de la serie MiVoice Office 400

para formar un sistema de comunicaciones homogéneo. Los sistemas individuales se conectan entre si

a través de la red IP, formando asi los nodos del sistema AIN global. Un nodo actda como el Principal y
controla al resto de nodos (satélites). Todas las prestaciones estan disponibles en ese caso para todos los
nodos.
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No se generan costes de llamada porque el trafico de voz interno entre las sedes se encamina a través de
la propia red de datos del sistema. Todos los nodos de AIN se configuran y definen de forma centralizada
a través del Principal.

Si un nodo se aisla del resto de AIN por una interrupcién de la conexion IP, se reinicia con una
configuracion de emergencia tras un periodo establecido de tiempo. Las conexiones se encaminan
entonces a la red publica mediante enlaces locales, por ejemplo con conexiones RDSI o SIP, hasta que se
recupera el contacto con AIN.

Para el servidor de comunicaciones Virtual Appliance, es obligatoria la conexion de AIN (con Virtual
Appliance como principal) con al menos un satélite.

Redes SIP

Las conexiones en red basadas en el protocolo global SIP es la manera universal de conectar varios
sistemas entre ellos a través de la red privada de datos o de Internet. Las plataformas de comunicacién
de MiVoice Office 400 pueden utilizarse para hasta otros 100 sistemas Mitel o para sistemas de terceros
compatibles con SIP. Se soportan todas las prestaciones principales de telefonia como la visualizacion
del numero de teléfono y el nombre, la llamada de consulta, la retencién de llamada, la alternancia entre
llamadas, la transferencia de llamadas y la conferencia. También es posible la transmisién de sefiales
DTMF vy el protocolo T.38 de Fax sobre IP entre los nodos.

2.4 Teléfonos y clientes del sistema Mitel

Los teléfonos de sistema Mitel se destacan por su gran conveniencia para el usuario y su disefio atractivo.
El amplio rango de productos asegura que hay un modelo adaptable para cada uso.

Tabla 1: Teléfonos y clientes del sistema Mitel

Producto Principales prestaciones Prestaciones adicionales

comunes especificas de cada modelo

» Las funciones de un teléfono de escritorio incluyen hacer y recibir
llamadas, transferir llamadas sin consulta, retener y hacer otra
llamada.

* No molestar (NMR)

» Seguro personal 1:1 y chat grupal

» Estado en vivo (presencia) de usuarios y extensiones
» Historial de llamadas dinamico

Mitel One (aparece como « Sincronizacién y gestién de contactos (comerciales y
Mitel One en la tienda de personales).

aplicaciones)

» Controles administrativos simples.

Release 7.2

Virtual Appliance




Vision general del sistema

Tabla 2: Teléfonos Mitel 6900 SIP serie SIP

Prestaciones adicionales
especificas de cada modelo

Producto

Principales prestaciones

comunes

Mitel 6905
SIP Phone

Conexién para montaje mural

Excelente calidad de voz
gracias a la tecnologia de
audio de banda ancha Hi-Q™
de Mitel

Encriptacién de datos y voz

El altavoz y el auricular HD
ofrecen una calidad de audio
de banda ancha

Dos puertos Ethernet,
tres teclas personales
programables y una gran
pantalla LCD de 2,75"

El altavoz y el auricular HD
ofrecen una calidad de audio
de banda ancha

Dos puertos Ethernet 10/100
para PC y LAN

Dos puertos Gigabit Ethernet
para PC y LAN
Compatibilidad con
auriculares DHSG/EHS

Mitel 6910
SIP Phone Gran pantalla LCD de 3,4"y
128x48 pixeles
Puertos Gigabit Ethernet
duales, seis botones con
] etiquetas programables
Mtelionis (2 paginas): 10 teclas
SIP Phone

programables en total
Pantalla a color de 3.5"
Puerto USB 2.0 (100 mA)

Puertos para auriculares
analogos/EHS
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Prestaciones adicionales
especificas de cada modelo

Producto Principales prestaciones
comunes

Registro, configuracion y
funcionamiento sencillo de

Puerto para auriculares
convertible a puerto para
auriculares compatible con
DHSG/EHS (no aplicable al
teléfono SIP Mitel 6940)

Excelente calidad de voz
gracias a la tecnologia de
audio de banda ancha Hi-Q™
de Mitel

Funcionamiento en modo
manos libres full-duplex
(altavoz)

Pantalla con retroiluminacion

Se pueden conectar hasta
3 mddulos de expansion

Mitel 6920 SIP:

Mitel 6920 las prestaciones del sistema | ¢ Auricular con cable

SIP Phone mediante la integracion de optimizado para la voz
MiVoice Office 400. + Integracién con dispositivos
Compatib|e con navegadores moviles MobileLink a través
XML de la llave USB Bluetooth
Actualizacién automatica del opcional

Mited 6230 software del terminal + Conector de teclado

SIP Phone Interfaz web de usuario magnetico
Switch integrado Ethernet1 | * Puerto USB_2_'0 (100 mA)
Gbit para conectar un PC * Se puede utilizar como
Auricular compatible con ;eJi}cﬁ):f(g;L?oﬁ?géon

_ di itivos de audicia
Mitel 6940 (ASKS?I Vos de audicion reducida) en entornos de
SIF Phona alojamiento

Mitel 6930 SIP:

Auricular con cable
optimizado para la voz

Compatibilidad con auricular
inalambrico optimizado para
la voz opcional

Conector de teclado
magnético

Se puede utilizar como
teléfono de la recepcion
auxiliar (funcionalidad
reducida) en entornos de
alojamiento
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Producto

Principales prestaciones
comunes

Posibilidad de montaje mural

Power over Ethernet
(Alimentacion sobre Ethernet)

Visién general del sistema

Prestaciones adicionales
especificas de cada modelo

Mitel 6930 SIP y Mitel 6940 SIP:

* Auricular inalambrico
optimizado para la voz

* Punto de carga para teléfono
movil

» Integracion con dispositivos
moviles MobileLink

* Interfaz Bluetooth 4.1
e Puerto USB 2.0 (500 mA)

* Se puede utilizar como
consola de operadora

+ Mitel 6940 SIP

+ Pantalla tactil LCD (aplicable
solo para Mitel 6940 SIP)

» Se puede utilizar como
teléfono de la recepcioén en
entornos de alojamiento

General:

* Entre las prestaciones
adicionales especificas del
modelo se encuentran la
resolucién, el tipo y el tamafo
de la pantalla, asi como el
numero de teclas de funcién
configurables o fijas.

Mitel 6570
SiP Phone

e Pantalla tactil LCD
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Tabla 3: Teléfonos Mitel 6800 SIP serie SIP

Principales prestaciones

comunes

Prestaciones adicionales
especificas de cada modelo

Producto

Mitel G853
=P Fhone

Mital BRES
1P Phane

Mitel BBST
SIP Phone

Mitel 6854
S|P Phone

Mitel GET3
SIP Phane

Registro, configuracion y
funcionamiento sencillo de
las prestaciones del sistema
mediante la integracion de
MiVoice Office 400.

Compatible con navegadores
XML

Actualizacion automatica del
software del terminal

Interfaz web de usuario

Excelente calidad de voz
gracias a la tecnologia de
audio de banda ancha Hi-Q™
de Mitel

Funcionamiento en modo
manos libres full-duplex
(altavoz)

Varias teclas de linea
configurables

Posibilidad de conferencia a
tres localmente en el teléfono

Posibilidad de montaje mural

Power over Ethernet
(Alimentacion sobre Ethernet)

Mitel 6863 SIP:

» Switch integrado 10/100 Mbit
Ethernet para conectar un PC

Mitel 6865 SIP, Mitel 6867 SIP,
Mitel 6869 SIP y Mitel 6873 SIP:

» Switch integrado Ethernet 1
Gbit para conectar un PC

e Pantalla con retroiluminacion

* Se pueden conectar modulos
de teclado extendido

* Conexioén de auriculares
(estandar DHSG)

Mitel 6867 SIP y Mitel 6869 SIP:

» Conector de teclado
magnético

» Se puede utilizar como
teléfono de la recepcién
auxiliar (funcionalidad
reducida) en entornos de
alojamiento
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Producto Principales prestaciones Prestaciones adicionales

comunes especificas de cada modelo

Mitel 6867 SIP, Mitel 6869 SIP y
Mitel 6873 SIP:

* Interfaz USB

e Cubiertas de teclado
reemplazables

Mitel 6869 SIP y Mitel 6873 SIP:

» Se puede utilizar como
consola de operadora

Mitel 6873 SIP:

« Interfaz Bluetooth

* Se puede utilizar como
teléfono de la recepcion en
entornos de alojamiento

« Pantalla tactil LCD

General:

* Entre las prestaciones
adicionales especificas del
modelo se encuentran la
resolucién, el tipo y el tamafo
de la pantalla, asi como el
numero de teclas de funcién
configurables o fijas.

Mitel 6739 SIP, Mitel 6753 SIP, Mitel 6755 SIP, Mitel 6757 SIP y Mitel DECT 700 d) son compatibles como antes, no
se pueden utilizar todas las funciones del sistema.

Los teléfonos de la serie Mitel 6700 SIP (Mitel 6730 SIP, Mitel 6731 SIP, Mitel 6735 SIP, Mitel 6737 SIP,
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Tabla 4: Teléfonos IP (softphones) y clientes

Producto Prestaciones principales

» Teléfono del sistema de PC independiente
y potente, basado en IP, con una interfaz de

Volce Skl usuario intuitiva
Sofiphone o :

» Se puede utilizar con auriculares o con
microteléfono a través de la interfaz audio de la
PC, por USB o por Bluetooth

» Interfaz grafica de usuario con funcionamiento
a través de ratén y teclado

» Teclado de expansion visualizable para teclas
team, funciones y numeros de teléfono

» Teclado visualizable

» Tonos de llamada expandibles usando archivos
.mp3, .mid y .wav

» Llamadas a contactos directamente desde
Outlook

» Se pueden utilizar todas las prestaciones del
sistema

* Aplicacion de cliente OIP para una consola de

; operadora en PC profesional
i Mivioice 1560 . .
ENEEREEY PC Onerator » Se puede utilizar como un teléfono sobre PC IP

puro (MiVoice 1560) o de forma conjunta con

" un teléfono del sistema (MiVoice 1560)

» Interfaz grafica de usuario con funcionamiento
a través de raton y teclado

» Se puede utilizar en una AIN como consola de
operadora de PC para toda la red

« Gestion de las llamadas con colas de llamada
internas y externas

* Indicador de presencia, perfiles de presencia,
agenda y diario

* Grupos de operadoras y control de agentes

» Teclas de linea y funciones de calendario

* Posibilidad de sincronizacion con un servidor
de Microsoft Exchange

* Se pueden utilizar todas las prestaciones del
sistema
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Producto Prestaciones principales

* Aplicacion OIP Client para la gestion de
llamadas desde la PC

it Mitel Office Suite «  Utilizado de forma conjunta con un teléfono de
sistema
__H._ . * Interfaz grafica de usuario con funcionamiento

a través de ratén y teclado
» Configuracion del teléfono de sistema acoplado

» Gestor de llamadas con funciones y opciones
ampliadas

* Indicador de presencia de otros usuarios
» Perfiles de presencia configurables

» Agenda con direcciones y contactos
personales

« Diario con listas de llamadas, mensajes de
texto y notas

» Grupos de trabajo (control de agentes)

* Posibilidad de sincronizacién con un servidor
de Microsoft Exchange

* Posibilidad de visualizar varias ventanas
adicionales

» Se pueden utilizar todas las prestaciones del
sistema
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Tabla 5: Teléfonos digitales del sistema de la gama MiVoice 5300

Principales prestaciones

comunes

Prestaciones adicionales
especificas de cada modelo

Producto

Pibeice 5361
Digital Phone

Mivoice 5370
Digilal Phone

Mivioice 5380
Digital Phons

Men intuitivo y facil de usar
con tecla Fox y tecla central
de navegacién

Se pueden utilizar todas las
prestaciones del sistema

Actualizacion automatica del
software del teléfono

Conexion a través de interfaz
DSl

Se pueden conectar dos
teléfonos por interfaz DSI

Alimentacion a través de bus
DSI o fuente de alimentacion

Posibilidad de montaje mural

MiVoice 5370/MiVoice 5380:

» Se pueden conectar modulos
de teclado extendido

« Conexioén de auriculares con
estandar DHSG

MiVoice 5380:

< Pantalla con retroiluminacion

* Modulos Bluetooth
opcionales

» Se puede utilizar como
consola de operadora si se
combina con el médulo de
teclado extendido
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Tabla 6: Teléfonos del sistema inalambricos de la familia Mitel 600 DECT

Producto Principales prestaciones Prestaciones adicionales

comunes especificas de cada modelo

* Mend intuitivo y facil de usar | Mitel 622 DECT/Mitel 632 DECT/
con tecla Fox y tecla central Mitel 650 DECT:
de navegacién

. Pantalla en color » 3 teclas laterales

configurables

» Se pueden utilizar todas las

Mitel 612 Mitel 622 prestaciones del sistema * Vibrafono
DECT Phone  DECT Phone |+ Actualizacion automatica del | *  Interfaz Bluetooth
software del teléfono * Interfaz USB
+ Pantallay teclado con * Interfaz de tarjeta microSD
retroiluminacion « Bateria (opcional)
* Enchufe de auriculares
« Transferencia e itinerancia Mitel 632 DECT:
automaticas (handover/ .
EEiES e roaming) *  Cumple el estandar del

IP
DECT Phone DECT Phome | ©  Puede funcionar tanto en las sector ( ] €5) )
unidades de radio DSI SB-4+, | © Con botdn de emergencia y

SB-8. SB-8ANT como en alarmas de sensor, ideal para
las unidades de radio SIP- la proteccion personal
DECT® RFP L32 IP, RFP L34

IPy RFP L42 WLAN Mitel 650 DECT:

+ Admite la norma DECT CAT-
ig (Tecnologia Avanzada
Inaldmbrica - Internet y
calidad) para una telefonia de
banda ancha de alta calidad
(solo puede utilizarse con
Mitel SIP-DECT).

Los teléfonos del sistema inalambricos Mitel 610 DECT, Mitel 620 DECT, Mitel 630 DECT, Mitel DECT
700d, Office 135/135pro y Office 160pro/Safeguard/ATEX son compatibles como antes (no se pueden utilizar todas
las funciones del sistema).
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Tabla 7: Teléfonos Mitel analégicos

Producto Principales prestaciones Prestaciones adicionales

comunes especificas de cada modelo

Pited G710
Ariadoq e P

Mited 6730
Srzliocyue Phone

Teclas de marcacion de
destino

Marcacion por frecuencia o
por pulsos

Manos libres

Volumen ajustable (auricular
y altavoz)

Las funciones de sistema
se pueden utilizar mediante
codigos de funcion

Conexioén de auriculares
Posibilidad de montaje mural

Funciones controlables

a través del servidor

de comunicaciones:
Visualizacién de mensaje
activada o desactivada,
borrar memoria de tecla de
remarcacion.

Especialmente apropiado
para entornos de alojamiento
y hoteles

Mitel 6730 analdgico:

* Pantalla de tres lineas

* 100 contactos en la agenda
telefénica

» Lista de llamadas y lista de
remarcacion con 50 entradas
cada una

* Visualizaciéon de numero
y nombre para llamadas
entrantes

* Reloj con funcion
despertador

* Funciones controlables
a través del servidor de
comunicaciones: Borrar listas
de llamadas y agenda local,
configurar fecha, hora e
idioma.

Los teléfonos analdgicos Aastra 1910 y Aastra 1930 todavia son compatibles.

2.5

Varios teléfonos, terminales y equipo

Gracias al uso de estandares internacionales, se pueden conectar otros clientes, terminales y teléfonos,
tanto de Mitel como de terceros, y funcionar con el servidor de comunicaciones:

Teléfonos basados en SIP

Con el protocolo SIP integrado es posible conectar teléfonos basados en SIP (teléfonos sobre PC,

teléfonos fijos) al servidor de comunicaciones (o a través de un punto de acceso SIP, también teléfonos
WLAN y DECT). Ademas de las funciones telefonicas béasicas, también se soportan funciones como la
transferencia de llamada, las conferencias o CLIP/CLIR. También pueden utilizarse cédigos de funcién
para manejar varias funciones.

Teléfonos inalambricos

Otros teléfonos DECT pueden funcionar en modo GAP.
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» Terminales analégicos

Cualquier terminal aprobado por el operador de red (teléfonos, fax, médem, etc.) se puede conectar en
las interfaces de terminal analdgico. El sistema de comunicaciones soporta los modos de marcacién
por pulsos y por frecuencia.

e Terminales RDSI

Los terminales RDSI que cumplan el estandar Euro RDSI se pueden conectar en las interfaces de
terminal BRI-S. El sistema de comunicaciones proporciona una serie de prestaciones RDSI en el bus
S.

* Teléfonos moviles / externos

También se pueden integrar teléfonos maoviles o externos en el sistema de comunicaciones. Las
llamadas podran dirigirse a un numero de teléfono interno y se mostrara y supervisara su estado.
A través del teléfono movil/externo integrado se pueden realizar llamadas internas y externas; las
funciones del sistema se pueden ejecutar también mediante cddigos de funcién.

2.6 Soluciones

* Alarmas y sector sanitario

Gracias a los componentes Mitel Alarm Server, 1/0-Gateway y a la aplicacién OpenCount, se dispone
de soluciones flexibles para hospitales y centros de la tercera edad. Las funciones integradas en el
servidor de comunicaciones MiVoice Office 400 como por ejemplo la "Respuesta directa”, la "Alarma de
linea directa" o el "PIN para telefonia" permiten un despliegue sencillo de las prestaciones disponibles.

» Alojamiento/Hotel

El paquete de software Hospitality proporciona funciones para implementar facilmente un sistema de
gestion de hotel en la categoria de 4 a 600 habitaciones. Esta solucion es especialmente apropiada
para la gestion de los centros de dia y de las residencias para mayores. Las funciones se manejan
mediante el teléfono de recepcion Mitel 6940 SIP, Mitel 6873 SIP, MiVoice 5380 o la aplicacion
basada en web Mitel 400 Hospitality Manager. La funcionalidad de hospitalidad reducida también esta
disponible en los teléfonos Mitel 6920 SIP, Mitel 6930 SIP, Mitel 6867 SIP y Mitel 6869 SIP. También
es posible una conexién a un sistema de gestion de hotel (PMS) a través de la interfaz Ethernet

del servidor de comunicaciones. Para esta finalidad se proporciona el protocolo FIAS disponible
comercialmente.

» Aplicaciones de movilidad y nube

Las soluciones de movilidad y nube, en particular Mitel One, permiten a los empleados acceder a la red
de la empresa usando sus teléfonos moéviles/PC.

Ademads, con Mitel SIP-DECT y la gama de teléfonos Mitel 600 DECT se pueden ofrecer soluciones
globales para la telefonia inaldmbrica basada en redes IP. Para ello, las unidades de radio RPF se
conectan directamente a la LAN al igual que un dispositivo VolIP.

2.7 Aplicaciones e interfaces de aplicacion

Es necesario distinguir entre aplicaciones especificas de Mitel y las aplicaciones certificadas suministradas
por terceros.
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La aplicacion Mitel Open Interfaces Platform (OIP), asi como las aplicaciones certificadas de terceros, se
instalan en un servidor de cliente. Se comunican con el servidor de comunicaciones a través de interfaces
estandarizadas (consulte Interfaces de aplicacion).

También existen aplicaciones auxiliares para planificacion, configuracion y gestion disponibles como
aplicaciones web.

2.7.1 Aplicaciones de Mitel

Tabla 8: Aplicaciones de Mitel

Aplicacién Prestaciones principales

Marcador Mitel * Aplicacion CTl first-party sencilla

* Marcar, contestar, colgar

* Integracion en Outlook, Lync 2013 y Office 365
* Busqueda en directorios

* Compatible con teléfonos de las series MiVoice
5300, MiVoice 5300 IP, Mitel 6800/6900 SIP,
Mitel 600 DECT

* Instalacion a través de SSP o WebAdmin

* Haga clic para llamar a soporte (por ejemplo,
para Hospitality Manager)
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Aplicacion Prestaciones principales

Mitel Open Interfaces Platform (OIP) * Interfaz de aplicacién para una integracion
profunda de aplicaciones de Mitel u otros
fabricantes (consulte Interfaces de aplicacion)

* F&cil gestionar a través de la aplicacién basada
en web

* Integra las aplicaciones MiVoice 1560 PC
Operator y Mitel OfficeSuite

» Comunicacién controlada mediante presencia
sincronizada con las entradas de Outlook

* Integracion de las bases de datos y directorios
de contactos (Outlook, Exchange, Directorio
Activo, directorios LDAP, agenda de CD)

» Integracion de equipos dométicos de edificios y
sistemas de alarmas

* Funciones de centro de llamadas con
algoritmos flexibles de encaminamiento, grupos
de agentes basados en conocimientos y
encaminamiento de emergencia

* Mensajeria unificada con notificacion cuando
se reciben nuevos mensajes de voz a través
de correo electronico (incluyendo el mensaje
como archivo adjunto)

* Programa de partners o empresas
colaboradoras para integrar y certificar
aplicaciones de otros fabricantes

*  También disponible como OIP Virtual
Appliance, para instalacién en un servidor
VMware o HyperV.
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Aplicacion Prestaciones principales

Mitel MiCollab Completa solucion de comunicaciones unificadas
y colaborativas:

» Software central proporcionado para servidores
o entornos virtuales estandar del sector

* Integracién de Microsoft® Outlook®, IBM®
Lotus Notes® Google®, Microsoft® Lync®, etc.

Clientes de UC para aplicaciones de escritorio,
web y moviles:

» Completa informacion de presencia en tiempo
real

e Distribucion de llamadas dinamica

» Colaboracion real con uso conjunto del
escritorio y los documentos

* Recuperacién facil de los mensajes de voz

* Mensajeria instantanea (Ml) y transmisién de
datos seguras

* Conferencias de audio, web y video

Mitel 400 CCS * Mitel 400 CCS es una aplicacion adicional
para el Mitel 400 Call Center que proporciona
funciones de estadisticas e informes, asi como
supervisiéon de agentes ( CCS= supervision

de centro de llamadas). La adquisicion de
licencias se realiza a través de OIP

Mitel OpenCount » MitelOpenCount es un paquete de software
que se utiliza para la gestion del registro de
llamadas en el sistema de comunicaciones.

Se compone de sectores seleccionados de
soluciones basicas, medias y de alta gamay se
instala en un servidor externo.
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Aplicacion Prestaciones principales

Mitel BusinessCT]I * Potente soluciéon de comunicaciones unificadas

* Administracion de la presencia con integracion
del calendario

* Funciones de mensajeria instantanea (chat),
video, SMS y correo electronico

» Compatibilidad con federacién entre servidores
Mitel Business CTI o Microsoft Lync y OCS

* Integracion facil en sistemas CRM y ERP
» Compatible con otros gestores de llamadas

» Disponibilidad de clientes para PC (Windows
y Mac) y teléfonos méviles/tablets (Android e
iOS)

* Modulos adicionales opcionales Mitel
BusinessCTI Analytics

MiContact Center Business * Centro de contacto en una ubicacién con hasta
80 agentes

* Informes de progreso
* Supervision en tiempo real

* Agentes dinamicos y control de bucles de
espera

« Pantalla emergente
* Mensajeria inteligente
*  Compatibilidad multimedia

Mitel Border Gateway (MBG) » Solucion altamente escalable que ofrece a los
trabajadores mdviles y externos un acceso
seguro y optimizado a las aplicaciones de

voz y datos de la empresa. Para el modo de
implementar tal solucién consulte el documento
“Mitel SIP Teleworker via MBG on MiVoice
Office 400”.
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Aplicacion

Prestaciones principales

Servidor de alarmas de Mitel

» Disefado especialmente para su uso en

» Mitel Alarm Server supervisa los procesos,

hospitales y centros de la tercera edad,
industrias y empresas, asi como dominios
publicos.

activa los servicios necesarios, activa alarmas
en funcién de muestras predefinidas o notifica
a los destinatarios seleccionados mediante
anuncios, correo electrénico, SMS o mensaje
de voz.

* La alarma se puede activar a través de un
sistema de llamada de asistencia o alarma
contra incendios (interfaz ESPA), a través de
una tecla predefinida en el teléfono del sistema
o Mitel DECT, un botdn de alerta, un Web
Client, o llamando al servidor de alarmas (guia
vocal), o por correo electronico (analisis de
linea de asunto).

Mitel CloudLink Integration

Mitel CloudLink Integration es una solucion que
permite que el servidor de comunicaciones se
conecte a la plataforma CloudLink mediante la
puerta de enlace CloudLink que conecta Mitel
One.

Tabla 9: Aplicaciones de planificacién y configuracién

Aplicacion

Prestaciones principales

CPQ de Mitel

» Aplicacion de planificacion basada en la web
para las plataformas de comunicacion de Mitel
(CPQ = Configuring Planning Quoting)

» Utiliza datos de proyecto para calcular el
servidor de comunicaciones necesario
incluyendo terminales, tarjetas de interfaz,
modulos y licencias

» Es posible realizar adaptaciones especificas de
los accesorios para cada pais

» Listas de precios y compilacién configurable de
presupuestos

* No es necesario realizar ninguna instalacion
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Prestaciones principales

WebAdmin

* Herramienta de configuracion basada en la
web para la configuracion y supervision de un
Unico sistema o de una red entera (AIN)

» Control de acceso con cuentas de usuario y
perfiles de autorizacion predefinidos

* Accesos especiales para soluciones de gestion
de hoteles

* Ayuda en linea y asistente de configuracion
integrados

* Integrado en el paquete de software del
servidor de comunicaciones

Mitel 400 Hospitality Manager

» Aplicacion integrada basada en web utilizada
para gestionar funciones del sector del
alojamiento

» Listas esquematicas y vistas de las
habitaciones de cada piso

* Funciones como entrada, salida, entrada de
grupos, notificacion, llamadas despertador,
consulta de los costes de llamadas, lista de
mantenimiento, etc.

Self Service Portal (SSP)

Aplicacion basada en web para usuarios finales
que permite la personalizacion del teléfono:

» Asignacion de las teclas de funcién e impresién
de etiquetas

» Configurar el texto en reposo y el idioma

» Configurar los perfiles de presencia, el
encaminamiento personal, la mensajeria vocal,
el desvio de llamadas etc.

» Configurar salas de conferencia
» Crear una agenda de contactos privada

* Gestion de los datos personales, por
ejemplo, la direccién de correo electronico, la
contraseia, el PIN, etc.

Servidor de mantenimiento IP (SRM)

» Solucidn basada en servidor para la gestion
remota IP segura

* No es necesario realizar configuraciones de
router o firewall ni conexién VPN

* Permite la configuracién a través de WebAdmin
una vez que se ha establecido la conexién

* No es necesario realizar ninguna instalacion
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2.7.2 Interfaces de aplicacion

La interfaz mas importante para las aplicaciones propias y de terceros es la interfaz de la Mitel Open
Interfaces Platform (OIP). Esta interfaz abierta permite integrar totalmente las aplicaciones con la
telefonia. También se pueden integrar aplicaciones de terceros en los sistemas de la serie MiVoice Office
400 a través de diferentes interfaces sin OIP.

2.7.2.1 Mitel Open Interfaces Platform

OIP applications QIP TARI
sarvice provider

| ]

Open Interfaces Platform (OIP)

QIP connectors

Figura 2: OIP como software intermedio entre el sistema de
comunicaciones, las fuentes de datos externas y las aplicaciones

Servicios OIP

Los servicios de OIP son los componentes centrales de OIP. Se utilizan para controlar el sistema y activar
la disponibilidad de las funciones e interfaces de OIP. Gracias a la organizacién modular y a las amplias
posibilidades de configuracion, se pueden configurar soluciones versatiles y especificas para clientes.

Aplicaciones de OIP

Hay disponibles teléfonos sobre PC sofisticados como aplicaciones OIP, que se controlan como clientes a
través de OIP.

» Mitel OfficeSuite es una aplicacién de cliente enriquecida que amplia significativamente la gama de
funciones de los teléfonos inalambricos y fijos acoplados.

*  MiVoice 1560 PC Operator es una aplicacion de operador de PC que se puede utilizar como aplicaciéon
de cliente enriquecida junto con un teléfono inalambrico o fijo o de forma independiente como teléfono
sobre PC.

Los posibles campos de la aplicacion OIP se enumeran en las secciones siguientes:

OIP como servidor de directorios
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Los directorios, bases de datos y guias telefénicas ya disponibles estan vinculados a OIP y resultan utiles
para la marcacion e identificacion de nombres.

La integracion es compatible con muchas bases de datos estandar, como Microsoft Exchange, Microsoft
Outlook, Microsoft Active Directory, directorios de servidores de comunicaciones, directorios LDAP y
ODBC y agendas electronicas.

Ademas, los directorios de Microsoft Exchange se pueden sincronizar directamente.
Comunicaciones unificadas: OIP como servidor de telefonia

Cuando se utiliza OIP como servidor de telefonia, la telefonia se integra de forma escalable en la
comunicacién de TI: los teléfonos sobre PC de clase superior, los teléfonos inaldmbricos y fijos operados
mediante PC, las llamadas controladas por presencia, el control de mensajes de voz y el acoplamiento
de calendarios a través de perfiles de presencia, la marcacién de nombres y la identificacién de nimeros
de llamada a través de todos los directorios de empresa vinculados, la sincronizacion de los contactos de
Microsoft Exchange, las notificaciones de correo electrénico, etc. facilitan las comunicaciones diarias.

OIP como centro de operadores

Se pueden organizar aplicaciones de operadora en PC multifuncionales con funciones de centro de
llamadas en grupos de operadoras.

OIP como centro de llamadas

El poderoso Centro de Llamadas Mitel 400 es una parte integral de OIP y proporciona todas las
caracteristicas principales, como algoritmos de enrutamiento flexibles (ciclicos, lineales, el mayor tiempo
disponible, basado en CLIP, ultimo agente), grupos de agentes basados en habilidades, asi como un
analisis. de los datos del centro de llamadas (en linea y fuera de linea) con evaluaciéon basada en graficos.
En caso de que se produzca una interrupcion de red, el encaminamiento de emergencia garantiza la
maxima disponibilidad del sistema.

La funcionalidad de agente esta disponible en todos los teléfonos del sistema, incluidos los teléfonos
sobre PC. Esto se aplica igualmente a las estaciones de trabajo domésticas y a todos los usuarios de una
Red Inteligente Avanzada de Mitel. También se puede configurar para los agentes el concepto de usuario
con numero unico, que ofrece al personal de un centro de llamadas la maxima movilidad dentro de la
empresa.

El centro de llamadas Mitel 400 es facil de administrar y configurar gracias a OIP WebAdmin. Las variadas
funciones de supervision, las sencillas evaluaciones estadisticas y el control de los grupos de trabajo se
pueden implementar comodamente con la interfaz de administracion.

Mitel 400 CCS es una extension del Mitel 400 Call Center y ofrece varias posibilidades de evaluacién
estadistica del funcionamiento del centro de llamadas. Los informes con y sin conexién permiten a la
operadora del centro de llamadas analizar y optimizar las operaciones del centro de llamadas.

OIP como interfaz de aplicacién

Los fabricantes externos certificados pueden, por ejemplo, integrar aplicaciones especificas del sector en
el entorno de comunicacion de MiVoice Office 400.

OIP como sistema de alarma y domética
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Los sistemas de alarma externos y los equipos dométicos de edificios (por ejemplo, KNX) se pueden
supervisar facilmente a través de la conexion con el sistema de comunicaciones. Esto permite
intercambiar informacion de forma sencilla entre los sistemas. De esta forma, el usuario puede utilizar su
teléfono del sistema para comunicaciones de voz y para sistemas externos de supervision.

El servicio de E/S ofrece una amplia variedad de funciones que permiten usos muy flexibles y aplicaciones
versatiles. Algunos de sus ejemplos se enumeran a continuacion:

» Equipos de alarmas para personal de mantenimiento
» Supervision de procesos de produccion

* Reenvio de mensajes como correo electronico

» Conexion a sistemas dométicos de edificios (KNX)

Con la interfaz grafica (estructura en arbol), los eventos y las acciones pertinentes se vinculan facilmente
entre si.

OIP en un entorno de red

Un servidor OIP puede utilizarse también en una AIN. Para ello, se conectara con el maestro. Ademas, se
pueden conectar varios sistemas de comunicaciones a un servidor OIP. En ese caso, es posible obtener
registros de llamadas de toda la red para todos los sistemas, visualizar informacion de coste de llamada
en los teléfonos de sistema o ver el estado del campo indicador de presencia de la consola de operadora
de PC para todos los usuarios conectados.

Vea también:

Puede encontrar mas informacion en el manual del sistema Mitel Open Interfaces Platform y la ayuda en
linea de OIP WebAdminOnline .

2.71.2.2 Sistemas de mensajeria y alarmas

MiVoice Office 400 soporta varios formatos y protocolos de mensajes para conectar sistemas de
mensajeria, supervision y alarmas.

Sistema de mensajeria interno para teléfonos de sistema

El sistema de mensajeria interno para terminales de sistema permite que los usuarios intercambien
mensajes predefinidos o personalizados entre teléfonos de sistema. Los mensajes de texto se pueden
enviar a usuarios o a grupos de mensajes.

El sistema interno de mensajeria no posee una interfaz a través de la cual pueda accederse directamente.
No obstante, también puede manejarse a través de OIP.

Sistemas de mensajeria externa, supervisiéon y alarma

El potente protocolo ATAS/ATASpro esta disponible a través de la interfaz Ethernet del servidor de
comunicaciones para aplicaciones del sector de la seguridad y las alarmas. Este protocolo puede utilizarse
para implementar aplicaciones personalizadas de alarmas. Las alarmas aparecen en la pantalla de los
teléfonos de sistema, junto con las funciones definibles por el usuario que aplican solo a esa alarma.
Ademas, la duracién del tono, asi como su volumen y su melodia, pueden ser definidas por el usuario para
cada alarma.
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Mitel Alarm Server es una solucion flexible que puede utilizarse en todos los sectores para procesar

y grabar alarmas. Puede utilizarse, por ejemplo, en centros de la tercera edad y viviendas con

asistencia y también en otros lugares como hoteles, naves industriales, centros comerciales, escuelas

y administraciones publicas. Si se utiliza junto con Mitel SIP-DECT, también le permite determinar
dinamicamente el entorno de la solucién de alarma utilizando la funcién de ubicacién proporcionada por el
sistema DECT.

El teléfono inalambrico Mitel DECT 630 DECT esta especialmente disefiado para aplicaciones en el sector
de la seguridad y las alarmas. Ademas de un botdn especial de alarma, también incluye una alarma

de posicién, una alarma de inmovilidad y una alarma de evacuacion. Los sensores dentro del teléfono
comprueban constantemente la posicidon y el movimiento del mismo. Si el teléfono permanece en posicion
practicamente horizontal o sin moverse durante un determinado periodo de tiempo, o si el teléfono se
sacude de forma violenta, se lanza una alarma.

6 Nota: Un usuario puede recibir hasta 15 mensajes de texto, mensajes de informacién o alarmas, cada

uno con un maximo de 160 caracteres. Los mensajes de texto se pueden desplazar y eliminar. En caso de
mensajes de alarma, solo se muestra el primer mensaje de alarma (el mas antiguo) y el usuario no puede
eliminarlo. Esto tiene una prioridad mas alta que los mensajes de texto o de informacion.

2.7.2.3 CTI — Integracion de Telefonia y Ordenador

Computer Telephony Integration (CTI) integra servicios de telefonia en los procesos de las compafdias.
Ademas de las funciones convencionales de telefonia, Mitel Open Interfaces Platform (OIP) ofrece
muchas otras funciones utiles que ayudan a los empleados en su trabajo diario, como por ejemplo:

» La marcacién por nombre para llamadas salientes y la visualizacion de CLIP para llamadas entrantes
ofrecen un valor afiadido por la integracion de directorios y bases de datos externos.

* Notificacion de citas de Microsoft Outlook en los teléfonos del sistema

» Comunicaciones controladas por presencia con el Indicador de ocupacion

» Distribucién automatica de llamadas

» Acceso a la configuracién del sistema, lo que asegura una integracion maxima de diferentes sistemas

Y, por supuesto, el sistema de comunicaciones soporta ademas interfaces CTI First-Party y Third-Party
para aplicaciones CTI comerciales basadas en el estandar Microsoft TAPI 2.1.

Soporta también la supervisién/control de terminales en el servidor de comunicaciones mediante
aplicaciones de terceros a través del protocolo CSTA.

2.7.2.3.1 First-party CTI

CTl first-party es la conexion fisica directa entre un teléfono y un Cliente de telefonia (estacion de trabajo
en PC). Las funciones telefénicas y los estados del teléfono se controlan y supervisan en el Cliente de
telefonia. Una solucion CTI first-party es muy adecuada para un numero pequefio de estaciones de trabajo
CTl y se implementa facilmente.

MiVoice Office 400 soporta CTI First-Party en todos los teléfonos del sistema a través de la interfaz
Ethernet. Para algunas aplicaciones, se requiere el proveedor de servicios TAPI de origen (AIF-TSP). Para
otras aplicaciones (por ejemplo, Mitel Dialer) utilice el protocolo CSTA.

Ejemplo de aplicacién
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* Marcacién desde una base de datos (agenda en CD, etc.)
» Identidad del comunicante (CLIP)

* Crear un histérico de llamadas

» Mitel Dialer Aplicaciones de Mitel

2.71.2.3.2 Third-party CTI

CTI Third party es una solucion amigable multiestacion. En contraste con CTI first party, CTI third party
controla y supervisa varios teléfonos de sistema (incluidos los teléfonos inalambricos) a través de un
servidor de telefonia central, que esta conectado con el servidor de comunicaciones. Adicionalmente, los
teléfonos en interfaces RDSI y analdgicas pueden ser supervisados. La localizacién de PC y teléfono se
maneja a través del servidor de telefonia.

Las conexiones CTI de terceros se efectian a través de Ethernet utilizando la Mitel Open Interfaces
Platform (OIP). Con este fin la OIP se instala en el servidor de telefonia. Se permiten conexiones third
party a través de Ethernet con CSTA.

Ejemplo de aplicacion

* Indicador de presencia

* Funcionalidad de grupos

* Solucién CTl en red

+ Distribucion automatica de llamadas (ACD)

2.7.2.4 Interfaz RDSI

MiVoice Office 400 admite los protocolos ISDN ETSI, DSS1 y QSIG. ! Ademas de la posibilidad de
conectar en red varios sistemas y formar una RPSI (red privada de servicios integrados) a través de la
interfaz RDSI, estos protocolos proporcionan también diversas funciones que pueden utilizarse para
conectar aplicaciones externas (p. €j., sistemas IVR, servidores de fax, sistemas de mensajeria vocal,
sistemas de mensajeria unificada o sistemas de radio DECT).

Se requiere una puerta de enlace (Mitel SMBC o Mitel 470) para usar la interfaz RDSI.

2.71.2.5 Configuracion

El servidor de comunicaciones MiVoice Office 400 esta configurado a través de la aplicacion basada en la
web WebAdmin. Otros componentes de la aplicacion incluyen accesos especiales para las soluciones de
alojamiento y hotel asi como un asistente de configuracion.

2.7.2.6 Monitorizacion del sistema

El estado el sistema se monitoriza con mensajes de evento que se pueden enviar a distintos destinos
internos o externos. Estos son algunos ejemplos de destinos de mensajes: teléfonos del sistema, registro
de eventos (WebAdmin), destinatarios de correo electrénico, servidores SRM, servidores de alarmas
(ATAS) o destino SNMP. También se puede acceder a los mensajes de evento a través de la Mitel Open
Interfaces Platform para fabricantes de aplicaciones.

para EE.UU. y Canada en Mitel 470 se admiten otros protocolos.
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2.7.2.7 Tarificacion de llamadas

El Gestor de registro de llamadas incluye la adquisicion de datos para trafico entrante (ICL), trafico
saliente (OCL) y la contabilizacion de los costes de llamada adquiridos segun una serie de criterios. Los
datos pueden recogerse a través de diferentes interfaces y posteriormente ser procesados.

2.7.2.8 Alojamiento/Hotel

El servidor de comunicaciones MiVoice Office 400 le ofrece varias posibilidades para implementar una
solucién de alojamiento y hotel, con diferentes aplicaciones e interfaces operativas. La configuracion

se hace a través de WebAdmin. El teléfono de recepcion Mitel 6940 SIP, Mitel 6873 SIP, MiVoice 5380 /
5380 IP o la aplicacién Mitel 400 Hospitality Manager basada en la web estan disponibles para operar las
funciones. La funcionalidad de hospitalidad reducida también esta disponible en los teléfonos Mitel 6920
SIP, Mitel 6930 SIP, Mitel 6867 SIP y Mitel 6869 SIP. También es posible una conexion a un sistema de
gestion de hotel (PMS) a través de la interfaz Ethernet del servidor de comunicaciones. Para esta finalidad
se proporciona el protocolo FIAS disponible comercialmente.

2.7.2.9 Voz sobre IP

MiVoice Office 400 es una solucion VolP nativa. Ademas de la posibilidad de utilizar teléfonos del sistema
IP o teléfonos SIP a través de la interfaz Ethernet, los sistemas MiVoice Office 400 también se pueden
conectar en red sobre IP.

2.7.3 Opciones de conexion

MiVoice Office 400 Virtual Appliance esta basada en software y es independiente del hardware del
servidor de comunicaciones. También se puede utilizar en una AIN con uno o mas satélites. Los manuales
del sistema Mitel SMBC y Mitel 470 contienen respectivamente un diagrama de todas las interfaces con
posibles equipos terminales.

2.7.4 Inicio

Si esta configurando un sistema de comunicaciones MiVoice Office 400 por primera vez, podria ser util
que configure paso a paso un sistema de pruebas en el sitio.

Después de trabajar en los siguientes capitulos, puede hacer llamadas internas entre los diferentes
tipos de teléfonos conectados al servidor. Ademas, tendra una plataforma de configuracién perfecta para
conocer mas sobre el sistema, sus prestaciones y posibilidades de expansion.

2.7.4.1 Requisitos generales

Necesita una computadora con acceso a Internet y credenciales para iniciar sesién en Mitel MiAccess.

Si piensa abordar la direccién del servidor de comunicaciones con una direccion IP estatica
(recomendada), puede obtenerla de su administrador de TI.
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Para asignar los teléfonos IP y SIP al servidor de comunicaciones, el servicio DHCP debe estar disponible
en su subred. (El servidor de comunicaciones tiene también un servidor DHCP integrado, sin embargo, se
encuentra apagado de manera predeterminada).

Si planifica configurar una conexién de enlace SIP, necesita una cuenta SIP del proveedor SIP que elija.

Necesita un ordenador con sistema operativo Windows, acceso a Internet y credenciales para iniciar
sesion en Mitel MiAccess.

MiVoice Office 400 Virtual Appliance esta instalado en una maquina virtual de un servidor profesional. Para
conocer los requisitos minimos de la maquina virtual, consulte el capitulo Instalacion.

Para instalar MiVoice Office 400 Virtual Appliance, necesita la direccion IP y las credenciales de la
maquina virtual. Puede obtenerlo a través su administrador de TI.

Para asignar los teléfonos IP y SIP al servidor de comunicaciones, el servicio DHCP debe estar disponible
en su subred. (El servidor de comunicaciones tiene también un servidor DHCP integrado, sin embargo, se
encuentra apagado de manera predeterminada).

Si planifica configurar una conexién de enlace SIP, necesita una cuenta SIP del proveedor SIP que elija.

Por motivos de licencia, un servidor de comunicaciones Virtual Appliance debe tener un acceso
permanente a Internet (para conectar el servidor de licencias Mitel de forma regular) o debe funcionar
como servidor principal en una red inteligente avanzada de Mitel (Mitel Advanced Intelligent Network -
AIN) con al menos un satélite. En el segundo caso, y sin una conexion permanente a Internet, el satélite
sirve como titular de licencia (tarjeta EID), pero también como gateway para terminales e interfaces
analdgicos y digitales. El satélite puede ser un Mitel SMB Controller o un Mitel 470. Para estos servidores
de comunicaciones hay descripciones independientes de inicio disponibles en los manuales del sistema
correspondiente.

Accesos necesarios

Las URL enumeradas a continuacioén corresponden a los sitios propios de Mitel. Necesita una conexion
autorizada de partner para acceder a estos. Si no tiene una conexion autorizada como socio de Mitel,
solicite mas informacion a su distribuidor.

Tabla 10: Sitios Mitel a los que necesita acceder:

[1] Centro de documentos https://www.mitel.com/document-center/
business-phone-systems/mivoice-office-400

[2] Acceso a Mitel MiAccess (para https://miaccess.mitel.com/
Mitel CPQ, Servidor de Licencias;
Servicios y Centro de Descarga de
Software)

Herramientas necesarias
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» Destornillador Torx T10 y T20
» Destornillador Phillips de tamario #1

2.7.4.2 Planificar y hacer pedidos

Configure primero su proyecto MiVoice Office 400 en Mitel CPQ. Como resultado, obtendra una lista
de componentes necesarios, un esquema de uso de las ranuras, una tabla de configuracion DSP y un
resumen de la licencia.

Mitel CQP esta disefiado para ayudarlo con las diferentes actividades en el proceso de ventas y pedidos.
Es una aplicacion basada en la web para uso en linea. Puede acceder a la aplicacion a través del portal
Mitel MiAccess [2].

2.7.4.3 Descargar documentos, software del sistema y
herramientas

Antes de iniciar, descargue los documentos y aplicaciones desde los sitios propios de Mitel.

Continte como se indica para organizar todas las descargas en una misma carpeta:

1. Descargue el ultimo paquete de software del sistema Virtual Appliance (.exe) de [2] a la misma carpeta
de destino y haga doble clic en el archivo. El software del sistema (zip) y las notas de la version (pdf)
se extraeran a la carpeta denominada Mitel.

2. El software MiVoice Office 400 Virtual Appliance y el sistema operativo Mitel Standard Linux se instalan
mediante un archivo OVA (para ESXi) o un archivo VHD (para Hyper-V). Descargue el ultimo paquete
de dispositivo virtual (.ova o.vhd file) de [2].

e Nota:

Aunque el archivo OVA solo se necesita en el proceso de instalacion, el archivo VHD representa un
disco duro virtual y se debe mover o descargar directamente a la carpeta de destino final.

2.74.4 Instalacion de MiVoice Office 400 Virtual Appliance

El software MiVoice Office 400 Virtual Appliance y el sistema operativo Mitel Standard Linux se instalan
con un archivo OVA o VHD. Aqui se puede encontrar una descripcion detallada de la instalacién:
Instalacion del dispositivo virtual MiVoice Office 400.

2.7.4.5 Puesta en marcha

Hay varias formas de poner en funcionamiento Virtual Appliance con o sin satélite. Siga las descripciones
detalladas en el capitulo Configuracion.
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2.7.4.6 Registrar y conectar los teléfonos

A medida que va asignando teléfonos a los usuarios segun el paso 6 del Asistente de configuracion, las
instancias de datos para los teléfonos se han creado automaticamente. En esta parte del procedimiento,
para el registro de teléfonos, establece la correspondencia entre las instancias de datos y los teléfonos
fisicos.

6 Nota:

Los teléfonos SIP de Mitel ajustan la fecha y hora mediante un servidor NTP. Para asegurarse de esto,
verifique la configuracion correcta en SMBC Manager / Configuracion / Fecha y hora.

Registrar un teléfono SIP de Mitel

1. Vaya a Terminales / Terminales estandar en WebAdmin y haga clic en el teléfono que desea registrar
con el servidor de comunicaciones.

Se muestran las credenciales de registro y las credenciales SIP y generadas automaticamente
(Nombre del usuario de registro 'y Contrasefia de registro) del teléfono. Tendra que proporcionar las
credenciales de registro mas adelante para registrar el teléfono.

2. Afiada uno o mas moédulos de expansion al teléfono, si estan disponibles.

3. Conecte el teléfono a la red IP y a la alimentacion utilizando el adaptador de alimentacién opcional. Si
la red IP es compatible con PoE, no se necesita el adaptador de alimentacion.

4. Reinicie el teléfono.

El teléfono busca el servidor de comunicaciones. Si hay mas de un servidor de comunicaciones
disponible, el teléfono los enumera en el formato It; XXX — Direccién MAC>.

e Nota:

Encontrara la direccion MAC de su servidor de comunicaciones en Red IP / Direccionamiento IP de
WebAdmin.

5. Elija el servidor de comunicaciones de la lista y cuando se le solicite, introduzca el Nombre del usuario
de registro y la contrasefia de registro.

El teléfono se registra con el servidor de comunicaciones. Si se encuentra disponible un nuevo
software de teléfono, el teléfono se actualiza y se reinicia automaticamente.

Conectar los teléfonos digitales del sistema MiVoice 5300

1. Ahada uno o mas maodulos de expansion a los teléfonos

2. Conecte los teléfonos a las interfaces DSI en el panel frontal. Conecte los teléfonos en el mismo orden
en el que los ha configurado en el capitulo anterior y comience con el nUmero de puerto mas bajo.

3. Los teléfonos se registran y asignan a su instancia de datos del teléfono en el servidor de
comunicaciones. Si mantiene el orden sugerido, el tipo de teléfono coincide con el tipo de terminal
configurado. Puede corregir una discrepancia de terminal en la vista de terminal de WebAdmin.
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Ahora puede hacer llamadas internas entre los teléfonos que conecto al servidor de comunicaciones.
Realice algunas llamadas de prueba entre los diferentes tipos de teléfonos y compruebe el audio. En el
centro de documentacion, puede encontrar las guias de usuario de sus teléfonos.

2.71.4.7 Hacer configuraciones adicionales

Felicitaciones, ha configurado el servidor de comunicaciones con autoaprendizaje. Ahora tiene una
plataforma de configuracién perfecta para conocer mas sobre el servidor de comunicaciones, sus
prestaciones y posibilidades de expansion.

Para configuraciones adicionales, utilice el WebAdmin configuration assistant y la ayuda en linea. Para
obtener informacioén detallada, consulte las guias del usuario y los manuales del sistema en Centro de
Documentos.


https://www.mitel.com/document-center/business-phone-systems/mivoice-office-400
https://www.mitel.com/document-center/business-phone-systems/mivoice-office-400

Grados de expansion y capacidad del 3
sistema

This chapter contains the following sections:
» Capacidad del sistema
Esta es una sesion de transicion.

Puesto que el servidor de comunicaciones Virtual Appliance no contiene ningun hardware, las posibilidades
de expansion estan limitadas a las prestaciones con licencia y al equipo externo. La expansion de los satélites
conectados con tarjetas de interfaz y modulos del sistema se describe en los manuales del sistema Mitel
SMBC y Mitel 470. No obstante, la capacidad del sistema Virtual Appliance difiere de la de otros servidores de
comunicaciones y esta descrita aqui.

3.1 Capacidad del sistema

La capacidad del sistema de Virtual Appliance esta definida por los limites establecidos en el software y
por la capacidad del Mitel Media Server integrado. Los limites de software pueden ser ampliados en parte
mediante licencias.

3.1.1 Recursos media

Los recursos de media se utilizan para funciones complejas de procesamiento de sefales. Proporcionan
funciones para circuitos de conferencia, emisor y receptor DTMF, compresiéon de voz y datos, etc.

Para Virtual Appliance, se proporcionan los recursos media del Mitel Media Server integrado.
Funciones del Mitel Media Server integrado

La tabla a continuacion le ofrece un resumen de las funciones del Mitel Media Server. Las funciones
puede ser todas del mismo tipo se pueden utilizar mezcladas. Algunas de estas funciones estan sujetas a
licencia.

Tabla 11: Funciones del Mitel Media Server integrado

Numero maximo de eventos simultaneos... Aplicacioén virtual

Total de conmutadores para las funciones de 10
conferencia a tres, conferencia a seis, intrusion de
llamada e intrusion de llamada silenciosa.
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Numero maximo de eventos simultaneos... Aplicacion virtual

conmutadores se utilizan en total para todos los 2502
servicios de audio (mensajeria vocal, operadora
automatica, servicio de llamadas por voz, musica
en espera, grabacion de llamadas, el aviso con
archivo de audio o el puente de conferencias),
para conferencias, intrusion de llamada e intrusion
de llamada silenciosa, integracion de moéviles y de
teléfonos externos asi como para cada conexion
punto a punto (del enlace al terminal y de terminal
a terminal). Para el relé DTP son necesarios dos
canales (comunicacion indirecta).

Numero total de conmutadores para las funciones | 400
de llamada en espera, y de emisor y receptor
DTMF

Tono de marcacion del receptor, tono de ocupado | 3
del receptor, sefal de llamada del receptor, emisor
FSK'y receptor FSK, emisor y receptor CAS

3.1.2 Capacidad general del sistema

Tabla 12: Capacidad general del sistema

Numero maximo... Sistemas individuales Virtual Appliance o

AIN con Virtual Appliance como maestro

Nodos en una red transparente (AIN) 50

Nodos con red SIP 100

Usuarios? 1200 (las configuraciones con mas de 400
usuarios deben ser aprobadas por el equipo
de ingenieria de ventas de Mitel)

2 . . ., . .
5 Para conocer el nimero de interruptores por funcion (canales), consulte Capacidad general del sistema..
Los satélites conectados proporcionan los recursos.
Cada usuario requiere una licencia.
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Nimero maximo... Sistemas individuales Virtual Appliance o

AIN con Virtual Appliance como maestro

Terminales por usuario® 16

Conexiones simultaneas

» Sin IP y sin DECT (internas / externas) 250
* IP—no IP (internas / externas) 250
* |IP —IP (internas) 250

* IP —IP através de canales de acceso SIP (externas) | 240

» DECT - no DECT (internas / externas) 250

+ DECT - DECT (internas) 250

Canales de voz VoIP G.711 / G.729 (Mitel Media 250/50

Server)6

Canales de audio, grabacion de llamadas 8 por nodo’

Canales de audio para mensajeria vocal 15 por nodo (maximo 250)
Canales de audio para mensajeria vocal, operadora 15 por nodo (maximo 250)

automatica y grabacion de llamadas, total

Canales de audio para operadora automatica 45 por nodo (maximo 250)

5 Solo 1 consola de operador, 1 MiVoice 2380 IP, 1 Mitel SIP-DECT, 2 teléfonos inalambricos DECT y 1 MiCollab client (3 MiCollab
clients con MiCollab version 8.1) son posibles para cada usuario.
Se aplica también a los modos VolP Seguro

" Para conexiones IP-IP maximo 8
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Nimero maximo... Sistemas individuales Virtual Appliance o

AIN con Virtual Appliance como maestro

Total de canales de audio® 45 por nodo (maximo 250)

Canales de voz FolP, T.38 (Canales IP integrados) so6lo en los satélites

Canales de voz FolP, T.38 (Canales IP de media) solo en los satélites

Transmisor / receptor CAS para interfaces de red PRI- so6lo en los satélites

E1°

Puente de conferencias configurable 60

Conferencias activas ver Tabla 11: Funciones del Mitel Media

Server integrado en la pagina 37

Grupo de enlaces 506
Grupos de enlace en una ruta 8
Interfaces de red por grupo de enlace 64
Rutas 21210
Grupos de canales B 506
Proveedor SIP 10
Cuenta de usuario SIP 1200
Planes de marcacion directa 10

8 Los canales de audio se pueden utilizar para correo de voz, operadora automatica, cola con anuncio, grabacién de llamadas,
anuncio con archivo de audio o puente de conferencia. El servicio de anuncio y la musica en espera utilizan sus propios recursos.
De relevancia solo para ciertos paises como Brasil
12 de ellos estan enmascarados (no configurables)
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Numero maximo...

Sistemas individuales Virtual Appliance o

AIN con Virtual Appliance como maestro

6800/6900 SIP

Numeros DDI totales’ 4000
Reglas de conversién SmartDDI por plan DDI 100
Reglas de conversion globales SmartDDI 200
Elementos de distribucion de llamadas 4000
Cola con anuncio 16
Grupos de usuarios 99
Miembros por grupo de enlaces normal 16
Miembros por grupo de enlace "extendido" 1200
Numeros de marcacion abreviada + usuarios RPSI 4000
Teclas de operador por teléfono en Mitel 6800/6900 SIP | 1012
Teclas de habitacion en Mitel 6873 SIP (teclado de 200
expansion incluido)

Teclas de linea por teléfono de teclas (excepto Mitel 39
6800/6900 SIP)

Teclas de linea por teléfono de teclas en Mitel 2 1213

1"

12

En EE.UU. / Canad3, se utiliza la abreviatura DID (Marcacién interna directa) en lugar de DDI (Marcacién interna directa)

Solo 6 en Mitel 6940 SIP Mitel 6873 SIP si el teléfono también se utiliza como teléfono de recepcion.

3 Segun el tipo de teléfono: Aastra 6730i/31i: 6 teclas; Mitel 6735/37/39/53/55/57 SIP: 9 teclas; Mitel 6863 SIP: 2 teclas; Mitel 6865/67

SIP: 9 teclas; Mitel 6869/73 SIP: 12 teclas; Mitel 6900 SIP: 12 teclas
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Numero maximo... Sistemas individuales Virtual Appliance o

AIN con Virtual Appliance como maestro

Teclas de linea por CDE en Mitel 6800/6900 SIP 16
Total de teclas de linea en Mitel 6800/6900 SIP consulte '°
Grupos de conmutacién 50
Posiciones por grupo de conmutacion 3
Destinos de linea directa 20
Destinos de emergencia 50
Numeros de emergencia internos 10
Equipos de respuesta de emergencia internos 50
Miembros de equipos de respuesta de emergencia 20
internos

Numeros de emergencia publicos 20
Asignaciones de numeros de llamada externos a 1500
numeros de llamada internos

Restriccion de digitos externa 16

™ Elvalor se aplica a CDE con linea KT de destino. Con multiples destinos (Usuario + ML o ML +GU) el valor se reduce a 8.

5 Dependiendo del numero mas alto de teclas de linea, configuradas para la misma linea. Se aplica la siguiente regla (teclas de linea
por linea / total de teclas de linea): (16/48), (14/56), (12/72), (10/100), (8/160), (6/240), (4/320), (2/400).Ejemplo: Las siguientes
teclas de linea se configuran en teléfonos SIP de Mitel diferentes: 8 teclas para la linea 1, 14 teclas para la linea 2, 10 teclas para la
linea 3, 10 teclas para la linea 4.

Mayor numero de teclas por linea: 14
Se permite un total de 56 teclas de linea

Teclas de linea configuradas: 8 + 14 + 10 + 10 = 4 -> OK
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Nimero maximo... Sistemas individuales Virtual Appliance o

AIN con Virtual Appliance como maestro

Restriccion de marcacion interna: 16
Lista restringida 50
Lista libre 50
Mensajes de texto predefinidos 16
Grupos de llamada por voz/mensaje 50
Usuario por llamada de voz/grupo de mensajes 16
Tablas del servicio de datos 32

Cuentas de usuario para control de acceso de usuarios | 25

Perfiles de autorizacién para cuentas de usuario 25
Registrar entradas por cuenta de usuario 20
Usuarios CTI First-party a través de LAN 32
Usuarios CTI First-party a través de Mitel Dialer 1200
Interfaces CTI Third Party 1
Interfaz CTI Third-Party (Basica, Estandar) 600
Grupos, Agentes (OIP Call Center) 150
Agentes (Mitel MiContact Center Business) 80
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Nimero maximo... Sistemas individuales Virtual Appliance o

AIN con Virtual Appliance como maestro

Buzones con el sistema de mensajeria vocal basico o 1200
avanzado

Saludos por buzoén de voz 3
Perfiles por buzén para operadora automatica 3
Servidores de comunicacion de respaldo para Dual 50
Homing

Servidores de comunicacion primarios para Dual 50
Homing

Lista de bloqueos 1

Entradas de numero de llamada en la lista de bloqueo 3000

Tabla de encaminamiento basado en numero CLIP 20

Total de entradas de nimero de llamada en la tabla de 1000
distribucion de llamadas

Memoria de datos de llamada interna (nUmero de 1000
registros)16

Contactos privados 12000

Entradas de lista de llamadas para cada una de las tres | 30
listas de llamadas por teléfono

Total de entradas en la lista de llamadas 60000

"6 | a memoria de datos de llamada solo se utiliza si el destino de salida esta bloqueado (p. Ej., Atasco de impresora).
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Nimero maximo... Sistemas individuales Virtual Appliance o

AIN con Virtual Appliance como maestro

Botones de indicador de ocupado en teléfonos SIP de 4000

Mitel en total

Botones de indicador de ocupado por teléfono SIP de 50
Mitel

Mismos usuarios en los botones de indicador de 25

ocupado en los teléfonos SIP de Mitel

Teclas configuradas 48000
Méddulos de teclado extendido en terminales DSI 400
Moédulos de expansién en teléfonos IP del sistema 400
Modulos de expansién de teclas en teléfonos Mitel 600

6800/6900 SIP

Teclado alfanumérico Mitel K680 600

Teclado alfanumérico (AKB) 400
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Terminales

Grados de expansion y capacidad del sistema

Tabla 13: Maximo nimero de terminales por sistema e interfaz

Interfaz

Varios

Terminal

Terminales
(incluyendo
terminales
virtuales y
teléfonos moviles
o externos
integrados)

Sistema
individual
de Virtual
Appliances

2400 "

por AIN

con Virtual
Appliance como
Maestro

2400"

por interfaz

Varios

Terminales
(excluyendo
terminales
virtuales y
teléfonos méviles
0 externos
integrados)

2400"

2400""

Varios

Terminales de libre
ocupacion

2400

2400

DSI-AD2

Terminales en
interfaces DSI-
AD2 (total)

1200

DSI-AD2

MiVoice 5360

MiVoice 5361

MiVoice 5370

MiVoice 5380

1200

DSI-AD2

MiVoice 5380

MiVoice 1560

32

17
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Interfaz

DSI-AD2

Terminal

Unidad de radio
SB-4+

Sistema
individual
de Virtual
Appliances

por AIN

con Virtual
Appliance como
Maestro

25518

por interfaz

DSI-AD2

Unidades de radio
SB-8/SB-8ANT

25518

19

DECT

Mitel 610/612
DECT

Mitel 620/622
DECT

Mitel 630/632
DECT

Mitel 650 DECT

Mitel 700d DECT

Office135

Office160

Terminales GAP

1200

LAN

Terminales en
interfaces LAN
(total)

2400

2400

LAN

Clientes DHCP en
el servidor interno
DHCP

3000

3000

18

Maximo 64 unidades de radio por area de ubicacioén si se definen 4 areas de ubicacién, o maximo 128 unidades de radio por area de
ubicacion si se definen 2 areas de ubicacion.
Funcionamiento con 2 interfaces DSI en cada caso

Release 7.2

Virtual Appliance



Grados de expansion y capacidad del sistema

Interfaz Terminal Sistema por AIN por interfaz
individual con Virtual
de Virtual Appliance como
Appliances Maestro
LAN MiVoice 2380 IP 1200 1200
MiVoice 5360 IP
MiVoice 5361 IP
MiVoice 5370 IP
MiVoice 5380 IP
LAN Mitel 6930 SIP 4 4
Mitel 6940 SIP
Mitel 6869 SIP
Mitel 6873 SIP
MiVoice 5380 IP 32 32
MiVoice 1560
LAN Mitel 6940 SIP 4 4
Mitel 6873 SIP
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Interfaz Terminal Sistema por AIN por interfaz
individual con Virtual
de Virtual Appliance como
Appliances Maestro
LAN Mitel 6920 SIP 2400 2400
Mitel 6930 SIP
Mitel 6940 SIP
Mitel 6863 SIP
Mitel 6865 SIP
Mitel 6867 SIP
Mitel 6869 SIP
Mitel 6873 SIP
LAN Teléfonos 2400 2400
inalambricos Mitel
SIP-DECT
LAN Terminales SIP 1200 1200
estandar
- Terminales 1200 1200
virtuales
- Teléfonos moéviles 1200 1200
y externos
integrados
BRI-S Terminales en - 512 820
interfaces BRI-S
(total)

20

Maximo de 2 conexiones de llamadas simultaneas.
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Interfaz Terminal Sistema por AIN por interfaz
individual con Virtual

de Virtual Appliance como
Appliances Maestro

BRI-S Terminales con - 512
estandar ETSI

¢ Terminales

RDSI

* Tarjetas PC
RDSI

¢ Routers LAN
RDSI

* Adaptadores de
Terminal RDSI

FXS Terminales en - 1200 1

interfaces FXS
(total)
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Interfaz Terminal Sistema por AIN por interfaz
individual con Virtual
de Virtual Appliance como
Appliances Maestro

FXS Terminales - 1200

nacionales

analdgicos
certificados

* Marcacion
decadica (PUL)

* Marcacién por
multifrecuencia
(DTMF)

* Unidades de
radio para
teléfonos
inalambricos

* Intercomunicadofes
de puerta con
funciones de
control por
DTMF

* Maquinas de
fax del grupo
321

* Contestadores
automaticos

e Moddems

FXS Equipos externos - 1 por nodo

de audio con

entrada de linea

FXS A través de - 1200

las salidas de

control de pueden

controlar equipos

externos

21

Se recomienda la transmision con el protocolo T.38 para Fax sobre IP. Es necesario asignar los correspondientes recursos de

media.
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Interfaz Terminal Sistema por AIN por interfaz
individual con Virtual
de Virtual Appliance como
Appliances Maestro
FXS Conmutadores - 1200
externos para
controlar grupos
de conmutacién
internos a través
de entradas de
control
FXS Llamada general - 1 por nodo
3.14 Interfaces de red y de terminal

Tabla 14: Interfaces de red y de terminal

Numero maximo... Sistemas individuales Virtual | AIN con Virtual Appliance
Appliance como maestro

Interfaces Ethernet 1 por nodo

Interfaces de red, total (ext. FXO, - 288

BRI-T, PRI, BRI-S)

Interfaces de terminales, total (DSI, | — 1200

FXS, BRI-S)

Interfaces de terminal DSI - 1200

Interfaces de terminales analégicos | — 1200

FXS

Interfaces de terminal BRI-S - 224

Interfaces de red analégicos FXO - 64
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Nimero maximo... Sistemas individuales Virtual | AIN con Virtual Appliance
Appliance como maestro

Interfaces de acceso basico BRI-T | - 256

Accesos basicos BRI-S externo - 256

Interfaces de acceso primario PRI - 30 22

Acceso SIP 10 10

Canales de acceso SIP? 240 240

3.1.5 Garantia del software

Software Assurance (SWA) es la oferta de soporte integral de Mitel que brinda acceso a nuevas versiones
de software, servicios de soporte y acceso remoto SRM al servidor de comunicaciones.

El acuerdo de la garantia de software contiene en el sistema de comunicaciones un tiempo de ejecucién
y un numero de usuarios internos autorizados fijo. Mediante el estado SWA en la barra de titulos de
WebAdmin, puede comprobar de inmediato si existe una garantia de software activa para el servidor de
comunicaciones.

El estado SWA se obtiene en el servidor de licencias a través de un enlace directo encriptado. Si no tiene
conexion al servidor de licencias, se muestra el ultimo estado conocido.

El niumero de usuarios cubiertos a través de SWA y el nimero de usuarios configurados que requieren
SWA se pueden ver en la vista informacién del sistema. SWA pierde su validez si el numero de usuarios
configurado excede al numero de usuarios cubiertos a través de SWA.

3.1.6 Licencias

El uso del software de gestion de llamadas requiere una licencia. La aplicacion Mitel CPQ planifica
automaticamente las licencias necesarias, que posteriormente se activaran en el servidor de
comunicaciones mediante un archivo de licencia.

El archivo de licencia contiene todas las licencias permitidas. Cuando le adquiere una nueva licencia a su
distribuidor, este le generara un nuevo archivo de licencia. Cargue este archivo en WebAdmin en la vista
Licencias.

2 ge pueden usar 10 canales B por interfaz de red PRI sin licencia

Licencias requeridas
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e Nota:

» Se transfiere un archivo de licencia a otro servidor de comunicaciones.

» Sirecibe un vale en lugar de un archivo de licencia, inicie sesidon con su nombre de usuario asociado
en MiAccess https://miaccess.mitel.com/y genere el archivo de licencia usted mismo utilizando el
numero EID. Puede encontrar instrucciones detalladas sobre esto en la ayuda de WebAdmin en la vista
Licencias.

3.1.6.1 Descripcion de las licencias disponibles

Software

» Lanzamiento de software

La actualizaciéon a una nueva version de software requiere una licencia. Una garantia de software SWA
vélida le permite actualizar el servidor de comunicaciones a una nueva version de software por un
tiempo determinado y manejarlos con un nimero de usuarios especifico.

Una garantia de software valida es el requisito previo para poder adquirir una licencia de actualizacion
(licencia de version de software) para una version de software en particular. Sin una licencia de versién
de software valida, puede actualizar el servidor de comunicaciones a un nuevo nivel de software,

pero después de cuatro horas de tiempo de funcionamiento cambiara al modo de funcionamiento
restringido (consulte Modo de funcionamiento restringido). El servidor de comunicaciones volvera al
funcionamiento normal en cuanto cargue un archivo de licencia que incluya la licencia de Version de
software. No es necesario reiniciar el servidor de comunicaciones.

0 Nota:

* La adquisicidon de un servidor de comunicaciones nuevo también incluye una garantia de software
por un tiempo determinado. Inicie sesion con su socio inicie sesion en Mitel MiAccess https://
miaccess.mitel.com/ y obtenga un nuevo archivo de licencia utilizando el numero EID y el
comprobante. El archivo de licencia emitido como resultado contiene la licencia de version de
software adecuada (y cualquier otra licencia que haya adquirido). Ahora podra activar el sistema de
comunicaciones con este archivo de licencia. Puede encontrar instrucciones detalladas sobre esto
en la ayuda de WebAdmin en la vista Licencias.

* Red IP Neris

En un AIN, una licencia de version de software valida debe estar disponible solo en el maestro.
Excepcion: Para el modo fuera de linea a largo plazo, para operar con Secure VolP y usarse como
servidor de comunicaciones de respaldo, el satélite también debe tener una licencia de version de
software valida.

+ Comportamientos de los satélites en modo offline:

Los satélites con una licencia de version de software incorrecta pasan al modo de
funcionamiento limitado al cabo de seis horas. Los satélites sin licencia de version de software
pasan al modo de funcionamiento limitado al cabo de cuatro horas.
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Usuario

Usuario

Virtual Appliance requiere una licencia de usuario para cada usuario del sistema.

Excepcion: Un usuario sin un terminal o solo con un terminal virtual no necesita una licencia.
Usuario de IP (paquete de licencias)

Con este conjunto de licencias, se dispone de un usuario adicional que puede asignar 8 terminales de
cualquier tipo (excepcion: para un Mitel One, se requiere una licencia de terminal adicional) inclusive
las licencias telefénicas y de video correspondientes, si son necesarias. Esto permite al usuario
cambiar el tipo de teléfono sin cambiar la licencia

Con los siguientes conjuntos de licencias UCC, de ser necesario, esta disponible otro usuario al

que puede asignarsele 8 terminales de cualquier tipo, que incluyen las licencias telefénicas y de
video adecuadas para todos los teléfonos. Los paquetes de licencias se asignan explicitamente a un
determinado usuario:

* Entrada Usuario UCC

Este paquete de licencias contiene las licencias descritas en la seccion anterior y activa las
funciones de MiCollab para la funcion MiCollab UCC Entry y la funcién Mitel One para un usuario.

e Usuario UCC estandar

Este paquete de licencias contiene las licencias descritas en la seccion anterior y activa las
funciones de MiCollab para el rol MiCollab UCC Standard y la funcion Mitel One para un usuario.

e Usuario UCC Premium

Este paquete de licencias contiene las licencias descritas en la seccion anterior y activa las
funciones de MiCollab para el rol de MiCollab UCC Premium y la funcion de Mitel One para un
usuario.

Con un numero especifico de conjuntos de licencias UCC, se afiaden usuarios con licencias de
terminal SIP para usarlas con MiCollab AWV.

La férmula es: 10 + [Usuario UCC estandar]/10 + [Usuario UCC Premium]}/5
Example: Entrada Usuario UCC: 12, Usuario UCC estandar: 22, Usuario UCC Premium: 14

Formula: 10 + 22 /10 + 14 / 5 = 14 usuarios con terminales SIP.

Terminales

Con el modelo de licencia simplificado, MiVoice Office 400 no necesita ninguna licencia de terminal
(excepto Mitel One).

Softphones MiVoice 2380 IP

Se requiere una licencia de usuario IP para operar los softphones IP MiVoice 2380 IP. Las licencias son
necesarias durante el registro de los terminales en el sistema.

Teléfonos MiVoice 5300 IP

Se requiere una licencia de usuario IP para operar los teléfonos del sistema IP MiVoice 5360 IP,
MiVoice 5361 IP, MiVoice 5370 IP y MiVoice 5380 IP. Las licencias son necesarias durante el registro
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de los terminales en el sistema. Si faltan las licencias necesarias, se mostrara en el sistema el
correspondiente mensaje sobre el evento.

» Terminales Mitel SIP

Para operar terminales Mitel SIP de la serie Mitel 6800/6900 SIP, el usuario requiere una licencia de
usuario de IP.

*  Mitel One

Con esta licencia, un teléfono mévil con la aplicacion Mitel One puede integrarse en el sistema de
comunicacion de forma conjunta.

*  Dual Homing

Si falla el servidor de comunicaciones principal o se interrumpe su conexion IP, los teléfonos SIP de la
serie Mitel 6800/6900 SIP pueden registrarse automaticamente en el servidor de comunicaciones de
respaldo. En el servidor de comunicaciones de respaldo se necesita una licencia por teléfono. Las
licencias son necesarias durante el registro de los clientes en el sistema.

» Extension de teléfono externo o movil

Este tipo de terminal se utiliza para integrar teléfonos moviles u otros teléfonos externos en el sistema
de comunicacion. El usuario requiere una licencia de usuario IP para este tipo de terminal.

e Terminales SIP

Se requiere una licencia de usuario de IP para operar terminales SIP estandar.
» Terminales de Video

Para poder utilizar la funcionalidad de video de un terminal de video SIP estandar, se requiere una
licencia de usuario de IP.

» Terminales de Video

Para poder utilizar la funcionalidad de video de un terminal de video SIP estandar, debe adquirir una
licencia de Terminales de Video ademas de una licencia de Terminales SIP.

Servicios de audio

* Puente de conferencia (conferencia de acceso telefénico)

Esta licencia se incluye en el kit base MiVoice Office 400 SMBC - paquete S y permite el uso de un
puente de conferencia. Los participantes internos o externos a la conferencia eligen un nimero de
llamada especifico y se conectan con la conferencia después de introducir un PIN. Se necesita una
licencia por sistema/AlN.

*  Numero en cola

Esta licencia esté incluida en el kit base MiVoice Office 400 SMBC - Paquete S y permite usar la
funcionalidad de "Cola con anuncio".

* Operadora Automatica

Esta licencia se incluye en el kit base MiVoice Office 400 SMBC - paquete S y permite el uso de la
funcion de operador automatico.
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Enterprise Voice Mail

La licencia esta incluida en el paquete S del kit basico SMBC de MiVoice Office 400.

0 Nota:

Los canales de audio adicionales requieren Ampliacién de grabacién de audio; Canales de
reproduccién. Para utilizar la funcién de operadora automatica es necesaria una licencia de Operadora
Automatica.

Canales de grabacion y reproduccion de audio

Estas licencias estan incluidas en el paquete S del kit basico SMBC de MiVoice Office 400. Los canales
de audio se utilizan para grabar o reproducir datos de audio para correo de voz, asistente automatico o
grabacion de llamadas.

Red IP Neris

Los recursos de media en cada nodo deben estar disponibles y asignados para ello.

Funciones

VoIP seguro

Esta licencia permite conexiones VolIP encriptadas con la ayuda de SRTP (Protocolo Seguro de
Transporte en Tiempo Real) y/o datos de sefializacion SIP encriptados mediante TLS (Seguridad de la
Capa de Transporte).

o Nota: Por motivos legales (Cumplimiento del control comercial) en una AIN se necesita una
licencia de Secure VoIP para el maestro y para cada satélite.

Intrusion de llamada silenciosa

Esta licencia es necesaria para la funcién Intrusién de llamada silenciosa, la cual es similar a la de

Intrusion de llamada. La diferencia radica en que el usuario sobre el que se provoca la intrusion no

es avisado con ninguna sefial ni acustica ni visual. Esta funcién se utiliza principalmente en los Call
Center. Se necesita una licencia por sistema/AIN.

Recursos

Licencia base de Aplicacion Virtual

Esta licencia basica es necesaria para Virtual Appliance. Para cada usuario se requiere adicionalmente
una licencia de usuario (consulte Licencias de usuario). Con esta licencia basica no se necesita
ninguna otra licencia para la configuracién de una Mitel Advanced Intelligent Network (AIN).

Canales VoIP para el cambio de medios estandar

Estas licencias se incluyen en el kit base SMBC de MiVoice Office - paquete S y permiten la conversion
de canales de voz para conexiones VolP-no VolIP y se utilizan para terminales IP, terminales SIP,
canales de acceso SIP o para operar una Mitel Advanced Intelligent Network. La alta compresion de
datos de voz es posible con los canales VoIP G.729.
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» En teoria, no se requieren canales VoIP en un entorno VolP puro (solo teléfonos IP/SIP en el sistema
y conexién a la red publica a través de un proveedor SIP). Sin embargo, tan pronto como las funciones
de correo de voz, el servicio de anuncios o la musica en espera se utilizan, se requieren canales de
VolIP ya que el uso de estas funciones implica una conversion de los datos de voz.

* Red IP Neris
Los recursos de media en cada nodo deben estar disponibles y asignados para ello.
Trabajo en redes

» Canales B en Tarjetas PRI

Estas licencias estan incluidas en el paquete S del kit basico SMBC de MiVoice Office.
» Canales de acceso SIP

Para la conexion de un sistema a un proveedor de servicios SIP o para la conexién en red de sistemas
a través de SIP, se necesita una licencia por canal. El kit basico SMBC de MiVoice Office 400 - paquete
S incluye estas licencias de canal de acceso SIP

e Nota:

Mitel Advanced Intelligent Network: Los recursos de media en cada nodo deben estar disponibles y
asignados para ello.

Red privada

e Canales de Redes QSIG

Estas licencias se incluyen en el kit base SMBC de MiVoice Office: paquete Sy se utilizan para
implementar una red privada de linea arrendada con QSIG al habilitar una cantidad especifica de
canales QSIG salientes simultaneamente.

o Nota:

Para Virtual Appliance, esta licencia es solo importante para la conexion en red QSIG de un satélite
AIN.

Aplicaciones

* Advanced Messaging

Habilita el protocolo SMPP para poder integrar un servidor SMS y los teléfonos inalambricos 9d DECT
y DT DECT que van a ser registrados como teléfonos del sistema). Se pueden utilizar con sistemas
amigables de mensajeria. Se necesita una licencia por sistema/AIN.
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CTI Primera Parte via LAN

Esta licencia basica habilita las funciones basicas de CTI a través de la interfaz Ethernet (por ejemplo,
para usar una ayuda de marcacion de PC) para un numero especifico de usuarios (consulte Capacidad
general del sistema). No puede combinarse con licencias CTI Third-party.

CTI Primera Parte via LAN

Esta licencia esta incluida en el kit base SMBC de MiVoice Office - paquete S y habilita las funciones
basicas de CTI a través de la interfaz Ethernet (p. €j., para usar una ayuda de marcacion de PC) para
un nimero especifico de usuarios (consulte Capacidad general del sistema). No puede combinarse con
licencias CTI Third-party.

Marcadores

Esta licencia le permite el uso de la aplicacion CTI Mitel Dialer. El nimero de licencias determina las
aplicaciones Mitel Dialer asignadas al usuario simultaneamente activas.

Paquete de hospitalidad SMBC / VA - S

Este paquete le permite utilizar Mitel 400 Hospitality Manager. Mitel 400 Hospitality Manager es una
aplicacion basada en la web para recepcionistas en el sector de hoteleria. Se necesita una licencia por
sistema/AIN.

Se utiliza para conectar el servidor de comunicaciones a un sistema de gestion hotelera mediante el
protocolo FIAS.

Interfaces

Interfaz ATAS / Interfaz ATASpro

Estas licencias estan incluidas en el kit base MiVoice Office 400 SMBC - Paquete S y permiten
conectar fuentes externas de alarma y mensajeria a través de la interfaz Ethernet.

Interfaz ATAS: Muchos comandos disponibles por mensajeria (visualizacion del texto e introduccion de
teclas programables en teléfonos del sistema), alarma de niumero de emergencia, proteccion basica
con tecla de alarma, supervision de cargadores, etc.

Interfaz ATASpro: Funciones adicionales disponibles como ubicacién DECT, alarma de namero de
emergencia publico, alarma de evacuacion, proteccién mejorada con activacion de alarma, conseguir
ambientes y estado de habitacion.

9 Nota:

Si usa Mitel Open Interfaces Platform, OIP recibe las licencias del servidor de comunicaciones. Si usa
Mitel Open Interfaces Platform, OIP recibe las licencias del servidor de comunicaciones.

Sesiones CSTA
Esta licencia permite a las aplicaciones third-party supervisar y controlar un terminal en el servidor de

comunicaciones utilizando el protocolo CSTA. Cuando un terminal esta supervisado y controlado por
varias aplicaciones, se necesita una licencia para cada una de ellas.
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Sincronizacién de presencia a través de SIMPLE y MSRP

SIMPLE (Protocolo de inicio de sesion para mensajeria instantanea y extensiones de aprovechamiento

de la presencia, por su sigla en inglés) es un protocolo para el intercambio de informacion de
presencia, y se utiliza entre puntos finales SIP (terminales, interfaces de red y nodos). MSRP

(Protocolo de retransmision de sesion de mensajes) es un protocolo utilizado para intercambiar datos
entre clientes SIP (ejemplo para chats). Estas licencias estan incluidas en el paquete S del kit basico

SMBC de MiVoice Office 400.

Modo de funcionamiento limitado

Sin una licencia valida Version de software, el servidor de comunicaciones pasa a un modo de
funcionamiento limitado después de cuatro horas de cada reinicio. La restriccion afecta a los siguientes
aspectos:

Prestaciones restringidas con el funcionamiento limitado:

No habra informacién de llamada para las llamadas entrantes durante la conexion de llamada.
La marcacion por nombre esta desactivada.

No se puede consultar las funciones a través del menu o de la tecla de funcién (tampoco se pueden
realizar llamadas de consulta).

Las teclas team no funcionan.
No se pueden ejecutar los codigos de funcion (excepto el de act./desact. mantenimiento remoto).
No se soporta la marcacién desde otro PC ni otras funciones CTI.

Servicios restringidos y funciones de encaminamiento:

3.1.8

Las llamadas no se encaminan a los teléfonos moéviles/externos integrados.
Las funciones de centro de llamadas estan fuera de servicio (ningiin encaminamiento a ACD).

Las funciones de mensajeria vocal estan fuera de servicio (ningiin encaminamiento de llamada a la
mensajeria vocal).

El servicio de anuncio esta fuera de servicio.

Licencias temporales offline

Si la conexién con el maestro se interrumpe en un AIN, los satélites se reinician en modo fuera de linea.
Las licencias activadas en el maestro no son visibles en los satélites en modo offline. Para garantizar

el trafico autonomo de VoIP y QSIG de forma temporal, determinadas licencias estan habilitadas en los
satélites en cuestion durante la duraciéon de la operacion fuera de linea o por un maximo de 36 horas

(las licencias no son visibles en WebAdmin). La descripcion general de licencia (Descripcion general de

licencias) muestra qué licencias se ven afectadas. Para asegurar una mayor duracion del funcionamiento
en modo offline, es necesario adquirir las correspondientes licencias también para los satélites.

3.1.9

Licencias temporales

Para algunas funciones existen licencias temporales disponibles. Esto significa que las funciones o
prestaciones para las que son necesarias licencias pueden utilizarse y probarse, sin licencia, durante
un periodo de 60 dias. Las licencias de prueba se habilitan automaticamente la primera vez que se usa
una funcién en particular y luego se enumeran en WebAdmin en la vista Licencias, junto con la fecha de
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vencimiento. Este proceso sélo se puede utilizar una vez por cada funcion o prestacion. A continuacién, se
debe adquirir la licencia. El resumen de licencias muestra las licencias de prueba disponibles.

3.1.10 Licencias Virtual Appliance

Puede obtener licencias de Virtual Appliance de dos formas:
A través del nimero EID de Virtual Appliance

Para este tipo de concesion de licencia, el servidor de comunicaciones de Virtual Appliance debe disponer
de acceso permanente a Internet. Esto es necesario porque el servidor de licencias comprueba de forma
periddica que no exista un segundo servidor de comunicaciones con el mismo EID (clon). En ese caso, se
muestra el mensaje de evento Posible clon del sistema detectado. Si se confirma la sospecha, el servidor
de comunicaciones cambia al modo de funcionamiento restringido (consulte Modo de funcionamiento

restringido).

El modo de funcionamiento limitado también se activa si el servidor de comunicaciones permanece
desconectado del servidor de licencias durante un periodo mas largo (maximo 72 horas) o si la licencia no
es valida.

6 Nota:

Si durante el funcionamiento normal, Virtual Appliance pierde el contacto con el servidor de licencias,
se inicia un temporizador de 72 horas. Si el enlace se restaura antes de que pasen las 72 horas, el
temporizador no se restablece directamente, sino que inicia la cuenta hasta alcanzar de nuevo las
72 horas.

Este tipo de licencia se puede utilizar para un sistema individual o en un AIN. Si se carga un archivo
de licencia de este tipo en el servidor de comunicaciones, vera el EID del Virtual Appliance en la vista
Licencias y se activara el parametro de estado Comprobacién de licencia en linea.

Concesion de licencia a través de la EID de un satélite gateway

La tarjeta EIM de un satélite sirve como titular de licencia para este tipo de concesion de licencia. Por lo
tanto, se debe introducir la EID del satélite (EID de gateway) en la configuracién del servidor de licencias.
Si se carga un archivo de licencia de este tipo en el servidor de comunicaciones, vera el EID del Virtual
Appliance y el EID de la puerta de enlace en la vista Licencias y el parametro de estado Comprobacién de
licencia en linea esta desactivado.

Si durante el funcionamiento normal, el maestro pierde el contacto con el satélite con el EID del gateway,
se inicia un temporizador de 72 horas. El satélite se reinicia en modo fuera de linea con la licencia fuera
de linea temporal (consulte Licencias fuera de linea temporales). El maestro de Virtual Appliance se

sigue ejecutando durante 72 horas en modo de funcionamiento normal, excepto si, por ejemplo, las
funciones de puerta de enlace del satélite ya no se pueden utilizar. Después de las 72 horas, el servidor
de comunicaciones del Virtual Appliance cambia al modo de funcionamiento restringido (consulte Modo de
funcionamiento restringido).
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Si el enlace entre el maestro y el satélite se restaura antes de que pasen las 72 horas, el temporizador no
se restablece directamente, sino que inicia la cuenta hasta alcanzar de nuevo las 72 horas.

Este tipo de licencia solo esta disponible en una AIN con Virtual Appliance como maestro.

Relacion de licencias

Tabla 15: Relacion de licencias

Licencia

Atributos
relacionados

con las
licencias

Sin
licencia

Con licencia

Licencias para
conexion en
red

Licencia
offline

Licencia
de
prueba

Software
Lanzamiento| Permite Restringido | No En el AIN, solo | — -
de software | funcionar con 24 restringido en el Maestro;
una version de lo contrario,
de software en por nodo.
particular
Usuarios
Usuario Permite al Bloqueado | 1, 20, 50, En el AIN, solo | si -
usuario el 100 0 200 en el Maestro;
funcionamiento usuarios de lo contrario,
en Virtual adicionales por nodo.
Appliance. por licencia.

2

4 horas después de la carga del nuevo software o después de una operacion de reinicio, el servidor

de comunicaciones cambia a un modo de funcionamiento restringido (ver Modo de funcionamiento

restringido).
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Licencia

Atributos
relacionados

con las
licencias

Con licencia

Licencias para
conexion en
red

Licencia
offline

Licencia
de
prueba

(cualquiera)

+ 8 teléfonos
por usuario

» Licencia de
video para
todos los
teléfonos
licenciados.

* Funcién de
MiCollab
uccC
Entrada.

* 1licencia
Mitel One
Client por
usuario

Usuario de | Paquete de 1 usuario En el AIN, solo | si -
IP licencias: adicional por | en el Maestro;
licencia. de lo contrario,
1 usuario por nodo.
adicional
8 licencias
de teléfonos
(cualquier tipo
excepto Mitel
One)
8 teléfonos
por usuario,
solamente
Entrada Paquete de 1 usuario En el AIN, solo | si -
Usuario licencias: adicional por | en el Maestro;
uccC licencia. de lo contrario,
* 1 usuario por nodo.
adicional
» 8licencias
de teléfono
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Atributos Sin
relacionados licencia

Licencia Con licencia | Licencias para | Licencia | Licencia
conexion en offline de

prueba

con las red
licencias

Usuario
ucc
estandar

Paquete de
licencias:

1 usuario
adicional por
licencia.

En el AIN, solo
en el Maestro;
de lo contrario,

si

* 1 usuario por nodo.

adicional

» 8licencias
de teléfono
(cualquiera)

» 8 teléfonos
por usuario

» Licencia de
video para
todos los
teléfonos
licenciados.

*  Funcion de
MiCollab
ucc
Estandar.

* 1licencia
Mitel One
Client por
usuario.
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Licencia

Usuario
ucc
Premium

Atributos
relacionados
con las
licencias

Paquete de
licencias:

e 1 usuario
adicional

» 8licencias
de teléfono
(cualquiera)

» 8 teléfonos
por usuario

» Licencia de
video para
todos los
teléfonos
licenciados.

*  Funcion de
MiCollab
ucc
Premium

* 1licencia
Mitel One
Client por
usuario

Con licencia

1 usuario
adicional por
licencia.

Licencias para
conexion en
red

En el AIN, solo
en el Maestro;
de lo contrario,
por nodo.

Licencia
offline

si

Licencia
de
prueba

Terminales

Softphones
MiVoice
2380 IP

Numero de
softphones IP
MiVoice 2380
registrados

1 teléfono
IP sobre PC
adicional por
licencia

En el AIN, solo
en el Maestro;
de lo contrario,
por nodo.

si

si

Teléfonos
IP MiVoice

5300%°

Ndamero de
teléfonos de
sistema IP
registrados
MiVoice 5360
IP, MiVoice
5361 IP,
MiVoice 5370
IP y MiVoice
5380 IP

1,20 050
teléfonos IP
de sistema
adicionales
por licencia

En el AIN, solo
en el Maestro;
de lo contrario,
por nodo.

si

si

2

° Las licencias también se pueden utilizar si faltan las licencias de los terminales SIP de Mitel.
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Licencia Atributos Con licencia | Licencias para | Licencia | Licencia
relacionados conexion en offline de
con las red prueba
licencias

Terminales | Numero de 1,20 050 En el AIN, solo | si si

Mitel SIP teléfonos teléfonos en el Maestro;
registrados de Mitel SIP de lo contrario,
la serie Mitel adicionales por nodo.

6800/6900 SIP por licencia

Opciones Uso de la Licencia En el AIN, solo | si si

de video de | funcionalidad adicional en el Maestro;

Mitel 8000i | de video de un para de lo contrario,
terminal SIP de Terminales por nodo.

Mitel SIP de Mitel.
1,20 050
terminales
SIP
adicionales
de Mitel con
funcionalidad
de video por
licencia.

Teléfonos Numero de Por licencia En el AIN, solo | si 3

Mitel Dialog | teléfonos un teléfono en el Maestro;

4200 26 digitales adicional de lo contrario,
registrados por nodo.

Dialog 4220,

Dialog 4222 y

Dialog 4223

Extensiones | Numero 1 teléfono En el AIN, solo | — -

MMC de moviles movil en el Maestro;
que pueden adicional por | de lo contrario,
registrarse licencia (con | por nodo.
con Mitel One Mitel One)

Client.

2

o Los teléfonos Dialogue se pueden conectar Unicamente a Mitel 470 y Mitel SMBC.

Release 7.2

Virtual Appliance



Grados de expansion y capacidad del sistema

Licencia Atributos Sin Con licencia | Licencias para | Licencia | Licencia
relacionados licencia conexion en offline de
con las red prueba
licencias

Dual Numero de 0 1,20 050 Siempre en - si

Homing teléfonos Mitel teléfonos el servidor de
6800/6900 SIP adicionales comunicaciones
registrados en por licencia de respaldo
un servidor de
comunicaciones
de respaldo

Extensiones | Numero de 0 Un teléfono En el AIN, solo | si si

de teléfono | teléfonos movil/externo | en el Maestro;

movil o moviles/ adicional por | de lo contrario,

externo externos licencia (sin por nodo.
que pueden Mitel One)
registrarse (sin
Mitel One)

Terminales | Numero de 0 1 terminal En el AIN, solo | si si

SIP terminales SIP estandar | en el Maestro;

SIP estandar adicional por | de lo contrario,
registrados licencia por nodo.

Terminales | Uso de la 0 Licencia En el AIN, solo | si si

de Video funcionalidad adicional en el Maestro;
de video de un para de lo contrario,
terminal SIP Terminales por nodo.
estandar SIP. 1

terminal SIP
estandar
adicional con
funcionalidad
de video por
licencia.

Servicios de audio

Puente de Uso del puente | Bloqueado | Activado En el AIN, solo | - si

conferencia | de conferencias en el Maestro;

(conferencia de lo contrario,

de acceso por nodo.

telefénico

local)
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Licencia Atributos Sin Con licencia | Licencias para | Licencia | Licencia
relacionados licencia conexion en offline de
con las red prueba
licencias

Numero en | Usode la Bloqueado | Activado En el AIN, solo | si si

cola funcion 'cola en el Maestro;
con anuncio' de lo contrario,

por nodo.

Operadora | Uso de la Bloqueado | Activado En el AIN, solo | si si

Automatica | funcion de en el Maestro;
operadora de lo contrario,
automatica por nodo.

Enterprise Compresion de | Bloqueado | Activada En el AIN, solo | si 3

Voice Mail voz, capacidad (incluye 2 en el Maestro;
ampliada canales de de lo contrario,
de memoria audio para por nodo.
devozy mensajeria
notificacion vocal,
por e-mail operadora
cuando se automatica o
reciben nuevos grabacion de
mensajes de llamadas)
voz, desvio de
mensajes de
voz, grabacion
de llamadas.

Canales de | Canales de Bloqueado | Por licencia En el AIN, solo | — -

grabacion y | audio para 1 canal en el Maestro;

reproduccién| grabacion o de audio de lo contrario,

de audio reproduccién adicional por nodo.
de datos de para
audio. mensajeria

vocal,
operadora
automatica o
grabacion de
llamadas

Prestaciones
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Licencia Atributos Sin Con licencia | Licencias para | Licencia | Licencia
relacionados licencia conexion en offline de
con las red prueba
licencias

VolP Conexiones Transmisién | Transmision Por nodo - -

seguro VolP no encriptada
encriptadas encriptada
utilizando
SRTP y TLS.

Intrusion Uso de la Bloqueado | Activado En el AIN, solo | — -

de llamada | funcién en el Maestro;

silenciosa Intrusién de lo contrario,
de llamada por nodo.
silenciosa

Recursos

Virtual Permite el Restringido | Sin En el AIN, solo | si -

Appliance funcionamiento | @ restricciones | en el Maestro;

de licencia | de la Aplicacion (también en de lo contrario,

bésica27 Virtual. Np AIN). por nodo.
se necesitan
licencias
adicionales
para configurar
un AIN.

Canales Funcionalidad 0/2 29 Por licencia En el AIN, solo | si si

VoIP para VolP un canal VoIP | en el Maestro;

conmutador adicional de lo contrario,

de medios por nodo.

esténdar28

Red

27
29

Esta licencia no se puede ver en la descripcion general de la licencia en WebAdmin.

Si el modo VolIP esta configurado en G.711, se pueden usar dos canales VoIP G.711 por sistema sin una

licencia.

Si se utiliza un Virtual Appliance como maestro, los canales de VoIP del nodo maestro estan disponibles
sin una licencia del Mitel Media Server integrado. No obstante, debera adquirir licencias para los canales

VolIP del satélite.
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Licencia Atributos Sin Con licencia | Licencias para | Licencia | Licencia
relacionados licencia conexion en offline de
con las red prueba
licencias

Canales B Canales B 10 Por licencia En el AIN, solo | — -

en Tarjetas | que pueden un canal B en el Maestro;

PRI utilizarse adicional de lo contrario,
simultaneamente por nodo.
en la interfaz
de PRI

Canales de | Canales 0 Por licencia En el AIN, solo | si si

acceso SIP | utilizables un enlace en el Maestro;
de forma SIP adicional | de lo contrario,
simultanea por nodo.
hacia un
proveedor SIP

Red privada

Canales de | Canales QSIG 0 Por licencia Por nodo si si

red QSIG 4 o n canales

30 QSIG (n

limitado por
la capacidad
del sistema)

Aplicaciones

Advanced Protocolo Bloqueado | Activado En el AIN, solo | — -

Messaging | SMPP para en el Maestro;
integrar un de lo contrario,
servidor SMS por nodo.

y registrar
teléfonos
inalambricos 9d
como teléfonos
de sistema.
(Incluye la
licencia SMPP)

30 Para el Virtual Appliance, esta licencia solo es relevante para la red QSIG de un satélite AIN.
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Licencia Atributos Sin Con licencia | Licencias para | Licencia | Licencia
relacionados licencia conexion en offline de
con las red prueba
licencias

CTl Esta licencia 0 Habilitado En el AIN, solo | — si

Primera para clientes para un en el Maestro;

Parte via CTI First Party namero de lo contrario,

LAN basica, habilita especifico de | por nodo.
las funciones usuarios (ver
CTl basicas Capacidad
a través de general del
la interfaz sistema
Ethernet

Marcadores | Numero de 0 1,20 050 En el AIN, solo | — si
aplicaciones instancias en el Maestro;

Mitel Dialer adicionales de lo contrario,

vinculadas por licencia por nodo.

al usuario

y activas

simultaneamentel.
Gerente de | Uso de Mitel Bloqueado | Activado En el AIN, solo | — si
Alojamiento | 400 Hospitality en el Maestro;

Manager de lo contrario,

por nodo.

Interfaz Utilizacién de Bloqueado | Activado En el AIN, solo | — si

PMS de la interfaz PMS en el Maestro;

Hospitalidad | y por tanto del de lo contrario,
protocolo FIAS. por nodo.

Habitaciones| Numero de 0 1, 20, 50 En el AIN, solo | — 3

PMS habitaciones 0 100 en el Maestro;

Hospitalidad | que utilizan la habitaciones | de lo contrario,
interfaz PMS. por licencia por nodo.
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licencia

Con licencia
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Licencias para
conexion en
red

Licencia
offline

Licencia

de
prueba

Paquete Licencia Bloqueado | Activado En el AIN, solo | si si
basico Mitel | basica: en el Maestro;
OpenCount | Requisito de lo contrario,
previo para por nodo.
todas las
demas
licencias de
OpenCount.
Permite la
conexion a
MiVoice Office
400y el uso
de funciones
basicas.
Paquete de | Licencia Bloqueado | Activado En el AIN, solo | si si
sucursales | adicional: en el Maestro;
de Mitel Ofrece de lo contrario,
OpenCount | funciones por nodo.
Healthcare | adicionales
para centros
de atencién y
centros para la
tercera edad.
Paquete de | Licencia Bloqueado | Activado En el AIN, solo | si si
sucursales | adicional: en el Maestro;
de Ofrece de lo contrario,
autoridades | funciones por nodo.
publicas adicionales
de Mitel para
OpenCount | municipios,
comunidades y
ministerios.
Actualizacion| Licencia Bloqueado | Activado En el AIN, solo | si si
funcional adicional: en el Maestro;
de Mitel Ofrece de lo contrario,
OpenCount | funciones por nodo.
a Comfort adicionales
como el PIN
para telefonia.
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Grados de expansion y capacidad del sistema

Licencia Atributos Sin Con licencia | Licencias para | Licencia | Licencia
relacionados licencia conexion en offline de
con las red prueba
licencias

Actualizacion| Licencia Bloqueado | Activado En el AIN, solo | si si

funcional adicional: en el Maestro;

de Mitel Ofrece de lo contrario,

OpenCount | funciones por nodo.

a Premium | adicionales
como informes
intermedios,
facturacion, etc.

Usuarios Licencia 0 1,20 050 En el AIN, solo | si si

de Mitel adicional: usuarios en el Maestro;

OpenCount | Permite adicionales de lo contrario,
monitorear por licencia por nodo.
un numero
definido de
usuarios a
través de
OpenCount.

Interfaces

Interfaz Uso de la Bloqueado | Activado En el AIN, solo | — si

ATAS interfaz ATAS en el Maestro;

de lo contrario,
por nodo.
Interfaz Uso de la Bloqueado | Activado En el AIN, solo | — si
ATASpro interfaz en el Maestro;
ATASpro de lo contrario,
por nodo.

Sesiones Numero de 0 1,20,500 En el AIN, solo | si si

CSTA terminales 100 sesiones | en el Maestro;
supervisados CSTA por de lo contrario,

a través del licencia por nodo.
protocolo
CSTA.
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Licencia

Atributos
relacionados
con las
licencias

Sin
licencia

Con licencia

Licencias para
conexion en
red

Licencia
offline

Licencia
de
prueba

Presencia Numero de 0 1,20 050 En el AIN, solo | si si
de usuarios que usuarios en el Maestro;
sincronizacioppueden utilizar adicionales de lo contrario,
através de | uno (0 ambos) por licencia por nodo.
SIMPLE y protocolos para que pueden
MSRP las aplicaciones utilizar ambos
de terceros. protocolos.
Interfaz OAI | Uso de la Bloqueado | Activado En el AIN, solo | — si
interfaz de en el Maestro;
aplicacion de lo contrario,
abierta por nodo.

Todas las licencias se ofrecen en paquetes de licencia independiente. Dependiendo de los canales de
venta, los paquetes pueden diferir de las licencias en Resumen de licencias. Los sistemas se entregan
sin licencias. No se prevé la licencia de nuevo. Sin embargo, es posible restablecer la configuracion de

fabrica.

Licencias OIP

Las licencias de OIP son gestionadas por la propia OIP. Puede encontrar una descripcion detallada de las
licencias OIP en el Manual de sistema de Mitel Open Interfaces Platform.




Instalacion 4

This chapter contains the following sections:

* Introduccion
» Abreviaturas y definiciones
* Requisitos minimos para la maquina virtual

Este capitulo define las condiciones de instalacion de Virtual Appliance y contiene instrucciones de instalacion
detalladas. La descripcion de como montar, enchufar y conectar los servidores de comunicaciones Mitel
415/430, Mitel SMBC y Mitel 470, y de cdmo conectar las interfaces y sus prestaciones esta proporcionada en
los respectivos manuales del sistema.

4.1 Introduccidn

El MiVoice Office 400 Virtual Appliance se suministra como una imagen compatible VMware
preconfigurada (archivo OVA) o como formato de disco duro virtual (archivo VHD) y se instala en una
magquina virtual de un servidor profesional. El servidor también pueden contener otras aplicaciones de
Mitel virtuales (p.ej. OIP o MiCollab AWV) y aplicaciones de terceros como por ejemplo un servidor de
correo electrénico.

Figura 3: MiVoice Office 400 Virtual Appliance y otras aplicaciones virtuales

MiVioice Office Other Other Cther
400 VM Vs Vs VM

Other
AWV - VM OIP - VM VMs

4.2 Abreviaturas y definiciones

Tabla 16: Abreviaturas y definiciones

VM Magquina Virtual Una maquina virtual es la
implementacion de software de
un entorno de ordenador. Refleja
la arquitectura de un ordenador
real.
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OVA Abrir Archivo de Virtualizacién Archivo de imagen para instalar
MiVoice Office 400 Virtual
Appliance, incluido el sistema
VHD Disco duro virtual operativo Mitel Standard Linux
en una maquina virtual.

MSL Mitel Standard Linux Sistema operativo en el que
se ejecuta MiVoice Office 400
Virtual Appliance.

ESXi Hipervisor desarrollado en Capa abstracta entre el
VMware hardware y una o mas maquinas
virtuales.
Hyper-V Hipervisor desarrollado en Capa abstracta entre el
Microsoft hardware y una o mas maquinas
virtuales.
Hipervisor vSphere® Archivo ISO que se puede instalar y contiene el hipervisor ESXi y el

cliente vSphere

Cliente vSphere Herramienta de configuracion y gestiéon para ESXi

4.3 Requisitos minimos para la maquina virtual

Plataformas compatibles:

VMware ESXi (consulte las notas de la version para versiones compatibles) / Microsoft Hyper-V. En
VMware, se requiere la tarjeta de red virtual VMXNET3.

La siguiente tabla muestra las recomendaciones para la gran mayoria de los casos de uso; sin embargo,
es posible que se requieran valores mas altos en circunstancias especiales de carga/trafico.

Tabla 17: Requisitos minimos para la maquina virtual

Tipo de implementacioén Numero Cantidad de Tamano de
de nucleos RAM disco

virtuales de 2
GHz

Dispositivo virtual 1 2GB 32GB 1 GB/s
independiente
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Tipo de implementacion Numero Cantidad de Tamanho de
de nucleos RAM disco

virtuales de 2
GHz

Dispositivo virtual + CloudLink | 2 2GB 32GB 1 GB/s
Gateway (estandar)

Dispositivo virtual + CloudLink | 8 5GB 32 GB 1 GB/s
Gateway (alto rendimiento)

4.3.1 Instalacion de MiVoice Office 400 Virtual Appliance

El software MiVoice Office 400 Virtual Appliance y el sistema operativo Mitel Standard Linux se instalan
mediante un archivo OVA (para ESXi) o un archivo VHD (para Hyper-V). La guia a continuacién contiene
los pasos necesarios que debe realizar para instalar MiVoice Office 400 Virtual Appliance.

Vea también:

Puede encontrar mas informacién sobre Mitel Standard Linux en la Guia de instalacion y administracion
"Mitel Standard Linux".

Encontrara mas informacién acerca de como poner en funcionamiento las aplicaciones virtuales en un
entorno virtual en Guia de soluciones "Implementacién de dispositivos virtuales".

Ambos documentos estan disponibles en el portal de documentos técnicos.

MiVoice Office 400 Virtual Appliance es compatible con diferentes infraestructuras virtualizadas. Siga los
pasos en uno de los siguiente capitulos correspondientes:

« Instalacién en una infraestructura virtualizada VMware vSphere en la pagina 77
» Instalacion de una infraestructura virtualizada Hyper-V

4.3.1.1 Instalacion en una infraestructura virtualizada
VMware vSphere

Condiciones de instalacion:

» Se puede acceder a los hosts VMware vSphere a través de vCenter o la ESXi WebUI.
» El archivo OVA, que se utiliza para instalar maquinas virtuales, esta disponible.

» Se cumplen los requisitos minimos para las maquinas virtuales (consulte Requisitos minimos para la
magquina virtual en la pagina 76).

Instalar la maquina virtual con el archivo OVA
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e Nota:

Si ha estado implementando un servidor de comunicaciones Virtual Appliance y desea realizar una nueva
instalacién con un archivo OVA, tenga en cuenta lo siguiente:

(La nueva instalacion restablece todos los datos de configuracion a los valores predeterminados y elimina
todos los datos de audio). Primero cree una copia de seguridad de la configuracion y los datos de audio
(consulte el capitulo Copia de seguridad de datos).

1. Inicie sesion en la interfaz de usuario web de VMware.
2. Implemente la plantilla OVF desde un archivo local y seleccione el archivo OVA de MiVoice Office 400.
3. Introduzca un nombre y el area de almacenamiento para la maquina virtual.

4. Finalice el asistente de instalacién y espere hasta que la instalacién de la maquina virtual con el
sistema operativo Mitel Standard Linux y la aplicacién para MiVoice Office 400 se haya completado.

Iniciar la maquina virtual

1. Abra la consola de la maquina virtual a través del menu o haciendo clic en @.
2. Inicie la maquina virtual a través del menu o haciendo clic en ».

3. Después de las secuencias de inicio, se abre una ventana para que pueda ingresar un ID de registro
de la aplicacion. Omita este paso pulsando en Siguiente.

4. En la ventana de inicio de sesion que se abre, inicie la sesion utilizando los siguientes valores:
inicio de sesion: admin

contrasefa: msimivo400

e Nota:

» Para implementaciones anteriores de MiVoice Office 400 Virtual Appliance (es decir, anteriores a la
version 7.0), la contrasefia predeterminada es contrasefia.

« Utilice aqui la contrasena predeterminada de WebAdmin: mslmivo400. Una vez que haya cambiado
la contrasefna en WebAdmin, debera de aqui en adelante utilizar también aqui la nueva contrasefia
de WebAdmin.

» Tenga cuidado si la nueva contrasena contiene algunos digitos. Cuando la consola esta activada, la
funcién Blog Num del teclado puede estar desactivada y no se aceptara su contrasefa. Por lo tanto,
es mejor introducir los digitos mediante el teclado normal y no mediante el teclado numérico.

» Si ve solo una ventana negra en vez de la ventana de inicio de sesién, haga clic dentro de la
ventana y pulse Intro.
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4.3.1.2 Instalacion de una infraestructura virtualizada
Hyper-V

Condiciones de instalacion:

» El gestor Hyper-V esta disponible en un servidor adecuado.

» El archivo VHD (por ejemplo, mix_x50_pbx8834b1.vhd ) utilizado para instalar la maquina virtual esta
disponible.

* Se cumplen los requisitos minimos para las maquinas virtuales (consulteRequisitos minimos para la
magquina virtual en la pagina 76).

Crear la maquina virtual

e Nota:

Si ha estado implementando un servidor de comunicaciones Virtual Appliance y desea realizar una nueva
instalacién con un archivo VHD, tenga en cuenta lo siguiente:

(La nueva instalacion restablece todos los datos de configuracion a los valores predeterminados y elimina
todos los datos de audio). Primero cree una copia de seguridad de la configuracion y los datos de audio
(consulte el capitulo Copia de seguridad de datos).

. Inicie el gestor del Hyper-V en el servidor.

. Cree una nueva maquina virtual, identifiquela con un nombre y haga clic en Siguiente.
. Conserve la configuracion predeterminada para Generacién 1y haga clic en Siguiente.
. Aumente la memoria asignada hasta 2048 MB y haga clic en Siguiente.

. Seleccione la red adecuada y haga clic en Siguiente.

. Seleccione Use un disco duro virtual existente, busque el archivo mix_50_...vhd y haga clic en
Siguiente.

O O~ WON =

7. Revise el informe de la nueva maquina virtual y haga clic en Finalizar.
Iniciar la maquina virtual

1. Seleccione la nueva maquina virtual y haga clic en Conectar (clic en botén derecho)

» Se abre la ventana de conexiéon de la maquina virtual.
2. Inicie la maquina virtual con Iniciar.

3. Después de las secuencias de inicio, se abre una ventana donde puede ingresar un Application record
ID. Omita este paso pulsando en Siguiente.
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4. En la ventana de inicio de sesion que se abre, inicie la sesion utilizando los siguientes valores:
inicio de sesion: admin

contrasefa: msimivo400

e Nota:

» Para las implementaciones mas antiguas de MiVoice Office 400 Virtual Appliance (es decir, antes de
la version 7.0), la contrasefia predeterminada es "contrasena".

« Utilice aqui la contrasena predeterminada de WebAdmin: mslmivo400. Una vez que haya cambiado
la contrasefna en WebAdmin, debera de aqui en adelante utilizar también aqui la nueva contrasefia
de WebAdmin.

» Tenga cuidado si la nueva contrasena contiene algunos digitos. Cuando la consola esta activada, la
funcién Blog Num del teclado puede estar desactivada y no se aceptara su contrasefa. Por lo tanto,
es mejor introducir los digitos mediante el teclado normal y no mediante el teclado numérico.

» Si ve solo una ventana negra en vez de la ventana de inicio de sesién, haga clic dentro de la
ventana y pulse Intro.

4.3.1.3 Configuracion de MSL (vSphere e Hyper-V)

Configuracion del servidor Mitel Standard Linux

El menu a continuacién se muestra después de que haya iniciado la sesién correctamente.

Mitel Standard Linux 18.3.28.8 Copyright (C) 1999-2815 Mitel Corporation

Server console (mlx4B81pbxB656aB.mlx.local)
Welcome to the server console!

Use the Arrow and Tab keys to make your selection, then press Enter.

Check status of this server

Test Internet access

Media Check Mitel CD,DUD

Register for SerwviceLink

Install application blades from CD-DUD
Reboot, reconfigure or shut down this server
Manage trusted networks

Offline sync with the AMC

Manage disk redundancy

B

[ = == B = N 1
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1. Utilice las teclas de flecha para seleccionar la entrada Configurar este servidor.

o Nota:

Al hacer clic con el ratén dentro de la consola, el cursor se volvera invisible y no podra utilizar mas el
ratén (tampoco fuera de la consola). Navegue por la consola mediante el teclado. Para restaurar el
cursor, pulse CTRL + ALT en el teclado.

2. Introduzca un nombre de dominio para el servidor o utilice el valor predeterminado mix.local.

3. Introduzca un nombre de sistema para el servidor o utilice el valor predeterminado (por ejemplo,
mlix41pbx8715a0).

4. Sobrescriba la direccién IP predeterminada 192.168.104.13 con la direccion IP de su servidor de
comunicaciones.

. Introduzca la mascara de subred o utilice el valor predeterminado 255.255.255.0.
. Elija el protocolo IPv6 = no (valor predeterminado).
. Deje el campo vacio para la segunda direccion IP.

. Sobrescriba la direccién IP predeterminada del gateway 192.168.104.1 con la direccién IP de su
gateway.

9. Introduzca la direccion IP del servidor DNS.
10. Seleccione el servidor DNS que acaba de introducir.
11. Reinicie el servidor con Reiniciar ahora para aplicar la configuracion.

12. Espere hasta que el servidor se vuelva a iniciar. Este es el caso una vez que vuelve a aparecer la
ventana de entrada de ID de registro de la aplicacion. Haga clic en Siguiente y vuelva a iniciar la
sesion.

o Nota:

Si desea cambiar mas adelante la direccion IP de su servidor de comunicaciones Virtual Appliance,
debera hacerlo a través del menu de la consola. Mientras que la direccion IP sea visible en WebAdmin,
no podra cambiarla.

0 N O O

Activar una red de confianza

6 Nota:

Este paso solo es necesario si desea acceder a esta maquina virtual, y con ello a la Virtual Appliance del
servidor de comunicaciones desde un ordenador localizado en otra red de area local.

1. Después de que el servidor se reinicie y el inicio de sesiéon se implemente correctamente, seleccione la
entrada Administrar redes confiables con las teclas de flecha a través del menu de la consola.

2. Para agregar una red de confianza, seleccione la entrada Agregar red de confianza IPv4.
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3. Introduzca el intervalo de direcciones IP de la red de area local, la mascara de subred y la direccion IP
del router a través del que se accede a la red de confianza agregada.

» Se abre una ventana de informacién que confirma el area de las direcciones locales agregadas

como direcciones de confianza.

Acceso al servidor de comunicaciones Virtual Appliance.

Enhorabuena, ha completado la instalacion. Ahora podra como de costumbre, introducir la direccion IP de
su servidor de comunicaciones Virtual Appliance en una ventana del navegador y ver la pagina de inicio
de WebAdmin para la que debe primero elegir el canal de ventas.

Los pasos de configuracién necesarios para operar el servidor de comunicaciones del Virtual Appliance
con o sin satélites se describen aqui Configuracién con WebAdmin.

Mitel Advanced Intelligent Network:

En una AIN, un servidor de comunicaciones Virtual Appliance debe funcionar siempre como maestro. Los
satélites se pueden implementar como gateway para terminales e interfaces analdgicas y digitales. Los
satélites pueden ser del tipo Mitel 470. La instalacion de estos servidores de comunicaciones, asi como el
equipamiento de las tarjetas de interfaz y los médulos del sistema, se describe en el manual del sistema
Mitel 470.



Configuracion 5

This chapter contains the following sections:

* Herramienta de configuracion WebAdmin
* Tipos de acceso con WebAdmin

» Control de acceso de usuarios

*  Acceso remoto WebAdmin

»  Configuracion con WebAdmin

* Notas de configuracion de WebAdmin

Este capitulo describe la herramienta de configuracién basada en web WebAdmin asi como algunas opciones
adicionales.

Con WebAdmin, el instalador configura y mantiene el servidor de comunicaciones de MiVoice Office 400 y su
equipo auxiliar, siendo asistido en el proceso por un asistente de configuracion. WebAdmin ofrece diferentes
interfaces para administradores, operadores del sistema y usuarios finales, asi como una aplicacion especial
para alojamiento y hoteles. Una ayuda en linea en funcion del contexto proporciona instrucciones valiosas
acerca de la configuracion e instrucciones paso a paso.

El capitulo termina con informacion importante e instrucciones acerca de como configurar su sistema de
comunicaciones MiVoice Office 400.

5.1 Herramienta de configuracion WebAdmin

Esta herramienta de configuracion web esta disponible para realizar la configuracién en linea de los
servidores de comunicaciones de la serie MiVoice Office 400. Esta interfaz de manejo simple e intuitiva
con su ayuda online esta dirigida a grupos de usuarios diferenciados mediante niveles de autorizacion:

Figura 4: Herramienta de configuracion WebAdmin

) Mitel |  sme controller Manager

Mainboard (SME) CPU module (CPM-Z)

$MB Controlier Manager
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Nivel de autorizacion Administrador:

El administrador tiene acceso a todas las vistas y funciones de la herramienta de configuracién (Modo
Experto). Puede abrir un asistente de configuracion, mostrar un asistente de configuracion general y un
asistente de configuracion para alojamiento especial y configurar todos los parametros del sistema. El
administrador puede alternar entre el Modo Experto y el Modo Estandar en cualquier momento.

Nivel de autorizacién administrador(sélo Modo Estandar):

En el Modo Estandar el administrador tiene acceso a todas las vistas y funciones de la herramienta de
configuracion. Puede abrir un asistente de configuracion, mostrar un asistente de configuraciéon general y
configurar los parametros del sistema mas importantes.

Nivel de autorizacién Operadora de Sistema:

Con el nivel de autorizacion de Operadora de Sistema s6lo se ven algunas vistas seleccionadas de la
herramienta de configuracion y las funciones estan limitadas.

Nivel de autorizacién Administrador Hospitality:

El Administrador Hospitality cuenta con todas las vistas necesarias para configurar el Mitel 400 Hospitality
Manager y el menu de recepcion del Mitel 6940 SIP, Mitel 6873 SIP o MiVoice 5380 / 5380 IP y especifica
su configuracion por defecto. También se puede utilizar un enlace para iniciar Mitel 400 Hospitality
Manager (consulte Mitel 400 Hospitality Manager).

Nivel de autorizacién Recepcionista:

Este acceso inicia el Mitel 400 Hospitality Manager directamente (consulte Mitel 400 Hospitality Manager).

WebAdmin esta incluido en el sistema de ficheros de cada servidor de comunicaciones de la familia
MiVoice Office 400 y no es necesario instalarlo de forma separada.

Acceso:

Para acceder a la pagina de inicio de sesién de WebAdmin, introduzca en su navegador la direccién
IP del servidor de comunicaciones. Puede encontrar los datos de registro de un nuevo servidor de
comunicaciones en el capitulo Cuenta de usuario predeterminada para el acceso inicial.

o Nota:

El sistema de gestion web permite que dos usuarios puedan acceder al mismo servidor de
comunicaciones de forma simultanea, y a no menos de cinco usuarios al nivel de autorizacion
Recepcionista. Dadas las circunstancias, esto puede llegar a confundir si dos personas realizan cambios
al mismo tiempo en la configuracion.

5.1.1 Aplicaciones auxiliares e integradas

Mitel 400 Hospitality Manager
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Mitel 400 Hospitality Manager es una aplicacién basada en la web para recepcionistas en el sector

de hoteleria. Proporciona listas esquematicas o vistas de las habitaciones de cada piso asi como
funciones de entrada, salida, avisos, llamadas despertador, consulta de los costes de llamadas, lista de
mantenimiento etc.

Figura 5: Mitel 400 Hospitality Manager

0 Mitel | Hospitality Manager
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Copyright © 2015 Mitel Networks Corporation. All rights reserved.

Mitel 400 Hospitality Manager esta integrado en WebAdmin y esta sujeto a una licencia.
Acceso:

Tiene acceso a dos tipos en Mitel 400 Hospitality Manager:

* Registrese en la pagina de registro de WebAdmin con los datos de acceso de una cuenta de usuario
a la que se le haya asignado un perfil de autorizacién con el nivel de autorizacion de WebAdmin
Recepcionista. Esto inicia el Mitel 400 Hospitality Manager directamente.

» Registrese en la pagina de registro de WebAdmin con los datos de acceso de una cuenta de
usuario a la que se le haya asignado un perfil de autorizacion con el nivel de autorizacién WebAdmin
Administrador de hosteleria. Haga clic en el arbol de menu en la parte izquierda de la entrada Gestor
Hospitality.

Self Service Portal

Con el Self Service Portal, los usuarios pueden configurar y ajustar los parametros personales del
teléfono, como la configuracion de teclas, las etiquetas, el idioma de pantalla directamente y de forma
independiente en la PC. Los usuarios también disponen de acceso a sus buzones personales; pueden
configurar y controlar los perfiles de presencia, el encaminamiento personal y crear o buscar contactos en
las agendas privadas.

Figura 6: Self Service Portal
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00 Mitel | self service Portal

Phones Features Contacts

Mitel 6869 SIP Key configuration

Key Key mode
T1  Busy lamp field
T2 Busy lamp field
T3 Function

T4 Function

5 Function

T6 Function

7 Call number
8 Call number
9 Call number

Personal data

Function

Personal call routing menu
Call forw. (CFU) to user on/off
Discreet ring onfoff
Home Alone on/off

| Welcome 296 | KXW Engiish

Call number 1
288
203

1*4916PX
270
623
227

Name 1 Call number 2 Locked

Alexandros

1#4916PX
Brigitte
Zimmer 623
Isabella

La aplicacion Self Service Portal esta integrada en WebAdmin.

Configuracion

Acceso: puede acceder al Self Service Portal de usuarios introduciendo cualquiera de las siguientes
combinaciones (datos de registro) en la pagina de registro de WebAdmin:

*  Nudmero de llamada + PIN

*  Nombre del usuario de Windows + PIN
*  Nombre del usuario de Windows + contrasena

Se acepta el PIN estandar "0", pero debe cambiarlo durante el primer acceso. Puede elegir cualquier
combinacion de 2 a 10 digitos.

5.2 Tipos de acceso con WebAdmin

Existen las siguientes posibilidades para acceder al servidor de comunicaciones MiVoice Office 400 con

WebAdmin:

* Enla LAN con un cable Ethernet (mediante switch)
* Acceso externo a través de SRM (Servidor de Mantenimiento IP seguro)

o Nota:

Solo se recomienda acceso externo (RDSl/analégica) con una conexion de acceso telefénico en
una AIN mediante satélites Mitel 415/430, Mitel SMBC o Mitel 470 en algunas condiciones, por el

rendimiento.
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Buscar un servidor de comunicaciones en la LAN

Si conoce la direccion IP del servidor de comunicaciones, puede introducirla directamente en la linea de
direccion del navegador. WebAdmin se inicia después de introducir los datos de acceso. El ordenador sélo
necesita ser localizado en la misma LAN, pero no necesariamente en la misma subred.

Acceder al servidor de comunicaciones desde fuera

Para el acceso remoto al servidor de comunicaciones, recomendamos la administracion remota segura
de IP SRM (Secure IP Remote Management). Para ello, debe instalar un agente SRM en su ordenador
con el cual podra establecer una conexion al servidor SRM. Posteriormente, el servidor SRM llama al
servidor de comunicaciones a través de RTC y le envia los parametros de conexién. Ahora el servidor de
comunicaciones establece una conexién segura al servidor SRM que cambia junto con la conexién con el
agente SRM.

Vea también:

Puede encontrar instrucciones sobre como configurar Gestion Remota IP Segura en la ayuda de

WebAdmin en la vista de Gestion remota IP(SRM) (q =mw).

5.3 Control de acceso de usuarios

El acceso a la configuracién esta protegido por contrasefa. A cualquier usuario que quiera acceder al
servidor de comunicaciones se le pide su nombre de usuario y contrasefia (datos de acceso).

5.3.1 Cuentas de usuario de WebAdmin y perfiles de
autorizacion

Las autorizaciones de usuario se regulan a través de perfiles de autorizacion, que se asignan a las
cuentas de usuario.

5.3.1.1 Cuentas de usuario

Existe una cuenta de usuario predeterminada para el primer acceso.

Cuando se abre un nuevo servidor de comunicaciones o después de un primer inicio, se crean la cuenta
de usuario predeterminada (admin) y varios perfiles de autorizacién. La cuenta de usuario predeterminada
esta vinculada con el perfil de autorizacion Administrador. A este perfil de autorizacion se le asignan

los derechos de administracion para el control de acceso de Usuario para servicios de Audio y para
WebAdmin en el nivel de autorizacién de Administrador.

Las cuentas de usuario y perfiles de autorizacion necesarios pueden configurarse utilizando la cuenta de
usuario predeterminada.

Para acceder a la cuenta de usuario predeterminada ( Cuenta de usuario predeterminada) ingrese lo
siguiente:
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Tabla 18: Cuenta y contrasefia de usuario estandar

Nombre de usuario admin

Contrasefa Después del primer inicio, se le pedira que ingrese
y confirme una nueva contrasefia para la cuenta
de administrador.

e Nota:

Para impedir el acceso no autorizado al servidor de comunicaciones, debe modificar la contrasena
predeterminada en el primer acceso. Para la seleccion e ingreso de contrasefia, consulte Sintaxis de
contrasena.

6 Nota:

» Para impedir el acceso no autorizado al servidor de comunicaciones, debe modificar la contrasefia
predeterminada en el primer acceso. Para la seleccion e ingreso de contrasefa, consulte Sintaxis de
contrasena.

» El cambio de contrasefia también se aplica al inicio de sesion en la maquina virtual para la
configuracién del servidor Mitel Standard Linux (consulte Instalacion del dispositivo virtual MiVoice
Office 400).

Otras cuentas de usuario predefinidas

Ademas, hay cuentas de usuario predefinidas para Mitel Dialer, para MiCollab, para Open Mobility
Manager (OMM), y para CloudLink Gateway.

Puede ver las cuentas de usuario predefinidas en la vista Cuenta de usuario.

6 Nota:

Las cuentas de usuario predefinidas no se pueden borrar.

Cuentas de usuario personales

Sujeto al derecho de administracién para el control de acceso de usuarios, se pueden crear cuentas de
usuario personales en el control de acceso de usuarios y asignarles algunos perfiles de autorizacién. La
eleccion y la ortografia de las contrasefias y los nombres de usuario estan sometidas a las siguientes
reglas:

* Un nombre de usuario debe tener un minimo de 1 y un maximo de 25 caracteres alfanuméricos.
» A diferencia de las contrasefias, los nombres de usuario no distinguen entre mayusculas y minusculas.
» Se pueden usar los siguientes caracteres especiales: ?, /, It;, >, -, +, *, #, =, punto, coma y espacio.

Release 7.2

Virtual Appliance




Configuracion

» Las diéresis (por ejemplo, &, 6, U) y otros caracteres diacriticos (por ejemplo, é, a, &) no se permiten.
» Los nombres de usuario deben ser Unicos en todo el sistema.
» El nombre de usuario y la contrasefia no deben coincidir.

5.3.1.2 Perfiles de autorizacion

Perfiles de autorizacion predefinidos

A los perfiles de autorizacion predefinidos se les asignan derechos de administracion y derechos de
interfaz de usuario. Una descripcion general de todos los perfiles de autorizacion predefinidos con su
administracion y derechos de acceso esta disponible en la ayuda de WebAdmin en la vista del perfil de
autorizacion.

Perfiles de autorizacion personales

Sujeto a los derechos de administracion para el control de acceso de usuarios, no hay perfiles de
autorizacion personal pueden ser protegidos y se asignan los derechos deseados. Una descripcién de los
diversos derechos de acceso y administracion esta disponible en la ayuda de WebAdmin en la vista del
perfil de Autorizacion.

e Nota:

Solo los administradores en el Modo Experto pueden ver y crear perfiles de autorizacion.

53.1.3 Contrasenas

Para asegurarse de que el servidor de comunicaciones solo puede configurarse por personal autorizado,
el acceso a la configuracion esta protegido con contrasena.

53.1.3.1 Sintaxis de la contrasena

La eleccion y la ortografia de las contrasefas estan sometidas a las siguientes reglas:

» Una contrasefia debe tener un minimo de 8 caracteres alfanuméricos y un maximo de 255.
» A diferencia de los nombres de usuario, las contrasefias son sensibles a mayusculas.

» La contrasefia debe contener al menos una letra mayusculade laA ala Z.

» La contrasefia debe contener al menos una letra minuscula de la a a la z.

» La contrasefia debe contener al menos un digito del 0 al 9.

» La contrasefa debe contener al menos uno de los siguientes caracteres especiales:?, /, Lt ;,>, -, +, *, #,
=, punto, coma y espacio.

» Las diéresis (por ejemplo, &, 6, U) y otros caracteres diacriticos (por ejemplo, é, a, &) no se permiten.
* No se permite la contrasefia contraseria predeterminada.

» La contrasefia no debe coincidir con el nombre de usuario.

* No esta permitido utilizar las 4 ultimas contrasenas.
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53.1.3.2 Cambiar la contrasena

Cualquier usuario al que se le haya asignado un perfil de autorizacion en el cual el derecho de
administracion Control de acceso de usuarios esté activado, esta autorizado a modificar las contrasenas
de todas las cuentas de usuario. Por tanto, se aconseja asignar este permiso de manera restrictiva.

A aquellos usuarios a los que les hayan cambiado la contrasenfia, se les pedira que introduzcan su nueva
contrasefa la siguiente vez que se conecten. Lo mismo se aplica a usuarios con cuentas nuevas.

Los usuarios sin la autorizacién Control de acceso de usuarios s6lo pueden cambiar su propia contrasefa.

53.1.3.3 Contrasena de acceso incorrecta

Para la cuenta de usuario, después de un maximo de 15 inicios de sesién fallidos, la cuenta se desactiva
durante 10 minutos. La cuenta se vuelve a activar automaticamente después de 10 minutos. La cuenta no
requiere que el administrador la vuelva a habilitar.

5.3.1.3.4 Contrasena perdida

Si otro usuario ha sido definido también con la autorizacién Control de acceso de usuarios activada,
simplemente puede sobrescribir con una nueva contrasefia la contrasefia perdida por otro usuario. La
siguiente vez que el usuario se conecte, se le pedira que cambie la contrasefia y que introduzca la nueva
que le han asignado.

o Nota:

Por razones de seguridad, no hay acceso sin contrasefia para el Virtual Appliance. Tenga cuidado con sus
contrasefias.

5.3.2 Salida automatica de la configuracién

El acceso a la configuracion se interrumpe si no realiza cambios en el valor del parametro o la navegacion
en el sistema no se utiliza durante un tiempo de espera definido.

5.3.3 Registro de accesos WebAdmin

Se genera un registro de acceso con 20 entradas para cada cuenta de usuario de manera que se pueda
realizar un seguimiento del registro de accesos a la configuracién. También se registran los intentos

de acceso denegados o los contrasefias erréneas. Todos los usuarios con el nivel de autorizacion de
administrador en el Modo Experto pueden leer los registros.

Recuperar los datos del registro

El sistema supervisa todos los accesos y todos los intentos fallidos de acceso, y los almacena en el
sistema de ficheros del servidor de comunicaciones. Estas listas se pueden obtener de forma local o
remota.
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Comprobacion del CLIP

Si en la configuracion de mantenimiento general del parametro CLIP requerido esta activado, el
mantenimiento remoto solo es posible si la parte que recupera esta utilizando un CLIP. El nimero de CLIP
también se recoge en el registro de accesos.

Recogida de las entradas en el registro
Todos los intentos de acceso generan una entrada en la lista correspondiente.

En el caso de mantenimiento remoto, las entradas no se generaran si el mantenimiento remoto se
restringe o si el parametro CLIP necesario esta activado en la configuracion y no se recibe CLIP.

54 Acceso remoto WebAdmin

Con acceso de mantenimiento remoto, el usuario es autenticado con nombre y contrasefia. También hay
que asignar a la cuenta de usuario un perfil de autorizacién en el que esté habilitado el Mantenimiento
remoto via acceso telefénico. Esto también se aplica al SRM (Secure IP Remote Management), servidor
de mantenimiento IP seguro.

5.4.1 Acceso habilitado para usuarios locales

El acceso de mantenimiento remoto se puede activar de dos formas:

» Uso de codigos de funcion (consulte Codigo de funcion para acceso de mantenimiento remoto)
+ Con WebAdmin

Se puede revocar de nuevo de forma automatica o manual.

Todos los tipos de activacion tienen el mismo estado de autorizacién. Esto significa que el acceso de
mantenimiento remoto puede habilitarse usando un cédigo de funcion, por ejemplo, y luego bloquearse
nuevamente usando WebAdmin en la configuracién de mantenimiento general.

Cuando se activa el acceso de mantenimiento remoto, el mensaje de evento Mantenimiento remoto
activado se envia a todos los destinos de mensaje donde los criterios de filtro correspondientes en la tabla
de eventos asignada se configuran en consecuencia (consulte el capitulo Tablas de eventos).

Si se libera el mantenimiento remoto, esto se puede reconocer en la barra de titulo de WebAdmin del

simbolo fh

El acceso de mantenimiento remoto se puede activar o restringir usando cédigos de funcion tanto desde el
estado de reposo como desde el estado de conversacion, p.ej., después de una consulta.

La autorizacidén para activar o prohibir el acceso de mantenimiento remoto utilizando el cédigo de funcion
se define y otorga al usuario con el parametro Acceso de mantenimiento remoto en un conjunto de
permisos.
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Tras una inicializacion del servidor de comunicaciones, las autorizaciones de todos los usuarios se
restringen.

o Nota:

Se recomienda no dejar el acceso de mantenimiento remoto permanentemente activado. Esto evita que
los datos del servidor de comunicaciones puedan ser manipulados desde un lugar remoto por personas no
autorizadas.

9.4.2 Caodigo de funcion para acceso al mantenimiento
remoto

Tabla 19: Codigo de funcién para acceso al mantenimiento remoto

Activar / restringir un acceso de mantenimiento *754 | #754
remoto unico

Habilitar/prohibir un acceso de mantenimiento *753 | #753
permanente

Cuando se activa un acceso de mantenimiento remoto con el codigo de funcion *754, el acceso se
restringira de nuevo automaticamente en cuanto haya finalizado el proceso de mantenimiento remoto. Es
posible restringir manualmente el acceso de mantenimiento remoto usando #754 antes de iniciarlo.

El acceso de mantenimiento remoto puede activarse permanentemente mediante el codigo de
funcion *753. Para restringir el acceso, el usuario autorizado debe introducir el cédigo de funcion
#753.manualmente.

La activacion o restriccion de accesos de mantenimiento remotos usando codigos de funcién se sefnaliza
en cada caso con un tono de confirmacion.

La autorizacion para el acceso de mantenimiento remoto también puede ser habilitada o no en WebAdmin,
si el nivel de autorizacién oportuno ha sido asignado.

o Nota:

Es importante asegurarse que en una red QSIG la autorizacion para poder cambiar el acceso de
mantenimiento remoto esta deshabilitada para usuarios RPSI no autorizados. De otra manera un usuario
RPSI podria utilizar un nUmero de marcacion abreviada definido para el PINX de destino y que incluya el
codigo de funcion adecuado para cambiar la autorizacion del acceso de mantenimiento remoto del PINX
de destino.

Mitel Advanced Intelligent Network:
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En una AIN el acceso al mantenimiento remoto de todos los nodos depende de la configuracion del
maestro. Si el acceso remoto estd habilitado en el maestro, tanto la configuracion de la AIN como la
configuracion offline de los satélites, se habilita.

El acceso de mantenimiento a través de una conexion telefénica externa a la AIN también esta protegido y
tiene que ser habilitado explicitamente a través del panel de control del panel frontal (Mitel 470) o a través
de la tecla de control (Mitel 415/430).

5.4.3 Teclas de funcidon para acceso al mantenimiento
remoto

En los teléfonos de sistema el codigo de funcién para activar/restringir la autorizacion de acceso de
mantenimiento remoto se puede almacenar en una tecla de funcion, siempre que el usuario tenga la
autorizacion adecuada.

Si el acceso de mantenimiento remoto se activa para una vez o permanentemente, se enciende el LED
correspondiente.

El LED se apaga en cuanto se vuelve a restringir el acceso de mantenimiento remoto, ya sea de forma
automatica o manual, usando el cédigo de funcién o WebAdmin.

5.5 Configuracion con WebAdmin

Las fases de la configuracion se basan en la informacion definida durante la planificacion y, si fuese
aplicable, durante la instalacion.

Siempre que sea posible de debe utilizar el software de planificacion y pedidos Mitel CPQ para configurar
un sistema de comunicaciones. Mitel CPQ se puede operar en linea después de iniciar sesion en Mitel
MiAccess https://miaccess.mitel.com/. Mitel CPQ no solo calcula el hardware necesario, sino que también
enumera las licencias necesarias para el funcionamiento planificado.

Vea también:

Si esta configurando un sistema de comunicacién MiVoice Office 400 por primera vez, lea el capitulo
Introduccion.

Puesta en marcha de Virtual Appliance

Hay varias formas de poner en funcionamiento Virtual Appliance con o sin satélite. A continuacion le
exponemos un resumen de los procedimientos posibles en ambos casos.

Puesta en funcionamiento sin un satélite

Requisitos:

» El servidor de comunicaciones Virtual Appliance tiene acceso permanente a Internet. Esto es
necesario, porque el servidor de comunicaciones envia regularmente mensajes al servidor de licencias
de Mitel para mantener el permiso para el modo de funcionamiento sin restriccion.
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» Ha recibido un archivo de licencia y un EID para Virtual Appliance a través de Mitel MiAccess (https://
miaccess.mitel.com/) con la ayuda del vale.

Recomendacion:

Descargue el software MiVoice Office 400 mas reciente para Virtual Appliance desde el Centro de
descarga de software en Mitel MiAccess (https://miaccess.mitel.com/) y guérdelo.

Para el funcionamiento, debe proceder del siguiente modo:

1. Introduzca la direccion IP del servidor de comunicaciones Virtual Appliance en un navegador.

+  WebAdmin se abre en su navegador web y muestra la vista del selector de canales de ventas.
El canal de ventas determina los parametros especificos para cada pais del servidor de
comunicaciones y garantiza el funcionamiento fiable con la RTC local. La eleccién del Canal de
ventas correcto también es importante porque se asigna al cédigo de licencia.

2. Seleccione su canal de ventas. Si no aparece el cddigo de su pais en la lista, consulte a su
representante Mitel qué canal de ventas debe seleccionar.

3. Haga clic en el botén Siguiente .

» Se abre la vista Actualizacién de software . Recomendamos encarecidamente que actualice el
servidor de comunicaciones a la version de software més reciente.

4. Elija la entrada Carga de software manual en la lista desplegable y cargue el software del sistema, que
ya ha guardado en su disco duro.

» Durante la actualizacion del software (o si elige no actualizar el software tras hacer clic en el
botdn Siguiente) se ejecuta una inicializaciéon para configurar el canal de ventas y los parametros
especificos del pais.

5. Haga clic en el botén Siguiente .

» Se abre la vista Cargar guias vocales . El servidor de comunicaciones utiliza un mensaje grabado
con diversos fines, por ejemplo, mensaje de voz, informacién de presencia u operadora automatica.
Estos textos se guardan en archivos de audio. Puede descargar los idiomas de la audioguia a
través del menu Localizar en System Search y luego cargarlos en el servidor de comunicaciones
en esta vista. Puede omitir este paso, ya que las audioguias se pueden cargar mas tarde desde un
servidor FTP de Mitel a través de la vista de localizacion en WebAdmin, mucho mas comodo.

6. Haga clic en el botén Siguiente .

» Se abre la vista Primer acceso y se le pide que cambie la contraseia predeterminada de la cuenta
de administrador, que elija el idioma del sistema y que ingrese un Nombre del sitio.

7. Haga clic en el botén Siguiente .

Se abre el asistente de configuracion de WebAdmin. Omita el asistente de configuracion. Podra abrirlo
mas adelante en cualquier momento desde WebAdmin.

8. Se le pide que seleccione el modo WebAdmin. Haga clic en Modo experto.
9. Cambie a la vista Vista general del sistema | Licencias.
10. Ingrese el ID de equipo (EID) del Virtual Appliance y cargue el archivo de licencia.

* Se debe marcar el estado de la casilla Comprobacién de licencias en linea .
11. Habilite el servicio NTP en la vista Sistema /| General.

12. Cambie a la vista de recursos de sistema | medios. Asegurese de que el interruptor de medios del
Virtual Appliance maestro esté habilitado y seleccione el modo VolP.
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13. Reinicie el servidor de comunicaciones en la vista Mantenimiento /| Administracion de archivos /
Restablecimiento del sistema para que los cambios surtan efecto.

14. Vuelva a iniciar sesion y cambie a la vista de recursos del sistema | medios.

» El estado de los canales IP integrados ha cambiado a Uso.
15. Ahora, lleve a cabo los procedimientos de configuracién para configurar el plan de numeracion,

. , 1 . .
los proveedores SIP, los usuarios, los teléfonos y las DDls. 3 Para ello, puede abrir el asistente de
configuracion o utilizar sus propios métodos.

Puesta en funcionamiento con un satélite

Si se utiliza Virtual Appliance con uno o mas satélites en una AIN, tiene dos posibilidades para la
concesion de licencia:

Variante 1: El EID de un satélite y el EID de Virtual Appliance se utilizan para generar la licencia. Siempre
que el satélite y el maestro estén conectados, estara garantizado el funcionamiento sin restricciéon. Esta
variante es especialmente til si no se puede garantizar un acceso a Internet permanente para Virtual
Appliance.

Variante 2: Solo el EID de Virtual Appliance se utiliza para generar la licencia. Esto requiere un acceso
a Internet permanente del servidor de comunicaciones Virtual Appliance, porque envia de forma regular
mensajes al servidor de licencias de Mitel para mantener el permiso para el modo de funcionamiento sin
restriccion.

A continuacion se describe el funcionamiento con la variante 1:

Requisitos:

+ Se completd la instalacion de la maquina virtual; el servidor Mitel Standard Linux se ha configurado
y puede acceder al servidor de comunicaciones del Virtual Appliance desde su red de area local
(consulte Instalacion del Virtual Appliance MiVoice Office 400).

» Ha configurado correctamente un servidor de comunicaciones Mitel SMBC o Mitel 470 como
satélite con una direccion IP estatica en el mismo rango que la del Virtual Appliance del servidor de
comunicaciones.

» Ha recibido un archivo de licencia y un EID para Virtual Appliance a través de Mitel Connect (https://
connect.mitel.com) con la ayuda de cupones y EID del satélite (gateway EID).

Recomendacion:

Descargue el software MiVoice Office 400 mas reciente para Virtual Appliance desde el Centro de
descarga de software en Mitel MiAccess (https://miaccess.mitel.com/) y guardelo. El maestro Virtual
Appliance y el satélite deben ejecutar la misma version de software.

Para el funcionamiento, debe proceder del siguiente modo:

1. Introduzca la direccion IP del servidor de comunicaciones Virtual Appliance en un navegador.

+  WebAdmin se abre en su navegador web y muestra la vista del selector de canales de ventas.
El canal de ventas determina los parametros especificos para cada pais del servidor de

31

En EE.UU./Canada se usa la abreviatura DID (Direct Inward Dial) en lugar de DDI (Direct Dialing In).
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comunicaciones y garantiza el funcionamiento fiable con la RTC local. La eleccion del Canal de
ventas correcto también es importante porque se asigna al cédigo de licencia.

2. Seleccione su canal de ventas. Si no aparece el codigo de su pais en la lista, consulte a su
representante Mitel qué canal de ventas debe seleccionar.

3. Haga clic en el botén Siguiente .

» Se abre la vista Actualizacion de software . Recomendamos encarecidamente que actualice el
servidor de comunicaciones a la version de software mas reciente.

4. Elija la entrada Carga de software manual en la lista desplegable y cargue el software del sistema, que
ya ha guardado en su disco duro.

» Durante la actualizacion del software (o si elige no actualizar el software tras hacer clic en el
botén Siguiente) se ejecuta una inicializacion para configurar el canal de ventas y los parametros
especificos del pais.

5. Haga clic en el botén Siguiente.

» Se abre la vista Cargar guias vocales. El servidor de comunicaciones utiliza un mensaje grabado
con diversos fines, por ejemplo, mensaje de voz, informacién de presencia u operadora automatica.
Estos textos se guardan en archivos de audio. Puede descargar idiomas para la guia vocal
mediante el menu Localizar en System Search y, a continuacion, carguelos al servidor de
comunicaciones en esta vista. Si su servidor de comunicaciones tiene acceso a Internet, puede
omitir este paso, ya que las audioguias se pueden cargar mas tarde desde un servidor FTP de Mitel
a través de la vista de localizacién en WebAdmin, mucho mas cémodo.

6. Haga clic en el botén Siguiente .

» Se abre la vista Primer acceso y se le pide que cambie la contrasefa predeterminada de la cuenta
de administrador, que elija el idioma del sistema y que ingrese un Nombre del sitio.

7. Haga clic en el botén Siguiente .

Se abre el asistente de configuracion de WebAdmin. Omita el asistente de configuracién. Podra abrirlo
mas adelante en cualquier momento desde WebAdmin.

8. Se le pide que seleccione el modo WebAdmin. Haga clic en Modo experto.
9. Cambie a la vista Vista general del sistema /| Licencias.
10. Ingrese el ID de equipo (EID) del Virtual Appliance y cargue el archivo de licencia.

» Se debe desactivar el estado de la casilla Comprobacién de licencias en linea y se debe mostrar la
EID de gateway del satélite.

11. Habilite el servicio NTP en la vista Sistema | General.

12. Cambie a la vista Red privada | AIN | General, agregue un satélite y luego ingrese el ID del equipo y la
direccién IP del satélite del gateway.

* Se ha agregado el satélite.
13. En la misma vista, en la linea del satélite agregado, haga clic en el botén WebAdmin.

» Se abre una nueva ventana del navegador.

14. Inicie sesion en el satélite y cambie a la misma Vista de red privada / AIN | General. Seleccione satélite
AIN como modo de funcionamiento e indique la direccion IP Master del servidor de comunicaciones del
Virtual Appliance.

15. Reinicie el satélite directamente en la ventana emergente o en la vista Mantenimiento /| Administracion
de archivos | Restablecimiento del sistema.
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16. Espere hasta que el satélite esté de nuevo en ejecucién. A continuacion, cambie a la configuracion de
WebAdmin del Virtual Appliance maestro, actualice la vista Red privada / AIN | General y confirme el
satélite.

» Ahora el maestro y el satélite estan conectados.

17. Cambie a la vista de recursos de sistema /| medios. Asegurese de que el interruptor de medios del
Virtual Appliance maestro esté habilitado y seleccione el modo VolIP. Habilite los Canales IP integrados
del satélite, seleccione el Modo VoIP y asigne algunos canales de audio a VoIP.

18. Reinicie el Virtual Appliance maestro en la vista Mantenimiento | Administracién de archivos /
Restablecimiento del sistema para que los cambios surtan efecto.

» El maestro Virtual Appliance y el satélite se reinician.

19. Después de que el maestro y el satélite se vuelvan a ejecutar, inicie sesién en el Virtual Appliance
maestro y cambie a la vista de recursos del sistema | medios.

» El estado del conmutador de medios del Virtual Appliance y el conmutador de medios estandar ha
cambiado a Operativo.

20. Ahora, realice los procedimientos de configuracién para1 configurar el plan de numeracién, los
proveedores SIP, los usuarios, los teléfonos y los DDIs '. Para ello, puede abrir el asistente de
configuracion, o utilizar sus propios métodos.

Asistente de configuracion

El asistente de configuracion de WebAdmin le guia paso a paso en la instalacion de una configuracion
basica y es recomendable para la configuracion inicial del servidor de comunicaciones. El asistente de
configuracion se abre automaticamente al instalar un nuevo servidor de comunicaciones. Si accede
como administrador en WebAdmin (modo experto o normal) podra iniciar el asistente de configuracion
directamente desde el arbol de menu de WebAdmin.

El asistente de configuracion realiza los siguientes pasos:

. Activar licencias

. Ver el direccionamiento IP

. Configurar recursos de media

. Configurar el plan de numeracién

. Configurar proveedores SIP

. Configurar usuarios, terminales y SDEs
. Configurar la operadora automatica

N O gk WODN -

Para cada paso puede abrir una pagina de ayuda o visualizarla en la parte inferior de la ventana. Puede
saltarse pasos del asistente de configuracién o salir de él en cualquier momento y volver a la pagina de
inicio de WebAdmin.

Asistente de configuracién

El asistente de configuracion avanzado le ayuda a configurar de manera secuencial un sistema de
comunicaciones desde cero. Si accede como administrador en WebAdmin (modo experto o normal) podra
iniciar el asistente de configuracién en la pagina de inicio de WebAdmin.

El asistente de configuracion avanzado realiza los siguientes pasos:
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. Ver el direccionamiento IP

. Regular el control de accesos

. Comprobar licencias

. Configurar recursos de media

. Fecha de configuracion

. Comprobar las interfaces de red

. Configurar los proveedores SIP y las cuentas
. Especificar las autorizaciones del usuario

. Crear usuarios y niumeros DDI !

10. Comprobar el encaminamiento saliente

11. Configurar la operadora automéatica

12. Configurar la musica en espera

13. Configurar un servicio de anuncio

14. Introducir los contactos de marcacion abreviada
15. Guardar los datos de configuracion

W N O O b~ WODN =

©

Para cada paso, la mitad superior de la pantalla muestra el resumen de la configuracion; la parte derecha
contiene notas e instrucciones acerca del paso que ha seleccionado. La ayuda en linea de WebAdmin
puede abrirse para explicaciones mas detalladas.

Puede saltarse pasos del asistente de configuracion avanzado o abrir vistas adicionales del arbol de
navegacion de WebAdmin. Para ocultar de nuevo el asistente de configuracion avanzado, desactive la
casilla en la pagina de inicio de WebAdmin.

5.6 Notas de configuracion de WebAdmin

Las siguientes secciones contienen informacién que puede ser Util antes, durante o después de la
configuracion con WebAdmin.

5.6.1 Licencias

Todas las funciones (incluso las sujetas a licencia) se pueden configurar offline sin una licencia valida.

Si esta utilizando una funcién o prestacion que requiere licencia pero aun no la adquirido, se activa
automaticamente una licencia de prueba que también aparece en la vista general de licencias activadas.
Con una licencia de prueba podra utilizar la funcién o prestacion gratuitamente durante 60 dias. La fecha
de caducidad de la licencia de prueba se indica en Estado. Este proceso sélo se puede utilizar una vez
por cada funcién o prestacion. A continuacion, se debe adquirir la licencia. La descripcidon general de la
licencia (Licencias Virtual Appliance en la pagina 61) muestra qué licencias de prueba estan disponibles.

Todas las licencias estan almacenadas en un archivo de licencia que puede obtener a través de su
distribuidor. Cada archivo de licencia solo se puede usar para un servidor de comunicaciones. Para
obtener licencias para varios servidores de comunicaciones, hay que obtener archivos de licencia
separados que coincidan con la informacion de licencia de cada uno de los servidores de comunicaciones.
Si un sistema de comunicaciones consta de varios servidores de comunicaciones (p.ej. en una AIN),
normalmente solo es necesario un archivo de licencia en el maestro.
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Un sistema de comunicaciones nuevo debe ser activado después de ser puesto en funcionamiento . De lo
contrario, el servidor de comunicaciones pasa a un modo de funcionamiento limitado después de 4 horas
de funcionamiento.

Cargue el archivo de licencia en la vista Licencias.

Si ha recibido un cupén (o con la ayuda de la ID del equipo), también puede obtener el archivo de licencia
a través de Mitel MiAccess https://miaccess.mitel.com/ (se requiere inicio de sesion de socio). Acerca de
este tema encontrara las instrucciones en la ayuda en linea de WebAdmin.

Si desea utilizar Virtual Appliance en un AIN, puede elegir si la licencia se realizara a través de ID de
equipo. (consulte Licencias de Virtual Appliances).

Vea también:

Licencias

56.2 Administracion de archivos

La gestion de archivos de la aplicacion MiVoice Office 400 se realiza mediante WebAdmin:

* Localizacion

Es posible adaptar el sistema de comunicaciones a las especificaciones de un pais con la ayuda de
la localizacién. En esta vista se pueden cargar paquetes de idioma de forma manual o automatica
para los teléfonos SIP Mitel 6800/6900 a través del servidor FTP. Ademas puede cargar los idiomas
de forma manual o automatica para la interfaz de usuario de WebAdmin, Hospitality Manager y Self
Service Portal y asistencia en linea, asi como un plan de numeracion externo para conexiones SIP a
través del servidor FTP.

» Estado del sistema de archivos

En esta vista se puede ver la carga de memoria del sistema de archivos, estructurada por temas. En un
AIN se pueden ver los sistemas de archivos de todos los nodos.

» Explorador de archivos

Con el explorador de archivos se accede al sistema de archivos del servidor de comunicaciones y se
pueden crear nuevos directorios, asi como ver, importar, reemplazar o borrar archivos del mismo.

0 Nota:

La administracion de archivos solo esta accesible para Administradores en el Modo Experto.

Vea también:

Encontrara informacion detallada acerca de las funciones en la ayuda de WebAdmin para la vista
correspondiente.
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56.3 Reinicio sistema

5.6.3.1 Reiniciar

Reinicio a través de WebAdmin

Se activa un reinicio a través de WebAdmin en la configuracion de mantenimiento con el botdn Reiniciar
en la vista de reinicio del sistema.

Un reinicio a través de WebAdmin reinicia la aplicacién MiVoice Office 400 unicamente. Los datos de
configuracion se conservan.

0 Nota:

» El reinicio se ejecuta inmediatamente. Se interrumpiran las llamadas y las transmisiones de datos en
proceso.

* Mediante un reinicio con WebAdmin solo reiniciara la aplicacion del servidor de comunicaciones Virtual
Appliance. En algunos casos raros, es necesario reiniciar también las correspondientes maquinas
virtuales. Al reiniciar la maquina virtual también se reinicia el servidor de comunicaciones de la
aplicacioén Virtual Appliance.

Reiniciar la maquina virtual

Si por cualquier motivo la maquina virtual deja de funcionar correctamente, debe reiniciarla. Para ello, es
necesario realizar lo siguiente:

e Nota:

Al reiniciar la maquina virtual también se reinicia el servidor de comunicaciones. El reinicio se ejecuta
inmediatamente. Se interrumpiran las llamadas y las transmisiones de datos en proceso.

Visualizacién de vSphere:

1. Inicie el cliente vSphere e introduzca el nombre de usuario y la contrasefa del servidor ESXi.
2. Seleccione su maquina virtual de la lista.
3. Elija a través del menu Reiniciar invitado o haga clic en .

* La maquina virtual y el servidor de comunicaciones se reinician.

» Después de aproximadamente dos minutos, podra volver a utilizar WebAdmin para acceder al
servidor de comunicaciones Virtual Appliance.

Hyper-V virtualization:

1. Inicie el gestor del Hyper-V en el servidor.
2. Seleccione su maquina virtual de la lista.
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3. Elija Reiniciar mediante el menu.

» La maquina virtual y el servidor de comunicaciones se reinician.

» Después de aproximadamente dos minutos, podra volver a utilizar WebAdmin para acceder al
servidor de comunicaciones Virtual Appliance.

56.3.2 Primera inicializacion

Una inicializacion reinicia el servidor de comunicaciones MiVoice Office 400 desde cero. Los datos
especificos del sistema como por ejemplo el ID del sistema, el tipo de sistema, el canal de ventas, el
archivo de licencia y la generacion de software se conservan.

e Nota:

* Una primera inicializacién borra todos los datos de configuracion almacenados sobrescribiéndolos con
los valores predeterminados del canal de ventas. Por lo tanto, realice una copia de seguridad de sus
datos de configuracién antes de la inicializacion.

» Lainicializacién se ejecuta inmediatamente. Se interrumpiran las llamadas y las transmisiones de datos
en proceso.
Inicializacién a través de WebAdmin

Se activa un primer inicio a través de WebAdmin en la configuraciéon de mantenimiento con el botén
Primer inicio en la vista Restablecimiento del sistema.

Inicializacion mediante el panel frontal
Inicializacidn y reinicio del canal de ventas mediante WebAdmin

Con el botdn Primer inicio y reinicio del canal de ventas en la configuracién de mantenimiento de la vista
de reinicio del sistema WebAdmin, tiene la posibilidad no solo de ejecutar un primer inicio sino también
de eliminar el canal de ventas. Durante el siguiente inicio se mostrara un mensaje solicitando el canal de
venta y el archivo de licencia. Note que el archivo de licencia depende del canal de ventas. Esto significa
que ya no puede utilizar el archivo de licencia existente, si elige otro canal de ventas.

6 Nota:

La funcién sélo esta accesible para Administradores en el Modo Experto.

5.6.4 Copia de seguridad de datos

Con una copia de seguridad de los datos de configuracion, todos los datos de configuracion de MiVoice
Office 400 del servidor de comunicaciones se almacenan en un archivo comprimido en formato ZIP. Puede
dejar que se ejecute la copia de seguridad automaticamente (copia de seguridad automatica) o a segun
sus necesidades (copia de seguridad manual).
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Puede copiar automaticamente los archivos de copia de seguridad y enviarlos a un servidor FTP o por e-
mail.

Con una copia de seguridad de datos de audio todos los datos de audio del servidor de comunicaciones
se guardan en un archivo comprimido en formato ZIP. La copia de seguridad de los datos de audio solo
puede efectuarse manualmente.

Puede encontrar la configuracion del servicio de distribucién y copia de seguridad automatica de datos
en la vista Mantenimiento de WebAdmin/ Copia de seguridad de datos, donde también puede probar la
configuracion. Ademas, en esta vista, podra ver las copias de seguridad creadas de manera manual o

automatica, restaurarlas o borrarlas.

La copia de seguridad de configuracion y la copia de seguridad de los datos de audio siempre se
almacenan en un formato encriptado.

6 Nota:

La copia de seguridad puede contener varios archivos. Estan compilados por el servidor de
comunicaciones y se comprimen en un archivo ZIP. Durante el proceso de restauracion, el servidor de
comunicaciones extrae el archivo ZIP. Para garantizar que el proceso de restauracion se ejecute sin
problemas, asegurese de no modificar ni descomprimir el archivo ZIP. Nunca extraiga o modifique una
copia de seguridad usted mismo.

5.6.4.1 Copia de seguridad automatica

La funcién de respaldo automatico de datos crea un respaldo de los datos de configuracion de MiVoice
Office 400 a intervalos regulares y guarda los archivos de respaldo en el sistema de administracion de
archivos del servidor de comunicaciones.

La funcién de copia de seguridad automatica crea una copia de seguridad de los datos de configuracion a
intervalos diarios, semanales o mensuales:

» Todos los dias a la hora establecida se crea una copia de seguridad y se almacena en el directorio ..

\backup\day\.

» Cuando cambia la semana, se almacena una copia de la copia de seguridad en el directorio ..\backup
\week\.

+ Cuando cambia el mes, se almacena una copia de la copia de seguridad en el directorio ..\backup
\month\.

Los directorios de copia de seguridad se encuentran en el sistema de archivos del servidor de
comunicaciones y se puede acceder a ellos directamente a través del navegador de archivos o con una
conexion FTP.

Una copia de seguridad permanece almacenada hasta que vence el tiempo de almacenamiento
establecido; el archivo .zip se elimina del sistema de archivos.
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56.4.2 Servicio de distribucion

Es posible utilizar el servicio de distribucién para enviar los archivos de copia de seguridad a un servidor
FTP o por e-mail.

» El servicio de distribucion por e-mail envia a la direccion preconfigurada una copia de cada archivo de
copia de seguridad creado.

» El servicio de distribuciéon por FTP almacena una copia de cada copia de seguridad creada en un
servidor FTP.

5.6.4.3 Copia de seguridad manual

Los datos de configuracion y audio deben almacenarse por separado y almacenarse como archivos .zip
en cualquier soporte de datos que desee. Los datos de configuracion se guardan como copia de seguridad
automaticamente en el sistema de archivos del servidor de comunicaciones.

Situaciones en las que debe crear una copia de seguridad manual:

» Antes de ejecutar una inicializacién del servidor de comunicaciones (una inicializacion reinicia todos los
datos de configuracién a sus valores predeterminados y elimina todos los datos de audio).

» Antes de hacer una nueva instalacién de la maquina virtual (una nueva instalacion reinicia todos los
datos de configuracién al valor predeterminado y borra todos los datos de audio).

* Antes y después de cualquier cambio importante en la configuracion.

5.6.4.4 Restaurar copia de seguridad

Los datos de configuracion de MiVoice Office 400 disponibles y los archivos de respaldo de datos de audio
se pueden restaurar en cualquier momento.

e Nota:

» Al restaurar una copia de seguridad, los datos de configuracion o los datos de audio actuales se
sobrescriben irreversiblemente.

» Al restaurar una copia de seguridad también se reinician al estado de la copia de seguridad, los
estados de presencia de los usuarios, los parametros de encaminamiento personalizado y cualquier
desvio de llamada activo.

» Algunos cambios de configuracion sélo se activan tras un reinicio. El servidor de comunicaciones se
reinicia después de que se han restaurado los datos de configuracion.

Vea también:

El procedimiento para crear y restaurar una copia de seguridad se describe en detalle en la ayuda de
WebAdmin en la vista copia de seguridad de datos.
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5.6.5 Importar y exportar datos de configuracion

Puede editar varios datos de configuracién fuera de WebAdmin, o importar datos de configuracion de
otros sistemas de comunicaciones de la serie MiVoice Office 400. Con la ayuda de la funcion exportar,
podra crear aqui un archivo Excel, que llamaremos a continuacion Archivo de exportacion. El archivo de
exportacion contiene varias hojas de calculo. Cada hoja cubre un area de configuracion en particular.
Posteriormente, editelo y vuelva a importarlo. Se importaran sélo los datos pertenecientes a la vista en
los que usted haya activado la funcién de importar. Ejemplo: La funcion de importar de la vista Agenda /
Pablica importa so6lo los datos del archivo de exportacion que se encuentra en la hoja de calculo Lista de
marcacion abreviada.

Excepcion: La funcion de exportacion en la vista Copia de seguridad importa los datos en todas las hojas
de calculo.

Encontrara la funcién para exportar datos en las siguientes vistas:

* Resumen (datos de usuario y configuracion de teclas de los terminales)
» Numeros de marcacién abreviada

» Usuario RPSI

» Funciones controladas por tiempo

» Ext./Int. Asignacion

« EOL

* Lista de bloqueos

* Encaminamiento basado en CLIP

» Copia de seguridad de datos

9 Nota:

Puede activar la opcion Reemplazar configuracion existente con la funcion de importacion. Active
esta funcion solo si esta configurando un servidor de comunicaciones desde el inicio. Esta accion
elimina todos los datos de usuario configurados previamente y todas las programaciones de usuario
tales como numeros SDE, destinos EDL, entradas de grupos de usuario, terminales asignados, teclas
configuradas, etc.!

5.6.6 Teléfonos Mitel 6800/6900 SIP

Antes del registro es necesario reiniciar cualquier teléfono que ya estuviera en funcionamiento con los
valores predeterminados de fabrica. Por razones de seguridad, borre la direccién MAC del teléfono en
WebAdmin. Ello evitara problemas durante el registro.

Utilice estos procedimientos en los siguientes casos:

* Asignar el teléfono a otro usuario en el mismo sistema.

» Transferir el teléfono a otro sistema con la misma version de software.
» Cambiar la version del software a una version anterior

» Cambiar la direccién IP del servidor de comunicaciones



Operaciéon y mantenimiento 6

This chapter contains the following sections:

¢ Mantenimiento de datos
¢ Actualizar software
»  Supervision del funcionamiento

Este capitulo describe el mantenimiento del sistema y los datos de configuracién asi como la actualizacién del
software de sistema. Ademas, las operaciones de supervision estan descritas en el concepto de mensajes de
evento.

6.1 Mantenimiento de datos

6.1.1 Sistema de ficheros del servidor de comunicaciones

El sistema de archivos del servidor de comunicaciones comprende el software del sistema, el software
para los teléfonos del sistema, los datos de configuracion del sistema y del terminal, los datos de audio,
los registros del sistema, los datos para WebAdmin, etc. Con WebAdmin tiene acceso al sistema de
archivos a través del menu item Gestion de archivos. Es posible ver la carga de memoria del sistema de
archivos y a continuacion cargar datos de audio, idiomas para la interfaz de usuario y la ayuda en linea,
archivos de idioma para la gama de teléfonos SIP Mitel 6800/6900, asi como un plan de numeracién
externo para la conexion SIP. Ademas, con el explorador de archivos tiene la posibilidad de ver, cargar,
reemplazar o eliminar los directorios y los archivos del sistema de archivos.

Las funciones para realizar copias de seguridad y restaurar datos de configuracion y datos de audio estan
disponibles en la vista Mantenimiento de WebAdmin/ Copia de seguridad de datos (consulte también
Copia de seguridad de datos).

Normalmente, no es necesario acceder directamente al sistema de archivos MiVoice Office 400, ya que
todas las funciones requeridas estan disponibles en WebAdmin. Para casos especiales, puede acceder
al sistema de archivos de MiVoice Office 400 también con una sesion SSH a través de la carpeta /home/
mivo400.

0 Nota:

Modificar o borrar archivos del sistema de archivos puede hacer que el sistema deje de funcionar.

6.1.2 Actualizacién de los datos de configuracion

Existen datos de configuracion del sistema, relacionados con el usuario y relacionados con el terminal:

* Los datos de configuracién del sistema solo se pueden modificar con WebAdmin.

» Los datos de configuracién del terminal, como las asignaciones de teclas o las melodias de timbre,
se pueden modificar directamente en el terminal, a través de Self Service Portal o con WebAdmin. En
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algunos teléfonos de sistema también es posible realizar la configuracion a través de la interfaz web de
usuario o con ayuda de archivos de configuracion.

» Los datos de configuracion relacionados con el usuario, como los contactos privados o la configuracion
de los desvios de llamada, son validos para todos los terminales asignados al usuario y se pueden
configurar a través de WebAdmin o parcialmente a través de Self Service Portal, y en algunos casos
directamente en el propio terminal.

El acceso a los datos de configuracion a través de WebAdmin se regula mediante el control de acceso de
los usuarios con cuentas de usuario, perfiles de autorizacion y niveles de autorizacién. Puede encontrar
mas informacién en el Capitulo Control de acceso de usuarios.

6.2 Actualizar software

6.2.1 Software del sistema

Software de la aplicacion MiVoice Office 400

El software de la aplicacion MiVoice Office 400 se actualiza normalmente con WebAdmin. En algunos
casos excepcionales, es necesario reinstalar toda la maquina virtual mediante un archivo OVA o un
archivo VHF (consulte la paginalnstalacion de MiVoice Office 400 Virtual Appliance en la pagina 77).

e Nota:

La nueva instalacion con un archivo OVA o un archivo VHF restablece todos los datos de configuracion a
los valores predeterminados y elimina todos los datos de audio. Primero cree una copia de seguridad de la
configuracion y los datos de audio (consulte el capitulo Copia de seguridad de datos).

Firmware para los terminales del sistema

El firmware para MiVoice 5300/MiVoice 5300 IP, los teléfonos DECT Mitel 600, el teléfono DECT Office
135/135pro, las unidades de radio DECT SB-4+/SB-8/SB-8ANT y WebAdmin también esta disponible en el
software de aplicaciones MiVoice Office 400.
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e Nota:

La version del software del servidor de comunicaciones se puede mostrar de la siguiente manera en los
teléfonos IP MiVoice 5300/MiVoice 5300:

1. Acceder al menu de configuracion pulsando en Configuracion.
2. Pulsacién larga en la tecla *.

La informacion se puede recuperar en teléfonos SIP Mitel 6800/6900 y en teléfonos DECT Mitel 600 a
través del mend.

Dependiendo del tipo de teléfono, se muestra informacién adicional.

Proporcionar el software del sistema y el archivo de licencia de MiVoice Office 400

Su distribuidor le proporcionara el nuevo software del sistema MiVoice Office 400 y el correspondiente
archivo de licencia. En la mayoria de los casos, su distribuidor le indicara el sitio de Internet desde el
que podra descargar el software. También recibira un cupén. Con esto puede generar el nuevo archivo
de licencia a través del portal de Internet Mitel MiAccess https://miaccess.mitel.com/ y carguelo en su
sistema de comunicacion. Necesitara unas credenciales validas para acceder a Mitel MiAccess (nombre
de usuario y contrasena).

Cargar el nuevo software del sistema MiVoice Office 400 con WebAdmin

El nuevo software del sistema MiVoice Office 400 se puede cargar de forma cémoda y segura en el
sistema de archivos del servidor de comunicaciones en la vista de WebAdmin Mantenimiento | Software
del sistema. El punto de activacion del nuevo software es seleccionable. (Excepcion: El tiempo de
activacion en los satélites AIN depende siempre de la demanda del satélite principal.

En un sistema nuevo se puede cargar el nuevo software del sistema directamente después de haber
elegido el canal de ventas.

o Nota:

» La mayoria de las veces se requiere un nuevo archivo de licencia para el nuevo software del sistema.
También es posible instalar e iniciar el nuevo software del sistema sin introducir ninguin archivo
de licencia. No obstante, cuando utilice el software debera introducir el archivo de licencia antes
de que transcurran 4 horas, de lo contrario el servidor de comunicaciones pasara a un modo de
funcionamiento limitado. En este modo, solo estan disponibles las funciones basicas del servidor de
comunicaciones.

» Lea el capitulo Sugerencias y restricciones importantes en las notas de la version del software que se
va a cargar.

Vea también:

En la ayuda en linea esta disponible una descripcion detallada del procedimiento de carga de software con
WebAdmin.
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6.2.2 Firmware para teléfonos fijos de sistema

El paquete software de la aplicacion MiVoice Office 400 contiene el software para algunos teléfonos del
sistema (DSl e IP), el cual se actualiza en cada caso junto con el software de la aplicacién. Para otros
teléfonos del sistema (SIP) el firmware se encuentra en el servidor de firmware.

Los teléfonos de sistema MiVoice 5360 no tienen memoria propia. Los demas teléfonos del sistema
disponen de una memoria Flash.

Teléfonos SIP del sistema

El firmware para los teléfonos SIP Mitel 6800/6900 y Mitel Dialer se encuentra preferentemente en
un servidor de firmware. En la vista Configuracién de WebAdmin/ Red IP | Servidor de firmware, los
servidores FTP de Mitel ya estan predefinidos. En este servidor se almacenan varias versiones de
firmware, segun las diferentes versiones de software del servidor de comunicaciones. La entrada
predefinida en WebAdmin se ajusta a cada version del servidor de comunicaciones si es necesario.
También es posible indicar la direccion de otro servidor de firmware.

En cuanto se encienden los teléfonos, la versién de firmware de los teléfonos se compara con la version
de firmware del servidor. Si las versiones difieren, se descarga el firmware desde el servidor de firmware a
los teléfonos.

Teléfonos del sistema IP y DSI con memoria Flash.

La memoria Flash contiene el software de inicio y el software de aplicacién. Los teléfonos DSI también
disponen de un area con el software de la interfaz.

El firmware para los teléfonos MiVoice 5370, MiVoice 5380 asi como para todos los teléfonos de la gama
IP MiVoice 5300 esta contenido en el paquete de software de la aplicacion MiVoice Office 400. Las
versiones de firmware se comparan cuando se enciende el teléfono. Si las versiones difieren, se descarga
el firmware desde el servidor de comunicaciones a los teléfonos. La actualizacion del software del sistema
puede llevar varios minutos por cada teléfono DSI.

Los mddulos de expansion MiVoice M530 y MiVoice M535 también tienen un chip Flash que contiene
firmware. El mecanismo de actualizacién es el mismo que el descrito anteriormente. Sin embargo, es
siempre necesaria una fuente de alimentacion local (también es posible utilizar Corriente sobre Ethernet
con los terminales IP).

6.2.3 Sistema de firmware en MiVoice Office 400 DECT

Unidades de radio DECT SB-4 +, SB-8 y SB-8ANT

La memoria Flash de las unidades radio tiene un area que no se puede modificar. Se utiliza para arrancar
la unidad de radio y recibir su firmware.

El firmware exacto de la unidad de radio estéa integrado en el paquete del software de la aplicacion
MiVoice Office 400. El firmware cargado se prueba cuando arranca la unidad de radio. Si el firmware
cargado no es idéntico a la version del software del sistema, se descargara desde el servidor de
comunicaciones a la unidad de radio y se almacenara en la memoria Flash de la unidad de radio.

Teléfonos DECT inalambricos de la familia DECT Mitel 600
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El firmware de los teléfonos inalambricos Mitel 600 DECT se actualiza via radio (Descarga inalambrica).
La actualizacién puede ser activada o desactivada individualmente para cada teléfono inalambrico
mediante el menu en los teléfonos inalambricos Sistema - Servidor de descargas. Si el teléfono
inalambrico esta dado de alta en varios sistemas, este menu define para qué sistema es valida la
actualizacion de firmware.

Para los teléfonos inalambricos de la gama Mitel 600 DECT existe solo un firmware. Esta incluido en el
paquete del software de la aplicacion MiVoice Office 400 y se almacena en el sistema de archivos del
servidor de comunicaciones.

Teléfonos inaldmbricos DECT Office 135 y Office 160

El firmware de los teléfonos inalambricos Office 135 y Office 160 se actualiza via radio (Descarga
inalambrica). Esto exige que el teléfono inalambrico esté conectado al sistema A.

Los teléfonos inalambricos tienen una memoria Flash. Esta memoria contiene un area que no se puede
modificar. En ella se aloja el software de inicializacién del teléfono inaldmbrico.

El firmware de los teléfonos inalambricos esta dentro del paquete del software de la aplicacion MiVoice
Office 400. El firmware cargado se prueba cuando arranca el terminal inalambrico. Si el firmware cargado
no es idéntico a la version del software del sistema, el sistema iniciara una descarga inalambrica. El
firmware se carga desde el servidor de comunicaciones a los teléfonos inalambricos por radio y se
almacena en la memoria Flash.

Para poder ejecutar una descarga inalambrica en el teléfono inalambrico, éste debe contener un firmware
operativo.

El teléfono inalambrico puede seguir funcionando normalmente durante una descarga inalambrica. El
nuevo firmware cargado solo se activa cuando la descarga inalambrica finaliza con éxito. Se realiza un
reinicio del teléfono inalambrico.

6.2.4 Sistema de firmware en Mitel SIP-DECT

Con Mitel SIP-DECT y la gama de teléfonos Mitel 600 DECT, se pueden ofrecer soluciones globales para
la telefonia inalambrica basada en redes IP. Esto requiere unidades de radio RFP que pueden conectarse
directamente a otros dispositivos VoIP en la LAN. OpenMobilityManager (OMM) esta instalado en una de
las unidades de radio RFP o en una PC, lo que conforma una gestién de interfaz para la solucién Mitel
SIP-DECT. Los teléfonos Mitel 600 DECT tienen cargado en un sistema Mitel SIP-DECT un firmware
diferente que el de un sistema MiVoice Office 400 DECT.

El firmware para las unidades de radio RFP y para los teléfonos inalambricos Mitel 600 DECT debe
ubicarse preferentemente en un servidor de firmware. De este modo es posible realizar actualizaciones
automaticas de firmware. La vista Configuraciéon de WebAdmin / Sistema / DECT/SIP-DECT /| SIP-
DECT contiene un servidor Mitel FTP global predefinido (teléfonos Mitel 6700 SIP, clientes Mitel Blustar
y Mitel Dialer) / HTTPS (teléfonos Mitel SIP 6800/6900). En este servidor se almacenan varias versiones
de firmware, segun las diferentes versiones de software del servidor de comunicaciones. La entrada
predefinida en WebAdmin se ajusta a cada version del servidor de comunicaciones si es necesario.
También es posible indicar la direccion de otro servidor de firmware.

Designaciones de firmware para Mitel SIP-DECT (ejemplos):

aafon6xxd.dnld:
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6.3.1

Firmware para teléfonos inalambricos DECT de Mitel 600 DECT.

iprfp3G.dnid:

iprfp4G.dnid

Firmware para OpenMobilityManager (OMM).

Supervision del funcionamiento

Concepto de mensajes de eventos

Operacion y mantenimiento

El sistema genera un mensaje de evento cada vez que tiene lugar un evento o error. Las tablas de
eventos se utilizan para especificar la frecuencia con la que un mensaje de evento de un tipo particular
puede ser generado por el sistema durante un periodo determinado antes de que dicho mensaje de

evento sea enviado a los destinos de sefial asignados.

Hay 7 tablas de eventos que pueden ser asignadas a 8 destinos de sefial:

Figura 7: Principio de distribuciéon para un mensaje de evento
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6.3.1.1

Operaciéon y mantenimiento

Tipos de evento

Los mensajes de evento tiene un cierto nivel de gravedad: Normal (azul), Importante (amarillo) y Critico
(rojo). Muchos mensajes de evento tienen tanto impactos negativos (error ocurrido) como positivos (error
corregido). Algunos mensajes de evento no tienen impacto, es decir no coinciden con ningun nivel. El nivel
de gravedad, el impacto positivo o negativo (si lo hay) y la informacién, si hay una coincidencia o no, se
indican en la tabla de eventos.

Si se indica un servidor SRM como destino de la sefal, el nivel de gravedad del mensaje de evento da
como resultado un cambio en el estado del sistema. Esto se puede ver en el agente de SRM y se muestra
con el color correspondiente (consulte también la seccién Destino de SRM).

Tabla 20: Tipos de eventos, en orden alfabético

Mensaje de evento

Condicion de activacion

2

Detalles 3

Severo

conexion

Desconexion, 1:
falta de sefal de
ciclo), fecha, hora

ATAS: Conexibén ATAS: conexién (re) establecida Fecha, hora critico (positivo,
establecida con repercusion)
ATAS: Pérdida de ATAS: pérdida de conexion Causa (0: critico (negativo,

con repercusion)

Tarjeta en
funcionamiento

Una tarjeta que anteriormente
estaba fuera de servicio esta de
nuevo en funcionamiento.

N° de la ranura de
expansion, fecha,
hora

critico (positivo,
con repercusion)

Tarjeta fuera de
servicio

Una tarjeta activada ha dejado de
funcionar.

N° de la ranura de
expansion, fecha,
hora

critico (negativo,
con repercusion)

Reinicio de la tarjeta

Se ha ejecutado un reinicio para
una tarjeta

N° de la ranura de
expansion, fecha,
hora

Importante (sin
repercusion)

Sobrecarga del
contador de
tarificacion

Contador individual acumulativo o
de centro de coste sobrecargado

Causa (0:
Usuario / 1: Centro
de coste / 2:

Linea de enlace /
3: Habitacion),
numero, fecha,
hora

Importante (sin
repercusion)
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Mensaje de evento

Impresora de
tarificacion
nuevamente disponible

Condicion de activacion

Impresion en la impresora del
sistema disponible de nuevo

Operaciéon y mantenimiento

2

Detalles 3

Fecha, hora

Severo

Importante
(positivo, con
repercusion)

Impresora OCL

» Sin respuesta de la impresora

Interfaz, nUmero

Importante

configuracion
disponible

que falta para un terminal Mitel

SIP ahora esta disponible en el
sistema de archivos del servidor de
comunicaciones.

bloqueada del sistema durante mas de 4 de interfaz/ tarjeta, | (negativo, con
minutos numero de puerto, | repercusion)
+ Impresora sin papel o fecha, hora
desconectada
Aplicacion PMS El sistema externo de gestiéon Fecha, hora critico (positivo,
compatible del hotel (aplicaciéon PMS) es con repercusion)
adecuado para comunicarse con el
servidor de comunicaciones.
Plantilla de La plantilla de configuracion Fecha, hora Importante

(positivo, con
repercusion)

Fallo la conexion a la
administracion remota
de IP (SRM)

La configuracién de la conexién de
administracion remota IP (SRM =
Administracién remota IP segura)
ha fallado.

Parametro de causa:1: Intento de
conexion fallado, 2: Autentificacion
fallida, 3: Carga de archivo
rechazada

Causa, fecha, hora

Normal (negativo,
con repercusion)

el sistema PMS
establecida

una conexion con un sistema de
gestion de hotel (sistema PMS).

Se restablecié La conexién de gestidon remota IP Fecha, hora Normal (positivo,
la conexién a la se ha restaurado correctamente con repercusion)
administracion remota | (SRM = Secure IP Remote

de IP (SRM) Management).

Conexién con Se ha establecido correctamente Fecha, hora critico (positivo,

con repercusion)
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Mensaje de evento

Condicion de activacion

2

Detalles 3

Severo

Fallo en la conexién
con el sistema PMS

Se intentd sin éxito establecer
una conexion con un sistema de
gestion de hotel (sistema PMS).
Razon: 1: Llamada rechazada, 2:
No se puede obtener el destino, 3:
Destino ocupado, 4: Temporizador
de conexion agotado, 5: Direccién
incorrecta, 6: Error desconocido

Error, fecha, hora

critico (negativo,
con repercusion)

aplicaciones CPU2
Comunicaciones de
datos nuevamente en
servicio

comunicaciones de datos con la

tarjeta de aplicaciones de la CPU2.

Tarjeta de aplicaciones | Las comunicaciones de datos con Fecha, hora critico (negativo,
CPU2 Comunicacién la tarjeta de aplicaciones CPU2 con repercusion)
de datos fuera de se han interrumpido durante un
servicio periodo de tiempo inusualmente

largo (> 1 hora) debido a un error

(después de una actualizacion de

Windows o por otras razones).
Tarjeta de Se han restaurado las Fecha, hora critico (positivo,

con repercusion)

Fallo al crear una
instancia en el servidor
de comunicaciones de
respaldo

El servidor de comunicaciones

de respaldo no puedo crear

o modificar una instancia de
usuario o terminal con los datos de
configuracion recibidos.

© Nota:

Este mensaje de evento es
generado por el servidor de
comunicaciones de respaldo.

Tipo de instancia
(0: Usuario, 1:
terminal), nimero
de usuario o ID de
terminal, fecha,
hora

critico (negativo,
con repercusion)

El nodo también se indica siempre en una AIN.
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Mensaje de evento

Condicion de activacion

Operaciéon y mantenimiento

2

Detalles 3

Severo

Creacion de una
instancia de copia de
sequridad del servidor
de comunicaciones
completada

El servidor de comunicaciones de

respaldo ha sido capaz (tras uno

0 mas intentos fallidos previos) de

crear o modificar una instancia de

usuario o terminal con los datos de
configuracion recibidos.

© Nota:

Este mensaje de evento es
generado por el servidor de
comunicaciones de respaldo.

Tipo de instancia
(0: Usuario, 1:
terminal), nimero
del usuario o ID
del terminal, fecha,
hora

critico (positivo,
con repercusion)

Las sesiones CSTA ya
no superan el limite de
licencia

Las licencias de las Seesiones
CSTA ahora estan disponibles
nuevamente.

Numero de
licencias, fecha,
hora

Importante
(positivo, con
repercusion)

Conexioén de
primera parte de CTI
establecida

Se ha restablecido el enlace first-
party

Nudmero de
usuario, ID de
terminal, tipo

de protocolo
(0=ATPC3,
1=CSTA), fecha,
hora

critico (positivo,
con repercusion)

Se perdié la conexion
de la primera parte de
CTI

Se ha interrumpido el enlace first-
party porque falta la sefal de ciclo.

Numero de
usuario, ID de
terminal, tipo

de protocolo
(0=ATPC3,
1=CSTA), fecha,
hora

critico (negativo,
con repercusion)

CTI third party:
Conexion establecida

Se ha restablecido el enlace de
terceros

Direccion IP,
tipo de protocolo
(0=ATPC3,
1=CSTA), fecha,
hora

critico (positivo,
con repercusion)

El nodo también se indica siempre en una AIN.
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Mensaje de evento

CTI third party:
Pérdida de conexion

Condicion de activacion

Se ha interrumpido el enlace de
terceros

2

Detalles 3

Causa (0 = cierre
de sesion, 1=
falta de sefal de
ciclo), direccion IP,
tipo de protocolo
(0=ATPC3,
1=CSTA), fecha,
hora

Severo

critico (negativo,
con repercusion)

Falta la licencia de
activacioéon definitiva

Se ha iniciado la activacién
temporal inicial del servidor de
comunicaciones durante un

cierto periodo (por ejemplo 90
dias). Después de este periodo,

el servidor de comunicaciones
cambia al modo de funcionamiento
restringido (consulte Modo de
funcionamiento restringido).

Fecha, hora

critico (negativo,
con repercusion)

La licencia de
activacion definitiva
esta ahora disponible

Se ha cargado un archivo de
licencia con una licencia definitiva
de activacion.

Fecha, hora

critico (positivo,
con repercusion)

Dual Homing de
regreso dentro del
limite de la licencia

Ahora hay suficientes licencias
disponibles para registrar
teléfonos SIP en la serie SIP Mitel
6800/6900 en un servidor de
comunicaciones de respaldo.

© Nota:

Este mensaje de evento es
generado por el servidor de
comunicaciones de respaldo.

Fecha, hora

Importante
(positivo, con
repercusion)

E-mail enviado
correctamente

El sistema ha enviado
correctamente un correo
electroénico.

Significado de los valores de
parametro en Significado de los
valores de parametro para el
mensaje de evento Error al enviar
correo electrénico

Causa/
accion=0000,
cliente de e-
mail, informacion
adicional, fecha,
hora

critico (positivo,
con repercusion)
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Mensaje de evento

Condicion de activacion

Operaciéon y mantenimiento

2

Detalles 3

Severo

Llamada de
emergencia finalizada

La llamada de emergencia ha
sido confirmada por una persona
responsable.

Fecha, hora

critico (positivo,
con repercusion)

Llamada de
emergencia iniciada

Se ha marcado un numero de
emergencia que no esta en la
lista de numeros de emergencia
publicos.

© Nota:

Si se ha marcado un nimero

de emergencia del plan de
numeracion interno, no se
generara un mensaje de evento.

Numero marcado
(los primeros

4 digitos), numero
de usuario, ID

de terminal (si el
numero de usuario
#0) o ID de grupo
de enlaces (si el
numero de usuario
= 0), fecha, hora

critico (negativo,
con repercusion)

a causa de una carga
demasiado alta

sobrecarga en la interfaz Ethernet.

La interfaz esta temporalmente
desactivada.

ESME accesible La conexién LAN entre el SMSC y | Direccién IP, critico (positivo,
el ESME esta interrumpida fecha, hora con repercusion)

ESME inaccesible La conexion LAN entre el centro Direccion IP, critico (negativo,
de gestion SMS y el ESME esta fecha, hora con repercusion)
interrumpida

Ethernet de nuevo La sobrecarga en la interfaz Fecha, hora Normal (positivo,

activada Ethernet ya no existe. La interfaz con repercusion)
ha sido reactivada.

Ethernet desactivada El sistema ha detectado una Fecha, hora Normal (negativo,

con repercusion)
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Mensaje de evento Condicion de activacion Detalles 32 Severo

Fall6 la fuente de Ha fallado la alimentacion Fecha, hora Importante
alimentacion auxiliar auxiliar externa al servidor de (negativo, con
externa (solo Mitel comunicaciones. Si se ha utilizado repercusion)
470) la fuente de alimentacion auxiliar

para el funcionamiento con
redundancia, no hay limitaciones

a corto plazo. Si la fuente de
alimentacion auxiliar se ha utilizado
para aumentar la alimentacion de
energia, sera necesario calcular

la sobrecarga para la fuente de
alimentacion interna.

Fuente de La alimentacién auxiliar externa Fecha, hora Importante
alimentacion auxiliar al servidor de comunicaciones (positivo, con
externa en servicio funciona correctamente. repercusion)

(solo Mitel 470)

Destino externo para No es posible alcanzar Causa (0: Importante
mensajes de evento automaticamente el destino Ocupado /1: No (negativo, con
inaccesible externo de sefial disponible /2: repercusion)

(no usado), 2:
Prohibido / 3: no
definido), fecha,

hora
Destino externo para El destino externo de senal esta Fecha, hora Importante
mensajes de evento ahora accesible (positivo, con
accesible repercusion)
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Mensaje de evento

Condicion de activacion

2

Detalles 3

Operaciéon y mantenimiento

Severo

Fallo del ventilador
(solo Mitel 470)

El ventilador esta atascado o

defectuoso o la conexién ya no

hace contacto.

e Parametro 1 = 0: No funciona
ningun ventilador.

— Riesgo de

sobrecalentamiento: El sistema

se apagara en 2 minutos.

— Sustituya ambos
ventiladores.

«  Parametro 1 = 1; Sélo funciona

un ventilador.

Parametro 2 = Numero de
ventilador defectuoso

— El sistema sigue funcionando

con solo un ventilador.

— Reemplazar el ventilador
defectuoso.

Parametro 1,
parametro 2,
fecha, hora

critico (negativo,
con repercusion)

Ventilador en
funcionamiento (solo
Mitel 470)

El ventilador esta de nuevo en
funcionamiento después de un
fallo.

e Parametro = 0: Un
ventilador esta de nuevo en
funcionamiento.

» Parametro = 1: Segundo
ventilador de nuevo en
funcionamiento.

Parametro, fecha,
hora

critico (positivo,
con repercusion)

disponible de nuevo

interfaz PMS vuelve a estar por
debajo del limite critico.

Buffer de comandos El buffer de comandos para la Fecha, hora critico (negativo,
FIAS lleno interfaz PMS esta lleno. con repercusion)
Interfaz FIAS El placer de comandos para Fecha, hora critico (positivo,

con repercusion)
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Operaciéon y mantenimiento

Mensaje de evento Condicion de activacion Detalles 32 Severo

Puerto de la unidad de | La unidad de radio no responde Numero de tarjeta, | Importante
radio inactivo Razén: O: Iniciando, 1: No numero de puerto, | (negativo, con
registrado, 2: Varios nodos, 3: ID de unidad de repercusion)
Puerto no permitido, 4: Alimentador | radio y razdn,
local, 5: No conectado, 6: Puerto fecha, hora

reiniciado, 7: Error de inicio, 8:
Error desconocido

Aplicacion PMS El sistema externo de gestiéon Version de SW critico (negativo,
incompatible del hotel (aplicacién PMS) no es PMS, versioén de con repercusion)
adecuado para comunicarse con el | interfaz PMS,

servidor de comunicaciones. version del

controlador de
la interfaz PMS,

fecha, hora
Insuficiente ancho de Un usuario en un AIN esta ID del enlace, Importante (sin
banda intentando establecer una nombre del enlace | repercusion)
conexion y el ancho de banda WAN, ancho de
actualmente disponible con el banda disponible
enlace WAN es insuficiente. en Kbps, fecha,
reloj
Destino interno para Salida local bloqueada o no Causa (0: Importante
mensajes de evento disponible Ocupado /1: No (negativo, con
inaccesible disponible /2: repercusion)

(no usado), 2:
Prohibido / 3: no
definido), fecha,

hora
Destino interno para Salida local disponible de nuevo Fecha, hora Importante
mensajes de evento (positivo, con
accesible repercusion)
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Mensaje de evento

Condicion de activacion

Operaciéon y mantenimiento

2

Detalles 3

Severo

La unidad de fuente de
alimentacion interna
fallé (solo Mitel 470)

Ha fallado la unidad de
alimentacion interna del servidor
de comunicaciones. Si se ha
utilizado la fuente de alimentacién
auxiliar para el funcionamiento con
redundancia, no hay limitaciones
a corto plazo. Si la fuente de
alimentacion auxiliar se ha utilizado
para aumentar la alimentacion de
energia, sera necesario calcular

la sobrecarga para la fuente de
alimentacion externa.

Fecha, hora

Importante
(negativo, con
repercusion)

Unidad de fuente de
alimentacion interna
en servicio (solo Mitel
470)

La fuente de alimentacion interna
del servidor de comunicaciones
esta funcionando correctamente.

Fecha, hora

Importante
(positivo, con
repercusion)

Direccién IP anadida a
la lista de bloqueo DoS

Ha ocurrido un ataque de
denegacion de servicio superando
el nimero maximo admisible

de intentos de registro o
transacciones configurado. La
direccion IP en cuestion ha sido
incluida en la lista de bloqueo y
permanecera bloqueada durante
un periodo determinado.

Direccion IP,
Causa (0:

Registro / 1:
Demasiadas
transacciones /

2: Sin sesiéon /

3: mensaje
modificado), fecha,
hora

Importante
(negativo, con
repercusion)

DoS

por un ataque de denegacion de
servicio (DoS) ha sido eliminada de
la misma 'y ya no esta bloqueada.

Direccién IP La direccién IP del servidor de Fecha, hora Importante (sin
modificada: Volver comunicaciones ha cambiado. repercusion)
a generar los Los certificados TLS deben
certificados TLS ser generados de nuevo. Para
terminales que estén por detras
de un NAT sin ALG, es necesario
configurar la direccién publica del
gateway NAT.
Direccién IP eliminada | Una direccion IP afiadida Direccién IP, Importante
de la lista de bloqueo previamente a la lista de bloqueo fecha, hora (positivo, con

repercusion)
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Mensaje de evento

Condicion de activacion

2

Detalles 3

Severo

Teléfono IP: Pérdida
de conexion

El teléfono IP del sistema ya no
esta conectado al servidor de
comunicaciones.

Numero de
usuario, ID del
terminal ID, fecha,
hora

Importante
(negativo, con
repercusion)

Teléfono IP: Conexién
restablecida

El teléfono IP del sistema ha
restablecido la conexioén con el
servidor de comunicaciones.

Nudmero de
usuario, ID del
terminal ID, fecha,
hora

Importante
(positivo, con
repercusion)

La licencia de teléfono
de sistema IP esta
ahora disponible

Ya esta disponible de nuevo un
numero suficiente de licencias para
MiVoice 5361 IP/5370\ IP/5380 IP.

Fecha, hora

Importante
(positivo, con
repercusion)

Ha fallado la descarga
del fichero de idioma

La descarga de un archivo de
idioma a través del servidor FTP
para un terminal SIP de Mitel ha
fallado.

Parametro 1:
Direccion del
servidor FTP,
Parametro 2: Tipo
y hombre del
archivo de idioma,
fecha, hora

Importante
(negativo, con
repercusion)

El fichero de idioma
se ha descargado
correctamente

La descarga de un archivo de
idioma a través del servidor FTP
para un terminal SIP Mitel se ha
completado con éxito.

Parametro 1:
Direccion del
servidor FTP,
Parametro 2: Tipo
y hombre del
archivo de idioma,
fecha, hora

Importante
(positivo, con
repercusion)

EOL en proveedor de

Conmutacién automatica desde

ID del proveedor,

Normal (sin

red alternativo el proveedor de red primario al fecha, hora repercusion)
proveedor de red secundario
mediante la funcion EOL.

Licencia disponible Este mensaje de evento se genera | Fecha, hora Importante

para usuario
configurado (Mitel 470
y Aplicacion Virtual
solamente)

si todos los usuarios configurados
tienen una licencia de usuario (que
no fuera el caso anterior).

(positivo, con
repercusion)
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Mensaje de evento

Condicion de activacion

2

Detalles 3

Operaciéon y mantenimiento

Severo

para el funcionamiento
offline

de 36 horas para la activacion
temporal de licencias.

Licencia para Se dispone de nuevo de un Fecha, hora Importante
teléfono mévil/externo | numero suficiente de licencias (positivo, con
disponible para teléfono moviles/externos repercusion)
integrados.
Licencia para interfaz La licencia Hospitality PMS Fecha, hora Importante
PMS disponible Interface o una cantidad suficiente (positivo, con
de licencias de Hospitality PMS repercusion)
Rooms ya estan disponibles.
Licencia no valida; El software del sistema cargado Fecha, hora Importante (sin
funcionamiento requiere una licencia de version repercusion)
limitado 4 h. después de software. Sin esta licencia,
de reinicio la funcionalidad del software del
sistema se limita en gran medida 4
horas después del reinicio.
Falta la licencia para Este mensaje de evento se genera | Fecha, hora Importante
el usuario configurado | si uno o mas usuarios configurados (negativo, con
(Mitel 470 y Aplicacién | no tienen licencia de usuario. repercusion)
Virtual solamente)
© Nota:
Para evitar una inundacién de
mensajes, este mensaje de
evento se genera solo una vez
(la primera vez que se crea
un usuario sin una licencia de
usuario)
Licencias caducadas Ha transcurrido el periodo maximo | Fecha, hora Critico (sin

repercusion)

Enlace al satélite

de la puerta de
enlace perdido (solo
dispositivo virtual)

El servidor de comunicaciones
ha perdido el enlace con

el satélite gateway. Sin

este enlace, el servidor de
comunicaciones cambiar al
modo de funcionamiento limitado
después de xx horas.

Ndmero de horas
hasta el modo de
funcionamiento
limitado, fecha,
hora

critico (negativo,
con repercusion)

32 s - .
El nodo también se indica siempre en una AIN.

Release 7.2

Virtual Appliance




Operaciéon y mantenimiento

Mensaje de evento

Condicion de activacion

2

Detalles 3

Severo

enlace al servidor de
licencias (SLS) (solo
dispositivo virtual)

al servidor de licencias.

Enlace al satélite de El servidor de comunicaciones Fecha, hora critico (positivo,
la puerta de enlace ha podido restaurar el enlace al con repercusion)
restaurado (solo satélite gateway.
dispositivo virtual)
El enlace al servidor Ha sido imposible configurar un Fecha, hora critico (negativo,
de licencias (SLS) enlace al servidor de licencias con repercusion)
ha fallado (solo durante un periodo prolongado. El
dispositivo virtual) sistema cambia al modo limitado

después de un temporizador

variable (maximo 72 horas).
Se ha restaurado el Ha sido posible restaurar un enlace | Fecha, hora critico (positivo,

con repercusion)

Fallo local de
alimentacioén en la
unidad de radio

La fuente de alimentacion local
de una unidad de radio SB-4 +/
SB-8 / SB-8ANT fallé o no esta
disponible

N° de tarjeta, N°
de puerto, fecha,
hora

critico (negativo,
con repercusion)

Alimentacion local
en la unidad radio
disponible

La fuente de alimentacion local de
un SB-4 +/ SB-8 / SB-8ANT ahora
esta nuevamente disponible

N° de tarjeta, N°
de puerto, fecha,
hora

critico (positivo,
con repercusion)

Corte de tension de la
red

Mensaje de evento una vez se
restablezca el suministro

» El suministro se ha interrumpido
con mas frecuencia de la
especificada en la tabla de
activacion

Fecha, hora

Importante (sin
repercusion)

Funcién incorrecta

Ha ocurrido un error hardware o
software. El identificador de error
puede ayudar a que el soporte
técnico identifique la posible causa
del error.

Error ID, fecha,
hora

Importante (sin
repercusion)
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2

Detalles 3

Operaciéon y mantenimiento

Severo

MiCollab: Se ha
alcanzado el limite del
terminal

No se pudo vincular un terminal
MiCollab a un usuario porque se
alcanzé un limite (motivo).

motivo = 0: Muchos terminales por
sistema

motivo = 1: Muchos terminales por
usuario

motivo = 2: Demasiados clientes
MiCollab por usuario

Numero de
usuario, razon,
fecha, hora

Importante
(negativo, con
repercusion)

MiCollab: Dentro de
los limites del terminal
otra vez

Una terminal MiCollab ahora
podria estar vinculada a un usuario
porque esta nuevamente dentro de
un limite (razoén).

motivo = 0: Terminales por sistema
OK de nuevo

motivo = 1: Terminal por usuario
OK de nuevo

motivo = 2: Clientes MiCollab por
usuario OK de nuevo

N.° de usuario,
motivo, fecha,
hora

Importante
(positivo, con
repercusion)

Mitel Dialer dentro del
limite de la licencia
nuevamente

Las licencias de usuario de Mitel
Dialer ahora estan disponibles
nuevamente.

Fecha, hora

Importante
(positivo, con
repercusion)

Terminales Mitel SIP
dentro del limite de
licencia nuevamente

Las licencias de Terminales Mitel
SIPy Opciones de Video Mitel
8000i ya estan disponibles.

Parametro 1=1:
Licencia de
terminales SIP de
Mitel, parametro
2 =1: Licencia de
opciones de video
de Mitel 8000i,
fecha y hora

Importante
(positivo, con
repercusion)

Supervisor de eventos

Supervisor de eventos

Tipo de
supervision,
Fecha, Hora

Normal (sin
repercusion)
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Mensaje de evento

Condicion de activacion

2

Detalles 3

Severo

No hay plantilla de

Falta una plantilla de configuracion

No hay plantilla

Importante

configuracion para un terminal SIP de Mitel en el | de configuracién, (negativo, con
sistema de archivos del servidor fecha, hora repercusion)
de comunicaciones. Sin la plantilla
de configuracion, no se genera un
archivo de configuracion para este
tipo de terminal.
No hay canales DECT | Canales DECT en DSP-0x Fecha, hora Normal (sin
DSP disponibles sobrecargados repercusion)

No hay receptor
DTMF disponible para
teléfonos moviles/
externos integrados

No se ha podido asignar un
receptor DTMF fijo (para la
deteccion de codigos de funcién
de marcacion por sufijo) a un
teléfono movil/externo integrado
con funcionalidad extendida.

N° BSC, fecha,
hora

Importante (sin
repercusion)

No se detectd ningun
otro clon del sistema
(solo dispositivo
virtual)

El servicio de deteccién de clones
del servidor de licencias (nube
SLS) no ha podido encontrar otro
clon (sistema con la misma EID)
durante un periodo prolongado
(24 horas).

Fecha, hora

critico (positivo,
con repercusion)

No hay respuesta de la
red

No hay respuesta al
establecimiento de llamada en la
interfaz BRI-T/PRI

N° de puerto del
circuito de linea
de enlace, fecha,
hora

Normal (sin
repercusion)

No hay respuesta del
usuario

No hay respuesta a llamada SDE
entrante del usuario en el bus S o
DSl

N° SDE, fecha,
hora

Normal (sin
repercusion)

Nodo: Pérdida de
conexion

Un nodo no esta conectado al
Maestro durante un determinado
tiempo (configurable).

N° de nodo, fecha,
hora

critico (negativo,
con repercusion)
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Condicion de activacion

Operaciéon y mantenimiento

2

Detalles 3

Severo

Nodo: Conexiéon
restablecida

Un nodo se ha vuelto a conectar
con el Maestro durante un
determinado tiempo (configurable)
tras una interrupcion.

N° de nodo, fecha,
hora

critico (positivo,
con repercusion)

No hay suficientes
licencias para
teléfonos moviles/
externos integrados

La conexién al teléfono movil/
externo integrado ha fallado
porque el numero de teléfonos
moviles/externos configurado

es superior al numero de
licencias disponibles para ellos.
Todos los teléfonos moviles/
externos integrados permanecen
bloqueados hasta que haya un
numero suficiente de licencias.

Nudmero de
licencias, nUmero
de teléfonos
moviles/externos
configurados,
fecha, hora

Importante
(negativo, con
repercusion)

NTP: Fallo en la
sincronizacion de hora

Ha fallado la sincronizacién de
hora con el servidor NTP (NTP =
Network Time Protocol).

Fecha, hora

Importante
(negativo, con
repercusion)

NTP: Sincronizacioén
de hora restablecida

Se ha recuperado la sincronizacion
de hora con el servidor NTP (NTP
= Network Time Protocol).

Fecha, hora

Importante
(positivo, con
repercusion)

Llamada saliente
rechazada

Llamada rechazada por la red

« En cualquier linea: cédigo de
error 34

* Enlalinea de grupo requerida:
cédigo de error 44

N° de puerto del
circuito de enlace,
fecha, hora

Normal (sin
repercusion)
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Operaciéon y mantenimiento

Mensaje de evento Condicion de activacion Detalles 32 Severo

Sobrecalentamiento La temperatura dentro del N° de tarjeta, critico (negativo,
(solo Mitel 470) servidor de comunicaciones temperatura, con repercusion)
es demasiado alta. Deben fecha, hora

tomarse inmediatamente

las medidas oportunas para
mejorar la disipacion de calor.
Dependiendo de donde se produce
el sobrecalentamiento, se toman
medidas de forma automatica:

Tarjeta de interfaz FXO y FXS:

* los puertos se desactivan en
grupos de 4.

* Una vez que se ha reducido la
temperatura por debajo de un
valor especifico definido por
tarjeta, los puertos se reactivan
de forma automatica grupo a

grupo.
Tarjeta de aplicaciones CPU2

* La tarjeta se desactivara
completamente. Una vez que
se ha reducido la temperatura
por debajo de un valor definido,
la tarjeta se reactiva de forma
automatica.

Fuente de alimentacion interna
PSU2U o tarjeta gestor de
llamadas CPU1:

* el servidor de comunicaciones
se apagara completamente.

© Nota:
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Mensaje de evento Condicién de activaciéon

Para evitar que el sistema
se sobrecaliente, no mas
del 30% de los puertos
FXS deben estar activos
simultaneamente por tarjeta
32FXS y no mas de 50
puertos FXS por sistema.

Detalles 3

2

Operacion y mantenimiento

Severo
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Operaciéon y mantenimiento

Mensaje de evento

Condicion de activacion

+ Las tarjetas PRI, BRI
y DSI no disponen de
sensores de temperatura
y por tanto nunca se
desactivan por razones de
sobrecalentamiento.

2

Detalles 3

Severo

Sobrecarga detectada
en el puerto USB
(CPU2) (solo Mitel
470)

Se ha detectado una sobrecarga
(de corriente) en una de las
interfaces USB de la tarjeta de
aplicaciones (CPU2).

@ Nota:

La maxima entrada de corriente
en las interfaces USB varia.

Fecha, hora

Normal (sin
repercusion)

Puerto fuera de

Un puerto activado previamente ha

N° de la ranura,

Importante (sin

servicio dejado de funcionar. numero de puerto, | repercusion)
fecha, hora
Posible clon detectado | El servicio de deteccién de clones | Fecha, hora critico (negativo,

para su sistema (solo
dispositivo virtual)

del servidor de licencias (nube
SLS) ha detectado un posible clon
(sistema con la misma EID).

con repercusion)

QSIG: Limite de
licencia alcanzado

Numero maximo de conexiones
salientes con licencia con protocolo
QSIG excedido

N° de ruta, N° de
usuario, fecha,
hora

Importante (sin
repercusion)

Puerto de la unidad
radio activo

La unidad radio responde de nuevo

N° de tarjeta, N°
de puerto, fecha,
hora

Importante
(positivo, con
repercusion)

Registrar error « Tarjeta no colocada N° de tarjeta, Normal (sin
« No se ha dado de alta la tarjeta | fecha, hora repercusion)
» Tarjeta defectuosa
Mantenimiento remoto | Mantenimiento remoto ha sido Fecha, hora Normal (positivo,

desactivado

desactivado

con repercusion)
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Operaciéon y mantenimiento

2

Detalles 3

Severo

Telemantenimiento Se ha activado el mantenimiento Fecha, hora Normal (negativo,
autorizado remoto (El informe es la salida no con repercusion)
filtrada a destinos locales).
Reinicio de tarjeta de El reinicio de tarjeta de Fecha, hora critico (positivo,
aplicaciones CPU2 aplicaciones CPU2 se ejecutd con repercusion)
ejecutadas exitosamente.
Se requiere el reinicio El sistema ha detectado que se Fecha, hora critico (negativo,
de las tarjeta de requiere un reinicio manual de la con repercusion)
aplicaciones CPU2 tarjeta de aplicaciones CPU2 (por
ejemplo, para una actualizacion de
seguridad).
Modo de El modo limitado se puede Fecha, hora critico (positivo,
funcionamiento deshabilitar de nuevo. con repercusion)

limitado deshabilitado

Modo de
funcionamiento
restringido habilitado
(no valido para
dispositivo virtual)

El servidor de comunicaciones ha

cambiado al modo limitado. Causa:

0: No hay una licencia valida

Causa, fecha, hora

critico (negativo,
con repercusion)

Modo de
funcionamiento
restringido habilitado
(solo dispositivo
virtual)

El servidor de comunicaciones ha

cambiado al modo limitado. Causa:

0: No hay una licencia valida. 1:
Enlace a satélite gateway perdido.
2: Se ha alcanzado la duracién
maxima sin enlace al servidor de
licencias. 3: Se ha confirmado el
clon del sistema. 4: Discrepancia
en el modo de verificacion de
licencia en SLS y MiVoice Office

400. 5: Modo de soporte habilitado.

Causa, fecha, hora

critico (negativo,
con repercusion)

Satélites no activados
después del tiempo de
supervision

Después de una actualizacion
AIN (Master y todos los satélites),
algunos satélites ya no tienen
conexion con el Master.

N° total de
satélites no
activados, Version
de software bajada
en los satélites,
Fecha, Hora

Importante (sin
repercusion)
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Mensaje de evento

Condicion de activacion

2

Detalles 3

Severo

Fallo en el envio de
correo electrénico

El sistema no pudo enviar un
correo electrénico porque hubo un
error.

Significado de los valores de los
parametros en la siguiente tabla.

Causa/accion,
cliente de e-
mail, informacion
adicional, fecha,
hora

critico (negativo,
con repercusion)

SIMPLE/MSRP ya no
supera el limite de
licencia

Ahora hay suficientes licencias
disponibles para usar el protocolo
MSRP y / o SIMPLE para los
usuarios.

Fecha, hora

Importante
(positivo, con
repercusion)

Cuenta SIP disponible

La cuenta SIP se ha registrado
correctamente con el proveedor
SIP.

Proveedor, cuenta,

fecha, hora

critico (positivo,
con repercusion)

Cuenta SIP no

La cuenta SIP no puede registrarse

Proveedor, cuenta,

critico (negativo,

indicado.

motivo, fecha,
hora

disponible con el proveedor SIP por alguna fecha, hora con repercusion)

razoén especifica (0: No se puede

obtener el proveedor / 1: sin

permiso / 2: no permitido / 3:

desconocido). El evento se activa

solo si el parametro Registro

requerido esta configurado en Si.
Gateway SMS Gateway SMS externo accesible Fecha, hora critico (positivo,
disponible de nuevo con repercusion)
Gateway SMS Gateway SMS inalcanzable o Fecha, hora critico (negativo,
ilocalizable incorrectamente configurado con repercusion)
Actualizacion de La actualizacion de software Numero de critico (negativo,
software fallida del de MiVoice 5361 IP / 5370 IP / usuario, ID del con repercusion)
teléfono IP de sistema | 5380 IP ha fallado por el motivo terminal ID,
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2

Detalles 3

Severo

Actualizacion de
software correcta del
teléfono IP de sistema

La actualizacion de software de un
MiVoice 5361 IP / 5370 IP /5380
IP se ha logrado completar
exitosamente tras uno o varios
intentos fallidos.

Numero de
usuario, ID del
terminal ID, fecha,
hora

critico (positivo,
con repercusion)

Carga de software

Estado durante un proceso de
carga en el sistema

« Carga en curso
» Supervisién en curso

» Estado de operacién normal de
la centralita

Parametro 1:

* 0:"Nuevo
software del
servidor de
comunicaciones
cargado,
iniciando...",

* 1: El nuevo
software del
servidor de
comunicaciones
fallo, se realizd
una reversion

e 3: Nuevo
software del
servidor de
comunicaciones
iniciado,
funciona
correctamente

Fecha, hora

Normal (sin
repercusion)

N° méx. terminales
SIP estandar ya no
supera el limite de
licencia

Las licencias de Terminales SIP
y Terminales de Video ya estan
disponibles.

Parametro 1=1:
Licencia de
terminales SIP,
parametro 2 =

1: Licencia de
terminales de
video, fecha, hora

Importante
(positivo, con
repercusion)

Sistema de gestion

de registros de datos
de llamadas SX-200:
Conexién establecida

Se ha establecido correctamente

la conexion al sistema de gestion

de registros de datos de llamadas
SX-200.

Fecha, hora

critico (positivo,
con repercusion)
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Condicion de activacion

2

Detalles 3

Severo

Sistema de gestion Se ha perdido la conexion al Fecha, hora critico (negativo,
de registros de datos sistema de gestion de registros de con repercusion)
de llamadas SX-200: datos de llamadas SX-200.

Pérdida de conexion

Sistema de gestion Se ha establecido correctamente la | Fecha, hora critico (positivo,
de hoteles SX-200: conexion al sistema de gestion de con repercusion)
Conexion establecida hoteles SX-200.

Sistema de gestion Se ha perdido la conexion al Fecha, hora critico (negativo,
de hoteles SX-200: sistema de gestion de hoteles con repercusion)
Pérdida de conexion SX-200.

Sistema de gestion Se ha establecido correctamente la | Fecha, hora critico (positivo,
de mensajeria vocal conexion al sistema de gestion de con repercusion)
SX-200: Conexion mensajeria vocal SX-200.

establecida

Sistema de gestion Se ha perdido la conexion al Fecha, hora critico (negativo,

de mensajeria vocal
SX-200: Pérdida de
conexion

sistema de gestion de mensajeria
vocal SX-200.

con repercusion)

Pérdida de Una interfaz BRI/PRI introducida Numero de puerto, | Importante
sincronizacion de en la tabla de reloj ha perdido el fecha, hora (negativo, con
enlace reloj del sistema. repercusion)
Sincronizacion La sincronizacion con la red se Fecha, hora Importante
restablecida ha recuperado en, al menos, una (positivo, con

interfaz BRI/PRI.

repercusion)

El nodo también se indica siempre en una AIN.
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Mensaje de evento

Ha fallado la
sincronizacion

con el servidor de
comunicaciones de
backup

Condicion de activacion

El servidor de comunicaciones
primario no ha sido capaz

de transmitir los datos de
configuracion al servidor de
comunicaciones de backup.

© Nota:

Este mensaje de evento es
generado por el servidor de
comunicaciones primario.

Operaciéon y mantenimiento

2

Detalles 3

ID del servidor de
comunicaciones
de respaldo,
fecha, hora

Severo

critico (negativo,
con repercusion)

Sincronizacioén

con el servidor de
comunicaciones de
backup completada

El servidor de comunicaciones
primario ha sido capaz (tras uno o
mas intentos fallidos) de transmitir
los datos de configuracion al
servidor de comunicaciones de
backup.

© Nota:

Este mensaje de evento es
generado por el servidor de
comunicaciones primario.

ID del servidor de
comunicaciones
de respaldo,
fecha, hora

critico (positivo,
con repercusion)

Sincronizacién de la
conexion de enlace
restablecida

Una interfaz BRI/PRI introducida
en la tabla de reloj se ha vuelto a

sincronizar con el reloj del sistema.

Numero de puerto,
fecha, hora

Importante
(positivo, con
repercusion)
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Mensaje de evento

Condicion de activacion

2

Detalles 3

Severo

Utilizacion de memoria
del sistema ya no
supera el valor critico

El uso de memoria en el sistema
de archivos para un proposito
especifico ha caido nuevamente
por debajo de un valor definido
(nivel de gravedad grave) o critico
(nivel de gravedad critico).

Propésito (tipo de archivo ID): O:
Estado del sistema de archivos
Aplicacion, 2: Registro de fallos, 3:
Registro de supervision, 4: Servicio
de llamada por voz, 5: Mensajeria
vocal, 6: Musica en espera, 7:
Copia de seguridad de datos, 8:
Alojamiento/Hotel, 9: Carpeta de
usuario

ID de tipo de
archivo, uso de
memoria en%,
fecha, hora

Importante /critico
(positivo, con
repercusion)

Utilizacion de memoria
sobrepasa el valor
critico

El uso de memoria en el sistema
de archivos para un propésito
especifico ha excedido un valor
definido (nivel de gravedad grave)
o critico (nivel de gravedad critico).

Propdsito (tipo de archivo ID): 0:
Estado del sistema de archivos
Aplicacion, 2: Registro de fallos, 3:
Registro de supervision, 4: Servicio
de llamada por voz, 5: Mensajeria
vocal, 6: Musica en espera, 7:
Copia de seguridad de datos, 8:
Alojamiento/Hotel, 9: Carpeta de
usuario

ID de tipo de
archivo, uso de
memoria en%,
fecha, hora

Importante /critico
(negativo, con
repercusion)

Sobrecarga del
sistema

Se ha intentado acceder a la red
con todas las lineas ocupadas o el
sistema sobrecargado.

N° de ruta, N° de
usuario, fecha,
hora

Normal (sin
repercusion)

Terminal del sistema
de nuevo en servicio

Un teléfono del sistema en el bus
DSl esta listo para funcionar de
nuevo.

N° de tarjeta, n°
de puerto, nimero
de usuario, fecha,
hora

critico (positivo,
con repercusion)
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Condicion de activacion

2

Detalles 3
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Severo

Fallo del teléfono de
sistema

Un teléfono del sistema en el bus
DSI esta defectuoso o ha sido
desconectado.

N° de tarjeta, n°
de puerto, nimero
de usuario, fecha,
hora

critico (negativo,
con repercusion)

Temperatura de nuevo

Tras un sobrecalentamiento, la

N° de tarjeta,

critico (positivo,

evento

puede comprobar la configuracion
de los destinos de mensaje.

dentro de los valores temperatura en el servidor de temperatura, con repercusion)
normales comunicaciones esta de nuevo en | fecha, hora

el rango normal de funcionamiento.
La activacién temporal | Recordatorio de la ausencia de Fecha de Importante (sin
de licencias caduca el | licencia definitiva de activacién tras | expiracion repercusion)

el establecimiento de una conexion | [DD.MM.AAAA],

en el servidor de comunicaciones. fecha, hora
Alimentacién del Salida ligeramente excedida Fecha, hora critico (negativo,
terminal: Sobrecarga durante >4 s. con repercusion)
(solo Mitel 470)
Alimentacién del Salida claramente excedida Fecha, hora critico (negativo,
terminal: Apagado durante 4 s con repercusion)
(solo Mitel 470)
Alimentacion del La alimentacién de energia a los Fecha, hora critico (positivo,
terminal: Volver a terminales se ha encendido de con repercusion)
encender (solo Mitel nuevo tras una desactivacion por
470) sobrecarga.
Alimentacién del La alimentacién de energia a los Fecha, hora critico (positivo,
terminal: Dentro terminales se encuentra de nuevo con repercusion)
del rango normal dentro del rango de salida normal
nuevamente (solo tras una ligera sobrecarga.
Mitel 470)
Prueba de mensaje de | Con este mensaje de evento Fecha, hora Importante (sin

repercusion)
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Mensaje de evento

Condicion de activacion

2

Detalles 3

Severo

El servidor de
comunicaciones se ha
reiniciado

El servidor de comunicaciones
se ha reiniciado manualmente
0 automaticamente debido a un
error.

Fecha, hora

Critico (sin
repercusion)

Se ha alcanzado el

Una aplicacion no puede configurar

Maximo nimero

Importante

limite de licencia para
Dual Homing

6800/6900 SIP ha intentado
registrarse en un servidor de
comunicaciones de respaldo
y no hay suficientes licencias
disponibles.

@ Nota:

Este mensaje de evento es
generado por el servidor de
comunicaciones de respaldo.

limite de licencias para | una sesion CSTA para monitorear / | de licencias, (negativo, con
sesiones CSTA no es posible terminal porque hay | fecha, hora repercusion)
muy pocas licencias de Sesiones
CSTA disponibles.
Se ha alcanzado el Un teléfono SIP de la serie Mitel Fecha, hora Importante

(negativo, con
repercusion)

Se alcanzo6 el limite
de licencia para Mitel
Dialer

Mitel Dialer no se pudo vincular a
un usuario porque hay muy pocas
licencias disponibles.

Total de licencias
adquiridas, fecha,
hora

Importante
(negativo, con
repercusion)

Se ha alcanzado el
limite de licencia para
terminales SIP de Mitel

Un terminal SIP de Mitel no

puede registrarse o utilizar la
funcionalidad de video porque hay
muy pocas licencias de Terminales
SIP de Mitel u Opciones de Video
Mitel 8000i disponibles.

Parametro 1=1:
Falta la licencia
de terminales

SIP de Mitel ,
parametro 2 = 1:
Falta la licencia de
opciones de video
de Mitel 8000i ,
parametro 3 = 3:
Maximo numero
de licencias,
fecha, hora

Importante
(negativo, con
repercusion)
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2

Detalles 3
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Severo

Se ha alcanzado el
limite de licencia para
SIMPLE/MSRP

Una aplicacién de terceros desea
utilizar el protocolo MSRP y / o
SIMPLE para un usuario, pero
no hay suficientes licencias
disponibles.

Fecha, hora

Importante
(negativo, con
repercusion)

Se ha alcanzado el
limite de licencias
para terminales SIP
estandar

Un terminal SIP estandar no puede
registrar o utilizar la funcionalidad
de video porque hay muy pocas
licencias de terminales SIP o
terminales de video disponibles.

Parametro 1=1:
Falta la licencia
de terminales SIP,
parametro 2 = 1:
Falta la licencia
de terminales de
video , parametro
3 = 3: Maximo
numero de
licencias, fecha,
hora

Importante
(negativo, con
repercusion)

El certificado TLS
expirara proximamente

Un certificado TLS para un nodo
SIP o un punto final SIP esta

a punto de caducar (nivel de
gravedad grave ) o acaba de
caducar (nivel de gravedad critico)
y debe renovarse. Si el tipo de
punto final es = 0 (Mitel), entonces
es el parametro 2 = ID de nodo

Si el tipo de punto final es = 1
(tercero), los datos de parametros
restantes contienen los primeros
once caracteres del nombre del
certificado.

Tipo de
terminacion (0:
Mitel, 1: tercero),
identificador de
nodo un nombre
del certificado,
fecha, hora

Importante /critico
(sin repercusion)

Error al actualizar el
certificado TLS

La actualizacion del certificado
TLS para un nodo SIP o punto final
SIP a través de FTP ha fallado

y debe renovarse manualmente.
Si el tipo de punto finales =0
(Mitel), entonces es el parametro
2 =D de nodo. Si el tipo de punto
final es = 1 (Tercero), los datos de
parametros restantes contienen
los primeros once caracteres del
nombre del certificado.

Tipo de
terminacion (0:
Mitel, 1: tercero),
identificador de
nodo un nombre
del certificado,
fecha, hora

critico (negativo,
con repercusion)
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Mensaje de evento

Condicion de activacion

2

Detalles 3

Severo

Actualizacién correcta
del certificado TLS

Se renovo con éxito un certificado
TLS para un nodo SIP o un punto
final SIP. Si el tipo de punto final
es = 0 (Mitel), entonces es el
parametro 2 = ID de nodo. Si el
tipo de punto final es = 1 (tercero),

Tipo de
terminacion (0:
Mitel, 1: tercero),
identificador de
nodo un nombre
del certificado,

critico (positivo,
con repercusion)

entonces los datos de parametros | fecha, hora
restantes contiene los primeros
once caracteres del nombre del
certificado.
Certificado TLS Se ha generado un certificado Fecha, hora Normal (sin

generado: Actualice
los endpoints que no
sean de Mitel ahora

TLS. Si la generacién es manual,
el certificado debe importarse
manualmente a los nodos SIP de
Mitel. El certificado siempre debe
importarse manualmente en todos
los nodos que no son de Mitel y en
los puntos finales que no son de
Mitel.

repercusion)

Cetrtificado de
servidor TLS: Fall6 la
validacion

Aunque se establece la conexion
TLS, fall6 la validacion del
certificado del servidor TLS.

Servicio, puerto
TCP, motivo,
fecha, hora

critico (negativo,
con repercusion)

Certificado de servidor
TLS: Validacion

La validacién del certificado del
servidor TLS fue exitosa.

Servicio, puerto
TCP, fecha, hora

critico (positivo,
con repercusion)

exitosa
Canales FolP El establecimiento de conexién a Canales FolP Importante (sin
insuficientes través de T.38 ha fallado porque disponibles en el repercusion)

no hay suficientes canales FolP
disponibles.

nodo

No tiene suficientes
licencias para
teléfonos IP del
sistema

Un MiVoice\ 5361\ IP/5370 1P/5380
IP no ha podido registrarse porque
hay muy pocas licencias de
teléfonos del sistema IP.

Fecha, hora

Importante
(negativo, con
repercusion)

El nodo también se indica siempre en una AIN.
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Detalles 3
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Severo

No hay suficientes
licencias para la
interfaz PMS

Falta la licencia de la interfaz
de Hospitality PMS o el numero
de licencias de habitaciones de
Hospitality PMS disponibles es
insuficiente.

Numero de
habitaciones con
licencia, nimero
de habitaciones
configuradas,
fecha, hora

Importante
(negativo, con
repercusion)

Licencias para canales
VoIP insuficientes

El establecimiento de conexiéon
fallé porque se ha alcanzado el
limite de licencia de canales VolP
activos simultaneamente.

N° de canales
VolIP con licencia,
Fecha, Hora

Importante (sin
repercusion)

Canales VolP
insuficientes

Un usuario esta intentando
establecer una conexion que
necesita uno o mas canales
VolIP que actualmente no estan
disponibles.

Canales VolP
disponibles en
este nodo, fecha,
hora

Normal (sin
repercusion)

Demasiados errores
con el mismo ID

Se ha producido una cantidad
inusual de errores (mas de 50 por
hora) con el mismo ID de error.

Error ID, fecha,
hora

Normal (sin
repercusion)

sincronizacion

en todas las interfaces BRI/PRI

Numero de alarmas El nimero de tipos de mensaje es Fecha, hora Normal (sin
excesivo superior al limite introducido en la repercusion)

tabla:

* "Sinc. "Sinc. perdida en BRI/

PRI"

+ ’Llamada saliente rechazada”

* "Sin respuesta de la red”
Demasiados datos de | Capacidad del sistema superada Fecha, hora Critico (sin
usuario repercusion)
Pérdida total de La sincronizacion de red ha fallado | Fecha, hora Importante

(negativo, con
repercusion)
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Mensaje de evento

Condicion de activacion

2

Detalles 3

Severo

Licencia temporal La licencia temporal destinada a ID de licencia, Importante (sin
caducada probar una funcién en concreto fecha, hora repercusion)
ha caducado y no hay ninguna
licencia valida.
MENSAJE DE Con *77[nnnn] desde un terminal nnnn Importante (sin
EVENTO DEL [0000...99999], n° | repercusion)
USUARIO de usuario, fecha,

hora

Utilizacion de memoria
de usuario ya no
supera el valor critico

El uso de memoria en el sistema
de archivos para un usuario
especifico ha caido nuevamente
por debajo de un valor definido
(nivel de gravedad grave) o critico
(nivel de gravedad critico).

N° de usuario, uso
de memoria en %,
fecha, hora

Importante /critico
(positivo, con
repercusion)

Utilizacion de memoria
de usuario sobrepasa
el valor critico

El uso de memoria en el sistema
de archivos para un usuario
especifico ha excedido un valor
definido (nivel de gravedad grave)

o critico (nivel de gravedad critico).

N° de usuario, uso
de memoria en %,
fecha, hora

Importante /critico
(negativo, con
repercusion)

Llamada despertador
sin respuesta

La llamada despertador no ha sido
respondida

N° habitacion,
fecha, hora

Normal (negativo,
con repercusion)

Orden de aviso
confirmada

La llamada despertador ha sido
respondida

N° habitacion,
fecha, hora

Normal (positivo,
con repercusion)
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Tabla 21: Significado de los valores de los parametros para el mensaje de evento Fallo en el envio
de correo electrénico

Parametro 1 (XXYY)

Motivo (XX)

Accion (YY) 3

Parametro 2:

Cliente de correo
electrénico

Parametro 3:

Informacion
adicional
dependiendo del
cliente de correo

electrénico
(0,044 4)
00 Sin definir Sin definir Sin definir
01 Memoria de Conexion Mensajeria vocal XX: Casilla de
correo electronico | establecida con el correos IDYY: ID
llena servidor SMTP de mensaje
02 Datos de acceso Registro extendido | Copia de
al servidor SMTP | en el servidor seguridad
no validos SMTP automatica
03 El cliente SMTP Registro en el Grabacién de N° de usuario
no puede servidor SMTP llamadas
establecer una
conexion con el
servidor
04 Fallo de Transmision de Mensaje de
autenticacion la direccion de e- evento
mail
05 Respuesta Transmision Registro de
continua negativa | de la direccién llamadas para
del servidor SMTP | de e-mail del Hospitality
destinatario
06 Respuesta Preparar Archivos de XX: Usuario ID
negativa temporal | transmision de configuracioén
del servidor SMTP | datos YY: ID del terminal
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Parametro 1 (XXYY)

Motivo (XX)

Accién (YY) 3

Parametro 2:

Cliente de correo
electrénico

Parametro 3:

Informacioén
adicional
dependiendo del
cliente de correo

electrénico
(XXYY)
07 No hay respuesta | Transmisién de
del servidor SMTP | datos en curso
08 No se han Finalizar
encontrado los transmision de
archivos adjuntos | datos
del e-mail
09 Host, dominio Preparar
o direccion IP autentificacion
no valido en (LOGIN)
el servidor de
comunicaciones
10 Texto del e-mail Autentificacion
demasiado largo del nombre del
(cuerpo) usuario (LOGIN)
11 Archivos adjuntos | Autentificacion
del e-mail de la contrasena
demasiado (LOGIN)
grandes
12 Formato de los Autentificacion
archivos adjuntos | (PLAIN)
del e-mail no
soportado
13 No hay direccion Preparar
de e-mail de autentificacion
destino encriptada
(CRAM-MD5)
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Parametro 1 (XXYY) Parametro 2: Parametro 3:

Motivo (XX) Accioén (YY) 33 Cliente de correo | Informacién

electrénico adicional
dependiendo del
cliente de correo

electronico
(XXYY)
14 Direccién de Autentificacion
destino del e-mail | encriptada
no valida (CRAM-MD5)
15 Direccion de Preparando el
remitente del e- envio del siguiente
mail no valida e-mail

6.3.1.2 Tablas de eventos

Las tablas de eventos enumeran todos los mensajes de eventos que el sistema es capaz de generar
(consulte Tipos de eventos, en orden alfabético).

Existen 7 tablas de eventos. Tras una inicializacion, se asignan todas las tablas de eventos a al menos
un destino de mensajes. Esta asignacién se puede modificar en la vista Destinos de mensajes. Cada
tabla de eventos puede configurarse individualmente. Esto significa que con un filtro es posible decidir
qué mensaje de evento, caso de haberlo, debera ser enviado a un destino de sefial particular, bien
inmediatamente, bien con demora, o no ser enviado.

« Sin eventos:

Este tipo de mensajes de evento entrantes no se envian nunca al destino asociado.
» Todos los eventos:

Este tipo de mensajes de evento entrantes se envian todos al destino asociado.
* Personalizado:

Con esta configuracion se puede determinar la frecuencia de aparicion del mensaje de evento en un
periodo para ser enviado al destino asociado.

La Frecuencia de los mensajes de evento puede variar entre 2 y 20. El Periodo se indica en horas,
entre 1y 672. El periodo de tiempo mas largo corresponde a 28 dias 0 4 semanas.

33 .z . . . .
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Tabla 22: Ejemplo de tabla de eventos

Tipo de evento Frecuencia Periodo de tiempo

Pérdida total de sincronizacion 10 1

En este ejemplo se envia un mensaje de evento a los destinos de mensaje si hay una "Pérdida total de
sincronizacién" cuando el sistema genere el mensaje de evento 10 veces en 1 hora.

6.3.1.3 Destinos de senales

Tras una inicializacion, se asignan todas las tablas de eventos a un destino de mensajes. (Excepcién:
Destino local y Destino SNMP utilizan esta tabla de eventos). Es posible asignar tablas de eventos a
varios destinos de mensaje o a ningun destino

Los destinos se configuran en la vista Destinos de mensajes.

6.3.1.3.1 Teléfono del sistema de destino de sefnal 1y 2

Los mensajes de eventos se envian a todos los teléfonos del sistema con pantalla e incluidos en el grupo
de mensajes correspondiente.

« Teléfono del sistema de destino 1:

» Asignado de manera predeterminada en la tabla de eventos 1, que esta preconfigurada para uso
comun.

» Fijo asignado a grupo de mensajes 16.
» Teléfono del sistema de destino 2:

» Asignado de manera predeterminada en la tabla de eventos 8, que esta preconfigurada para
terminales de sobremesa frontal en entornos de alojamiento.

* Fijo asignado a grupo de mensajes 15.

6.3.1.3.2 Destino externo de senales

Dependiendo de la tabla de eventos asignada (normalmente la tabla 2), se envian mensajes de evento a
un destino de senal externo especificado. Es posible especificar dos destinos de senal externos:

* 1 destino de sefial externo primario
* 1 destino de sefial externo alternativo

Si el sistema envia un mensaje de evento, éste abre un canal de comunicacién PPP desde la red publica
de un servidor de comunicaciones a un adaptador de terminal o médem. Una vez confirmado el mensaje
de evento, el sistema finaliza la conexion PPP.

Sefializacion de un mensaje de evento a un destino de sefal externo
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Figura 8: Diagrama de flujo de la sefializacion de un mensaje de evento a un destino de sefial externo
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Los siguientes principios rigen la manera en que los mensajes de evento se sefializan a un destino de
sefal externo:

» Los mensajes de evento individuales no se sefalizan si aparecen a intervalos breves. Los mensajes de
evento se almacenan temporalmente durante 5 minutos y después se envian juntos al destino de sefial
externo.

» Si, durante un periodo de una hora, se intentan enviar los mensajes de evento al destino de sefal
externo sin éxito, el periodo de sefializacion se amplia de 5 minutos a 4 horas. Tan pronto como los
mensajes de evento se envian con éxito al destino de sefal externo, el periodo de tiempo vuelve a ser
de 5 minutos.

+ Si, durante un periodo de una hora, se intentan enviar los mensajes de evento al destino de sefial
externo sin éxito, el numero de intentos de marcacion se reduce de 5 a 2. Una vez que se envia un
mensaje de evento correctamente, el nimero de intentos de marcacién aumenta de nuevo a 5.
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» Si el intento de enviar un mensaje de evento a un destino de sefial externo no tiene éxito, el sistema
generara el mensaje de evento Falta el destino para mensajes de evento externos.

6 Nota:

Las tablas de eventos y destinos de sefial deberan ajustarse de manera que el mensaje de evento
Falta el destino para mensajes de evento externos sea transmitido inmediatamente a cualquier otro
destino de sefial disponible.

6.3.1.3.3 Destinos de senal locales

Dependiendo de la tabla de eventos asignada (normalmente la tabla 3), se envian mensajes de evento a
un destino de sefial local especificado.

Enlaces PPP:

Al igual que un destino de sefial externo, el mensaje de evento abre un canal de comunicacion PPP desde
el servidor de comunicaciones a un adaptador de terminal o médem. Una vez confirmado el evento, el
sistema finaliza la conexion PPP.

Enlace Ethernet:

Un PC conectado directamente a la interfaz Ethernet o al servidor de comunicaciones a través de una LAN
puede ser configurado como destino de sefal local.

e Nota:

» El destino local se asocia con la misma tabla de eventos que el destino SNMP. Cualquier cambio en la
asociacion o en los criterios de filtrado en la tabla de eventos asociada se aplicara también al destino
SNMP.

» Las tablas de eventos y destinos de sefial deberan ajustarse de manera que el mensaje de evento
Falta el destino para mensajes de evento externos sea transmitido inmediatamente a cualquier otro
destino de sefal disponible.

6.3.1.3.3.1 Destino SNMP

Dependiendo de la tabla de eventos asignada (normalmente la tabla 3), se envian mensajes de evento a
destinos SNMP especificados.

SNMP significa "Simple Network Management Protocol" y lo utilizan los sistemas de gestion de red (NMS).

Si el sistema de gestion de red tiene que conocer los posibles eventos del servidor de comunicaciones,
hay que definir los componentes del sistema en forma de objetos configurables (Objetos Gestionados:
MO). Estos objetos y los mensajes de evento relacionados se almacenan en una libreria de objetos
llamada Base de Informacion de Gestion (MIB).

Release 7.2

Virtual Appliance




Operaciéon y mantenimiento

Encontrara la descripcion de la interfaz y las diferentes versiones de MIB en Mitel InfoChannel - Mitel
Solution Alliance - Informacion de API e interfaz - MiVoice Office 400 - Gestién de red MiVoice Office 400.

Para acceder a estos documentos, debe ser miembro de Mitel Solution Alliance (MSA). Si aun no es
miembro, vaya al sitio web de Mitel y busque "Mitel Solution Alliance" para poder unirse. Basta con una
suscripcion de nivel de partner de MSA (MP).

Pueden definirse 5 destinos SNMP. El desvio a los destinos SNMP puede activarse y desactivarse
independientemente del desvio a los destinos de sefal local y externa.

o Nota:

El destino SNMP se asocia con la misma tabla de eventos que el destino local. Cualquier cambio en la
asociacion o en los criterios de filtrado en la tabla de eventos asociada se aplicara también al destino
local.

6.3.1.3.4 Registro de eventos de destino de senal

Normalmente, el registro de eventos de destinos de sefial esta asignado a la Tabla de eventos 4. El filtro
de esta tabla de eventos esta preconfigurado para la mayor parte de los eventos, de tal forma que los
mensajes de evento se introducen en el registro de eventos en cuanto llegan.

Si al histérico de alarmas de destinos de sefial se le asigna a una tabla de eventos diferente o si se
reconfigura la tabla 4, los mensajes de evento se introducen en el histérico de alarmas segun la nueva
tabla de eventos o la nueva configuracion.

Los ultimos 254 mensajes de eventos se registran en el registro de eventos. Los Mensajes de evento
activos y los ultimos 10 Fallos de alimentacion se registran de forma independiente.

Si se excede del numero maximo de entradas, se elimina la entrada mas antigua de cada caso.
Si los mensajes de eventos activos estan disponibles, se indican en WebAdmin a la izquierda, con el

e,
DL,
: simbolo.

6.3.1.3.5 Destino de senal de correo electronico

Con el cliente de correo electrénico integrado en el servidor de comunicaciones, los mensajes de eventos
se pueden enviar a destinos de correo electronico internos o externos. Normalmente, el registro de
eventos de E-mail de destino esta asignado a la Tabla de eventos 5. Se pueden definir hasta 5 E-mail de
destino, y la notificacion por e-mail puede activarse o desactivarse globalmente.

Para que el servidor de comunicaciones envie los correos electrénicos, se debe configurar el acceso al
servidor SMTP del proveedor de servicios de correo electrénico en la vista del servidor SMTP.
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6.3.1.3.6 Servidor de destino de alarmas (ATAS)

Los mensajes de evento también pueden enviarse a través de la interfaz ATAS, por ejemplo, a un servidor
de alarmas. Puede ser un Mitel Alarm Server o un servidor de alarmas de terceros. El uso del protocolo
ATAS esta sujeto a licencia.

Después de una primera inicializacion del servidor de comunicaciones, el destino de la sefial Servidor
de alarmas (ATAS) se asigna automaticamente a la tabla de eventos 6. Puede activar o desactivar
globalmente el servicio de notificaciones a través de la interfaz ATAS al servidor de alarmas.

6.3.1.3.7 Destino SRM

Los mensajes de evento también pueden enviarse al servidor SRM. En funcién del nivel de gravedad

en el agente SRM, esto cambiara el estado del sistema en la correspondiente linea del servidor

de comunicaciones. Al mismo tiempo cambia el color de la linea. Si el mensaje de evento positivo
correspondiente llega mas tarde o si el mensaje de evento se confirma en WebAdmin, el estado y el color
se restauran nuevamente. Estan definidos los siguientes estados de sistema:

» Normal (color azul):

No existe ningun mensaje activo con el nivel de gravedad Importante o Critico.
* Importante (color amarillo):

Existe al menos un mensaje de evento que debe ser examinado detenidamente. (Ejemplo: Sobrecarga
del contador de tarificacion)

 Critico (color rojo)

Existe al menos un mensaje de evento que esta obstaculizando severamente el funcionamiento del
sistema. (Ejemplo: Fallo del ventilador)

9 Nota:

No todos los mensajes de evento negativos tienen una repercusion positiva. En este caso, los
mensajes de eventos deben confirmarse manualmente en WebAdmin.

Los mensajes de evento que no son Importantes o Criticos, no se envian al servidor SRM. La gravedad
de los mensajes de eventos individuales se indica en Tipos de eventos, en orden alfabético.

Ejemplo:

Salida de potencia: No hay mensajes de evento importantes o criticos. La linea del servidor de
comunicaciones en el agente SMR es azul y el estado del sistema es Normal.

1. El mensaje de evento Desbordamiento del contador de cargos llega al servidor SRM.

» El estado del sistema del servidor de comunicaciones en el agente SRM cambia a Grave y los
destinos se vuelven amarillos.
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2. El mensaje de evento Falla del ventilador llega al servidor SRM.

» El estado del sistema del servidor de comunicaciones en el agente SRM cambia a Critico y los
destinos se vuelven rojos.

3. El mensaje de evento Desbordamiento del contador de cargos se confirma en WebAdmin en la vista
Mensajes de eventos activos.

» El estado del sistema del servidor de comunicaciones en el agente SRM permanece en Critico y los
destinos en rojo, porque todavia hay un mensaje de evento con esta gravedad.

4. El mensaje de evento Falla del ventilador llega al servidor SRM.

» El estado del sistema del servidor de comunicaciones en el agente SRM cambia a Normal y los
destinos se vuelven rojos.

Después de un primer inicio del servidor de comunicaciones, el destino SRM se asigna automaticamente a
la tabla de eventos 7. El servicio de notificaciones al destino SRM puede activarse o desactivarse.

En el servidor SRM, la modificacién del estado por servidor de comunicaciones debe estar permitida y es
necesario realizar configuraciones en WebAdmin. Puede encontrar una guia de configuracion en la ayuda
de WebAdmin en la vista Destinos de mensajes.

6.3.1.3.8 Comprobacion de la configuracion del destino
de senal

Para probar la configuracién, se puede iniciar un mensaje de evento de prueba por separado para cada
destino en la vista configuracion de WebAdmin (vistadestinos de mensaje). El mensaje de eventos se
transmite sin retardo, directamente al destino de sefial seleccionado.

Si el servidor de comunicaciones se conecta mediante un médem o un adaptador de terminal, los
mensajes de evento de pruebas seran emitidos sélo cuando finalice la conexion.

6.3.2 Otras ayudas

6.3.2.1 Registros del sistema

Durante el funcionamiento o en caso de fallos, el servidor de comunicaciones almacena los datos actuales
relacionados con el funcionamiento en el sistema de archivos en el directorio /home/mivo400/logs.

Puede abrir, ver y hacer una copia de seguridad de estos archivos de registro en cualquier dispositivo de
almacenamiento, en WebAdmin en la vista de registros del sistema.

6.3.2.2 Estado del sistema de archivos

En la vista de estado del sistema de archivos, puede ver la carga de memoria del sistema de archivos
estructurado tematicamente. En un AIN se pueden ver los sistemas de archivos de todos los nodos.
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6.3.2.3 Explorador de archivos

Con el Explorador de archivos, tiene acceso al sistema de archivos del servidor de comunicaciones y
puede crear nuevas carpetas, asi como ver, importar, reemplazar o eliminar archivos en el sistema de
archivos.

Todas las carpetas y archivos del servidor de comunicaciones estan ubicados en el directorio /home/
mivo400/.

0 Nota:

Es necesario tener mucho cuidado al reemplazar o borrar archivos. La ausencia de archivos puede limitar
o incluso imposibilitar el funcionamiento del servidor de comunicaciones.



Anexo 7

This chapter contains the following sections:

* Funciones y terminales que ya no se soportan
* Informacién sobre licencias de productos de software de terceros
+ Documentos y sistemas de ayuda online con informacién adicional

En este capitulo encontrara una lista de funciones y productos que ya no se soportan, informacién sobre
licencias de productos de software de terceros y una tabla que contiene un resumen de los documentos
relacionados y la ayuda online.

7.1 Funciones y terminales que ya no se soportan

La serie MiVoice Office 400 sigue soportando los terminales y las funciones de la serie Aastra IntelliGate.
Con la excepcion de los siguientes terminales y funciones:

» Teléfonos de sistema IP Office 35IP, Office 701P-b

» Teléfonos del sistema inalambrico Office 100, Office 130/130pro, Office 150, Office 150EEXx, Office
155pro/155ATEX

» El teléfono Aastra 6751i ya no cuenta con soporte como teléfono SIP de Mitel.
» Softphone de sistema IP Office 1600/1600IP

» Unidad de radio DECT SB-4

* Pocket Adapter V.24

+ X25enelcanalD

« Ascotel® Mobility Interface (AMI) y terminales DCT

» Interfaz de Terminal Universal (UTI)

» Gestor de hotel AMS y Modo alojamiento V1.0 (funciones de hotel)

* Aplicacion para operador Office 1560/15601P

» Aastra Management Suite (AMS) se sustituye por la herramienta de configuracién basada en la web
WebAdmin, la gestion remota SRM (Secure IP Remote Management) y la aplicacion System Search.

» El control remoto externo (ERC) no puede configurarse con el sistema (maovil o extensién telefénica
externa).

» La descarga del paquete de idiomas esta disponible solo para Virtual Appliance en System Search,
Carga de emergencia y la visualizacién de los servidores de comunicaciones Virtual Appliance no esta
disponible.

» La tarjeta de aplicaciones CPU2 ya no es compatible (solo CPU2-S).

» La aplicacién Telephony Web Portal (TWP) se sustituye por Mitel MiCollab Audio, Web and Video
Conferencing.

Release 7.2

Virtual Appliance




Anexo

7.2

Informacidén sobre licencias de productos de software

de terceros

York Technologies Limited
Copyright and Licensa Information

You agree that all ownership and copyright of licensed icons ramain the proparty of York
Technologies Limited. You will be granted a non-exclusive license to display the graphical
media royalty-free in any personal or commercial software applications, web design, presen-
tations, and multimedia projects that you create andior distribute. ¥ou may modify the icons
and display the resulling derived artwork subject to the terms of this agreement. Where an
application |s to be distributed, the graphical media must be complled into the application
binary file or its associated data files, documentation files, or components, If you are creating
software applications or websites on behalf of a client they must either purchase an additional
license far the lcons from York Technologles Limited or you may surrender and fully transfer
your license to your client and notify us that you have done so. Except where stated above
you may not license, sub-license, grant any rights, or otherwise make available for use the
icons aither in their original or modified state to any other party. You may not include the
icons in any form of electronic template that allows other parties to distribute multiple copies
of eustomised applications. You may not include the icons in form of abscene, pemographic,
defamatory, immoral or illegal matenal.

TO THE EXTENT PERMITTED BY APPLICABLE LAW ICONS AND OTHER GRAPHICAL
MEDI|A ARE PROVIDED "AS 137 WITHOUT WARRANTY OF ANY KIND, EITHER EXPRESS
OR IMPLIED INCLUDING BUT MNOT LIMITED TO ANY IMPLIED WARRANTY OF MER -
CHANTAEBILITY OR FITHESS FOR A PARTICULAR PURPOSE, OR NONINFRINGEMENT.
THE ENTIRE RISK ARISING OUT OF USE OR PERFORMANCE OF THE ICONS AND
OTHER GRAPHICAL MEDIA REMAINS WITH YOU.

IN WO EVENT WILL YORK TECHNOLOGIES LIMITED BE LIABLE FOR ANY DAMAGES,
INCLUDING LOSS OF DATA, LOST OPPORTUNITY OR PROFITS, COST OF COVER. OR
ANY SPECIAL, INCIDENTAL, CONSEQUENTIAL, DIRECT, OR INDIRECT DAMAGES
ARISING FROM OR RELATING TO THE USE OF THE ICONS AND OTHER GRAPHICAL
MEDIA, HOWEVER CAUSED OM ANY THEORY OF LIABILITY. THIS LIMITATION WILL
APPLY EVEN YORK TECHNOLOGIES LIMITED HAS BEEN ADVISED OR GIVEN NOTICE
OF THE POSSIBILITY OF SUCH DAMAGE. IN ANY CASE, YORK TECHNOLOGIES
LIMITED'S ENTIRE LIABILITY UNDER ANY PROVISION OF THIS AGREEMENT SHALL BE
LIMITED TO THE GREATER OF THE LICENSE/PURCHASE FEE PAID BY YOU FOR THE
ICONS OR £1.00. NOTHING IN THESE TERMS AND CONDITIONS SHALL EXCLUDE OR
LIMIT YORK TECHNOLOGIES LIMITED'S LIABILITY FOR DEATH OR PERSOMNAL INJURY
CALUSED BY ITS NEGLIGENCE OR FRAUD OR ANY OTHER LIABILITY WHICH CANNOT
BE EXCLUDED OR LIMITED UNDER APPLICABLE LAW.

This Agreement shall be subject to and construed and interpreted in accordance with English
Law and shall be subject o the jurisdiction of the Courts of England. Any enguiras regarding
this Agreement should be directed to York Technologies Limited, St Mary's Cottage, St
Buryan, Penzance, UK, TR15 60.J.

20 August 2007
Glyph Lab is a frading name of York Technologies Limited registered in England and Wales,

No 3846468, Registered office St Marys Cottage, St Buryan, Penzance TR19 60, UK.
Glyph Lab is a frademark of York Technologies Limited
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7.3 Documentos y sistemas de ayuda online con
informacion adicional

Tabla 23: Documentos y sistemas de ayuda online con informacién adicional

Producto Documento

Productos de la gama MiVoice Office 400 Manual del sistema Mitel SMBC

Manual del sistema Mitel 470

Manual de Sistema, Funciones y Prestaciones del
Sistema

Guia de Usuario de Accesos SIP (s6lo en inglés)

Descripcion general de las funciones de MiVoice
Office 400

Aplicaciones Manual del sistema de Mitel Alarm Server

Guia de usuario de Mitel Alarm Server

Instrucciones de instalacién de Mitel OpenCount
para MiVoice Office 400

Guia de configuracién Mitel OpenCount para
MiVoice Office 400

Guia de instalacion y administracion "Mitel
Standard Linux"

Guia de soluciones "Implementacion de
dispositivos virtuales"

Trabajador desde casa Mitel SIP mediante MBG
en MiVoice Office 400
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Producto Documento

SMBC Manager Ayuda en linea

WebAdmin Ayuda en linea

Asistente de configuracion

Asistente de configuracién

Self Service Portal (SSP) Ayuda en linea

Aplicacién de planificacion de proyectos Mitel CPQ | Ayuda en linea

DECT Guia de Usuario de planificacion de sistemas
DECT
Mitel SIP-DECT Guia del usuario para Mitel 600 SIP-DECT en

MiVoice Office 400

Sistema de mensajeria vocal basico y avanzado Guias de usuario para el sistema de mensajeria
vocal MiVoice Office 400

Manual de Sistema, Funciones y Prestaciones del
Sistema

OIP Manual del Sistema Plataforma de Interfaces
Abiertas Mitel

Ayuda en linea

Guia del usuario de Mitel OfficeSuite

Guia de Usuario del proveedor de servicio TAPI
para First Party
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Producto Documento

Trabajo en redes Manual del sistema para los teléfonos del sistema
Mitel Advanced Intelligent Network (AIN) e IP

Manual del sistema de Red privada

Teléfonos Mitel SIP para MiVoice Office 400 Guia del usuario de Mitel 6730/31/53 SIP, Mitel
6735/37/55/57 SIP, Mitel 6739 SIP, Mitel 6863/65
SIP, Mitel 6867/69 SIP, Mitel 6873 SIP, Mitel 6920
SIP/Mitel 6930 SIP, Mitel 6940 SIP

Teléfonos Mitel SIP (plataforma independiente) Guias de usuario, guias breves de usuario,
instrucciones de instalacion, instrucciones de
administracion.

Teléfonos IP del sistema Guia rapida del usuario de MiVoice 5360 IP /
MiVoice 5361 IP / MiVoice 5370 IP / MiVoice 5380
IP

Instrucciones de funcionamiento para MiVoice
5360 IP / MiVoice 5361 IP / MiVoice 5370 IP /
MiVoice 5380 IP / MiVoice 2380 IP

Teléfonos digitales del sistema Guia rapida del usuario de Office 135/135pro /
Office 160pro/Safeguard/ATEX / MiVoice 5360 /
MiVoice 5361 / MiVoice 5370 / MiVoice 5380 /
Mitel 610 DECT / Mitel 612 DECT / Mitel 620
DECT / Mitel 622 DECT / Mitel 630 DECT / Mitel
632 DECT / Mitel 650 DECT / Mitel 700d DECT

Teléfonos digitales del sistema

Teléfonos digitales del sistema

Teléfonos digitales del sistema Guia del usuario de Office 135/135pro / Office
160pro/Safeguard/ATEX / MiVoice 5360 / MiVoice
5361/ MiVoice 5370/ MiVoice 5380 / MiVoice
5380 / Mitel 610 DECT / Mitel 612 DECT / Mitel
620 DECT /Mitel 622 DECT / Mitel 630 DECT /
Mitel 632 DECT / Mitel 650 DECT
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Producto Documento

Teléfonos analégicos Guia de usuario de Mitel 6710 Analdgico/Mitel
6730 Analdgico
Operadora en PC Guia de usuario de MiVoice 1560 PC Operator

Ayuda en linea

La mayoria de los documentos estan accesibles en el Centro de documentos. Muchos documentos de la
tabla anterior se resumen por idioma.

Mas documentos disponibles en Internet:

» Informacion medioambiental para servidor de comunicaciones y teléfonos de sistema

» Declaraciones de conformidad para servidor de comunicaciones y teléfonos de sistema
» Etiquetas para teléfonos de sistema y médulos de expansion

» Instrucciones de seguridad de teléfonos de sistema

* Notas de aplicacion

* Informacién de producto

* Folletos

+ Catalogos

» Documentos técnicos


https://www.mitel.com/document-center/business-phone-systems/mivoice-office-400

M 't [“ Copyright 2025, Mitel Networks Corporation. All Rights Reserved. The Mitel word and logo are trademarks of
00 I e mitel.com Mitel Networks Corporation, including itself and subsidiaries and authorized entities. Any reference to third party
Powering connections trademarks are for reference only and Mitel makes no representation of ownership of these marks.
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