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Overview

1 Overview

Webmin is the basic administration service for the configuration of the system
resources and the TCP network on Linux. It is also used for operating the
system, e.g. shutdown.

To start Webmin, select Base Administration -> Webmin from the OpenScape
4000 Manager/Assistant start page.
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Home Page/Left Hand Navigation Frame

2 Home Page/Left Hand Navigation Frame

% Webmin tool for system base administration . Wobrin tool Tor Sy<tom bass admhistraton

LAN Configuration
LAN Cards
DNS
Hosts
Routes
Service Access

WAN Configuration
Firewall

System Administration
Date/Time
Timezone
Reboot/Shutdown

Application Processes

Other Webmin Features
Webmin Log

Functions Overview

LAN Configuration

* LAN Cards
« DNS

* Hosts

* Routes

« Service Access

WAN Configuration (Assistant only)

¢  Firewall

System Administration

¢ Date/Time
¢« Time Zone

Manager

Assistant
LAN Configuration

LAN Cards
DNS

Hosts

Routes

Service Access

WAN Configuration

Firewall

System Administration
Date/Time
Timezone
Reboot/Shutdown
Application Processes

Other Webmin Features
Webmin Log

* Reboot / Shutdown System
» Application Processes

Other Webmin Features

* Webmin Log

A31003-H34A0-M129-02-76A9, 07/2024
6 OpenScape 4000 Assistant/Manager, Webmin Base Administration, Administrator Documentation



3 LAN Cards

3.1 Parameters

LAN Cards
Parameters

LAN Cards

Hint: Please do not use YaST for LAN card configuration
For the Customer LAN configuration please use the OpenScape 4000 Portal -> System -> LAN Wizard

Interfaces

ethd Atlantic (ALAN) - Ethernet 1 192025 124 - 255.255.255.0
eth1 Customer (CLAN) - Ethemet 1 10140275 124 - 255.255.255.0
eth2 Internal (ILAN) - Ethernet 2 192.168.187.100 124 - 255.255.255.0
lo Loopback 1 127.0.0.1 18-255.0.0.0

On the Assistant the LAN card configuration is used to review the current
configuration only.

In the Type column of the Configured interfaces table three kinds of networks
are distinguished:

« ALAN
« CLAN and
« [LAN.

The Assistant checks its customer LAN address on the OpenScape 4000 portal
during the Linux startup and reconfigures itself if a change has been made in
the LAN Wizard.

NOTICE:
For OpenScape 4000 Assistant:

Do not use YaST for LAN card configuration, because this
corrupts the config files!

When configuring the customer LAN card on the Manager you must specify an
address within the customer LAN, assigned by the customer LAN administrator,
and also a netmask and a broadcast address. On the Manager more than one
LAN card may be configured.

The LAN card is configured and activated at the same time. After a reboot, all
configured LAN cards are automatically enabled.

This chapter covers the following topics:

» Parameters

* Operations

» Virtual LAN Interfaces (Manager only)
+ Example

* Address

A unique address within the customer LAN must be assigned to each LAN
card. This has to be defined by the customer LAN administrator.
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LAN Cards
Operations

3.2 Operations

Netmask

The netmask depends on the class of the LAN card address. For instance,
for a class C address the netmask is 255.255.255.0. The netmask has to be
defined by the customer LAN administrator.

Broadcast

The broadcast address is used to send datagram packets through the
network, e.g. for address propagation from a router. The broadcast address
depends on the LAN card address. For instance, for the LAN card address
218.100.200.204 the broadcast address can be 218.100.200.255. It is
derived from the IP address of the LAN card and from the netmask.

NOTICE: Where not specified, the operation applies both to
Manager and Assistant.

3.2.1 Activation of a LAN card

Configured LAN cards that are currently not active are marked with an asterisk.

You can activate the LAN card, by clicking its name in the table of
Configured Interfaces.

After saving the interface configuration anew by clicking on the Save button
and after confirming in a dialog box that the interface should be activated
and that all services should be restarted, the interface activation will come
into effect.

3.2.2 Deleting a LAN card (Manager only)

You can delete a LAN card configuration, by clicking the particular LAN card
name in the table and then pressing the Delete button on the Update LAN
Interface page.

The deletion will take effect immediately.

A31003-H34A0-M129-02-76A9, 07/2024

OpenScape 4000 Assistant/Manager, Webmin Base Administration, Administrator Documentation



LAN Cards
Virtual LAN Interfaces (Manager only)

3.2.3 Adding virtual LAN interfaces (Manager only)

*  You can add Virtual LAN Interfaces (Manager only) for an already configured
LAN card, by clicking the Add virtual interface link on the Update LAN
Interface page.

Update LAN Interface

Name ethe

IP Address O FromDHCP or @ 192025
Netmask 255.255.255.0

MTU (optional)

*  When the Add LAN Interface page appears, enter Name, IP Address,
Netmask and Broadcast in the corresponding fields.

» Click the Create button when you have completed your changes.

The new virtual interface is activated immediately. You will be asked if you
want to restart all services immediately in order to make them work with the
new virtual interface.

One or more virtual interfaces can be added to a real one, using the Add
virtual interface link repeatedly.

3.3 Virtual LAN Interfaces (Manager only)

3.4 Example

If you want to set multiple IP addresses for one LAN card you can add virtual
LAN interfaces for this card (see Operations). "Virtual" means not separately
present physically, but refers to an existing real interface.

An unconfigured LAN card needs to be configured with an IP address, which is
within the customer LAN's address range.

The following steps must be done:
1) Get an IP address within the address range of the customer LAN, e.g.
192.1.2.5.
2) Click the required LAN card name in the Not configured interfaces table.
3) Enter the LAN card configuration details in the Add LAN Interface page as
follows:
IP Address: 192.1.2.5 Netmask: 255.255.255.0 Broadcast: 192.1.2.255
4) Click on the Create button.
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DNS
Parameters

4 DNS

4.1 Parameters

Hostname Manager (max.64)
DNS servers™ 192.168.187 .1
Search domains™ site

Hints:

» Fields marked by * are read-only now. You can change these parameters via recovery script of the Linux Host
Platform.
» You need to restart all services for the change to take effect. Please mind that all users will be disconnected,

including yourself. Please click Save and restart to proceed with the changes
Save and restart

If the system is connected to a customer LAN where Domain Name Service
(DNS) is in use, then the server can be configured as a client to use that DNS
service.

This chapter covers the following topics:

» Parameters
» Operations

¢ Hostname

The host name is the name of this machine. This name is used by many of
the networking programs to identify the machine.
* Resolution order

Beside the Domain Name Service there are other name services like the
Network Information Service (NIS) which can be used for name resolution.
Resolution order determines which service should be used first and which
thereafter. The first two services are fixed to Hosts and DNS, the three
remaining can be set either to NIS or NIS+ or DB.

< DNS Servers

Enter the IP address(es) of the DNS Servers provided by the Customer
LAN administrator. There can be up to 3 DNS servers. To resolve a host
name or IP address, the resolver initially asks the first DNS server and then
sequentially the following DNS servers, until there are no more DNS servers
available. In order to use DNS, at least one DNS server must be configured,
the other two are optional. If no IP addresses are provided, then the Linux
system will be configured not to use the DNS.

On the Assistant, the DNS server address of the OpenScape 4000
portal is configured automatically by the DHCP. Please do not change this
configuration if no problem in the DNS resolving occurs.

If any of the LAN cards is configured to use the DHCP (see LAN Card
Operations), the DNS Servers and Search domains may be configured by
the DHCP.

* Search domains

When the short name (without the domain suffix) of the host has to be
searched, the resolver queries for the name relative to the domain names
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4.2 Operations

DNS
Operations

in the search list. If the Listed option is selected and a single domain is
specified, it is considered to be local domain. If you wish to extend the
search list, you can add more domain names in the Search domains field.
The resolver will use each domain in the list until a match is found.

NOTICE: You will get the local domain name from the
customer LAN administrator.

You can configure the Manager/Assistant to be a DNS client by selecting
the Listed option and typing the domain(s) name(s) in the Search domains
field.

— Define the DNS server(s) IP address(es) in the DNS Servers field.

— You can specify additional name services in the Resolution Order fields.
— Click on the Save button to perform the configuration.

You can remove all domains by selecting the None option and clicking the
Save button.

To stop using DNS, delete all the server addresses and click the Save
button.

To modify an existing DNS configuration, alter the fields you wish to
modify and click the Save button.
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Hosts
Parameters

5 Hosts

5.1 Parameters

192.166.187 1
10.140.26.122
192.166.187.100

192.166.187.150

192.166.187.110

192.168.187.111

192.168.187 112

192.166.187 120

192.166.187 125

192.166.187 .1
192.166.187.100

192.166.187.150

192.166.187.110

192.168.187.111

192.168.187 112

192.166.187 120

Hosts

os4kplt

Manager

assistant_intl assistant_intl.
cap_intl cap_intl.

rtm_intl rtme_intl.
rimxa_intl rtmxa_intl.
rimxb_intl rtmxb_intl.
rtimxboot rimxboot.
sg_hsr_intl sg_hsr_intl.
osdkplt

assistant_intl assistant_intl.
cap_intl cap_intl.

rtm_intl rtme_intl.
rimxa_intl rtmxa_intl.
rimxb_intl rtmxb_intl.
rtimxboot rimxboot.

192.166.187 125

Add a new host address

sg_hsr_intl sg_hsr_intl.

Start Ping

This section shows the configuration of hosts in the /etc/hosts file. To configure
a host, a name has to be mapped to the host's IP address, e.g. Pluto to
139.1.2.40. Then you can address the host by this name. Network routines
(DNS resolver) use this host configuration data to translate between names and

IP addresses.

This chapter covers the following topics:

* Parameters
* Operations
» Example

* Hostnames

Each name must be unique. The name is a string with maximum 50

characters.
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12 OpenScape 4000 Assistant/Manager, Webmin Base Administration, Administrator Documentation



Hosts

Operations
* IP Address
The IP address of the host.
5.2 Operations
Adding a host
* You can add a host by clicking the Add a new host address link.
Add Host
Pl
|

» Click the Create button, when all entries are complete.

Deleting a host

* You can delete a host by clicking its link under IP address on the Hosts
page.
Update Host

IP Address 192.168.187.1

Hostnames osdkplt

* Click the Delete button on the Update Host page.

NOTICE: On the Assistant there are special default hosts
configured which must not be removed! These are: ADP-
RMX, WAML, ADP-UNIX, os4kplt, cap_intl.

* You can ping a host by selecting it on the Hosts page and then clicking the
Start Ping button.

5.3 Example
For a host, connected to the customer LAN (e.g. Jupiter), a host name has to be
configured.
Following steps must be done:

1) Get an IP address within the customer LAN, e.g. 191.1.2.6.
2) Add a host name as follows:

Name: Jupiter

Address: 191.1.2.6
3) Click on the Create button.

A31003-H34A0-M129-02-76A9, 07/2024
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Routes
Route Parameters

6 Routes

Routes

Default router O None (or from DHCP) ~ or @ [10.140.26.254
Default route device © None (or from DHCP)  or @ | eth1 «

Static routes
solace Destination Network or Host Hetrask Delete?
(aptional) (optional)

Add a new static route below

Type
Gateway (optional)

~ -

1 Default /0 (0.0.0.0) 10.140.26.254 uG Customer (CLAN) - Ethernet
2 10.140.26 0 /24 (255.255.255.0) - Customer (CLAN) - Ethernet
3 192.0.2.0 /24 (255.255.2550) - Atlantic (ALAN) - Ethernet
4 192168 187 0 /24 (255255 2550) - U Internal (ILAN) - Ethernet

E=

1 Possible flags include:

e
This section describes the configuration of routes, which are needed when
exchanging data between hosts on different networks. Certain hosts, called
"gateways", are responsible for exchanging routing information and forwarding
data from one network to another until the data reaches its final destination.

The table in Persistent routing configuration displays only the static routes
configured on the Linux. All active routes including dynamically configured
routes (e.g. through DHCP) are displayed in the Active routes table.

There can be one default route configured which will be used if no other route
matches. This default route defines the default gateway to which IP packets are
forwarded.

NOTICE: For the Assistant, the default router is configured in
the LAN Wizard on the OpenSape 4000 portal. Afterwards the
configuration is done automatically on the Assistant. Please
change it here only in emergency cases.

Routes can also have a netmask applied to them. This field is optional,

and in most cases it should be left blank. Where there are complex routing
requirements, it may be necessary to apply a netmask to a particular route. This
can be used to create a route to a sub-netted part of the customer network.

This chapter covers the following topics:

* Route Parameters
* Operations
* Examples

6.1 Route Parameters

¢ Interface

Enter a LAN interface in this field to force the route to be associated with the
specified LAN interface (e.g. eth0), as the routing process will otherwise try
to determine the device on its own. In usual networks you won't need this.

A31003-H34A0-M129-02-76A9, 07/2024
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Routes
Operations

* Network

The Network field specifies the destination host or network. For a host route
the IP address of the host has to be specified. For a net route the network
address has to be specified.

* Netmask

This must be a value, which will "mask off" a certain part of the IP address of
the destination field, creating a route to a sub-net which will use the gateway
specified. It must have a value, which, when converted to binary consists of
a number of digits 1s, followed ONLY by Os (i.e. not mixed). An example is
given in the Examples section.

+ Gateway

This field defines the IP address of the gateway. The gateway must be
reachable.

+ Type
You can enter the route type in this field.
The most often used types are the following:

unreachable

Causes the destinations to be unreachable. Packets to this destination
are discarded and the message "host unreachable" is generated.
— blackhole

These destinations are unreachable. Packets are discarded silently, i.e.
no message is generated.
— local

The destinations are assigned to this host. The packets are looped back
and delivered locally.

— broadcast

The destinations are broadcast addresses. The packets are sent as link
broadcasts.

6.2 Operations

* You can set a default route manually by selecting the "or" option for the
Default router. Fill in the IP address of the default gateway. You can also
give the name of the Default route device when you select the option "or"
for the Default route device field.

* You can set this host to act as a router for other systems by selecting the
Yes option.

* You can add a route by filling the route parameters to the last row of the
table. Click on the Save button when finished. The page reloads and you
can add another route.

» To modify an existing route, alter the fields you wish to modify and click the
Save button.

A31003-H34A0-M129-02-76A9, 07/2024
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Routes
Examples

6.3 Examples

16

* You can delete a route by clearing all fields of a line in the table and a
clicking the Save button.

The configuration is saved but the changes will not take effect until you
confirm the dialog box that appears after clicking the Save button.

In this dialog box you will be asked to confirm the activation of the changes
and the restart of all OpenScape 4000 Manager/Assistant services, to make
them work with the new settings.

— Click on the Yes button to activate the changes and to restart all services
right away.
— Click on the No button if you don't need to activate the changes right now.

In this case, the activation will be done automatically after system reboot.

Example - Adding a host route

For a host, connected to the customer LAN (e.g. Jupiter), a host route has to be
configured.

The following steps must be done:

1) Get an IP address within the address range of the customer LAN, e.g.
191.1.2.6 and the gateway address, e.g. 191.1.2.40.

2) Add the host route as follows:
Destination: 191.1.2.6
Gateway: 191.1.2.40

Example - Using a route with a netmask

If a customer requires a route to a sub-netted part of the LAN (e.g.
138.223.236.z) to use a gateway other than the default gateway, then normally
adding a route of 138.223.236.0 would only provide a route to that individual
host.

In order to make a net route to the sub-net 138.223.236.z range of addresses,
a netmask of 255.255.255.0 must be applied. Determining the correct netmask
value requires the detailed understanding of the customer's LAN and should
only be done with the help of the customer LAN administrator.

The netmask value is used by taking the binary representation of its value and
performing a bit-wise logical AND operation with a destination address (such
as 138.223.236.9). This "masks off" the network part of the address - in this
case the result of the netmask 255.255.255.0 being applied to 138.223.236.9 is
138.223.236.0.

The result of this operation is used to locate the correct gateway address
from the routing table, i.e. the route to 138.223.236.0 which is the gateway
139.2.54.56 as required.

In this case the following steps must be done:

1) Get an IP address within the sub-netted part of the customer LAN, e.g.
138.223.236.0, the gateway address, e.g. 139.2.54.56 and the netmask
value, e.g. 255.255.255.0 from customer LAN administrator.
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Routes

2) Add the host route as follows:
Network: 138.223.236.0
Gateway: 139.2.54.56
Netmask: 255.255.255.0

The route which has been added results in access to any IP address in the
range 138.223.236.0 - 138.223.236.255 using the gateway 139.2.54.56
instead of the default gateway.
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Service Access
Operations

7 Service Access

7.1 Operations

7.2 Example

Service Access

IP Address

The Linux system can be remotely administered using SIRA service access.

In SIRA the system is assigned an individual IP address of the form 10.B.C.D.
The B, C and D fields must be allocated specifically to this OpenScape 4000
Manager/Assistant by a service representative, and are based on the number of
OpenScape 4000 Assistant servers.

The SIRA address is identical to the former VPN address. The VPN addressing
structure is replaced by the SPoA/NAT concept.

This chapter covers the following topics:

* Operations
» Example

» To add the SIRA IP Address, fill in the address and click on the Create
button when finished. Please confirm the creation of the service access
configuration by clicking the button Create Service Access Configuration.
All services are restarted and all users are disconnected, including you.

» To modify an existing SIRA IP Address, alter the IP address fields and
click on the Modify button. When you confirm the change(s) by clicking the
Modify Service Access Configuration button, all services are restarted
and all users are disconnected, including you.

* You can delete the SIRA IP Address by clicking the button Delete. Please
confirm the deletion of the service access configuration by clicking the
Delete Service Access Configuration button. All services are restarted and
all users are disconnected, including you.

On a OpenScape 4000 Manager/Assistant, which is directly connected to the
RSP (Remote Service Platform), the SIRA address needs to be configured.

Assume that following address is given: 10.2.191.1
The following steps must be done:

1) Enter the SIRA IP address 10.2.191.1 in the address fields.
2) Click the Create button to create the service access configuration.
3) Click the Create Service Access Configuration button to confirm.
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8 Firewall

Firewall
Firewall on Manager

8.1 Firewall on Manager

The Firewall page on Manager has mainly an informational character:
Overall Status
You can change only two options:

» SuSE firewall
» SuSE firewall automatic starting

You can switch on and off these options by using the respective buttons.

Important note: It is strongly recommended to keep both options switched
ON!

WARNING: Switching the SuSE firewall OFF is a security threat!
Firewall Interfaces

This part shows which interfaces are allowed for which zone.
Registered services for External Zone

This part shows which services and ports for these services are allowed
for which zone.

Firewall

CLAN firewall is ON

Application service UDP ports. TCP ports
HTTR = 80

Hint: These are the default services which are ALWAYS enabled: ping (icmp), ssh (port 22), hitps (port 443), snmp (port 161), snmpirap (part 162)
Application service

coL E 2653
Fautht 161,162 2004, 1102

HTTPS E 43

wr E 2001

MMMMM

Bu E 5200

swr E 9000-9001

XIEAPI E 2011, 2013

13

: EEEEEEEEEEEE E

H
E|
g
7

8.2 Firewall on Assistant

The Assistant firewall generally consists of the ALAN firewall (Atlantic LAN) and
CLAN firewall (Customer LAN).

A31003-H34A0-M129-02-76A9, 07/2024
OpenScape 4000 Assistant/Manager, Webmin Base Administration, Administrator Documentation 19



Firewall

ALAN firewall

The ALAN firewall is an address filter, which forwards IP packets coming from
the CLAN hosts to the ALAN hosts or ADP. Only those IP packets from CLAN
hosts which have access rights are forwarded. All other IP packets are rejected.

When Secure Mode for ADP (Security Mode Configuration) is enabled, the
access to ALAN and ADP is prohibited completely. All firewall allowed hosts are
blocked and no host can be added or removed. This does not affect Comwin
functionality because the Comwin goes a different way in Secure Mode.

Firewall

EXX
,,,,,,,,,,,,,,,,
=
=
=
B3
=
1843 m
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CLAN Firewall
The table Dynamically registered services on CLAN is a summary for the
CLAN firewall.

The CLAN firewall cannot be configured here. But according to the settings
of Secure Mode (system shell from CLAN, remote ODBC/JDBC access, etc.)
some ports can be closed, while still displayed in this table.

The user can switch the CLAN firewall ON or OFF.

WARNING: Switching the CLAN firewall OFF is a security threat!

Overview of the following sections:

* Access Rights
* Operations
» Example

8.2.1 Access Rights

The following access rights are defined:
+ ALAN

The individual host or the hosts on the net for which the Firewall Entry is
defined are allowed to access all hosts on the ALAN, except the OpenScape
4000 Assistant itself.
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- ADP

The individual host or the hosts on the net for which the Firewall Entry is
defined are allowed to access the RMX-ADP on the OpenScape 4000
Assistant.

One or more access rights can be assigned to a Firewall Entry. The superset of
these access rights defines the allowed communication paths.

8.2.2 Operations

» To add the Firewall entry, specify the following:
1) CLAN Host/ Net:

Enter the valid IP address of the host or network which is to be allowed.
2) Netmask:

Check Access to ADP (ComWin).
3) Click the Add button.
* You can delete a Firewall entry by clicking the Delete button beside the
corresponding entry.
* You can switch on and off the CLAN firewall by clicking the Switch ON
button and the Switch OFF button in the Control area.

Note that switching the firewall OFF is a security threat!
Switch ON button = Enable the CLAN firewall.
Switch OFF button = Disable the CLAN firewall.

The ALAN firewall can never be off.

8.2.3 Example

A host, e.g. Jupiter, connected to the customer LAN, needs access to the
OpenScape 4000 (RMX-ADP) via LAN. To allow the communication between
the OpenScape 4000 and the Jupiter host, a firewall entry for the Jupiter host
has to be configured.

The following steps must be done:

1) Get the IP-address for the Host within Customer LAN, e.g. 191.1.2.6.
2) Add a firewall entry as follows:

» Enter the IP address 191.1.2.6 in the CLAN Host / Net field.
» Click the Add button.
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Date/Time Configuration for Manager

9 Date/Time

This section describes the configuration of the date, the time, the clock source
and the update period.

The configuration of date and time for Manager and Assistant is handled
differently:

Date/Time Configuration for Manager
Date/Time Configuration for the Assistant

9.1 Date/Time Configuration for Manager

This section describes the configuration of the date, the time, the clock source
and the update period for the OpenScape 4000 Manager.

General Information on Clock Source and Synchronization Status

External Time Server - Periodic Updates

When the clock source is configured to EPU mode (External Time Server
- Periodic Updates) and a time server is configured, the table Configured
Clock Source displays the details of the last synchronization attempt.

This gives information that the Manager is synchronized with the external
clock source.

Date/Time

Date (yyyy-mm-dd): 2022 -04-07
Time (hh:mm:ss):  16:45: 18 GMT +180 (EEST)
Hint: The local time is driven by the Linux Host. In order to change it, please change the Linux Host time.

Timezones comply.

218 Number of sources = 1
MS Name/IP address Stratum Poll Reach LastRx Last sample

Node Active is synchronized with the NTP server
A% 10.140.26.254 4 8 377 188 +90us[ +38%us] +/-  4%ms

The table shows: When the last synchronization attempt was made and with
which NTP server (because there can be configured many NTP servers)
sychronization was done, which action has been taken, and what is the
overall status.

External Time Server - NTP Server for other Systems

The ENTP mode status table shows: Which servers are configured as the
clock sources and what their roles in the NTP synchronization process are.
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The Manager is synchronized to the server which is highlighted bold and has
the role "Synchronized to".

Date/Time

Date (yyyy-mm-dd): 2022-04-07
Time (hh:mm:ss):  16:45:18 GMT +180 (EEST)
Hint: The local time is driven by the Linux Host. In order to change it, please change the Linux Host time.

Timezones comply.

218 Number of sources = 1

Node Active is synchronized with the NTP server MS Name/IP address Stratum Poll Reach LastRx Last sample

A* 10.140.26.254 4 8 377 188 +%0us[ +38%us] +/- 4%ms

The following server status are possible:

Reachable

Can be reached but is not synchronized yet, or is not a candidate for
synch.
Synchronized to

To this server the system is synchronized.
Unreachable

This is not a NTP server or not accessible.
Candidate

Next candidate when the first server fails.

Related Topics

» Parameters
* Operation

To set the time zone for the system, please refer to section Time Zone.
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9.1.1 Parameters

9.1.2 Operation

Configured Clock Source The modes are:
— HW Clock - Standalone
Choosing this option:

— The user may set the time for this system.

— No other system may use this system as a time server.

— This system will not seek time synchronization with any other system.
— HW Clock - NTP Server for other Systems

Choosing this option:

— The user may set the time for this system.

— Other systems may use this system as a time server.

— This system will not seek time synchronization with any other system.
— External Time Server (Periodic Updates)

Choosing this option:

— The user may not set the time for this system.

— Other systems may not use this system as a time server.

— This system will seek time synchronisation from a single configured
time server system, starting at midnight and subsequently, after the
configured update interval. An update period of about 2 hours should
be adequate.

— Ext. Time Server - NTP Server for other Systems

Choosing this option:

— The user may not set the time for this system.
— Other systems may use this system as a time server.

— This system will seek synchronization with the other configured time
servers, using the Network Time Protocol.

Update Interval

Update Interval is relevant only when the clock source is External Time
Server (Periodic Updates).

Date (yyyy-mm-dd)

The format for the date is yyyy-mm-dd. For instance, 2010-01-22.
Time (hh:mm:ss)

The time is in 24 hour format. For instance, 14:23:05.
Time Server Name or Address

Please specify the name or IP address of external time server system.

The following operations for date and time configuration for the Manager are
possible:

Selecting the Clock Source (internal or external)
Date/Time Configuration for the Assistant
Modifying the Update Interval

Adding a New Time Server
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Date/Time Configuration for the Assistant

* Modifying the Time Server Name or IP Address
» Delete a Time Server

9.2 Date/Time Configuration for the Assistant

OpenScape 4000 Date/Time Concept
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For the Assistant the ntpd is making fine continuous synchronization. When
the step time forward is made on the OpenSape 4000 portal, the Assistant is

resynchronized within 3 minutes.

**  Daylight savings time offset value
To configure date and time for the Assistant the following steps need to be

done:

» Before starting the Assistant, set the current date and time by using the

'YaST' date and time module on the OpenScape 4000 portal.

You can also set the machine to use the NTP server as a time source. In this
case synchronize the time using the nt pdat e command or wait until the
system gets synchronized by the NTP server.

NOTICE: When the time on the portal is manually shifted
forward, the Assistant will synchronize in 3 minutes. But

before manually shifting time backward, make sure that

the Virtual Machines are shut down, otherwise the virtual
realtime clock on the Assistant gets stuck and the result is

unpredictable.

The timezone configuration is optional as it has no effect on the Assistant's

timezone.
* Now start the Assistant.

The initial date and time is taken from the portal.
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» Click the Date/Time link in the Assistant's left navigation frame.

The current date /time setting is displayed in the right frame in 'read-only’

mode.
Date/Time
[¥]
Date (yyyy-mm-dd): 2022-04-07
Time (hh:mm:ss): 16 : 46 : 58 GMT +180 (Daylight savings time)

Date {yyyy-mm-dd): 2022 - 04 - 07
Time (hh:mm:ss): 1646 : 59 GMT +180 (EEST)
Hint: The local time is driven by the Linux Host. In order to change it, please change the Linux Host time.

Timezones comply.

210 Number of sources = 1

Node Active I not synchronized with the NTP server MS Name/IP address Stratum Poll Reach LastRx Last sample

~? 10.121.0.254 e 10 e B +ens[  +@ns] +/- ens

During operation Assistant time is synchronized every few minutes with
the portal by ntp deamon with a special reference clock driver. It needs no
configuration.
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10 Time Zone

This section describes the configuration of the time zone. The configuration of
the time zone for Manager and Assistant is handled differently:

» Time Zone Configuration for Manager
+ Time Zone Configuration for Assistant

10.1 Time Zone Configuration for Manager

Select a different timezone

Assistant timezone Europe/Bucharest (GMT +03:00)
Linux Host timezone: Europe/Bucharest (GMT +03:00)
New timezone Europe/Bucharest (Thu Apr 7 16:52:14 2022 EEST) v

Hint: Please pay special attention when selecting +/- values for the GMT relative timezones in the dropdown box. According to the POSIX standard the GMT offset east is
marked with a negative value and the GMT offset west is marked with a positive value, whereas the reverse is commonly expected. For example, "Etc/GMT-3" is equivalent
to UTC+0300, which is eastern direction relative to GMT. The timezones shown in the table above display offsets in the common way.

This section describes the configuration of the time zone for OpenScape 4000
Manager.

* You can modify time zone by selecting the appropriate time zone in the New
Timezone list and clicking the Modify button.

The time zone change will take effect immediately.

NOTICE:

Russia has decided to move to permanent Standard
Time starting with 26 October 2014 and onwards.
Therefore, two new timezones are created. See http://
www.timeanddate.com/news/time/russia-abandons-
permanent-summer-time.html for more details.

In order to keep the Manager compliant with these
changes, the newest timezone package (minimum version
timezone-2014g-0.5.1) with daylight saving time removed
must be installed from the SuSE repository. The timezone
must be reconfigured in the Webmin Base Administration
consequently. When changing the timezone, please pay
attention that, according to the POSIX standard, the
timezone is marked with a negative value, e.g. "Etc/GMT-3"
is equivalent to UTC + 0300.

Related Topic

Time Zone Configuration for Assistant
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10.2 Time Zone Configuration for Assistant

Select a different timezone

ADP GMT offset: GMT +03:00

Assistant timezone: Europe/Bucharest (GMT +03:00)
CSTAtimezone: Europe/Bucharest (GMT +03:00})
Linux Host timezone: Europe/Bucharest (GMT +03:00})
New timezone Europe/Bucharest (Thu Apr 7 16:52:12 2022 EEST)

Hint: Please pay special attention when selecting +/- values for the GMT relative timezones in t
According to the POSIX standard the GMT offset east is marked with a negative value and the G
marked with a positive value, whereas the reverse is commanly expected. For example, "Etc/GMT-
UTC+0300, which is eastern direction relative to GMT. The timezones shown in the table above dis
commaon way.

This section describes the configuration of the time zone for OpenScape 4000
Assistant. The Assistant is a central point of time zone management for the
whole OpenScape 4000 including ADP, CSTA and host platform.

Displayed time zones should match on all these subsystems. If any time zone
differs it can be modified here.

* You can modify time zone by selecting the appropriate time zone in the New
Timezone list and clicking the Modify button.

When the time zone is modified, the changes are automatically propagated to
the host platform, CSTA and ADP.

Also the daylight savings time offset, which is controlled by the Assistant, is
automatically forwarded to the ADP. The ADP transfers every change of time
zone and daylight saving offset immediately to both CCs.

NOTICE: The time zone in the ADP should not be changed
manually by the AMO CHA-DATE!

Related Topic

Time Zone Configuration for Manager
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Reboot

11 Reboot / Shutdown System

Reboot and Shutdown

Click on this button to immediately reboot the Manager. All currently logged
e in users will be disconnected and all services will be re-started.
Click on this button to immediately shutdown the Manager. All services will

ELHING T RTELEGC S be stopped, all users disconnected and the Manager powered off (if your
hardware supports it).

In order to reboot the system manually, or to shut down the Manager, use the
following functions:

* Reboot

» Shutdown (Manager only)

11.1 Reboot

This function can be used for recovery purposes, e.g. if the system is in an
abnormal state or for configuration changes to take effect, e.g. when adding a
new route.

* You can reboot the system by clicking the Reboot System button.

On the following page you will be asked if you really want to reboot the
system.

» Click the button Reboot System once again.
The system is shut down and automatically restarted.

Please mind that during reboot all currently logged-in users will be
disconnected and all services will be re-started.

11.2 Shutdown (Manager only)

* You can permanently shut down the Manager using the button Shutdown
System.

» Confirm if you really want to shut down the system by clicking the button
Shutdown System on the following page again.

The system is shut down and powered off (if your hardware supports it).

The system can only be started again by manual switch on. Please be
careful when you are logged on remotely, you will not be able to connect
again after shutdown. Please mind that all currently logged-in users will be
disconnected as a result of the shutdown.
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12 Application Processes

Application Processes

Batch

FM_FTserv Active Apr 2 16:33:34 20988
FM_FTsucc Active Apr 2 16:33:34 20989
COoL

col_cycliccheck Active Apr 2 16:33:38 21462
col_dbproxy Active Apr 2 16:33:38 21464
col_line Active Apr 2 16:33:38 21015
col_receive Active Apr 2 16:33:40 21560
col_schedule Active Apr 2 16:34:04 22309
col_transform Active Apr 2 16:33:36 21016
CORBA

Naming_Service Active Apr115:20:44 104181
FM_AER

FM_AER_Daemon Active Apr 2 16:33:34 20984
FM_SNMP

FM_DB_Server Active Apr 2 16:33:34 20981
HG3550M

Hg3550mAPIServer Active Apr115:20:55 104735
lwdaemon Active Apr115:20:45 104369
mekAdm Active Apr115:20:44 104341
IDS

IDS_oninit Active Apr115:20:39 98515 X
Iptrace

iptrace Active Apr 2 16:33:42 21584
LMT

LMT_Daemon Active Apr 2 16:33:40 21589

The Application Processes running in the background provide various
OpenScape 4000 Manager/Assistant functions. In the table you can see which
processes are running (or not running) and therefore which functionality is
available (or not available).

The table of processes displays basic information about all registered
processes. Processes are divided into various groups.

Following columns are displayed:
* Name

The name of the process
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+ State
Following states are possible:
— Active

The process was started and is still up and running.
— Registered

The process is registered but not running. It was never started or it was
terminated per request by the application. You can start this process by
selecting it in the last column and clicking the Start Selected Process

button.

— Inactive

The process is not running. It restarted too often (i.e. reached the
maximum restart threshold) and was not restarted anymore by the
Process Management.

— Startup Deferred

Process startup is deferred if the process depends on another process
which is not running yet.

— Startup TimedOut

The timeout for process startup was exceeded.
» Since

Creation date of the process

« Pid
Process ID (only for active processes)
+ Ext

Process is external, it is started outside the Process Management. External
processes cannot be started from here.

+ Start

You can start the process which is not running by selecting it and clicking the
Start Selected Process button.
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