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Historial de cambios
Historial de mejoras/correcciones

1 Historial de cambios

Los cambios que se mencionan en la siguiente lista son acumulativos.

Cambios en V3R2 FR1

Capitulos afectados Descripcion de los cambios

Como configurar el envio de correo electronico enla  Compatibilidad con la autenticacion OAuth 2.0
pagina 247
1.1 Historial de mejoras/correcciones

Los cambios que se mencionan en este capitulo son acumulativos.

Cambios en V3R1

ID del caso de  Fecha del Descripcioén del cambio Capitulos afectados
servicio cambio
PRB000052823 21 de abril de Tabla actualizada con los requisitos | Instalacion en un entorno virtual en
2021 minimos para instalar el sistema de | la pagina 160
comunicacién en una VM.
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Introduccién y notas importantes

Acerca de esta documentacion

2 Introduccién y notas importantes

La introduccién ofrece una visidon general de la estructura de esta
documentacion. Le ayudara a encontrar mas rapidamente informacién sobre
distintos temas. Antes de comenzar con el montaje y puesta en servicio

del sistema de comunicacion, consulte las indicaciones de seguridad y
advertencias y las observaciones importantes.

Consejo: Las indicaciones de seguridad y las advertencias
ofrecen informacion sobre las indicaciones de seguridad y de
aviso que debe tener en cuenta. Las observaciones importantes
incluyen indicaciones sobre el comportamiento en caso de
emergencia, normas y pautas relativas a la instalacion y
propiedades de radio interferencia del sistema de comunicacion.
Ademas, incluyen informacion sobre la eliminacion y el reciclaje
adecuados.

2.1 Acerca de esta documentacion

Este documento ofrece informacion sobre la instalacion de hardware y la
configuracion inicial de los modelos de hardware OpenScape Business X3/X5/
X8.

Dicha informacion debe considerarse solo como informacion adicional y no
como un sustituto de cursos de formacion.

Este documento esta dirigido a administradores y técnicos de servicio.

Para obtener informacién sobre el contenido de este documento, consulte
OpenScape Business, Documentacién de servicio y OpenScape Business,
Documentacion del administrador.

2.1.1 Documentacion y destinatarios

10

Los documentos relativos a OpenScape Business estan dirigidos a distintos
grupos.
Ventas y planificacion de proyectos
El documento siguiente esta dirigido a ventas y planificacion de proyectos.
» Descripcion de prestaciones
Este documento describe todas las prestaciones. Este documento es un
extracto de la Documentacion para el administrador.
Instalacion y servicio
El documento siguiente esta dirigido a técnicos de servicio.
* OpenScape Business X1, Instrucciones de instalacion

Este documento describe la instalacion del hardware y la instalacion inicial
de OpenScape Business X1.
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OpenScape Business X3/X5/X8, Instrucciones de instalacion

Este documento describe la instalacion del hardware y la instalacion inicial
de OpenScape Business X3/X5/X8.

OpenScape Business S, Instrucciones de instalacion

Este documento describe la instalacion inicial del softswitch OpenScape
Business S.

OpenScape Business X1, Documentacion de servicio

Este documento describe el hardware de OpenScape Business X1
OpenScape Business X3/X5/X8, Documentacién de servicio

Este documento describe el hardware de OpenScape Business X3/X5/X8.

Administracion

La siguiente documentacion esta dirigido a los administradores.

Documentacion del administrador

Este documento describe la configuracién de las prestaciones que se
configuran mediante el OpenScape Business Assistant (GESTION BASADA
EN WEB, WBM). La documentacion para el administrador esta disponible en
el sistema como ayuda online.

Configuracion para administradores de cliente, documentacién para el
administrador

Este documento describe la configuracién de las prestaciones que se
pueden configurar con el OpenScape Business Assistant (administracion
basada en web, WBM) con el perfil de administrador Basico.

Manager E, Documentacion para el administrador

Este documento describe la configuracién de las prestaciones que se
configuran con el Manager E.

Clientes de UC / Telephone User Interfaces (TUI)

Este documento esta dirigido a usuarios de Comunicaciones unificadas (UC).

myPortal for Desktop, Instrucciones de uso

Este documento describe la instalacion, la configuracion y el funcionamiento
del cliente de Comunicaciones unificadas (UC) myPortal for Desktop.

myPortal for Outlook, Instrucciones de uso

Este documento describe la instalacion, la configuracién y el funcionamiento
del cliente de Comunicaciones unificadas (UC) myPortal for Outlook.
myPortal@work, Instrucciones de uso

Este documento describe la instalacion, la configuracién y el funcionamiento
del cliente de UC myPortal @work.

Impresora de fax, Instrucciones de uso

Este documento describe la instalacion, la configuracion y el funcionamiento
de Fax Printer.

myPortal to go, Instrucciones de uso

Este documento describe la configuracion y el funcionamiento del cliente
de Comunicaciones unificadas (UC) myPortal to go para smartphones y
tabletas.
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2.1.2 Tipos de temas

* myAgent, Instrucciones de uso

Este documento describe la instalacion, la configuracion y el funcionamiento
del cliente de Contact Center myAgent.

* myReports, Instrucciones de uso

Este documento describe la instalacion, la configuracion y el funcionamiento
del cliente de Contact Center myReports.

« myAttendant, Instrucciones de uso

Este documento describe la instalacion, la configuracion y el funcionamiento
del puesto de operadora myAttendant.
* OpenScape Business Attendant, Instrucciones de uso

El documento describe la instalacion, la configuracion y el manejo del
puesto de operadora OpenScape Business Attendant.
» UC Smart Telefon User Interface (TUI), Instrucciones breves

Este documento describe el menu telefonico de buzén de voz de la solucion
de Comunicaciones Unificadas UC Smart.
» UC Suite Telefon User Interface (TUI), Instrucciones breves

Este documento describe el menu telefonico de buzon de voz de la solucion
de Comunicaciones Unificadas UC Suite.

Los tipos de temas incluyen conceptos y tareas.

Tipo de tema Descripcion

Concepto Explica el "qué" y ofrece una
visién general de las relaciones e
informacion basica, por ejemplo, sobre
prestaciones.

Tarea (Instrucciones de uso) Describe el "cémo" de casos de
aplicacion orientados a tareas
y presupone el conocimiento
previo de los conceptos teéricos
correspondientes.

Las tareas se pueden identificar por el
formato de titulo Cémeo....

2.1.3 Convenciones de representacion

12

Esta documentacion utiliza distintos medios para representar los distintos tipos
de informacion.

Tipo de informacion Visualizacion Ejemplo

Elementos de la interfaz  negritas Haga clic en Aceptar.
de usuario

Secuencia de menu > Archivo > Salir
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Indicaciones de seguridad y de aviso

Tipo de informacién

Visualizacion

Ejemplo

Enfasis especial negritas El nombre no se puede
borrar.
Referencia cruzada cursiva Encontrara mas

Salida

Entrada

Fuente con espaciado
de letra fijo, por ejemplo,
Courier

Fuente con espaciado
de letra fijo, por ejemplo,
Courier

informacion en la
seccion Red.

Comando no
encontrado.

Introducir LOCAL
como nombre de
archivo.

Combinacion de teclas

Fuente con espaciado
de letra fijo, por ejemplo,
Courier

2.2 Indicaciones de seguridad y de aviso

<Ctrl>+<Alt>+<Esc>

Las indicaciones de seguridad y aviso identifican situaciones que pueden
provocar la muerte, lesiones graves, dafios materiales y/o pérdida de datos.

En los sistemas de comunicacion y en los dispositivos solo pueden trabajar

personas cualificadas.

En estas indicaciones de seguridad y aviso, el personal cualificado son
aquellas personas autorizadas a poner en servicio, poner a tierra y etiquetar los
sistemas, equipos y lineas segun los procedimientos y estandares de seguridad

vigentes.

Es imprescindible que lea y tenga en cuenta las siguientes indicaciones de
seguridad y de advertencia antes de comenzar con el montaje y la puesta en
servicio del sistema de comunicacion.

Lea ademas todas las indicaciones de aviso y de seguridad del sistema de
comunicacion y de los dispositivos, y sigalas cuidadosamente.

Inférmese también de cuales son los nimeros de emergencia.

Tipos de advertencias de seguridad y avisos

En esta documentacion se utilizan los siguientes grados de indicaciones de

seguridad y aviso:

PELIGRO: Identifica una situacién de riesgo inmediato que podria
causar la muerte o lesiones graves.

Atencién: ldentifica una situacion de riesgo general que podria causar
la muerte o lesiones graves.

A31003-P3030-J102-08-7831, 07/2024
OpenScape Business X3/X5/X8, Guia de instalacion

13



Introduccién y notas importantes

PRECAUCION: Identifica una situacion de riesgo que podria causar
lesiones.

Nota: Identifica situaciones que podrian causar dafos
materiales y/o pérdida de datos.

Simbolos adicionales para una descripcién mas detallada de la fuente de

peligro

El siguiente simbolo no se suele utilizar en esta documentacion, pero puede
aparecer en los dispositivos o embalajes.

£

2.2.1 Indicaciones de aviso: Peligro

Componentes sometidos a cargas electrostaticas (EGB)

Las indicaciones de tipo Peligro identifican una situacién de riesgo inmediato
que podria producir la muerte o lesiones graves.

A PELIGRO: Descarga eléctrica al tocar los cables con tension

* Recuerde: jla tension por encima de 30 V c.a. (corriente alterna) 6
60 V c.c. (corriente continua) es peligrosa!

» Solo pueden realizar trabajos en la red de baja tension (<1000 V ca)
técnicos eléctricos con la calificacion pertinente. Se deben cumplir
todas las normativas nacionales y locales relativas a conexiones
eléctricas.

2.2.2 Indicaciones de aviso: Advertencia

Las indicaciones del tipo Advertencia identifican una situacion de riesgo general
que podria producir la muerte o lesiones graves.

! Atencidén: Descarga eléctrica al tocar los cables con tension

» Conecte a tierra los sistemas de comunicacion OpenScape
Business X3R, X3W, X5R y X5W con un conductor de proteccién de
tierra independiente. Conecte el sistema de comunicacion antes de
la puesta en servicio y de la conexion de teléfonos y lineas con el
conductor de proteccion de tierra.

» Conecte a tierra todos los armarios del sistema del sistema
de comunicaciéon OpenScape Business X8 con un conductor
de proteccion de tierra independiente. Conecte el sistema de
comunicacioén antes de la puesta en servicio y de la conexion de
teléfonos y lineas con el conductor de proteccion de tierra.
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Utilice solo sistemas, equipos y medios operativos que se
encuentren en perfecto estado. Esta prohibido poner en servicio
dispositivos con dafios externos.

Sustituya inmediatamente los elementos de seguridad defectuosos
(cubiertas, etiquetas adhesivas y cables de proteccion).

Cambie inmediatamente el cable de red si presenta algun tipo de
dano.

Ponga los sistemas de comunicacion y los sistemas de comunicacion
en servicio solo con enchufes con contacto de proteccion conectado.
Durante una tormenta no conecte ni extraiga nunca las lineas ni
monte o extraiga los modulos.

Desconecte toda la alimentacién eléctrica si el suministro de
corriente del sistema de comunicacion no es necesario para
determinadas tareas (por ejemplo, al modificar el cableado). Extraiga
los enchufes de red del sistema de comunicacion y asegurese de
que el sistema de comunicacion no recibe alimentacién de una
fuente de tension adicional (por ejemplo, un suministro de corriente
continuo).

Antes de empezar a trabajar, compruebe que el sistema de
comunicacién no tiene tensién. Nunca dé por sentado que al apagar
un fusible o un interruptor principal quedan interrumpidos de forma
fiable todos los circuitos de corriente.

Tenga en cuenta que pueden producirse corrientes de fuga desde

la red de telecomunicaciones. Desconecte todos los cables

de telecomunicaciones del sistema de comunicacién antes de
desconectar el conductor de proteccion de tierra obligatorio.

Si el suministro de corriente esta conectado, ponga extremo cuidado
al efectuar las mediciones en las piezas conductoras de tension, asi
como los trabajos de mantenimiento en médulos o cubiertas.

Las superficies con recubrimiento metalico (p. ej. espejos) son
conductoras de corriente, si se tocan existe el peligro de una
descarga eléctrica o de un cortocircuito.

2.2.3 Advertencias: Atencion

Las indicaciones del tipo Atencion identifican una situacion peligrosa que podria
provocar dafos.

PRECAUCION: Si la bateria o las pilas no se sustituyen correctamente,
pueden producirse explosiones

Utilice unicamente baterias autorizadas.

Sustituya la bateria de litio con una idéntica o con un tipo
recomendado por el fabricante.

PRECAUCION: Peligro de incendio

Utilice solo lineas de comunicacion con un diametro minimo de 0,4
mm (AWG 26) o mas.
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No deposite documentos ni otros objetos incendiables en el sistema
de comunicacion.

PRECAUCION: Riesgo de accidente o lesion general en el puesto de
trabajo

Una vez finalizadas las tareas de prueba y de mantenimiento, vuelva
a instalar todos los dispositivos de seguridad en el lugar correcto y
vuelva a cerrar la tapa y la caja.

Tienda los cables de tal manera que no puedan surgir accidentes
(peligro de tropezar con ellos) ni se dafien.

Cercidrese de que tanto el sistema de comunicaciéon como el
servidor estén constantemente vigilados mientras estan abiertos
cuando son manipulados.

Utilice siempre herramientas adecuadas para levantar objetos o
cargas pesados.

Compruebe el estado de sus herramientas con regularidad. Utilice
solo herramientas que se encuentren en perfecto estado.

Cuando realice trabajos en los sistemas, evite llevar ropa holgada y
si tiene el cabello largo, recojaselo.

No se ponga joyas, correas de reloj metalicas ni lleve tampoco, p. €j.,
aplicaciones o remaches metalicos en su ropa.

Utilice siempre durante el trabajo la proteccion de los ojos
correspondiente.

Utilice siempre un casco en todos los lugares en los que exista
peligro de caida de objetos.

Asegurese de que el puesto de trabajo esté bien iluminado y
ordenado.

2.2.4 Indicaciones de aviso: Aviso
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Las indicaciones del tipo Aviso identifican situaciones que podrian provocar
dafios materiales y/o pérdida de datos.

Siga las siguientes indicaciones para evitar dafios materiales y/o pérdidas de
datos:

Antes de la puesta en servicio, compruebe que la tensidon nominal de
la red de alimentacion coincida con la tensién nominal del sistema de
comunicacion o del servidor (placa de caracteristicas).

Siga estas medidas de proteccion antiestatica para proteger los
componentes:

— Antes de iniciar cualquier trabajo en los componentes y médulos,
pongase la mufiequera de toma de tierra de la forma reglamentaria.

— Ponga siempre los médulos y componentes sobre una superficie
conductora y con toma de tierra.

— Los componentes del sistema de comunicacién (por ejemplo, médulos)
siempre se deben enviar en un embalaje adecuado.

Utilice solo accesorios originales. De no hacerlo, pueden ocasionarse

averias en el sistema de comunicacion o incumplirse las indicaciones de

seguridad o de compatibilidad electromagnética establecidas.
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Si la temperatura cambia repentinamente puede condensarse la humedad
ambienta. Si, por ejemplo, el sistema de comunicacioén o el servidor

es llevado desde un entorno frio a un espacio calido, puede darse
condensacion de humedad. Espere hasta que la temperatura se normalice y
el sistema de comunicacion y el servidor estén completamente secos antes
de ponerlos en servicio.

Conecte los cables solo en los puntos de conexion indicados.

Si no hay disponible un suministro eléctrico de emergencia o si en caso de
caida eléctrica no se pueden utilizar teléfonos de emergencia, el sistema
de comunicacién no permitira realizar llamadas de emergencia en caso de
caida del suministro eléctrico.

Antes de comenzar con el montaje mural, compruebe si la pared tiene

una capacidad de carga suficiente. Utilice siempre medios de instalacién

0 sujecién adecuados para montar de forma segura los sistemas de
comunicacion y los equipos.

No permita que se depositen materiales altamente inflamables junto al
sistema de comunicacion.

2.2.5 Indicaciones de seguridad nacionales

Aqui encontrara informacion sobre las indicaciones de seguridad para el
montaje, la puesta en servicio y la operacion del sistema de comunicacién en
algunos paises.

2.2.5.1 Indicaciones de seguridad para Australia

Durante el montaje, la puesta en servicio y el funcionamiento de los sistemas
de comunicacion OpenScape Business X y OpenScape Business S y del
servidor OpenScape Business UC Booster Server (servidor de aplicaciones)
en Australia hay que tener siempre en cuenta las siguientes indicaciones de
seguridad:

Solo personal técnico autorizado puede hacer la instalacion y el
mantenimiento de los sistemas de comunicacion OpenScape Business X

y OpenScape Business S y del servidor OpenScape Business UC Booster
Server (servidor de aplicaciones).

Los sistemas murales OpenScape Business deben instalarse cerca de un
enchufe de pared para el suministro de tension al sistema de comunicacion
correspondiente. La caja de conexion de pared debe estar accesible.

Es imprescindible asegurarse de que el contacto de tierra de la caja de
conexion de pared esté en perfectas condiciones.

Hay que configurar los sistemas de comunicacion OpenScape Business X
y OpenScape Business Sy el servidor OpenScape Business UC Booster
Server (servidor de aplicaciones) de forma que se puedan marcar en todo
momento numeros de emergencias (por ejemplo, 000).

Si se produce una caida de la tensién de red, no se pueden realizar
llamadas de emergencia a través del sistema de comunicacion si no hay
un suministro de emergencia o no se puede conmutar a teléfonos de
emergencia analdgicos (conmutacion de linea urbana).

Los equipos de musica en espera y de busqueda deben conectarse al
sistema de comunicacién mediante una Line Isolation Unit autorizada por la
ACA (Australian Communications Authority).
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2.2.5.2 Indicaciones de seguridad para Brasil

Durante el montaje, la puesta en servicio y el funcionamiento de los sistemas
de comunicacién OpenScape Business X y OpenScape Business S y del
servidor OpenScape Business UC Booster Server (servidor de aplicaciones) en
Brasil hay que tener siempre en cuenta estas indicaciones de seguridad:

Es imprescindible utilizar la regleta con proteccion contra sobretensiones
con el codigo C39334-27052-C33. La conexion de tension de red de

los sistemas de comunicacién OpenScape Business X y OpenScape
Business S y del servidor OpenScape Business UC Booster Server (servidor
de aplicaciones) debe realizarse mediante la regleta con proteccién contra
sobretensiones.

Es obligatorio el uso de cables Ethernet blindados para las conexiones/
interfaces LAN/WAN de las placas base OCCL, OCCM y OCCMR y de la
UC Booster Card OCAB (Tablero de aplicaciones).

2.2.5.3 Indicaciones de seguridad para EE. UU.
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Durante el montaje, la puesta en servicio y el funcionamiento de los sistemas
de comunicacién OpenScape Business X y OpenScape Business S y del
servidor OpenScape Business UC Booster Server (servidor de aplicaciones) en
los EE. UU., hay que tener siempre en cuenta estas indicaciones de seguridad:

Interrupciones de red y fallo de T1

En una interconexion de sistemas de comunicacion mediante T1
(1,544 MBIt/S), hay que informar a la compafiia telefénica (Federal
Communications Commission FCC) si se retira de la red un sistema de
comunicacion.

Si alguno de los sistemas de comunicacion de Unify Software and Solutions
GmbH & Co. KG. descritos en esta documentacion afecta al funcionamiento
de la red de telecomunicaciones publica, la compafia telefénica esta
autorizada a bloquear de forma provisional el acceso a la linea urbana. Por
norma general, se informa previamente al respecto a la compafiia telefénica.
Si no es posible, se lo comunicara posteriormente lo antes posible. En este
contexto, usted sera informado al mismo tiempo de que puede presentar
una reclamacion a la compania telefonica.

Modificacién de equipos de telecomunicacion

La compaiiia telefénica esta facultada para adaptar en caso necesario sus
propios equipos, procedimientos operativos y procesos. Las modificaciones
de este tipo pueden afectar, en su caso, al servicio de sus sistemas de
comunicacion. Por norma general recibira un aviso previo para que no se
vea interrumpido el servicio de telecomunicaciones.

Equipos de reproduccion de voz

Los dispositivos de reproduccién de voz (por ejemplo, dispositivos de
musica en espera y de grabacién de voz) deben estar autorizados por
Unify Software and Solutions GmbH & Co. KG y estar registrados segun las
directrices y disposiciones de las normas FCC, parte 68, subseccion C.

Los dispositivos no autorizados para la reproduccién de voz solo se
pueden conectar con circuitos de proteccion autorizados por Unify Software
and Solutions GmbH & Co. KG y registrados segun las directrices y
disposiciones de las normas FCC, parte 68, subseccion C.
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* Ringer Equivalence Number REN

El valor de conexién (Ringer Equivalence Number, REN) determina cuantos
equipos se conectan simultaneamente a una linea telefénica y pueden
sefalizar una llamada si se marca el numero en cuestidon. En la mayoria

de las areas, pero no en todas, pueden conectarse como maximo cinco
equipos a una linea (REN = 5). Dirijase en su caso a su compaifia telefénica
local para saber cuantos REN se soportan en su area de llamada.

» Nuevos cédigos urbanos y de red local

La prestacion Ruta mas econémica (Least Cost Routing LCR) se debe
configurar de forma que se puedan detectar y tomar en consideracion
automaticamente los cambios en los cédigos de red local y de linea urbana.
De lo contrario, después de cambios en los cddigos no se podran utilizar
para llamadas.

+ Compatibilidad con audifonos

Los teléfonos de emergencias y los teléfonos publicos (p. €j., los teléfonos
que se encuentren en recibidores, habitaciones de hospital, ascensores y
habitaciones de hotel) deben tener microteléfonos compatibles con el uso
de audifonos acoplados magnéticamente. Si es necesario, para personas
con problemas de audiciéon que no se encuentren en zonas publicas deben
suministrarse, microteléfonos adecuados.

Todos los teléfonos digitales de Unify Software and Solutions

GmbH & Co. KG fabricados después del 16 de agosto de 1989 son
compatibles con audifonos y cumplen los requisitos de las normas FCC,
parte 68, secciones 68.316 y 68.317.

» Funciones de marcacion programadas

Si desea programar numeros de teléfono de emergencia o establecer una
conexion de prueba con un numero de teléfono de emergencia mediante un
producto de Unify Software and Solutions GmbH & Co. KG con funciones
de marcacién programadas, debera retener la comunicacion y explicar
brevemente a la persona responsable la razén de su llamada antes de
colgar. Se recomienda realizar estas medidas en momentos en los que no
haya mucho trafico (por ejemplo, a primera hora de la mafana o ultima hora
de la tarde).

» Conexion de extensiones externas

Los clientes que quieran conectar extensiones externas (Off-Premises
Station OPS), deben informar a la compania telefénica de la clase OPS en
la que estan registrados los dispositivos correspondientes y de cual sera el
tipo de conexion.

» Supervision de la aceptacion de llamadas con marcacion directa

Los clientes que operen uno de los sistemas de comunicacion de

Unify Software and Solutions GmbH & Co. KG descritos en esta
comunicacion sin una supervision adecuada de la aceptacion de llamadas
estan incumpliendo la parte 68 de las disposiciones FCC.

Los sistemas de comunicacion de Unify Software and Solutions
GmbH & Co. KG. descritos en esta documentacion retornan una supervision
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de llamadas correcta a la red telefénica publica conmutada (PSTN) cuando
las llamadas de marcacion directa:

— son aceptadas por el usuario llamado.
— son aceptadas por personal de conmutacion.
— son desviadas a un anuncio grabado administrado en el lado del cliente.

Ademas, los sistemas de comunicacion de Unify Software and Solutions
GmbH & Co. KG. descritos en esta documentacion retornan una supervision
de llamadas correcta para las llamadas de marcacién directa transferidas a
la PSTN. Excepciones permitidas:

— No se contesta una llamada.

— Hay senalizacién de ocupado.

— Se recibe un tono de congestién (reorder tone).
Requisitos para el acceso equitativo

En areas con un elevado trafico (hoteles, hospitales, aeropuertos,

centros escolares), hay que suministrar a las extensiones cédigos de
acceso equitativos para los proveedores deseados. Los cddigos actuales
para el acceso equitativo (también llamados "Cddigos de acceso de
operador" [CACs]), son 10xxx y 101xxxx, 800/888 y 950, donde xxx 0 XXxx
corresponde al cddigo de proveedor respectivo.

Para establecer una conexién a través de un determinado proveedor, el
usuario debe introducir primero antes del nimero de teléfono del interlocutor
deseado un cédigo de acceso especifico del proveedor. También se puede
acceder al acceso equitativo a través de los numeros 800/888 o 950 del
proveedor deseado.

Mediante cddigos de acceso equitativos, los sistemas de comunicacion
descritos de Unify Software and Solutions GmbH & Co. KG. descritos en
esta documentacién permiten el acceso a proveedores interestatales.

La modificacion de estas funciones representa una violaciéon de la norma
Telephone Operator Consumer Services Improvement Act de 1990, asi
como de la parte 68 de las normas FCC.

2.2.5.4 Indicaciones de seguridad para Canada
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A PELIGRO: Descarga eléctrica al tocar los cables con tension

Solo pueden realizar trabajos en la red de baja tension (<1000 V ca)
técnicos eléctricos con la calificacion pertinente. Se deben cumplir todas
las normativas nacionales y locales relativas a conexiones eléctricas.

Durante el montaje, la puesta en servicio y el manejo de los sistemas de
comunicaciéon OpenScape Business X y OpenScape Business S y del servidor
OpenScape Business UC Booster Server (servidor de aplicaciones) en Canada,
hay que tener siempre en cuenta estas indicaciones de seguridad:

Ringer Equivalence Number REN

El valor de conexion (Ringer Equivalence Number, REN) determina cuantos
equipos pueden conectarse simultaneamente a una linea telefénica.

La terminacion de interfaz puede abarcar un combinacién de equipos
cualquiera — siempre que la cantidad REN sea inferior o igual a cinco.

A31003-P3030-J102-08-7831, 07/2024
OpenScape Business X3/X5/X8, Guia de instalacion



2.3 Avisos importantes

Introduccién y notas importantes
Avisos importantes

Restricciones para la conexién de dispositivos

La etiqueta de Innovation, Science and Economic Development Canada
(ISED) identifica a los equipamientos certificados. Esta certificacion
garantiza que los dispositivos cumplen ciertos requisitos relativos a la
proteccion, el manejo y la seguridad de redes de telecomunicaciones.

Los requisitos estan documentos en el documento de Terminal Equipment
Technical Requirements. Innovation, Science and Economic Development
Canada (ISED) no ofrece ninguna garantia de que los dispositivos
certificados vayan a funcionar en todo momento de forma satisfactoria para
los clientes.

Antes de instalar los componentes y los dispositivos descritos en esta
documentacion, el usuario deberia cerciorarse de que se dispone de una
conexion a los equipos de la compafiia telefonica local. Ademas, al instalar
los sistemas de comunicacion y servidores hay que procurar elegir un
procedimiento de conexién adecuado. Se deberia hacer notar al cliente
que, aunque se cumplan todas las normas descritas, en determinadas
situaciones pueden producirse pérdidas de potencia.

Las reparaciones que se realicen en dispositivos certificados deben estar
coordinadas por un técnico de servicio del fabricante o del proveedor. La
compafiia telefénica puede solicitar al usuario que desinstale los dispositivos
correspondientes, si el usuario realiza reparaciones o modificaciones en

los dispositivos y componentes descritos en esta documentacion, o si estos
presentan algun tipo de averia.

Por su propia seguridad, el usuario deberia asegurarse de que las
conexiones eléctricas de puesta a tierra del suministro de corriente, de las
lineas telefénicas y de la red de caferias metalicas internas (si las hay)
estén conectadas entre si. Esta medida de seguridad puede ser importante
sobre todo en zonas rurales.

Los Avisos importantes ofrecen informacion sobre el comportamiento en

caso de emergencia, la eliminacién y el reciclaje correctos, el uso adecuado

y las condiciones de servicio de los sistemas de comunicacioén y servidores.
Ademas, ofrecen informacion sobre normas y pautas relativas a la instalacion,
propiedades de radio interferencia del sistema de comunicacion, proteccion y
seguridad de datos.

2.3.1 Comportamiento en caso de emergencia

Aqui encontrara informacién sobre las medidas a tomar en caso de
emergencia.
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2.3.2 Uso adecuado
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Comportamiento en caso de accidente
Primeros auxilios
Llamada de emergencia

Comunicacioén de accidentes

* Mantenga la calma en todo momento y actue con prudencia.
* Antes de tocar a la victima del accidente, desconecte siempre la tension.

* En caso de que no pueda desconectar la tension inmediatamente, toque a la
victima solamente con materiales no conductores (p. ej. palo de escoba de
madera), e intente primeramente aislarla de la fuente de tension.

» En caso de accidente por descarga eléctrica debe estar familiarizado
con los principios elementales de primeros auxilios. Para estos casos de
emergencia es indispensable tener conocimientos basicos de las diversas
medidas de reanimacioén ante paro respiratorio o cardiaco, asi como de
primeros auxilios en caso de quemaduras.

» En caso de paro respiratorio, ejecute sin demora la respiracion artificial
(boca a boca o boca-nariz).

» Sidispone de la capacitacion correspondiente, realice un masaje cardiaco
en caso de paro cardiaco.

Llame inmediatamente a una ambulancia o al médico de urgencia. Realice la
llamada de emergencia y comunique lo sucedido en el siguiente orden:

* Lugar del suceso

* Qué ha sucedido

* Nudmero de heridos

» Tipo de heridas

* Preste atencion a las preguntas que puedan hacerle.

» Comunique sin demora a sus superiores todos los accidentes, los "casi
accidentes” y las fuentes potenciales de peligro.
» Notifique cualquier descarga eléctrica aunque haya sido minima.

Los sistemas de comunicacion y servidores solo se pueden utilizar con las
opciones de uso descritas en esta documentacién y en combinacion con los
dispositivos y componentes adicionales recomendados y autorizados por Unify
Software and Solutions GmbH & Co. KG.

El uso adecuado de los sistemas de comunicacion supone el transporte, el
almacenamiento, el montaje y la puesta en servicio adecuados y a manos de
expertos, y el manejo y mantenimiento cuidadosos.

Nota: Limpie la carcasa del sistema de comunicacion y
del servidor solamente con un pafio suave y ligeramente
humedecido. No utilice detergentes agresivos ni esponjas
agresivas.
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2.3.3 Eliminacion y reciclaje adecuados

Aqui obtendra informacién sobre la eliminacion y reciclaje correctos de
dispositivos eléctricos y electrénicos y de baterias y pilas usadas.

No esta permitido eliminar junto con la basura doméstica
los equipos eléctricos o electrénicos. Se deben utilizar
los puestos de eliminacién de residuos previstos por
la ley. La eliminacion de residuos y la recogida por
separado de los equipos en desuso ayuda a reducir
los dafios potenciales a la salud y al medio ambiente.
Son requisito para la reutilizacion y el reciclaje de los
_ equipos eléctricos y electrénicos. Si desea informacién
mas detallada sobre la eliminacion de sus equipos,
entre en contacto con las autoridades municipales,
con el servicio de recogida de basuras, con la tienda
en la que adquirio el producto o con su representante
de ventas. Estas indicaciones solo son validas para
dispositivos adquiridos e instalados en los paises de
la Unién Europea y adheridos a la directiva europea
2012/19/UE. En los paises que no formen parte de la
Unién Europea puede haber otras normativas para
la eliminacién y tratamientos de equipos eléctricos o
electrénicos.

Las baterias y pilas usadas con este simbolo son
bienes reutilizables y deben ser sometidas al proceso
de reciclaje. Las baterias y pilas usadas que no

son sometidas a un proceso de reciclaje deben ser
eliminadas siguiendo todas las normas para los
desechos especiales.

Oy
%

2.3.4 Normas y pautas relativas a la instalacion

Aqui encontrara informacion sobre las pautas a observar en la conexion de los
sistemas de comunicacién a un circuito eléctrico y en el cableado blindado para
conexiones LAN y WAN.

2.3.4.1 Conexion de OpenScape Business X al circuito de alimentacién eléctrica

Los sistemas de comunicacion OpenScape Business X estan homologados
para la conexion con sistemas de suministro de energia TN-S. Asimismo se
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admite la conexion a un sistema de alimentacion de energia TN-C-S, en el que
el conductor PEN esta dividido respectivamente en un conductor de proteccion
y un conductor neutro. TN-S y TN-C-S se consideran con arreglo a la definicion
en la norma IEC 364-3.

Los trabajos en la red de baja tension solo pueden ser llevados a cabo por
parte de un técnico eléctrico autorizado. Estas actividades de instalacion
dedicadas a conectar los sistemas de comunicacion deben realizarse bajo
cumplimiento de las normas IEC 60364-1 e IEC 60364-4-41 o cualquier otra
normativa legal o prescripciones de ambito nacional (por ejemplo, en los
EE. UU. y Canada).

2.3.4.2 Conexion de OpenScape Business S y OpenScape Business UC Booster Server
con el circuito de alimentacion eléctrica

Consulte los datos de conexion de OpenScape Business S y OpenScape
Business UC Booster Server (servidor de aplicaciones) con el circuito de
alimentacion eléctrica en la documentacion del fabricante del PC de servidor y
demas componentes.

Los trabajos en la red de baja tensién solo pueden ser llevados a cabo por
parte de un técnico eléctrico autorizado. Estas actividades de instalacion
dedicadas a conectar OpenScape Business S y OpenScape Business UC
Booster Server deben realizarse bajo cumplimiento de las normas IEC 60364-1
e |IEC 60364-4-41 o cualquier otra normativa legal o prescripciones de ambito
nacional (por ejemplo, en los EE. UU. y Canada).

2.3.4.3 Cableado blindado para conexiones LAN y WAN de OpenScape Business X

24

El cumplimiento de los requisitos de la CE sobre compatibilidad
electromagnética de los sistemas de comunicacién OpenScape Business X'y
sus conexiones LAN y WAN supone la siguiente condicion:

» Los sistemas de comunicacién solo se pueden operar con cableado de
conexion blindado. Esto significa que entre los conectores hembra LAN
y WAN blindados de los sistemas de comunicacion y la conexién a la
instalacion del edificio o la conexién a componentes activos externos se
debe utilizar un cable de la categoria 5 (cable CAT.5) blindado con una
longitud minima de 3 m. En el extremo del cable conectado a la instalacion
del edificio o al componente activo externo, el blindaje del cable debe
ponerse a tierra (enlace para la conexién equipotencial del edificio).

* En el caso de enlaces mas cortos con un componente activo externo
(conmutador LAN o similar) también se debe utilizar un cable de la categoria
5 blindado (cable CAT.5). No obstante, el componente activo debera
disponer de una conexion LAN blindada pertinente cuya conexion de
blindaje esté puesta a tierra (enlace para la conexién equipotencial del
edificio).

» Las propiedades de blindaje de los componentes de cableado deben cumplir
como minimo los requisitos de la norma europea EN 50173-1" "Tecnologia
de la informacién - Sistemas de cableado genéricos" (y las referencias

mencionadas en ella). )
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» Las instalaciones en edificios provistas de cableado de cobre simétrico
blindado convencional segun los requisitos de la clase D ) de la normativa
EN 50173-1 cumplen la condicion mencionada antes. )

2.3.4.4 Normativa de proteccioén antiincendios

La normativa de proteccion antiincendios esta regulada en las ordenanzas de
edificacion de cada pais. Deben respetarse las disposiciones vigentes en cada
caso.

Para garantizar el cumplimiento de la normativa legal de proteccion
antiincendios y compatibilidad electromagnética, los sistemas de comunicacién
OpenScape Business X solo pueden operarse cuando se encuentran cerrados.
La apertura no esta permitida sino de forma provisional para fines de montaje y
mantenimiento.

Los cables de sistema OpenScape-Business siguen las exigencias del
estandar internacional IEC 60332-1 respecto a comportamiento en caso de
incendio. Los siguientes estandares incluyen requisitos equivalentes respecto
al comportamiento en caso de incendio de cables:

IEC 60332-1 EN 60332-1-1y EN DIN EN 60332-1-1 (VDE
Aviso: |EC 60332-1 es 60332-2-1 0482-332-1-1) y DIN

. ] EN 60332-2-1 (VDE
equivalente al método de 0482-332-2-1)
verificacion UL VW-1

El area responsable de la proyeccion y el servicio técnico debe verificar si el
estandar IEC 60332-1 cumple las ordenanzas de edificios correspondientes y
posibles disposiciones adicionales.

2.3.4.5 Requisitos de proteccion contra descargas

La proteccion de los sistemas de comunicacion contra sobretensiones
eléctricas requiere una conexién de tierra de baja resistencia conforme a las
indicaciones recogidas en las Instrucciones de instalaciéon de OpenScape
Business.

Nota: Una vez realizada la puesta a tierra de proteccion de
un sistema de comunicacién hay que comprobar la conexiéon
a tierra de baja resistencia del sistema mediante el conductor

*) La norma europea EN 50173-1 se deriva del estandar global ISO/IEC 11801.
") La clase D se consigue entre otras cosas si hay instalados componentes (cables, cajas de conexion,

***)

cables de conexion, etc.) de la categoria 5 (CAT.5).

En el mercado norteamericano hay instalado mayoritariamente cableado UTP (norma US EIA/TIA

568 A/B), lo que implica los siguientes factores para las conexiones LAN y WAN de los sistemas de
comunicacion: Los sistemas solo se pueden operar con cableado de conexién blindado. Esto significa
que entre los conectores hembra LAN y WAN blindados de los sistemas de comunicacién y la conexion
a la instalacion del edificio o la conexién a componentes activos externos se debe utilizar un cable de la
categoria 5 (cable CAT.5) blindado con una longitud minima de 3 m. En el extremo del cable conectado
a la instalacion del edificio o al componente activo externo, el blindaje del cable debe ponerse a tierra
(enlace para la conexion equipotencial del edificio).
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de proteccidn del circuito de suministro de tension de red y la
conexion de baja resistencia del conductor de toma de tierra de
proteccion adicional y con conexion permanente con a las lineas
de compensacion de potencial del edificio.

Nota:
Peligro de incendio por sobretension

Las lineas de telecomunicaciones de mas de 500 m o las lineas
de telecomunicaciones que salen del edificio se deben conducir
por una proteccion contra descargas externa adicional.

Este tipo de proteccion contra descargas (antirrayos) se
denomina proteccién primaria adicional. La proteccion primaria
adicional se garantiza mediante el montaje adecuado de
conductores de descarga de sobretensién (con gas) en el
distribuidor principal, en el panel de conexiones o en el punto de
entrada de la linea en el edificio. Para ello, hay que conmutar

a tierra un conductor de descarga de sobretension con una
tension nominal de 230 V desde cada uno de los conductores
que se quieren proteger.

Sin esta proteccion primaria adicional, los médulos pueden
quedar destruidos en caso de descarga eléctrica por rayos.
Esto a su vez puede producir la caida de todo el sistema
de comunicacion y el sobrecalentamiento de los elementos
constructivos (peligro de incendio).

2.3.4.6 Identificaciones para OpenScape Business X

La marca CE confirma el cumplimiento del equipo
con las directrices de la UE. Puede consultar esta
declaracion de conformidad, otras declaraciones de
conformidad existentes e informacién adicional sobre
normativas que restringen el uso de sustancias o que
afectan a la declaracion de sustancias utilizadas en
productos, en la WIKI para expertos de Unify, que
encontrara en.

2.3.5 Indicaciones sobre interferencias electromagnéticas y radio
interferencias de OpenScape Business X

Los sistemas de comunicacion OpenScape Business X son dispositivos de la
clase B segun la normativa EN 55032.
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2.3.6 Privacidad y seguridad de los datos

Siga la informacion sobre la proteccion y seguridad de los datos.

Los sistemas de comunicacion y servidores descritos en esta documentacion
trabajan, entre otros, con datos privados y los utilizan, por ejemplo, para el
registro de tarifas, indicaciones en pantalla y el registro de datos de clientes.

En Alemania, el procesamiento y la utilizacion de estos datos estan sujetos

a lo establecido por diversas regulaciones, incluida la Ley General de
Proteccion de datos (GDPR) y la Ley Federal de Privacidad de Datos
(Bundesdatenschutzgesetz, BDSG). Para los demas paises debera tenerse en
cuenta la legislacion vigente en cada uno de ellos.

Mediante la privacidad de datos se pretende evitar que el uso indebido de los
datos personales de los clientes afecte a sus derechos individuales.

Se pretende, ademas, evitar el uso indebido de los datos en las diferentes
fases de su procesamiento e impedir todo abuso sobre asuntos propios o
ajenos dignos de proteccion.

Consejo: El cliente es responsable de que la instalacion,
puesta en servicio y mantenimiento de los sistemas de
comunicacion y servidores cumple con la normativa vigente en
materia de proteccion de datos y derecho laboral y de seguridad
en el trabajo.

Los empleados de Unify Software and Solutions GmbH & Co. KG estan
sujetos a las normas internas que exigen un trato confidencial de los secretos
empresariales y de los datos confidenciales.

A fin de actuar siempre conforme a las normas legales debe tener presentes en
todo momento (también en las tareas de asistencia técnica, ya sea en visitas

al cliente o al efectuar la teleasistencia) las reglas indicadas a continuacion. De
esta forma, no sélo protegera los intereses de sus y nuestros clientes, sino que
evitara igualmente consecuencias para su persona.

Colabore para garantizar la privacidad y seguridad de los datos, actuando con
la responsabilidad que ello requiere:

» Ponga especial atencion en que solo las personas autorizadas tengan
acceso a los datos de los clientes.

» Aproveche siempre las posibilidades que le ofrece la asignacién de
contrasenas; evite que éstos puedan quedar al alcance de personas no
autorizadas, p. €j., al apuntarlos en notas.

+ Tome las medidas necesarias para impedir que las personas no autorizadas
hagan uso de los datos de cliente o los procesen en la forma que sea
(almacenar, modificar, transferir, bloquear, borrar).

» Evite el acceso de personas no autorizadas a los soportes de datos, tales
como CD/DVD de copia de seguridad o impresos de protocolo. tanto al
realizar las tareas de asistencia técnica como en el transporte y en el
almacenamiento.

» Elimine por completo los soportes de datos que ya no se necesiten y no deje
nunca documentos al alcance de personas no autorizadas.

» Colabore con el cliente: creara asi una base de confianza y gozara de
mayor credibilidad.
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2.3.7 Normas técnicas y conformidad de OpenScape Business X

Aqui encontrara informacién sobre el cumplimiento de las exigencias
establecidas (conformidad) por los sistemas de comunicacién OpenScape
Business X.

2.3.7.1 Conformidad CE

La certificacion de conformidad (marcado) CE se basa en: Directiva sobre baja
tension 2014/35/UE; (Diario Oficial de la UE L96, 29/03/2014, pags. 357-374)
Directiva sobre compatibilidad electromagnética 2014/30/UE; (Diario Oficial

de la UE L96, 29/03/2014, pags. 79-106) Directiva sobre restriccion de uso

de ciertas sustancias peligrosas 2011/65/UE; (Diario Oficial de la UE L174,
01/07/2011, pags. 88—110)

Referencias normativas
Safety EN 62368-1

Compatibilidad EN55032 (EMC Emission)
electromagnética CE
EN55024 (EMC Immunity Residential)

2.3.7.2 Conformidad con normas estadounidenses y canadienses

Referencias normativas

Seguridad en EE. UU. y CSA/UL 62368-1
Canada

Compatibilidad ICES-003 Apartado 6 Clase B
de emisiones

electromagnéticas EMC

Canada

Compatibilidad FCC 47 CFR Parte 15 Subparte B Clase B
de emisiones

electromagnéticas EMC
EE. UU.

Numero de registro FCC y valor de conexién

En la trasera de la carcasa de los sistemas de comunicacién hay una etiqueta
con el numero de registro FCC, el valor de conexion (Ringer Equivalence
Number, REN) y mas informacién. Si se solicita, esta informacién se puede
transferir a la compafiia telefénica.

2.3.7.3 Conformidad con las normas internacionales

Referencias normativas
Safety IEC 60950-1 and IEC 62368-1
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Referencias normativas

EMC Emission (Emision | CISPR 32
CE)

2.3.8 Condiciones de servicio

Respete las condiciones climaticas y mecanicas para el funcionamiento de los
sistemas de comunicacion OpenScape Business X y OpenScape Business S y
del servidor Business UC Booster Server (servidor de aplicaciones).

2.3.8.1 Condiciones de servicio de OpenScape Business X

Se indican las condiciones climaticas y mecanicas para el servicio de los
sistemas de comunicacion OpenScape Business X.

Condiciones de servicio climaticas

Margen de servicio limite:

» Temperatura ambiente: + 5 a + 40 °C (41 a 104 °F)

Humedad absoluta del aire: 1a25g HZO/m3
* Humedad relativa del aire: 5 a 80%
La ventilacion de los sistemas de comunicacion se hace por conveccion. Con

OpenScape Business X5W es obligatorio el uso de ventilacion forzada si hay
mas de 32 interfaces a/b.

Nota: Danos por aumentos locales de temperatura

Evite que los sistemas de comunicacién reciban la accion
directa de los rayos del sol o que aumente de temperatura por
fuentes de calor.

Nota: Daros por condensacion de humedad del aire

Evite por todos los medios que durante el funcionamiento se
produzca condensacion por humedad ambiental sobre o en los
sistemas de comunicacion.

El sistema de comunicacién tiene que estar totalmente seco
antes de proceder a la puesta en servicio.

Condiciones de servicio mecanicas

Los sistemas de comunicacion se han disefiado basicamente para su uso
estacionario.
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2.3.8.2 Condiciones de servicio de OpenScape Business S y OpenScape Business UC
Booster Server

Puede consultar los datos sobre las condiciones mecanicas y climaticas para
el funcionamiento de OpenScape Business S y OpenScape Business UC
Booster Server (servidor de aplicaciones) en la documentacion del fabricante
del PC de servidor y de los demas componentes.
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3 Preparar la instalacién de OpenScape Business X3/X5/
X8

Antes de que se puedan configurar y ponerse en marcha sistemas de
comunicacion X3/X5/X8 por primera vez, debe encontrarse un lugar de montaje
adecuado que cumpla con las condiciones servicio (consultar Condiciones de
servicio de OpenScape Business X), y se deben realizar algunas actividades de
preparacion.

3.1 Requisitos para la instalacion

Para la instalacion de los sistemas de comunicacion OpenScape Business X3/
X5/X8 se requieren diferentes herramientas. Para seleccionar el lugar de
montaje hay que tener en cuenta determinados requisitos. Para utilizar los
sistemas de comunicacion en los EE. UU. y Canada hay requisitos especiales
para la conexion de tension de red.

OpenScape Business X3W y OpenScape Business X5W solo se pueden
montar en una pared.

OpenScape Business X3R y OpenScape Business X5R son sistemas de
comunicacién con caja de rack de 19" que se pueden montar en un armario de
19", exentos (operacién de escritorio) o en pared.

OpenScape Business X8 es un sistema de comunicacion modular que se
puede utilizar como sistema de box unico (armario basico) o como sistema de
box doble (armario basico + armario de ampliacién). OpenScape Business X8
se puede montar de forma autébnoma o en un armario de 19 pulgadas.

Atencion: La instalacion de los sistemas de comunicacién solo debe llevarlo a
cabo personal especializado y autorizado.

Herramientas y medios auxiliares

Se necesitan las siguientes herramientas y medios auxiliares:

» Alicates de corte universal, tenaza de teléfono, pelacables, tenaza de boca
plana

» Juego de destornilladores planos

* Juego de destornilladores de estrella Pozidriv

» Juego de destornilladores TORX

* Metro

» Llave allen o llave de estrella de 8 mm, llave allen de 13 mm (solo para X8)

» Llave modular (solo para X8)

» Taladro, martillo, nivel (solo para montaje mural)

» Herramienta de perforacion para regletas de division y de clasificaciéon en
distribuidores principales

» Multimetro digital para comprobar las conexiones a tierra y las tensiones
parciales

Requisitos generales para la eleccion del lugar de montaje

Al elegir el lugar de montaje hay que seguir siempre estas indicaciones:
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El sistema de comunicacion (y el armario de 19 pulgadas) no se puede
exponer a la accién directa de fuentes de calor (p. €j., rayos de sol,
radiadores, etc).

El sistema de comunicacion (y el armario de 19 pulgadas) no se puede
exponer a ambientes con mucho polvo.

Evitar todo contacto del sistema de comunicacién (y del armario de 19
pulgadas) con agentes quimicos.

Hay que evitar siempre que durante el funcionamiento se produzca
condensacion por humedad ambiental sobre o en el sistema de
comunicacion.

El sistema de comunicacion debe estar totalmente seco para poder ponerlo
en servicio.

Hay que evitar el uso de moquetas estandares ya que producen cargas
electrostaticas.

Hay que atender las condiciones climaticas y mecanicas del servicio del
sistema de comunicacioén (consulte Condiciones de servicio OpenScape
Business X).

Se tiene que poder acceder facilmente al conector del cable de conexion de
red para poder interrumpir en cualquier momento la conexién del sistema de
comunicacion a la tensién de red.

Hay que comprobar que haya espacio suficiente para un distribuidor
principal y otros dispositivos adicionales.

Solo para EE. UU. y Canada: la distancia entre dispositivos de Unify GmbH
& Co. KG y otros electrodomésticos debe ser de al menos 101,6 cm (40").
Segun el National Electrical Code (NEC), en la parte delantera de los
electrodomésticos debe guardarse una distancia minima de 91,4 cm (36”) y
una distancia de 101,6 cm (40”) con otras instalaciones eléctricas.

Requisitos especiales con X3R/X5R para la seleccion del lugar de montaje

Al elegir el lugar de montaje hay que seguir siempre estas indicaciones:

Hay que mantener una separacién minima de 10 cm a la carcasa para
garantizar una ventilacion suficiente del sistema de comunicacion.

Requisitos especiales con X3W/X5W para la seleccion del lugar de
montaje

Al elegir el lugar de montaje para el montaje mural hay que seguir siempre
estas indicaciones:

32

Hay que mantener libres las distancias minimas con la carcasa indicadas a
continuacion para garantizar una ventilacion suficiente de los sistemas de
comunicacion:

— Lado izquierdo: 30 cm (para el servicio de los médulos)
— Lado derecho, arriba y abajo: 10 cm

Solo para EE. UU y Canada: la sala donde se monta el sistema de
comunicacién debe tener suficiente lugar para las tareas de instalacion y de
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mantenimiento (por ejemplo para retirar y colocar la tapa de la carcasa). La
imagen siguiente muestra los requisitos de espacio.

Es recomendable utilizar una plancha de madera contrachapada con un
grosor minimo de 127 mm (0,5") y unas medidas minimas de 122 x 122 cm

(4x4 pies).
Main Distribution Frame
Leave [alelele [elelele)
46 cm (18%) OpenScape 2ﬂ,3ﬁcm
- free .| Businezs (87
Tl KIwrew
4 L L
b
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o
Ell'_
=
=2
= Phywood backboard
s 122122 cm (4 x 4 f.)
1r
The system measures 18 by 17.7° (46 x 45 cm}. The following spaces should be allowed
18 (46 cm) of clearance on the left, and at least 8 (20,3 cm) of clearance on the top and
right. Allow 20F (50,8 cm ) of clearance on the bottom (for cables).

Requisitos especiales con X8 para la seleccion del lugar de montaje con
montaje independiente

Al elegir el lugar de montaje con montaje autbnomo, hay que tener siempre en
cuenta lo siguiente:

» Hay que mantener una distancia minima de 50 mm entre el borde inferior
de un armario del sistema y el suelo y entre armarios del sistema montados
uno sobre el otro para garantizar una ventilacién suficiente de los armarios
del sistema.

* En caso de montar los armarios del sistema superpuestos, el armario basico
debe montarse siempre abajo.

» Delante y después de los armarios del sistema hay que mantener una
distancia minima de 10 cm para permitir el servicio de los médulos vy el
cableado.

Requisitos especiales con X8 para la seleccion del lugar de montaje con
montaje en armario de 19 pulgadas

Al seleccionar el lugar de montaje para montaje en armario de 19" hay que
tener siempre en cuenta lo siguiente:
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Los armarios de 19" para el montaje del sistema de comunicacion
OpenScape Business X8 deben tener las siguientes propiedades:

— Los componentes instalados en el armario de 19 pulgadas deben estar
accesibles por delante y por detras.

— Los componentes se deben montar en la parte delantera o trasera del
armario de 19" (al menos cuatro largueros verticales).

— Se recomienda un ancho de armario de 70 a 80 mm y una profundidad
de como minimo 60 mm. Una profundidad mayor del armario (80 - 90
mm) facilita el montaje y hace mas cdmodo el servicio de cable y la
instalacion de mas componentes en el lado posterior del armario.

— Las escuadras de soporte necesarias para el montaje de los armarios
del sistema deben admitir una carga minima de 40 kg. Las escuadras de
montaje debe proporcionarlas el proveedor del armario de 19".

— Los armarios del sistema deben sujetarse con las escuadras de sujecion
suministradas en los largueros del armario.

Mediante la placa gris de plastico colocada en la parte superior de los

armarios del sistema debe quedar libre una unidad de altura (una unidad de

altura corresponde aprox. a 1,7” = 43 mm) sobre el armario del sistema. La
placa de plastico no puede ser retirada en ningun caso.

A fin de garantizar la correcta evacuacién del calor, solo esta permitido

montar el armario basico en la posicion mas baja de un armario de 19

pulgadas. Si se trata de un armario de 19 pulgadas con componentes

activos ya montados (que expulsan calor) debera vaciarse o mantenerse
libre el area inferior para el montaje del armario basico. Si los componentes
son inactivos (p. . un panel de interconexion), también esta permitido
montar el armario basico encima.
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* Para garantizar una ventilacion suficiente de los armarios del sistema en un
armario de 19", hay que mantener libres las siguientes distancias minimas:

— Tres unidades de altura entre dos armarios del sistema superpuestos.

— Una unidad de altura por encima de un armario del sistema, si se monta,
p. €j., un panel de interconexion.

Example 1 Example 2

BHNEEBEEUNERREY

— b3 L3 e £R T = oD

Figura 1: OpenScape Business X8 — Ejemplos para un armario de 19"
con una altura de 1,92 m (37 unidades de altura)

Solo para EE. UU. y Canada: Requisitos para la conexion de tensién de
red

La conexién de tension de red de los sistemas de comunicacion debe cumplir
los requisitos especificados a continuacion:
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* Potencias eléctricas conectadas:

Tension Margen de tensién nominal Margen de frecuencia nominal | Configuraciones
nominal de cajas de
desde a desde a ..
conexién
120 V CA/60 Hz 110V c.a. 130 Vc.a. 47 Hz 63 Hz NEMA 5-15, 2
polos, 3 hilos,
puesta a tierra

» Solo para X8: entre la caja de conexion y el sistema de comunicacion
debe enchufarse una proteccién contra sobretension relacionada en UL
o certificada en CSA. Por cada proteccion contra sobretension se pueden
conectar como maximo dos armarios del sistema.

Nota: El sistema de comunicacién OpenScape Business X8
no se puede enchufar directamente a una toma.

» Solo para X3/X5: entre la caja de conexion y el sistema de comunicacioén
debe enchufarse una proteccion contra sobretension.

» Solo para X8: la fuente de tensién no puede distar del sistema de
comunicacion mas de 2,4 m (8 pies) y debe suministrar una tension de 120
V c.a. (monofasica, protegida) con 50-60 Hz y 20 A.

» Solo para X3/X5: la fuente de tensién no puede distar del sistema de
comunicacion mas de 2 m (6 pies) y debe suministrar una tensiéon de 120 V
c.a. (monofasica, protegida) con 50-60 Hz.

» Para cada sistema de comunicacién se deberia utilizar un circuito de
corriente propio con un conductor de proteccion aislado.

« En el interruptor principal del suministro de tension de red hay que colocar
un aviso para evitar el apagado accidental del suministro de corriente de un
sistema de comunicacion.

3.2 Actividades previas

Antes de realizar el montaje hay que desempaquetar y comprobar los
componentes suministrados.

En la placa principal hay un acumulador para la memoria temporal de fecha y
hora. Es posible que las placas base de versiones anteriores se suministren
con una lamina protectora de la bateria. Antes de poner en servicio el sistema
de comunicacion hay que retirar la lamina protectora.

A partir de las siguientes versiones no se utiliza la lamina protectora de la
bateria:

. $30810-Q2959-X-6 (OCCM)
. $30810-Q2959-Z-5 (OCCMR)
. S30810-Q2962-X-7 (OCCL)

3.2.1 CoOmo desempaquetar los componentes

Desempaquete el sistema de comunicacion y los componentes suministrados
siguiendo este procedimiento:
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Paso a paso

1) Abra el embalaje sin dafiar el contenido.

2) Compruebe si los componentes suministrados corresponden a los datos
indicados en la nota de entrega.

3) Si se ha producido algun tipo de desperfecto durante el transporte, pdngase
en contacto con la direccion indicada en la nota de entrega.

4) Elimine el material de embalaje siguiendo las normas especificas de cada
pais

Atencion:
Descarga eléctrica al tocar los cables con tensién

Utilice solo sistemas de comunicacion, equipos y medios operativos
que se encuentren en perfecto estado. Esta prohibido poner en
servicio dispositivos con dafios externos.

3.2.2 Como retirar la tapa de la carcasa en X3W/X5W

Paso a paso

1) Suelte los dos cierres atornillables de la tapa de la carcasa con un
destornillador plano.

2) Retire la tapa de la carcasa

! PRECAUCION: Heridas por cortes provocados con los cantos
afilados de la chapa de proteccion
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Coja la tapa de carcasa siempre desde fuera. De lo contrario, existe
peligro de sufrir cortes por la chapa protectora del interior de la
carcasa, que podria tener cantos cortantes.
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4 Preparacion para la instalacion inicial del OpenScape
Business UC Booster Server

Para poder instalar y poner en servicio por primera vez del servidor OpenScape
UC Business Booster, hay que hacer algunos preparativos.

El servidor UC Booster Server solamente es compatible en combinacién con
las siguientes placas base:

+ OCCM
+ OCCMR
+ OCCL

El siguiente sistema no requiere un servidor UC Booster Server:

+ OCCMA
+ OCCMB
+ OCCMRA
+ OCCMRB
+ OCCLA

Para OpenScape UC Business Booster Server, el software de comunicacion de
OpenScape Business se instala en un servidor Linux.

Puede consultar los requisitos previos del servidor Linux y la instalacion del
sistema operativo Linux en Instalacion del servidor Linux en la pagina 157.

Puede consultar los requisitos previos de OpenScape Business UC Booster
Server y la instalacién del software de comunicacién OpenScape Business en
Configuracion inicial de OpenScape Business UC Booster en la pagina 261.
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5 Instalacion de hardware por OpenScape Business X3W/
X5W

Se describe el montaje estandar mas realizado para los sistemas de
comunicacién OpenScape Business X3W y OpenScape Business X5W.

OpenScape Business X3W y OpenScape Business X5W solo se pueden
montar en una pared.

Atencién:
Descarga eléctrica al tocar los cables con tension

« Solo se puede trabajar con la carcasa abierta si el sistema esta sin
tension.

* Antes de iniciar cualquier trabajo, compruebe si todos los circuitos
de corriente estan sin tensién. Jamas dé por sentado que al
desconectar un fusible o un interruptor principal se han interrumpido
efectivamente todos los circuitos de corriente.

5.1 Tipo de montaje

Los sistemas de comunicacion OpenScape Business X3W y OpenScape
Business X5W solo se pueden utilizar con montaje mural.

5.1.1 Cémo fijar el sistema de comunicacion a una pared

Requisitos previos

Se han tenido en cuenta los requisitos para elegir el lugar de montaje (consulte
Requisitos para la instalacion en la pagina 31).

Hay una pared con capacidad de carga y con espacio suficiente para el
montaje del sistema de comunicacién y demas componentes (p.€j., un
distribuidor principal).

Paso a paso

1) Fije las plantillas para taladro suministradas en el lugar de montaje deseado.

2) Haga tres agujeros.

3) Inserte los tacos en los agujeros del taladro y fije los tornillos dejandolos
sobresalir unos 5 mm.
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Puesta a tierra de proteccion

4) Cuelgue el sistema de comunicacion en los orificios de fijacion y alinéelo.

Open Scape Business X3WX5W

- ‘ . |lupscD

Mounting holes
+in the rear wall of
the housing

B | =

Figura 2: OpenScape Business X3W/X5W - Orificios de fijacion en la
pared trasera de la carcasa

5) Apriete los tres tornillos.

5.2 Puesta a tierra de proteccion

La puesta a tierra de proteccion brinda una conexién segura al potencial
de tierra para protegerlo frente a altas tensiones de contacto en caso de un
funcionamiento incorrecto.

Atencion:
Descarga eléctrica al tocar los cables con tensién

» Utilice conductores de proteccién de tierra independientes para
brindar una puesta a tierra de proteccion para los sistemas de
comunicacién OpenScape Business X3W y OpenScape Business
X5W vy, posiblemente, para cualquier distribuidor que se utilice.
Conecte su sistema de comunicacién y su distribuidor principal
al conductor de proteccion de tierra antes de poner en servicio el
sistema y conectar los teléfonos y lineas.

» Asegurese de que los conductores de proteccion de tierra colocados
estén protegidos y sin tension.

Atencion:
Montaje de terminal de puesta a tierra de proteccion

En caso de una migracion de HiPath 3350/3550 a OpenScape Business
X3W/X5W, el terminal de puesta a tierra de proteccién tiene que
instalarse como se muestra en la imagen: Montaje del terminal de
puesta a tierra de proteccion.
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A continuacion, el conductor de proteccion a tierra tiene que conectarse
como se describe en Como proporcionar una puesta a tierra de
proteccion para el distribuidor principal MDFU.

OpenScape Business X3W/X5W

LY

@ Ground wire
onnection

é,'

Figura 3: Montaje del terminal de puesta a tierra de proteccién

5.2.1 Como establecer una puesta a tierra de proteccion para el MDFU del
distribuidor principal

Requisitos previos

Hay disponible una conexién de puesta a tierra de baja impedancia.

APELIGRO:

Descarga eléctrica al tocar los cables con tensién

Solo pueden realizar trabajos en la red de baja tension (<1000 V ca)
técnicos eléctricos con la calificacion pertinente. Se deben cumplir todas
las normativas nacionales y locales relativas a conexiones eléctricas.

Atencion:

Descarga eléctrica al tocar los cables con tensién

» Utilice conductores de proteccion de tierra independientes para
brindar una puesta a tierra de proteccion para los sistemas de
comunicaciéon OpenScape Business X3W y OpenScape Business
X5W vy, posiblemente, para cualquier distribuidor que se utilice.
Conecte su sistema de comunicacién y su distribuidor principal
al conductor de proteccion de tierra antes de poner en servicio el
sistema y conectar los teléfonos y lineas.

» Asegurese de que los conductores de proteccion de tierra colocados
estén protegidos y sin tension.
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La puesta a tierra del sistema de comunicacion y del distribuidor principal
externo debe ejecutarse desde el punto de toma de tierra, en configuracién de
estrella.

Es obligatorio cumplir las normas de implementacion especificadas en las
normativas IEC 60364, IEC 60950-1 e IEC 62368-1 durante la instalacion.

Nota: Los requisitos enumerados también son aplicables si
utiliza un modelo de distribuidor principal de otro proveedor, en
lugar del MDFU.

Siga este procedimiento para garantizar una correcta puesta a tierra de
proteccion:

Paso a paso

1) Fije un conductor de puesta a tierra independiente al terminal de puesta a
tierra del sistema de comunicacion.

2) Utilice una brida para fijar el conductor de puesta a tierra al sistema de
comunicacién y librarlo de cualquier tensién.

3) Si hay presente un MDFU: Fije un conductor de puesta a tierra
independiente al terminal de puesta a tierra del distribuidor principal MDFU.

4) Si hay presente un MDFU: Utilice una brida para fijar el conductor de puesta
a tierra a la carcasa del distribuidor principal MDFU vy librarlo de cualquier
tension.
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5) Elija una de estas opciones:

* No valido para EE. UU. y Canada - Varilla de compensacion de
potencial

Conecte los conductores de puesta a tierra independientes con la toma
de tierra (por ejemplo, la varilla de compensacion de potencial del
edificio), tal y como muestra el diagrama conceptual.

O penScape Business X3W/X5W MDFU
DICPSM
@ @ Ground wre

connection

Ground wire
connechon
1_.
R

Cable with connector

Recommended: 2.5 mn¥ thick wire
(solid or stranded copper) with a
miax. length of 39 m {126 feet); bare
or greenfyellow

pipes, or grounding for antenna system

bonding of the bullding | .. ..
But not: Central heating system, sewer I

Asegurese de que todos los conductores de proteccidn de tierra
colocados estén protegidos y sin tension. La seccion transversal minima

de los conductores es de 12 AWG/2,5 mmZ. Si no es posible proteger un
conductor de puesta a tierra, se necesita una seccién transversal minima

del conductor de 10 AWG/4 mm? para bloquear los efectos de factores
externos.
* No valido para EE. UU. y Canada - Salida a la red de baja tension

Conecte una caja de empalmes a la red de baja tensién cerca de la toma
Schuko de la pared a la cual esté enchufada el sistema de comunicacion.
Utilice un conductor de puesta a tierra independiente para establecer una
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conexion fija a la caja de empalmes, como se muestra en el diagrama

conceptual.
O penScape Business X3W/X5W MDF U
OCPSM
@ @' Ground wire
¢ oninec tion
Ground wire
¢ oninec ton
L
- Py =Y
Cable warth
connector
2300 ~ L

P66

Schuko wall socket

Recommended: 1.5 mny thick wire
(=olid or stranded copper) with a
max. length of 2 m (6.56 feet);
greentyellow

Grounding point; junction box
@. @ @ next to the Schuko wall socket

Asegurese de que todos los conductores de proteccion de tierra
colocados estén protegidos y sin tension. La seccién transversal minima

de los conductores es de 16 AWG/1,5 mm?.

* No valido para EE. UU. y Canada - Enchufe bloqueable con puesta a
tierra para conexién a la red de baja tension

Inserte el enchufe bloqueable con puesta a tierra (un modelo de Schuko
especial equipado con un conductor de toma de tierra de protecciéon
fijo) en una toma de pared de la red de baja tension y bloquee el
enchufe. Utilice el conductor de puesta a tierra conectado al enchufe
para establecer una conexion fijada al sistema de comunicacién, como
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se muestra en el diagrama conceptual. Utilice un segundo enchufe
bloqueable con puesta a tierra si hay instalado un MDFU.

O penScape Business X3W/X5W

MDF U

OCPSM

LY

Ground wre

Ground wire
connechon

© e

connection

Cable with
Connector

Lockable
grounded plug

Recommended: 1.5 mn¥ thick wire
with a max. length of Zm (5.56 feet)

9696

Wall socket

46

Asegurese de que todos los conductores de proteccion de tierra
colocados estén protegidos y sin tension. La seccién transversal minima
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del conductor es de 16 AWG/1,5 mm? hasta 2 metros y de al menos 12
AWG/2,5 mm? para 2 o mas metros.

Solo para EE. UU. y Canada: Barra principal de toma de tierra
Conecte los conductores de puesta a tierra independientes con la toma

de tierra (por ejemplo, la pica principal de toma de tierra o un electrodo
de toma de tierra), tal y como muestra el diagrama conceptual.

OpenScape Business X3W/IX5W MDF U
e
UPSC-D
@ @ Ground wire
] connection

Ground wire

Connection

1_.

- P =

Fuse box 204

120 VAC, B0 Hz [===-"1

Wwreg ol
1

Cable with connector

neutral ground gy gt @

Recommended: 12 ANGI2.5 mime
Mains thick wire (solid or stranded copper)
connection with a max. length of 38 m (126
feet); bare or greenfyellow

Grounding peint, e.g., main
ground busbar

Power supply panel, via which power
to the communication system is

N ote: Single Point Ground (3PG ) shown

supplied

Asegurese de que todos los conductores de proteccion de tierra
colocados estén protegidos y sin tension. La seccién transversal minima

2 o .
de los conductores es de 12 AWG/2,5 mm®~. Si no es posible proteger un
conductor de puesta a tierra, se necesita una seccién transversal minima
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Cable de conexion para la conexion directa de teléfonos, lineas urbanas, etc.

del conductor de 10 AWG/4 mm? para bloquear los efectos de factores
externos.

5.2.2 Coémo comprobar la puesta a tierra de proteccién

Requisitos previos

El sistema de comunicacion ain no esta conectado con la red de baja tension
a través del cable de conexion de red.

La puesta a tierra de proteccion por separado para el sistema de comunicacion
y para el distribuidor principal utilizado (en su caso) esta conectada.

Antes de la puesta en servicio, realice este test para garantizar una correcta
puesta a tierra de proteccion del sistema de comunicacién y del distribuidor
principal, en su caso.

Paso a paso

1) Compruebe la resistencia 6hmica de la conexién del conductor
independiente de proteccion con el sistema de comunicacion:

La medicidn se realiza entre el contacto de puesta a tierra de una caja
de conexion de la red doméstica (en el lugar de conexion del sistema de
comunicacion) y la carcasa del sistema de comunicacion.

2) Si se utiliza un distribuidor principal, compruebe la resistencia 6hmica de
la conexion del conductor independiente de proteccion con el distribuidor
principal.

La medicién se realiza entre el contacto de puesta a tierra de una caja
de conexion de la red doméstica (en el lugar de conexion del sistema de
comunicacion) y la carcasa del distribuidor principal.

El resultado (valor nominal) de la mediciéon debe ser claramente inferior a 10
ohmios.

Si se obtuviera otro resultado, pdngase en contacto con un técnico eléctrico
cualificado. Debera comprobar la compensacion de potencial de la instalacién
principal y garantizar el bajo ohmiaje del enlace de cable de proteccion.

5.3 Cable de conexion para la conexion directa de teléfonos, lineas

urbanas, etc.

48

Con el modelo para montaje mural de OpenScape Business, los teléfonos,
lineas urbanas, etc. se conectan directamente con el modulo.

CABLU C39195-A7001-B126

CABLU con

* ocho bornes atornillables Wieland para la conexion directa en los conectores
de tarjeta de los médulos de los modelos de OpenScape Business para
montaje mural
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Indicaciones para la configuracién

* 8 x cuatro tomas RJ45 para la conexion de teléfonos Upge y de teléfonos y
dispositivos analégicos

8 » 4 RJ45 jacks fior connecting Lo
phones and analeg phenes and devices

& Wieland screwterminals, plugged into the
edge connectors of the boards

Figura 4: CABLU C39195-A7001-B126

Borne atornillable Wieland

Si se utilizan bornes atornillables Wieland sueltos, las lineas de conexién de
los teléfonos, de las lineas analdgicas, etc. también se deben conectar por
separado.

Plug connection: inserted on edge
connector of board

Wieland screw clamp

Screw connections: connection of
telephones, trunks, etc.

Figura 5: Borne atornillable Wieland

5.4 Indicaciones para la configuracién

Las indicaciones de configuracion incluyen informacién sobre los slots para
maédulos de los sistemas de comunicacion OpenScape Business X3W y
OpenScape Business X5W.
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5.4.1 Slots de médulos en OpenScape Business X3W

OpenScape Business X3W incluye un soporte para médulos que cuenta
con tres niveles de slots para el equipamiento con médulos y componentes
opcionales.

* Nivel de slots 1: slots para dos médulos periféricos
* Nivel de slots 2: slot para la placa base OCCM
* Nivel de slots 3: slots para cinco opciones

—
E
-
=
Wl (]
&
= [ar]
— W
o
3]
ui L%
= .
wl e
0
1 2 3
Slot levels

Figura 6: OpenScape Business X3W — Slots de médulos

5.4.2 Slots para médulos en OpenScape Business X5W

OpenScape Business X5W incluye un soporte para médulos con seis niveles
de slots.

Los niveles de slots vienen equipados de la siguiente manera:

* Niveles de slots 1 a 3: slots para dos modulos periféricos cada uno
* Nivel de slots 4: slot para la placa base OCCM, OCCMA y OCCMB
* Nivel de slots 6: slot para cinco opciones
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Figura 7: OpenScape Business X5W - Slots para médulos

En los sistemas nuevos Unicamente se puede utilizar el kit de ventiladores
nuevo (L30251-U600-A985). No se pueden conectar los kits de ventiladores
existentes (L30251-U600-A918).

Nota: En caso de que se sustituya una fuente de alimentacion
UPSC-D/DR por un OCPSM, no es necesario actualizar los
sistemas OpenScape Business a nuevos backplanes. El kit

de actualizacion de la PSU adecuado contiene todos los
adaptadores y cables necesarios.

Al migrar de HiPath 33xx / 35xx a OpenScape Business, no es
necesario sustituir el backplane existente si se utiliza una fuente
de alimentacion OCPSM en lugar de la PSU y se emplea el kit
de actualizacion de la PSU adecuado.

Los slots del nuevo backplane se reconocen a partir de
OpenScape Business V2. Es necesario actualizar los sistemas
de la version de software V1 a la version V2 antes de sustituir el
backplane antiguo por uno nuevo.

Importante: (*) Con los nuevos backplanes, los sistemas
murales OpenScape Business X5W ya no proporcionan el nivel
de slots 5 (slot 10). Las tarjetas con regletas de enchufes SIPAC
(SLMO24, SLC16N) no se pueden usar junto con el nuevo
backplane.
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Puerto LAN y WAN

5.4.3 Instalacion de modulos

5.4.3.1 Como insertar un modulo

Requisitos previos
La tapa de la carcasa esta desmontada.

Hay disponible un slot para moédulos libre.

Nota: Al trabajar con médulos hay que llevar siempre puesto un
brazalete de puesta a tierra.

Hay que respetar y seguir las medidas de proteccion contra
descargas electrostaticas (consulte Indicaciones de aviso: Aviso
en la pagina 16)

Paso a paso

1) Retire la cubierta de estabilizador.

2) Introduzca el moédulo con ayuda de los rieles guia hasta el tope en el slot de
modulo deseado.

3) Monte la tapa del estabilizador.

5.4.3.2 Cémo retirar un modulo

Requisitos previos

La tapa de la carcasa esta desmontada.

Nota: Al trabajar con médulos hay que llevar siempre puesto un
brazalete de puesta a tierra.

Hay que respetar y seguir las medidas de proteccion contra
descargas electrostaticas (consulte Indicaciones de aviso: Aviso
en la pagina 16)

Paso a paso

1) Retire la cubierta de estabilizador.
2) Extraiga el médulo del soporte para modulos.
3) Monte la tapa del estabilizador.

5.5 Puerto LAN y WAN

Los sistemas de comunicacion OpenScape Business X3W y OpenScape
Business X5W ofrecen diferentes opciones para las conexiones LAN y WAN.

Nota: Para garantizar un blindaje electromagnético suficiente
segun EN 55032, el blindaje de cada cable LAN y WAN se debe
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conectar con conduccion a la carcasa metalica del sistema de
comunicacion.

5.5.1 Realizar la conexion LAN o WAN

Requisitos previos

AAtencién:

Descarga eléctrica al tocar los cables con tensién

Antes de conectar los teléfonos y las lineas, ponga a tierra su sistema
de comunicacion y todos los distribuidores principales que pudiera haber
en uso con conductores de proteccion a tierra independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm (AWG 26) o mayor.
Se recomiendan cables Cat.5 blindados (cables de varios hilos de
hasta 100 MHz para la seccion horizontal y vertical conforme a la
especificacion EN 50288). Tienen especificado un diametro de entre 0,4
y 0,8 mm.

Hay disponible al menos una interfaz LAN o WAN libre (placa base OCCM o
Tablero de aplicaciones OCAB).

Paso a paso

1) Pele el blindaje del cable LAN/WAN unos 3 cm. El blindaje pelado debe
estar en el alcance de una lenglieta en T de la carcasa.

2) Enrolle el blindaje pelado del cable LAN/WAN con cinta adhesiva conductora
(al menos 1,5 vueltas).

3) Fije el blindaje enrollado con cinta adhesiva [A] del cable LAN/WAN con una
brida [B] a una lenglieta en T [C] de la carcasa, de forma que se garantice
una conexién conductora permanente entre el blindaje y la carcasa.
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Conexion urbana

5.6 Conexion urbana

4) Conecte la conexion LAN o WAN deseada con el dispositivo que desea
conectar (interruptor LAN, teléfono IP, médem DSL, etc.).

Los sistemas de comunicacion OpenScape Business X3W y OpenScape
Business X5W ofrecen distintas opciones para la conexion de linea urbana vy,
con ello, para el acceso a la red de comunicacion publica.

De entre las siguientes opciones, seleccione la conexién o conexiones de linea
urbana requeridas para su sistema de comunicacion:

» Conexién de centralita RDSI y acceso individual RDSI a través de una
interfaz Sy (no para EE. UU., Canada)

» Solo para OpenScape Business X5W: conexién multiplex primaria RDSI
mediante interfaz S,y (no para EE. UU. ni Canada)

» Solo para OpenScape Business X5W: conexiéon multiplex primaria RDSI
mediante interfaz T1 (solo para EE. UU. y Canada)

» Solo para OpenScape Business X5W: conexién urbana con protocolo CAS
mediante interfaz CAS (solo para algunos paises)

» Conexién urbana analégica

5.6.1 No para EE. UU. ni Canada: Cémo implementar una conexion de
centralita RDSI o un acceso individual RDSI mediante una interfaz S,

54

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Antes de conectar los teléfonos y las lineas, ponga a tierra su sistema
de comunicacién y todos los distribuidores principales que pudiera haber
en uso con conductores de proteccion a tierra independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm (AWG 26) o mayor.

Hay al menos una interfaz S libre (placa base OCCM o médulo periférico
STLSX2, STLSX4, STLS2, STLS4).

La interfaz Sy utilizada se debe configurar como conexion de centralita RDSI o
acceso individual RDSI al hacer la puesta en servicio.

Hay disponible una conexion de centralita RDSI o un acceso individual RDSI.
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Paso a paso

Conecte la conexion Sy deseada con el NTBA de la conexion de centralita
RDSI o del acceso individual RDSI.

Elija una de estas opciones:

» Sila conexién se va a establecer a través del distribuidor principal externo
MDFU, conecte el cable de conexion con el NTBA en la regleta divisora/de
clasificacion deseada del MDFU.

« Sidesea realizar la conexién directamente con el sistema de comunicacion
(es decir, mediante un CABLU con bornes atornillables Wieland), inserte el
cable de conexion con el NTBA en la toma RJ45 deseada del CABLU.

5.6.2 No para EE. UU. ni Canada: Cémo realizar una conexion multiplex
primaria mediante una interfaz S, (solo para OpenScape Business X5W)

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Antes de conectar los teléfonos y las lineas, ponga a tierra su sistema
de comunicacion y todos los distribuidores principales que pudiera haber
en uso con conductores de proteccion a tierra independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacién con un diametro minimo de 0,4 mm (AWG 26) o mayor.

OpenScape Business X5W equipa un modulo TS2N.

Hay disponible una conexion multiplex primaria RDSI.

Paso a paso
Conecte la interfaz Sy con el NTPM de la conexion multiplex primaria RDSI.
Elija una de estas opciones:

+ Si utiliza una linea simétrica (120 ohmios), la conexion se realiza mediante
el conector de tarjeta X2 del médulo TS2N. Inserte un borne atornillable
Wieland en el conector de tarjeta y conecte el cable de conexién con el
NTPM.

» Si utiliza una linea Western (cable de interconexion), la conexion se realiza
mediante una toma RJ45 X5 del mddulo TS2N. Inserte el cable de conexion
con el NTPM en la toma RJ45.
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5.6.3 Solo para EE. UU. y Canada: Coémo realizar una conexién multiplex
primaria RDSI mediante una interfaz T1 (solo para OpenScape Business

X5W)

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Antes de conectar los teléfonos y las lineas, ponga a tierra su sistema
de comunicacién y todos los distribuidores principales que pudiera haber
en uso con conductores de proteccion a tierra independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm (AWG 26) o mayor.

OpenScape Business X5W equipa un modulo TST1.

Hay disponible una CSU (Channel Service Unit) aprobada segun FCC Parte 68
y que cumple con la directriz ANSI T1.403. La interfaz T1 no se puede conectar
directamente a la PSTN (Public Switched Telephone Network). Es necesario
activar una CSU entre el sistema de comunicacion y la conexién urbana digital.
Mediante la CSU, OpenScape Business X5W recibe estas caracteristicas:
aislamiento y proteccion de sobretension del sistema de comunicacion,
opciones de diagnostico en caso de error (como Signal Loop Back, Insercion
de sefales de prueba y patrones de prueba) y ajuste de la sefial de salida

de acuerdo a la longitud de linea especificada por el proveedor de red. Una
CSU no es un componente de suministro del sistema de comunicacion
OpenScape Business X5W.

Hay disponible una conexién multiplex primaria RDSI.

Paso a paso
Conecte la interfaz T1 con la CSU (Channel Service Unit).

La conexion se realiza a través del conector de tarjeta X2 del médulo TST1.
Inserte un borne atornillable Wieland en el conector de tarjeta y conecte el
cable de conexion con el CSU.

5.6.4 Solo para algunos paises: CO6mo hacer una conexion de linea urbana
mediante una interfaz E1-CAS (solo para OpenScape Business X5W)

56

Requisitos previos

Atencion:

Descarga eléctrica al tocar los cables con tensién

A31003-P3030-J102-08-7831, 07/2024
OpenScape Business X3/X5/X8, Guia de instalacion



Instalacion de hardware por OpenScape Business X3W/X5W

Antes de conectar los teléfonos y las lineas, ponga a tierra su sistema
de comunicacion y todos los distribuidores principales que pudiera haber
en uso con conductores de proteccion a tierra independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm (AWG 26) o mayor.

OpenScape Business X5W equipa un modulo TCAS-2.

Hay disponible una conexion de linea urbana con el protocolo CAS.

Paso a paso

Conecte la interfaz CAS deseada del modulo TCAS-2 con el NT de la conexién
de linea urbana.

5.6.5 Como realizar una conexién urbana analégica

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Antes de conectar los teléfonos y las lineas, ponga a tierra su sistema
de comunicacion y todos los distribuidores principales que pudiera haber
en uso con conductores de proteccion a tierra independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacién con un diametro minimo de 0,4 mm (AWG 26) o mayor.

Nota:
Peligro de incendio por sobretensién

Con lineas que midan mas de 500 m y lineas que salgan
del edificio, hay que proteger los médulos TLANI2, TLANI4 y
TLANI8 con una proteccién antirrayos externa.

Este tipo de proteccion contra descargas (antirrayos) se
denomina proteccion primaria adicional. La proteccién primaria
adicional se garantiza mediante el montaje de conductores de
descarga de sobretension (con gas) en el distribuidor principal,
en el panel de conexiones o en el punto de entrada de la linea
en el edificio. Para ello, hay que conmutar a tierra un conductor
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de descarga de sobretension con una tensiéon nominal de 230 V
desde cada uno de los conductores que se quieren proteger.

El sistema de comunicacion equipa al menos un médulo TLANI2, TLANI4 o
TLANIS.

Solo para EE. UU., Canada: hay disponible al menos un elemento de seguridad
conforme a UL 497A o CSA C22.2 num. 226. Las indicaciones de instalacion
exigen que la conexion de las lineas urbanas analdgicas se realicen a través de
elementos de seguridad conformes al UL 497A o CSA C22.2 N° 226.

Hay disponible una conexién urbana analdgica con sistema de sefializacion
de teléfonos principales (Ground Start/Arranque tierra o Loop Start/Arranque
bucle).

Paso a paso

Conecte la conexion a/b deseada del médulo deseado con la toma de conexion
TAE de la conexion urbana analdgica.

Elija una de estas opciones:

+ Sila conexién se va a establecer a través del distribuidor principal externo
MDFU, conecte el cable de conexidon con la caja de conexion TAE en la
regleta divisora/de clasificacion deseada del MDFU.

» Sidesea realizar la conexién directamente con el sistema de comunicacién
(es decir, mediante un CABLU con bornes atornillables Wieland), inserte el
cable de conexion con la caja de conexion TAE en la toma RJ45 deseada
del CABLU.

5.7 Conexion de teléfonos y dispositivos

5.7.1 No para EE. UU.

RDSI

58

Los modelos de pared de OpenScape Business ofrecen varias opciones para
conectar teléfonos y dispositivos.

Puede seleccionar las conexiones que requiera para su sistema de
comunicacion de entre las siguientes opciones:

» Conexién directa de teléfonos RDSI (excepto EE. UU. y Canada)

» Conexion de teléfonos RDSI mediante el bus Sy (excepto EE. UU. y
Canada)

» Conexidn de teléfonos Upge

» Conexién de teléfonos y dispositivos analégicos

Nota: Solo se puede conectar un dispositivo analdgico a una
interfaz a/b.

, Canada: como conectar directamente teléfonos

Requisitos previos

Atencion:
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Descarga eléctrica al tocar los cables con tension

Antes de conectar los teléfonos y las lineas, ponga a tierra su sistema
de comunicacion y todos los distribuidores principales que pudiera haber
en uso con conductores de proteccion a tierra independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm (AWG 26) o mayor.

Nota:
Peligro de incendio por sobretension

Solo para las interfaces que se utilizan para conexiones de
extension: con lineas que midan mas de 500 m y lineas que
salgan del edificio, hay que proteger los médulos OCCM,
STLSX2, STLSX4, STLS2 y STLS4 con una proteccion
antirrayos externa.

Este tipo de proteccién contra descargas (antirrayos) se
denomina proteccion primaria adicional. La proteccion primaria
adicional se garantiza mediante el montaje de conductores de
descarga de sobretension (con gas) en el distribuidor principal,
en el panel de conexiones o en el punto de entrada de la linea
en el edificio. Para ello, hay que conmutar a tierra un conductor
de descarga de sobretensién con una tensién nominal de 230 V
desde cada uno de los conductores que se quieren proteger.

Hay al menos una interfaz Sy libre (placa base OCCM o médulo periférico
STLSX2, STLSX4, STLS2, STLS4).

Las interfaces Sy utilizadas tienen que configurarse en la puesta en servicio
como una conexion Sy interna.

Los teléfonos RDSI a conectar deben disponer de alimentacion propia, por
ejemplo, con un alimentador enchufable. La alimentacién no se puede realizar
a través de las interfaces Sy de los médulos OCCM, STLSX2, STLSX4, STLS2

y STLS4.

Paso a paso

1) Conecte la conexion Sy deseada con el teléfono RDSI.

Elija una de estas opciones:

» Sila conexion se va a establecer a través del distribuidor principal
externo MDFU, conecte el cable de conexién con el teléfono RDSI en la
regleta divisora/de clasificacion del MDFU.

+ Sidesea realizar la conexion directamente con el sistema de
comunicacion (es decir, mediante un CABLU con bornes atornillables
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Wieland), inserte el cable de conexién con el teléfono RDSI en la toma
RJ45 deseada del CABLU.

Consejo:

Siga las indicaciones de las instrucciones de instalacién del
teléfono que desea conectar.

2) Silo desea, conecte mas teléfonos RDSI con el sistema de comunicacion
siguiendo el mismo procedimiento.

5.7.2 No para EE. UU., Canada: Cémo conectar teléfonos RDSI por bus S

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Antes de conectar los teléfonos y las lineas, ponga a tierra su sistema
de comunicacién y todos los distribuidores principales que pudiera haber
en uso con conductores de proteccion a tierra independientes.

PRECAUCION:

Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm (AWG 26) o mayor.

Nota:
Peligro de incendio por sobretensién

Solo para las interfaces que se utilizan para conexiones de
extension: con lineas que midan mas de 500 m y lineas que
salgan del edificio, hay que proteger los médulos OCCM,
STLSX2, STLSX4, STLS2 y STLS4 con una proteccion
antirrayos externa.

Este tipo de proteccion contra descargas (antirrayos) se
denomina proteccion primaria adicional. La proteccion primaria
adicional se garantiza mediante el montaje de conductores de
descarga de sobretension (con gas) en el distribuidor principal,
en el panel de conexiones o en el punto de entrada de la linea
en el edificio. Para ello, hay que conmutar a tierra un conductor
de descarga de sobretension con una tension nominal de 230 V
desde cada uno de los conductores que se quieren proteger.

Hay al menos una interfaz Sy libre (placa base OCCM o modulo periférico
STLSX2, STLSX4, STLS2, STLS4).

Las interfaces Sy utilizadas tienen que configurarse en la puesta en servicio
como una conexion Sy interna.
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Los teléfonos RDSI a conectar deben disponer de alimentacion propia, por
ejemplo, con un alimentador enchufable. La alimentacién no se puede realizar
a través de las interfaces Sy de los modulos OCCM, STLSX2, STLSX4, STLS2

y STLS4.

Todos los teléfonos RDSI (extensiones RDSI) deben tener asignado un MSN
(Multiple Subscriber Number) Unico. Esta asignacion se realiza en el menu de
configuracion de la extension RDSI.

Paso a paso

1) Conecte la conexion Sy deseada con la toma de paso Mini-Western del bus
So.

Elija una de estas opciones:

» Sila conexion se va a establecer a través del distribuidor principal
externo MDFU, conecte el cable de conexién con la caja de paso Mini-
Western del bus Sy en la regleta divisora/de clasificacion deseada del
MDFU.

» Sidesea realizar la conexion directamente con el sistema de
comunicacion (es decir, mediante un CABLU con bornes atornillables
Wieland), inserte el cable de conexién con la caja de paso Mini-Western
del bus Sg en la toma RJ45 del CABLU.

Consejo:

Siga las indicaciones de las instrucciones de instalacion del
teléfono que desea conectar.
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2) Para realizar el resto del cableado, siga las indicaciones de la imagen
siguiente.

O penScape Business Mini-Western throughjack
Sg port (MW8)
(with permanently integrated

terminating resistors) EEEE

[8l7le]sl4]3fa]1]

For ISDN phones, the Receive

and Transmit ines must be
>< >< swapped in each case.
AREERERL 1.rd|n[Western socket
- R i
E]
| =
H
Power through local power
SU with RJ45 jack 2 Mini
PRty i T TesT«312T71 | 2 rﬁlnlWestern socket
(MWa)
R i3

3. Mini Western socket

Blrlelsl«l312]1] | faws

o i

[
o e san s —

8. Mini Western socket
|E-TE| | |3 2|1 (MW8)
F{H EIIEIHQ

Terminating resistors (1000hm/ |.|:,.|
0.25 W) in the last socket
! T

3) Instale resistencias de terminacién (100 Ohmios/0,25 W) en la uUltima caja de
conexion del bus Sy.

4) Asegurese de que solo hay resistencias de terminacion en los dos
extremos del bus Sy. Las demas cajas de conexion del bus Sy no necesitan

resistencias de terminacion.

Consejo:

Como las resistencias de terminacién ya estan integradas en
OpenScape Business X3W y OpenScape Business X5W, el
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sistema de comunicacion constituye uno de los extremos de
un bus S

Consejo:

Siga las indicaciones de las instrucciones de instalacion del
teléfono que desea conectar.

5.7.3 Como conectar teléfonos Upge

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Antes de conectar los teléfonos y las lineas, ponga a tierra su sistema
de comunicacion y todos los distribuidores principales que pudiera haber
en uso con conductores de proteccién a tierra independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm (AWG 26) o mayor.

Nota:
Peligro de incendio por sobretensién

Con lineas que midan mas de 500 m y lineas que salgan del
edificio, hay que proteger los médulos OCCM, SLU8, SLMOS8 y
SLMO24 con una proteccion antirrayos externa.

Este tipo de proteccion contra descargas (antirrayos) se
denomina proteccion primaria adicional. La proteccién primaria
adicional se garantiza mediante el montaje de conductores de
descarga de sobretension (con gas) en el distribuidor principal,
en el panel de conexiones o en el punto de entrada de la linea
en el edificio. Para ello, hay que conmutar a tierra un conductor
de descarga de sobretensién con una tensién nominal de 230 V
desde cada uno de los conductores que se quieren proteger.

Hay al menos una interfaz Upgg libre (placa base OCCM o mddulo periférico
SLU8, SLMO8 (solo OpenScape Business X5W) o SLMO24 (solo OpenScape
Business X5W)).
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Paso a paso
1) Conecte la conexién Upge deseada con el teléfono Upge.
Elija una de estas opciones:

» Sila conexién se va a establecer a través del distribuidor principal
externo MDFU, conecte el cable de conexion con el teléfono Upge €n la

regleta divisora/de clasificacion del MDFU.

Consejo: Solo para OpenScape Business X5W: si

se utilizan interfaces Upge de los médulos periféricos
SLMO8 y SLMO24, la conexion solo se puede realizar a
través de un distribuidor principal externo.

* Sidesea realizar la conexion directamente con el sistema de
comunicacion (es decir, mediante un CABLU con bornes atornillables
Wieland), inserte el cable de conexién con el teléfono Upge en la toma

RJ45 deseada del CABLU..

Consejo:

Siga las indicaciones de las instrucciones de instalacion del
teléfono que desea conectar.

2) Silo desea, conecte mas teléfonos Upg,e con el sistema de comunicacion
siguiendo el mismo procedimiento.

5.7.4 Como conectar dispositivos y teléfonos analégicos

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Antes de conectar los teléfonos y las lineas, ponga a tierra su sistema
de comunicacion y todos los distribuidores principales que pudiera haber
en uso con conductores de proteccion a tierra independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacién con un diametro minimo de 0,4 mm (AWG 26) o mayor.

Nota:
Peligro de incendio por sobretension

Con lineas que midan mas de 500 m y lineas que salgan del
edificio, hay que proteger los médulos OCCM, SLAD4, SLADS,
SLAD16, 4SLA, 8SLA, 16SLA, SLA16N y SLA24N con una
proteccion antirrayos externa.
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Emisiones de interferencias

Este tipo de proteccién contra descargas (antirrayos) se
denomina proteccion primaria adicional. La proteccidn primaria
adicional se garantiza mediante el montaje de conductores de
descarga de sobretension (con gas) en el distribuidor principal,
en el panel de conexiones o en el punto de entrada de la linea
en el edificio. Para ello, hay que conmutar a tierra un conductor
de descarga de sobretension con una tension nominal de 230 V
desde cada uno de los conductores que se quieren proteger.

Hay disponible al menos una interfaz a/b libre (placa base OCCM o médulo
periférico SLAD4, SLAD8, SLAD16, 4SLA, 8SLA, 16SLA, SLA16N (solo
OpenScape Business X5W) o SLA24N (solo OpenScape Business X5W)).

Paso a paso

1) Conecte la conexion a/b deseada con el teléfono analégico o el dispositivo
analdgico que desee conectar (fax, médem, TFE-S, etc.).

Elija una de estas opciones:

+ Sila conexién se va a establecer a través del distribuidor principal
externo MDFU, conecte el cable de conexion con el teléfono analégico o
con el aparato analdgico en la regleta divisora/de clasificacién deseada
del MDFU.

Consejo:

Solo para OpenScape Business X5W: si se utilizan
interfaces a/b de los médulos periféricos SLA16N y
SLA24N, la conexion solo se puede realizar a través de
un distribuidor principal externo.

+ Sidesea realizar la conexidon directamente con el sistema de
comunicacién (es decir, mediante un CABLU con bornes atornillables
Wieland), inserte el cable de conexién con el teléfono analégico o con el
dispositivo analdgico en la toma RJ45 deseada del CABLU.

Consejo:

Siga las indicaciones de las instrucciones de instalacion del
teléfono o dispositivo que desea conectar.

2) Silo desea, conecte mas teléfonos o equipos analdgicos con el sistema de
comunicacion siguiendo el mismo procedimiento.

5.8 Emisiones de interferencias
Para atenerse a los limites de emisiones de interferencias que permiten las
especificaciones EMC Clase B, es preciso acoplar casquillos de ferrita a ciertas
lineas del sistema de comunicacion.

Cable de alimentacion

Para reducir al minimo las emisiones de interferencias, el conductor de
alimentacion debe pasarse tendido a través del casquillo de ferrita C39022-
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Z7000-C7 incluido con el paquete de complementos del sistema de
comunicacion.

Cables periféricos

Para reducir al minimo las emisiones de interferencias, los cables periféricos
deben estar equipados con casquillos de ferrita. Utilice con ese fin los cinco
casquillos de ferrita C39022-27000-C6 incluidos en el paquete del sistema de
comunicacion.

Siempre que sea posible, los casquillos de ferrita deben instalarse dentro de la
canaleta del cable. Si el numero de lineas con el que trabaja lo hace imposible,
fije el casquillo de ferrita instalandolo directamente en la canaleta o el conducto
del cable.

Si el numero de casquillos de ferrita incluido no es suficiente para todos los
conductores de conexion, puede adquirir mas: L30460-X1358-X incluye cinco
casquillos de ferrita C39022-Z7000-C6.

* OpenScape Business X3W
— OCCM, OCCMA y OCCMB (placa base)

Los conductores de conexidn de todas las interfaces Upgsg, a/lb y Sp
deben estar equipados con casquillo de ferrita C39022-Z27000-C6.

Los conductores de conexidn deben pasar de nuevo a través del
casquillo de ferrita, atravesandolo dos veces, es decir, formando un
bucle. Cada casquillo de ferrita admite un maximo de tres conductores
de conexion.

— Todos los médulos de linea de extension, lineas urbanas y lineas
directas

Los conductores de conexion de todas las interfaces deben estar
equipados con casquillo de ferrita C39022-Z7000-C6.

Los conductores de conexion deben pasar de nuevo a través del
casquillo de ferrita, atravesandolo dos veces, es decir, formando un
bucle. Cada casquillo de ferrita admite un maximo de tres conductores
de conexion.

* OpenScape Business X5W
— OCCM, OCCMA y OCCMB (placa base)

Los conductores de conexién de todas las interfaces Upg/g, a/lb y Sp
deben estar equipados con casquillo de ferrita C39022-Z7000-C6.

Los conductores de conexidn deben pasar de nuevo a través del
casquillo de ferrita, atravesandolo dos veces, es decir, formando un
bucle. Cada casquillo de ferrita admite un maximo de tres conductores
de conexion.

— Todos los médulos de linea de extension, inalambricos (cordless), lineas
urbanas y lineas directas

Los conductores de conexion de todas las interfaces deben estar
equipados con casquillo de ferrita C39022-Z7000-C6.

Los conductores de conexién deben pasar de nuevo a través del
casquillo de ferrita, atravesandolo dos veces, es decir, formando un
bucle. Cada casquillo de ferrita admite un maximo de tres conductores
de conexion.
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5.8.1 Como colocar una ferrita en la linea de conexion de red

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Antes de la puesta en servicio, ponga a tierra el sistema de
comunicacion y los distribuidores principales que se pudieran estar
utilizando con conductores de proteccion independientes.

La tapa de la carcasa del sistema de comunicacion no esta montada.

Paso a paso
1) Pase la linea de conexion de red por la ferrita incluida en el volumen de
suministro del sistema de comunicacién C39022-Z7000-C7.

2) Coloque la ferrita [A] como se muestra en la imagen siguiente para poder
cerrar la tapa de la carcasa.

5.8.2 Coémo colocar ferritas en las lineas de conexion de periféricos

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Antes de la puesta en servicio, ponga a tierra el sistema de
comunicacion y los distribuidores principales que se pudieran estar
utilizando con conductores de proteccion independientes.

La tapa de la carcasa del sistema de comunicacién no esta montada.

Paso a paso

Seleccione el procedimiento en funcién del sistema de comunicacion y del
mddulo.
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Si

Sistema de comunicacion

Médulo

Entonces

OpenScape Business X3W

OpenScape Business X5W

68

Placa base
OCCM

Todos los
modulos de
linea urbana,
de trafico
cruzado y de
extension

Placa base
OoCcCcM

SLA16N
SLC16N
SLMO8

SLA24N
SLMO24

Pase las lineas de conexion de todas las
interfaces Upge, a/lb y Sy por doble (en un
lazo) por una ferrita C39022-Z7000-C6.

Coloque la ferrita lo mas dentro posible del
canal de cable. Si no es posible hacerlo
por el numero de lineas, coloque la ferrita
inmediatamente en la salida del canal de
cable.

Se pueden utilizar tres lineas de conexién
como maximo por cada ferrita.

Pase las lineas de conexion de todas las
interfaces por doble (en un lazo) por una
ferrita C39022-27000-C6.

Coloque la ferrita lo mas dentro posible del
canal de cable. Si no es posible hacerlo
por el numero de lineas, coloque la ferrita
inmediatamente en la salida del canal de
cable.

Se pueden utilizar tres lineas de conexién
como maximo por cada ferrita.

Pase las lineas de conexién de todas las
interfaces Upge, a/lb y Sy por doble (en un
lazo) por una ferrita C39022-Z7000-C6.

Coloque la ferrita lo mas dentro posible del
canal de cable. Si no es posible hacerlo
por el numero de lineas, coloque la ferrita
inmediatamente en la salida del canal de
cable.

Se pueden utilizar tres lineas de conexién
como maximo por cada ferrita.

Pase el cable de conexién con el conector
SIPAC 1 SU X8 del backplane por dos
ferritas C39022-Z27000-C6.

Coloque la ferrita lo mas dentro posible de
la carcasa.

Pase los dos cables de conexién con

los conectores SIPAC 1 SU X8 y X9 del
backplane por dos ferritas C39022-Z7000-
Ce.

Coloque la ferrita lo mas dentro posible de
la carcasa.
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Tareas finales

Si Entonces
Sistema de comunicacion Moédulo
Todos los Pase las lineas de conexion de todas las
demas interfaces por doble (en un lazo) por una
modulos de ferrita C39022-Z7000-C6.
linea urbana, Coloque la ferrita lo mas dentro posible del
Cordless, . .
de trafico canal de cable. Si no es posible hacerlo
por el numero de lineas, coloque la ferrita
cruzadoyde |: . )
- inmediatamente en la salida del canal de
extension
cable.
Se pueden utilizar tres lineas de conexion
como maximo por cada ferrita.

5.9 Tareas finales

Para finalizar el montaje hay que insertar la tarjeta SDHC, hacer una prueba
visual, colocar la tapa de la carcasa y conectar el sistema a la red eléctrica.

A continuacion se puede poner en servicio el sistema de comunicacion con
el OpenScape Business Assistant (gestion basada en web). Encontrara

la descripcion correspondiente en la ayuda en linea de la gestion basada
en web o en el capitulo "Instalacién inicial de OpenScape Business" de la
documentacién para el administrador.

Nota: En la puesta en servicio inicial del sistema de
comunicacion no esta definido el estado de carga del
acumulador en la placa base. Para conseguir una carga
suficiente, el sistema debe estar al menos 2 dias conectado con
la red eléctrica. Si el sistema se desconecta de la red y el nivel
de carga del acumulador es insuficiente, puede que se bloquee
el periodo de activaciéon por manipulacion del tiempo.

5.9.1 Cémo insertar la tarjeta M.2 SSD o la tarjeta SDHC (sistema con

OCCM)

La tarjeta M.2 SSD o la tarjeta SDHC contiene el software de comunicacion
OpenScape Business y deben montarse/insertarse antes de la puesta en
servicio del sistema de comunicacion.

Paso a paso

1) Compruebe que la proteccion contra escritura de la tarjeta SDHC esté
desactivada (interruptor en direccion de los contactos metalicos).

2) Sitodavia no lo ha hecho, inserte la tarjeta SDHC en el slot para tarjetas
SDHC de la placa base, hasta que encaje. Los contactos metalicos de la
tarjeta SDHC deben ir en direccion de la placa base.
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5.9.2 Coémo efectuar la prueba visual

70

Antes de poner en servicio el sistema de comunicacion hay que efectuar una
prueba visual del hardware, del cableado y del suministro de tension.

Requisitos previos

APELIGRO:

Descarga eléctrica al tocar los cables con tensién

Desconecte todos los circuitos de suministro del sistema de
comunicaciéon antes de comenzar con la prueba visual:

« Desconecte la tension de acumulador, la tension de alimentacion
(LUNAZ2) y la tensién de red de todos los powerbox OpenScape
Business que pudiera haber conectados

» Si hay conectado un powerbox OpenScape Business, desconecte las
lineas de conexion.

» Sihay un set de acumuladores conectores o un acumulador
conectado, tienda las lineas de conexion.

» Extraiga el conector de red del sistema de comunicacion.

Nota:

Al trabajar con mdédulos hay que llevar siempre puesto un
brazalete de puesta a tierra.

Hay que respetar y seguir las medidas de proteccion contra
descargas electrostaticas (consulte Indicaciones de aviso:
Nota).

La tapa de la carcasa del sistema de comunicacién no esta montada.

Paso a paso

1) Desconecte todos los circuitos de corriente de suministro del sistema de
comunicacion.

2) Compruebe si el sistema de comunicacion esta sin tension.

3) Compruebe si la tarjeta SDHC esta bien encajada. La proteccion contra
escritura de la tarjeta SDHC debe estar desactivada (interruptor en direccion
de los contactos metélicos).

4) Compruebe que los moédulos encajan perfectamente.
Si es necesario, compruebe que los moédulos correspondientes estan bien
insertados (consulte Como insertar un moédulo).
5) Compruebe que todos los cables de conexion estan bien tendidos. Por
ejemplo, ¢ hay riesgo de tropezar?
Si es necesario, tienda correctamente los cables de conexidn y de unién.
6) Compruebe si hay conectado un conductor de proteccion independiente en
la conexion del conductor de proteccidn del sistema de comunicacion.

Si es necesario, realice una puesta a tierra de proteccion independiente del
sistema de comunicacion (consulte Cémo conectar a tierra el sistema de
comunicacion y el distribuidor principal MDFU).
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7) Si se utilizan distribuidores principales, compruebe que estan bien
conectados con el conector de proteccion.

Si es necesario, realice una puesta a tierra de proteccion de todos los
distribuidores principales (consulte Como conectar a tierra el sistema de
comunicacion y el distribuidor principal MDFU).

8) Compruebe si la tension nominal del suministro de tension de red
coincide con la tensiéon nominal del sistema de comunicacion (placa de
caracteristicas).

Pasos siguientes

Cierre el sistema de comunicacién con la tapa de la carcasa (consulte Cémo
colocar la tapa de la carcasa).

5.9.3 Como colocar la tapa de la carcasa

Paso a paso

1) Coloque la tapa de la carcasa sobre el sistema de comunicaciéon. Para ello,
coloque los dos pasadores de sujecion en los orificios correspondientes del
soporte para moédulos.

PRECAUCION: Heridas por cortes provocados con los cantos
afilados de la chapa de proteccion
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Coja la tapa de carcasa siempre desde fuera. De lo contrario, existe
peligro de sufrir cortes por la chapa protectora del interior de la
carcasa, que podria tener cantos cortantes.

2) Fije la tapa de la carcasa con los dos tornillos de sujecion.

5.9.4 Como conectar el sistema a la red eléctrica

Paso a paso

Inserte el cable de conexidon de red en la toma del suministro de corriente. El
sistema de comunicacion arranca.

Nota: Deje el sistema conectado a la red eléctrica durante

2 dias al menos para que el acumulador de la placa base se
cargue lo suficiente. Si la carga es insuficiente es posible que el
periodo de activacion se bloquee por manipulacién del tiempo si
se producen repetidos arranques.
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6 Instalacion de hardware por OpenScape Business X3R/

X5R

6.1 Tipos de montaje

Se describe el montaje estandar mas realizado para los sistemas de
comunicaciéon OpenScape Business X3R y OpenScape Business X5R.

OpenScape Business X3R y OpenScape Business X5R son sistemas de
comunicacién con caja de rack de 19" que se pueden montar en un armario de
19", exentos (operacion de escritorio) o en pared.

Atencién:
Descarga eléctrica al tocar los cables con tensién

» Solo se puede trabajar con la carcasa abierta si el sistema esta sin
tension.

» Antes de iniciar cualquier trabajo, compruebe si todos los circuitos
de corriente estan sin tensién. Jamas dé por sentado que al
desconectar un fusible o un interruptor principal se han interrumpido
efectivamente todos los circuitos de corriente.

Los sistemas de comunicacion OpenScape Business X3R y OpenScape
Business X5R se pueden montar en un armario de 19 pulgadas, se pueden fijar
en una pared o se pueden montar como sistemas autbnomos (operacion de
escritorio).

6.1.1 Coémo montar OpenScape Business X3R en un armario de 19

pulgadas

Requisitos previos
Se han tenido en cuenta los requisitos para elegir el lugar de montaje (consulte
Requisitos para la instalacion en la pagina 31).

Hay disponibles tornillos especificos para el armario para fijar las escuadras de
montaje al armario de 19 pulgadas (las suministra el proveedor del armario de
19").
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Paso a paso

1) Fije las dos escuadras de sujecion incluidas en el volumen de suministro a
los laterales del sistema de comunicacién con dos tornillos.

Figura 8: OpenScape Business X3R — Escuadra de sujecion

2) Meta el sistema de comunicacion en el armario de 19 pulgadas y fijelo
al armario de 19 pulgadas con las dos escuadras de sujecion [A] con los
tornillos previstos para ello.

6.1.2 Coémo montar OpenScape Business X5R en un armario de 19"

Requisitos previos
Se han tenido en cuenta los requisitos para elegir el lugar de montaje (consulte
Requisitos para la instalacion en la pagina 31).

Hay disponibles tornillos especificos para el armario para fijar las escuadras
de montaje y la escuadra de sujecion al armario de 19" (las suministra el
proveedor del armario de 19").
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Paso a paso

1) Fije las dos escuadras de sujecion incluidas en el volumen de suministro a
los laterales del sistema de comunicacién con dos tornillos.

Figura 9: OpenScape Business X5R — Escuadras de sujecion

2) Monte una escuadra de montaje derecha y una izquierda (incluidas en el kit
de montaje para el montaje en armario de 19" (C39165-A7027-D1)) en el
armario de 19" con los tornillos correspondientes.

Figura 10: OpenScape Business X5R — Escuadras de montaje

3) Meta el sistema de comunicacion en el armario de 19 pulgadas y
coléquelo sobre las dos escuadras de montaje [A]. Empuje el sistema de
comunicacion al interior del armario de 19", hasta que las dos escuadras de
sujecion queden a ras del marco de 19" delantero.
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4) Fije el sistema de comunicacion al armario de 19" con las dos escuadras de
sujecion [B] con los tornillos correspondientes.

6.1.3 Cémo fijar el sistema de comunicacién a una pared

Requisitos previos

Se han tenido en cuenta los requisitos para elegir el lugar de montaje (consulte
Requisitos para la instalacion en la pagina 31).

Hay una pared con suficiente capacidad de carga para el montaje del sistema
de comunicacion.
Paso a paso

1) Monte las dos escuadras de sujecion [A] y [B] con los tornillos
correspondientes en el fondo de la carcasa del sistema de comunicacion.

2) Taladre un agujero para la escuadra de sujecion superior [A].
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3) Meta un taco en el orificio e introduzca un tornillo dejando que sobresalga
unos 2 mm.

4) Cuelgue el sistema de comunicacién con la escuadra de sujecién superior
[A].
5) Taladre un agujero para la escuadra de sujecion inferior [B].

6) Meta un taco en el orificio y fije la escuadra de sujecion inferior [B] con un
tornillo.

6.2 Puesta a tierra de proteccion

La puesta a tierra de proteccién permite establecer una conexién segura con el
potencial de masa para proteger el sistema de tensiones peligrosas en caso de
error.

Atencion:
Descarga eléctrica al tocar los cables con tensién

» Haga la puesta a tierra de los sistemas de comunicacion OpenScape
Business X3R y OpenScape Business X5R con un conductor de
proteccion independiente. Conecte el sistema de comunicacion antes
de la puesta en servicio y de la conexion de teléfonos y lineas con el
conductor de proteccion de tierra.

* Ha de procurarse un tendido con proteccién y una descarga de
traccién del conductor de proteccion.

6.2.1 Puesta a tierra de proteccion con montaje en armario de 19"

La puesta a tierra de proteccion del sistema de comunicacion se realiza
mediante el embarrado equipotencial del armario de 19".

6.2.1.1 Cémo instalar una puesta a tierra de proteccioén para el sistema de

comunicacion

Requisitos previos
Debe disponer de un conductor de puesta a tierra de protecciéon con una

.y - 2 . .
seccion transversal minima de 12 AWG/2,5 mm® y un terminal de anilla
(fijese en la siguiente figura). Si no es posible proteger un conductor de
puesta a tierra, se necesita una seccion transversal minima del conductor de

10 AWG/4 mm? para bloquear los efectos de factores externos.
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Hay disponible una conexion de puesta a tierra de baja impedancia.

El armario de 19 pulgadas se conecta con la puesta a tierra a través de un
conductor de puesta a tierra independiente (verde/amarillo). El armario de 19
pulgadas esta equipado con una varilla de compensacion de potencial, a la
que se puede unir el sistema de comunicacion por medio de una conexién de
puesta a tierra separada.

APELIGRO:

78

Descarga eléctrica al tocar los cables con tensién

Solo pueden realizar trabajos en la red de baja tension (<1000 V ca)
técnicos eléctricos con la calificacion pertinente. Se deben cumplir todas
las normativas nacionales y locales relativas a conexiones eléctricas.

Atencion:
Descarga eléctrica al tocar los cables con tensién

» Utilice conductores de conexién independientes para establecer la
puesta a tierra de proteccion para los sistemas de comunicacion
OpenScape Business X3R y OpenScape Business X5R. Conecte
el sistema de comunicacion antes de la puesta en servicio y de la
conexion de teléfonos y lineas con el conductor de proteccion de
tierra.

* Asegurese de que los conductores de proteccion de tierra colocados
estén protegidos y no sufran tensiones.

Es obligatorio cumplir las normas de implementacion especificadas en las
normativas IEC 60364, IEC 60950-1 e IEC 62368-1 durante la instalacion.

Siga este procedimiento para garantizar una correcta puesta a tierra de
proteccion:
Paso a paso

1) Instale el terminal de anilla [1] del conductor de puesta a tierra
independiente como se indica en la figura, con la ayuda de una arandela de
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seguridad [2] y un tornillo M4 [3] para fijarlo al conductor de proteccion del
sistema de comunicacion.

/_/’—

1 2

2) Fije el conductor de puesta a tierra al orificio apropiado para liberarlo de
cualquier presioén o tensién, con la ayuda de una brida.
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3) Conecte el conductor de puesta a tierra con la varilla de compensacion
de potencial del armario de 19 pulgadas, tal y como muestra el diagrama
conceptual en la figura a continuacion.

OpenScape Business X3R/X56R

Ground wire

-
Anchor for strain relief

Cable with connector

Recommended: 12 AWG/2.5 mn¥ thick
wire (solid or stranded copper) with 3
max. length of 39 m (126 feet); bare or
greentyellow

1
E quipotential bonding strip in 197 rack : . .
S888
! L
1 —
, -

Asegurese de que el conductor de puesta a tierra colocado esté protegido
y libre de tensiones (seccion transversal minima del conductor =

12 AWG/2,5 mm2). Si no es posible proteger un conductor de puesta
a tierra, se necesita una seccion transversal minima del conductor de

10 AWG/4 mm? para bloquear los efectos de factores externos.

6.2.1.2 Coémo comprobar la puesta a tierra de proteccion

80

Requisitos previos

Ni el sistema de comunicacién ni todos los demas dispositivos del armario de
19 pulgadas estan conectados con la red de baja tensién mediante un cable de
conexion de red.

La puesta a tierra de proteccion independiente del sistema de comunicacién
esta conectada.
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El armario de 19 pulgadas debe ponerse a tierra mediante un conductor de
proteccion independiente (verde/amarillo).

Antes de la puesta en servicio, realice este test para garantizar una correcta
puesta a tierra de proteccion del sistema de comunicacion.

Paso a paso

Compruebe la resistencia 6hmica del enlace del cable de proteccion con el
sistema de comunicacion:

a) La primera medicién se realiza entre el contacto de puesta a tierra de una
caja de conexion de la red doméstica y el embarrado de equipotencialidad
del armario de 19 pulgadas.

b) La segunda medicion se realiza entre el embarrado equipotencial del
armario de 19 pulgadas y la carcasa del sistema de comunicacion.

El resultado (valor nominal) de la medicion debe ser claramente inferior a 10
ohmios.

Si en una medicion se obtuviera otro resultado, pédngase en contacto con un
electricista profesional. Debera comprobar la compensacion de potencial de
la instalacioén principal y garantizar el bajo ohmiaje del enlace de cable de
proteccion.

6.2.2 Toma de tierra en el montaje y con montaje autbnomo

La toma de tierra del sistema de comunicacion se realiza por ejemplo a través
del embarrado de equipotencialidad del edificio, a través de una toma de
conexion adicional con la red de baja tensién a través de una barra colectora
de tierra principal o de un campo de puesta a tierra.

6.2.2.1 Cémo instalar una puesta a tierra de proteccioén para el sistema de
comunicacion

Requisitos previos
Debe disponer de un conductor de puesta a tierra de protecciéon con una

., . 2 . .
seccion transversal minima de 12 AWG/2,5 mm® y un terminal de anilla
(fijese en la siguiente figura). Si no es posible proteger un conductor de
puesta a tierra, se necesita una seccion transversal minima del conductor

de 10 AWG/4 mm? para bloquear los efectos de factores externos. Si utiliza

una caja de empalmes adicional para la conexion a la red de baja tensién, la

. . , 2
seccion transversal minima de los conductores seria de 16 AWG/1,5 mm®.
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Hay disponible una conexion de puesta a tierra de baja impedancia.

APELIGRO:

82

Descarga eléctrica al tocar los cables con tensién

Solo pueden realizar trabajos en la red de baja tension (<1000 V ca)
técnicos eléctricos con la calificacion pertinente. Se deben cumplir todas
las normativas nacionales y locales relativas a conexiones eléctricas.

Atencion:
Descarga eléctrica al tocar los cables con tensién

» Utilice conductores de conexién independientes para establecer la
puesta a tierra de proteccion para los sistemas de comunicacion
OpenScape Business X3R y OpenScape Business X5R. Conecte
el sistema de comunicacion antes de la puesta en servicio y de la
conexion de teléfonos y lineas con el conductor de proteccion de
tierra.

* Asegurese de que los conductores de proteccion de tierra colocados
estén protegidos y no sufran tensiones.

Es obligatorio cumplir las normas de implementacion especificadas en las
normativas IEC 60364, IEC 60950-1 e IEC 62368-1 durante la instalacion.

Siga este procedimiento para garantizar una correcta puesta a tierra de
proteccion:
Paso a paso

1) Instale el terminal de anilla [1] del conductor de puesta a tierra
independiente como se indica en la figura, con la ayuda de una arandela de
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seguridad [2] y un tornillo M4 [3] para fijarlo al conductor de proteccion del
sistema de comunicacion.

/_/’—

1 2

2) Fije el conductor de puesta a tierra al orificio apropiado para liberarlo de
cualquier presioén o tensién, con la ayuda de una brida.
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3) Elija una de estas opciones:

* No valido para EE. UU. y Canada - Varilla de compensacion de
potencial

Conecte el conductor de puesta a tierra independientes con el punto de
toma de tierra (por ejemplo, la varilla de compensacién de potencial del
edificio) tal y como muestra el diagrama conceptual.

OpenScape Business X3R/X56R

Ground wire
Connec ton

e
Anchor for strain relisf

Gable with connector

Recommended: 2.5 mnr thick wire (solid
or stranded copper) with a max. length
of 39 m (126 feet); bare or greenfyeliow)

Grounding point, e.g., equipotential ===============-4 -
bonding of the: building

I 1

i I

But not: Central heating system, sewer i . . . . . i
i i

=

- I

pipes, or grounding for antenna system

84

Asegurese de que el conductor de proteccion de tierra colocado esté
protegido y no sufra tensién ni presién. La seccion transversal minima de

los conductores es de 12 AWG/2,5 mmz). Si no es posible proteger un
conductor de puesta a tierra, se necesita una seccién transversal minima

del conductor de 10 AWG/4 mm? para bloquear los efectos de factores
externos.
* No valido para EE. UU. y Canada - Salida a la red de baja tension

Conecte una caja de empalmes a la red de baja tensién cerca de la toma
Schuko de la pared a la cual esté enchufada el sistema de comunicacion.
Utilice un conductor de puesta a tierra independiente para establecer una
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conexion fija a la caja de empalmes, como se muestra en el diagrama
conceptual.

O penScape BusinessX3R/X5R

Ground wire
connecton

I
Anchor for strain relief

.
|

Cable waith connector

230V ~ m

P66

Schuko wall socket

Recommended: 1.5 mm® thick wire
(solid or stranded copper) with a
max. length of 2 m (6.56 feet);
greenfyellow

next to the Schuko wall socket

W Grounding point; junction box

e &

Asegurese de que el conductor de proteccién de tierra colocado esté

protegido y no sufra tension ni presion. La seccién transversal minima de

los conductores es de 16 AWG/1,5 mm?.

* No valido para EE. UU. y Canada - Enchufe bloqueable con puesta a
tierra para conexién a la red de baja tension

Inserte el enchufe bloqueable con puesta a tierra (un modelo de Schuko
especial equipado con un conductor de toma de tierra de protecciéon
fijo) en una toma de pared de la red de baja tension y bloquee el
enchufe. Utilice el conductor de puesta a tierra conectado al enchufe
para establecer una conexion fijada al sistema de comunicacién, como
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se muestra en el diagrama conceptual. Utilice un segundo enchufe
bloqueable con puesta a tierra si hay instalado un MDFU.

OpenScape BusinessX3R/X5R

Ground wire
Connec ton

e
Anchor for strain relisf

Cable with
connector

Recommended: 1.5 mm® thick aire
with a max. length of 2m [6.55 feet)

Lockable
grounded plug

9696

Wall socket

Asegurese de que todos los conductores de proteccion de tierra
colocados estén protegidos y sin tension. La seccién transversal minima
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del conductor es de 16 AWG/1,5 mm? hasta 2 metros y de al menos 12

AWG/2,5 mm? para 2 o mas metros.
* Solo para EE. UU. y Canada: Barra principal de toma de tierra

Conecte el conductor de puesta a tierra independiente con la toma de
tierra (por ejemplo, la pica principal de toma de tierra o un electrodo de
toma de tierra), tal y como muestra el diagrama conceptual.

OpenScape Business X3R/X5R

Ground wre
connection

-

-
Anchor for strain refief
Cable with connector

Recommended: 12 ANG/2.5 mm?
thick wire (solid or stranded copper
Fuse box 204 with a max. length of 38 m (126
feet); bare or greenfyeliow
Mains

120VAC, B0Hz 1-----)  Connecton

neutral ground _i_.,..f'\._..i_@
wire .

Grounding peint, e.g., main
ground busbar

—

Power supply panel, via which power
to the communication system is

supplied

N ote: Single Point Ground (3PG ) shown

Asegurese de que todos los conductores de proteccion de tierra
colocados estén protegidos y sin tension. La seccién transversal minima

2 o .
de los conductores es de 12 AWG/2,5 mm®~. Si no es posible proteger un
conductor de puesta a tierra, se necesita una seccién transversal minima
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Indicaciones para la configuracién

del conductor de 10 AWG/4 mm? para bloquear los efectos de factores
externos.

6.2.2.2 Como comprobar la puesta a tierra de protecciéon

Requisitos previos

El sistema de comunicacion ain no esta conectado con la red de baja tension
a través del cable de conexion de red.

La puesta a tierra de proteccion independiente del sistema de comunicacion
esta conectada.

Antes de la puesta en servicio, realice este test para garantizar una correcta
puesta a tierra de proteccion del sistema de comunicacion.
Paso a paso

Compruebe la resistencia 6hmica del enlace del cable de proteccién con el
sistema de comunicacion:

La medicidn se realiza entre el contacto de puesta a tierra de una caja
de conexion de la red doméstica (en el lugar de conexion del sistema de
comunicacion) y la carcasa del sistema de comunicacion.

El resultado (valor nominal) de la medicion debe ser claramente inferior a 10
ohmios.

Si se obtuviera otro resultado, pédngase en contacto con un técnico eléctrico
cualificado. Debera comprobar la compensacion de potencial de la instalacién
principal y garantizar el bajo ohmiaje del enlace de cable de proteccion.

6.3 Indicaciones para la configuracion
Las Indicaciones para la configuracién incluyen informacion sobre los slots
para modulos de los sistemas de comunicacién OpenScape Business X3R 'y
OpenScape Business X5R.

6.3.1 Slots de médulos en OpenScape Business X3R

OpenScape Business X3R incluye tres niveles de slots para el equipamiento
con modulos y opciones.

* Nivel de slots 1: slots para dos modulos periféricos

* Nivel de slots 2: slot para la placa base OCCMR
* Nivel de slots 3: slots para tres opciones
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Slot levels
o1 ‘ 02 03 3

Slot 4 ‘ Slot 5 1

Figura 11: OpenScape Business X3R — Slots de médulos

6.3.2 Slots de médulos en OpenScape Business X5R

OpenScape Business X5R incluye cinco niveles de slots para la asignacion con

modulos y opciones.

* Niveles de slots 1 a 3: slots para dos modulos periféricos cada uno

* Nivel de slots 4: slot para la placa base OCCMR
* Nivel de slots 5: slots para tres opciones

Slot levels
1 02 03 5
OCCMR 4
Slot 6 Slot 7 3
Slot 8 Slot 9 2
Slot 4 Slot 5 1

Figura 12: OpenScape Business X5R — Slots de médulos

6.3.3 Instalacion de modulos

6.3.3.1 Como insertar un modulo

Requisitos previos

Hay disponible un slot para modulos libre.

Nota: Al trabajar con médulos hay que llevar siempre puesto un
brazalete de puesta a tierra.
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Conexion urbana

Hay que respetar y seguir las medidas de proteccion contra
descargas electrostaticas (consulte Indicaciones de aviso: Aviso
en la pagina 16)

Paso a paso

1) Suelte los dos tornillos de fijacion de la placa de proteccién del slot para
modulos deseado.

2) Retire la placa de proteccion.

3) Introduzca el mdédulo con ayuda de los rieles guia hasta el tope en el slot
para modulos.

4) Fije el médulo con los dos tornillos de fijacion a la carcasa.

6.3.3.2 Como retirar un moédulo

Requisitos previos

Nota: Al trabajar con médulos hay que llevar siempre puesto un
brazalete de puesta a tierra.

Hay que respetar y seguir las medidas de proteccion contra
descargas electrostaticas (consulte Indicaciones de aviso: Aviso
en la pagina 16)

Paso a paso

1) Suelte los dos tornillos de fijacion de la placa frontal del médulo que desea
retirar.

2) Extraiga el médulo del slots para médulos.

6.3.3.3 Como montar una placa de proteccion

6.4 Conexion urbana
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Todos los slots para moédulos que estén vacios deben tener una placa de
proteccion para garantizar un blindaje suficiente.

Paso a paso

1) Coloque la placa de proteccion en el slot para médulos vacio.
2) Fije la placa de proteccion a la carcasa con los dos tornillos de sujecion.

Los sistemas de comunicacion OpenScape Business X3R y OpenScape
Business X5R ofrecen diferentes opciones para la conexion urbana y, con ello,
para acceder a la red de comunicacion publica.

De entre las siguientes opciones, seleccione la conexién o conexiones de linea
urbana requeridas para su sistema de comunicacion:

» Conexion de centralita RDSI y acceso individual RDSI a través de una
interfaz Sy (no para EE. UU., Canada)
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» Solo para OpenScape Business X5R: conexiéon multiplex primaria RDSI
mediante interfaz So), (no para EE. UU. ni Canada)

» Solo para OpenScape Business X5R: conexiéon multiplex primara RDSI
mediante interfaz T1 (solo para EE. UU. y Canada)

» Solo para OpenScape Business X5R: conexién urbana con protocolo CAS
mediante interfaz CAS (solo para algunos paises)

» Conexion urbana analdgica

6.4.1 No para EE. UU. ni Canada: Cémo implementar una conexion de
centralita RDSI o un acceso individual RDSI mediante una interfaz S

Requisitos previos

Atencion:

Descarga eléctrica al tocar los cables con tension

Antes de conectar los teléfonos y las lineas, ponga a tierra el sistema de
comunicacién con conductores de proteccion independientes.

PRECAUCION:

Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm (AWG 26) o mayor.

Hay al menos una interfaz Sy libre (placa base OCCMR o médulo periférico
STLSX4R, STLS4R).

La interfaz Sy utilizada se debe configurar como conexidn de centralita RDSI o
acceso individual RDSI al hacer la puesta en servicio.

Hay disponible una conexion de centralita RDSI o un acceso individual RDSI.

Paso a paso

Conecte la conexion Sy deseada con el NTBA de la conexion de centralita
RDSI o del acceso individual RDSI.

6.4.2 No para EE. UU. ni Canada: Cémo realizar una conexion
multiplex primaria RDSI mediante la interfaz S, (solo para OpenScape

Business X5R)

Requisitos previos

! Atencioén:

Descarga eléctrica al tocar los cables con tension
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Antes de conectar los teléfonos y las lineas, ponga a tierra el sistema de
comunicacién con conductores de proteccion independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm (AWG 26) o mayor.

OpenScape Business X5R equipa un médulo TS2RN.

Hay disponible una conexién multiplex primaria RDSI.

Paso a paso

Conecte la interfaz Sy, con el NTPM de la conexion multiplex primaria RDSI.

6.4.3 Solo para EE. UU. y Canada: Coémo hacer una conexién multiplex
primaria RDSI mediante la interfaz T1 (solo para OpenScape Business

X5R)
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Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Antes de conectar los teléfonos y las lineas, ponga a tierra el sistema de
comunicacién con conductores de proteccidon independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacién con un diametro minimo de 0,4 mm (AWG 26) o mayor.

OpenScape Business X5R equipa un médulo TST1R.

Hay disponible una CSU (Channel Service Unit) aprobada segun FCC Parte 68
y que cumple con la directriz ANSI T1.403. La interfaz T1 no se puede conectar
directamente a la PSTN (Public Switched Telephone Network). Es necesario
activar una CSU entre el sistema de comunicacién y la conexién urbana digital.
Mediante la CSU, OpenScape Business X5R recibe estas caracteristicas:
aislamiento y proteccién de sobretension del sistema de comunicacion,
opciones de diagnostico en caso de error (como Signal Loop Back, Insercion
de sefales de prueba y patrones de prueba) y ajuste de la sefial de salida

de acuerdo a la longitud de linea especificada por el proveedor de red. Una
CSU no es un componente de suministro del sistema de comunicacion
OpenScape Business X5R.

Hay disponible una conexién multiplex primaria RDSI.
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Paso a paso

Conecte la interfaz T1 con la CSU (Channel Service Unit).

6.4.4 Solo para algunos paises: COmo implementar una conexién de linea
urbana mediante la interfaz E1-CAS (solo para OpenScape Business X5R)

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tension

Antes de conectar los teléfonos y las lineas, ponga a tierra el sistema de
comunicacién con conductores de proteccion independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacién con un diametro minimo de 0,4 mm (AWG 26) o mayor.

OpenScape Business X5R equipa un médulo TCASR-2.

Hay disponible una conexion de linea urbana con el protocolo CAS.

Paso a paso

Conecte la interfaz CAS deseada del médulo TCASR-2 con el NT de la
conexion urbana.

6.4.5 Como realizar una conexién urbana analégica

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Antes de conectar los teléfonos y las lineas, ponga a tierra el sistema de
comunicacién con conductores de proteccion independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm (AWG 26) o mayor.

Nota:
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Peligro de incendio por sobretension

Con lineas que midan mas de 500 m y lineas que salgan
del edificio, hay que proteger los médulos TLANI4R con una
proteccion antirrayos externa.

Este tipo de proteccion contra descargas (antirrayos) se
denomina proteccion primaria adicional. La proteccién primaria
adicional se garantiza mediante el montaje de conductores de
descarga de sobretension (con gas) en el distribuidor principal,
en el panel de conexiones o en el punto de entrada de la linea
en el edificio. Para ello, hay que conmutar a tierra un conductor
de descarga de sobretension con una tension nominal de 230 V
desde cada uno de los conductores que se quieren proteger.

El sistema de comunicacion equipa al menos un médulo TLANI4R.

Solo para EE. UU., Canada: hay disponible al menos un elemento de seguridad
conforme a UL 497A o CSA C22.2 num. 226. Las indicaciones de instalacion
exigen que la conexion de las lineas urbanas analdgicas se realicen a través de
elementos de seguridad conformes al UL 497A o CSA C22.2 N° 226.

Hay disponible una conexién urbana analdgica con sistema de sefializacion
de teléfonos principales (Ground Start/Arranque tierra o Loop Start/Arranque
bucle).

Paso a paso

Conecte la conexion a/b deseada del médulo deseado con la toma de conexion
TAE de la conexion urbana analdgica.

6.5 Conexion de teléfonos y dispositivos

Los sistemas de comunicacion OpenScape Business X3W y OpenScape
Business X5W ofrecen diferentes opciones para la conexion de teléfonos y
dispositivos.

Puede seleccionar las conexiones que requiera para su sistema de
comunicacion de entre las siguientes opciones:

» Conexion directa de teléfonos RDSI (excepto EE. UU. y Canada)

* Conexion de teléfonos RDSI mediante el bus Sy (excepto EE. UU. y
Canadd)

» Conexién de teléfonos Upge

» Conexién de teléfonos y dispositivos analdgicos

Nota: Solo se puede conectar un dispositivo analégico a una
interfaz a/b.
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6.5.1 No para EE. UU., Canada: cdmo conectar directamente teléfonos

RDSI

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tension

Antes de conectar los teléfonos y las lineas, ponga a tierra el sistema de
comunicacién con conductores de proteccion independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacién con un diametro minimo de 0,4 mm (AWG 26) o mayor.

Nota:
Peligro de incendio por sobretension

Solo para las interfaces que se utilizan para conexiones de
extension: Con lineas que midan mas de 500 m y lineas que
salgan del edificio, hay que proteger los médulos OCCMR,
STLSX4R y STLS4R con una proteccion antirrayos externa.

Este tipo de proteccién contra descargas (antirrayos) se
denomina proteccion primaria adicional. La proteccion primaria
adicional se garantiza mediante el montaje de conductores de
descarga de sobretension (con gas) en el distribuidor principal,
en el panel de conexiones o en el punto de entrada de la linea
en el edificio. Para ello, hay que conmutar a tierra un conductor
de descarga de sobretensién con una tensién nominal de 230 V
desde cada uno de los conductores que se quieren proteger.

Hay al menos una interfaz Sy libre (placa base OCCMR o médulo periférico
STLSX4R, STLS4R).

Las interfaces Sy utilizadas tienen que configurarse en la puesta en servicio
como una conexion Sy interna.

Los teléfonos RDSI a conectar deben disponer de alimentacion propia, por
ejemplo, con un alimentador enchufable. Los médulos OCCMR, STLSX4R y
STLS4R no se pueden alimentar mediante las interfaces Sy,

Paso a paso

1) Conecte la conexion Sy deseada con el teléfono RDSI.

Consejo:

Siga las indicaciones de las instrucciones de instalacion del
teléfono que desea conectar.
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2) Silo desea, conecte mas teléfonos RDSI con el sistema de comunicacion
siguiendo el mismo procedimiento.

6.5.2 No para EE. UU., Canada: Cémo conectar teléfonos RDSI por bus S,
Requisitos previos

Atencion:

Descarga eléctrica al tocar los cables con tensién

Antes de conectar los teléfonos y las lineas, ponga a tierra el sistema de
comunicacién con conductores de proteccion independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacién con un diametro minimo de 0,4 mm (AWG 26) o mayor.

Nota:
Peligro de incendio por sobretensién

Solo para las interfaces que se utilizan para conexiones de
extension: Con lineas que midan mas de 500 m y lineas que
salgan del edificio, hay que proteger los médulos OCCMR,
STLSX4R y STLS4R con una proteccion antirrayos externa.

Este tipo de proteccion contra descargas (antirrayos) se
denomina proteccion primaria adicional. La proteccidon primaria
adicional se garantiza mediante el montaje de conductores de
descarga de sobretension (con gas) en el distribuidor principal,
en el panel de conexiones o en el punto de entrada de la linea
en el edificio. Para ello, hay que conmutar a tierra un conductor
de descarga de sobretensién con una tensién nominal de 230 V
desde cada uno de los conductores que se quieren proteger.

Hay al menos una interfaz Sy libre (placa base OCCMR o médulo periférico
STLSX4R, STLS4R).

Las interfaces Sy utilizadas tienen que configurarse en la puesta en servicio
como una conexién Sy interna.

Los teléfonos RDSI a conectar deben disponer de alimentacion propia, por
ejemplo, con un alimentador enchufable. Los médulos OCCMR, STLSX4R y
STLS4R no se pueden alimentar mediante las interfaces S.

Todos los teléfonos RDSI (extensiones RDSI) deben tener asignado un MSN
(Multiple Subscriber Number) Unico. Esta asignacion se realiza en el menu de
configuracion de la extension RDSI.
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Paso a paso

1) Conecte la conexion Sy deseada con la toma de paso Mini-Western del bus

So.

Consejo:

Siga las indicaciones de las instrucciones de instalacion del

teléfono que desea conectar.

2) Para realizar el resto del cableado, siga las indicaciones de la imagen
siguiente.

-\

STLSX4R, STLS4R: 5 port
{with permanently integrated

Power through local power
supply with RJ45 jack

O penScape business
X3RIX5R (OCCMR,

terminating resistors)

*

lel7]

6]s|4f3]2]1]

X XK

For ISDM phones, the Receive
and Transmit ines must be
swapped in each case.

R i

Glaj4]3[2|1

EENE

321

2. Mini Western socket

[]7]

6]s[¢]3]2]1]

Terminating resistors (1000hm/
0.25 W) in the last socket

Mini-Western throughjack
(MWB)

1. Mini Western socket
(MWa)

(MW8)

3. Mini Western socket
(MWa)

8. Mini Western socket
(MWa)

3) Instale resistencias de terminacién (100 Ohmios/0,25 W) en la ultima caja de
conexion del bus Sy.
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4) Asegurese de que solo hay resistencias de terminacion en los dos
extremos del bus Sy. Las demas cajas de conexion del bus Sy no necesitan

resistencias de terminacion.

Consejo:

Como las resistencias de terminacion ya estan integradas en
OpenScape Business X3R y en OpenScape Business X5R,
el sistema de comunicacion constituye uno de los extremos
de un bus Ss.

Consejo:

Siga las indicaciones de las instrucciones de instalacion del
teléfono que desea conectar.

6.5.3 Como conectar teléfonos Upge

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Antes de conectar los teléfonos y las lineas, ponga a tierra el sistema de
comunicacién con conductores de proteccion independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm (AWG 26) o mayor.

Nota:
Peligro de incendio por sobretensién

Con lineas que midan mas de 500 m y lineas que salgan del
edificio, hay que proteger los médulos OCCMR y SLU8R con
una proteccion antirrayos externa.

Este tipo de proteccion contra descargas (antirrayos) se
denomina proteccién primaria adicional. La proteccion primaria
adicional se garantiza mediante el montaje de conductores de
descarga de sobretension (con gas) en el distribuidor principal,
en el panel de conexiones o en el punto de entrada de la linea
en el edificio. Para ello, hay que conmutar a tierra un conductor
de descarga de sobretension con una tension nominal de 230 V
desde cada uno de los conductores que se quieren proteger.
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Hay al menos una interfaz Upgg libre (placa base OCCMR o médulo periférico

SLUSR).

Paso a paso

1) Conecte la conexion Upge deseada con el teléfono Upg/e.

Consejo:

Siga las indicaciones de las instrucciones de instalacion del
teléfono que desea conectar.

2) Silo desea, conecte mas teléfonos Upge con el sistema de comunicacion
siguiendo el mismo procedimiento.

6.5.4 Como conectar dispositivos y teléfonos analégicos

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Antes de conectar los teléfonos y las lineas, ponga a tierra el sistema de
comunicacion con conductores de proteccion independientes.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm (AWG 26) o mayor.

Nota:
Peligro de incendio por sobretension

Con lineas que midan mas de 500 m y lineas que salgan del
edificio, hay que proteger los médulos OCCMR, SLAD8R y
8SLAR con una proteccion antirrayos externa.

Este tipo de proteccién contra descargas (antirrayos) se
denomina proteccion primaria adicional. La proteccién primaria
adicional se garantiza mediante el montaje de conductores de
descarga de sobretension (con gas) en el distribuidor principal,
en el panel de conexiones o en el punto de entrada de la linea
en el edificio. Para ello, hay que conmutar a tierra un conductor
de descarga de sobretensién con una tensién nominal de 230 V
desde cada uno de los conductores que se quieren proteger.

Hay disponible al menos una interfaz a/b libre (placa base OCCMR o médulos

periféricos SLAD8R, 8SLAR).
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Tareas finales

6.6 Tareas finales

Paso a paso

1) Conecte la conexién a/b deseada con el teléfono analdgico o el dispositivo
analégico que desee conectar (fax, médem, TFE-S, etc.).

Consejo:

Siga las indicaciones de las instrucciones de instalacién del
teléfono o dispositivo que desea conectar.

2) Silo desea, conecte mas teléfonos o equipos analdgicos con el sistema de
comunicacién siguiendo el mismo procedimiento.

Para finalizar el montaje hay que insertar la tarjeta SDHC, hacer una prueba
visual y conectar el sistema a la red eléctrica.

A continuacion se puede poner en servicio el sistema de comunicacion con
el OpenScape Business Assistant (gestion basada en web). Encontrara

la descripcion correspondiente en la ayuda en linea de la gestion basada
en web o en el capitulo "Instalacién inicial de OpenScape Business" de la
documentacion para el administrador.

Nota: En la puesta en servicio inicial del sistema de
comunicacién no esta definido el estado de carga del
acumulador en la placa base. Para conseguir una carga
suficiente, el sistema debe estar al menos 2 dias conectado con
la red eléctrica. Si el sistema se desconecta de la red y el nivel
de carga del acumulador es insuficiente, puede que se bloquee
el periodo de activacion por manipulacion del tiempo.

6.6.1 Como insertar la tarjeta M.2 SSD o la tarjeta SDHC (sistema con

OCCM)

La tarjeta M.2 SSD o la tarjeta SDHC contiene el software de comunicacion
OpenScape Business y deben montarse/insertarse antes de la puesta en
servicio del sistema de comunicacion.

Paso a paso

1) Compruebe que la proteccién contra escritura de la tarjeta SDHC esté
desactivada (interruptor en direccién de los contactos metalicos).

2) Sitodavia no lo ha hecho, inserte la tarjeta SDHC en el slot para tarjetas
SDHC de la placa base, hasta que encaje. Los contactos metalicos de la
tarjeta SDHC deben ir en direccion de la placa base.

6.6.2 Como efectuar la prueba visual

100

Antes de poner en servicio el sistema de comunicacion hay que efectuar una
prueba visual del hardware, del cableado y del suministro de tension.
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Requisitos previos

APELIGRO:

Descarga eléctrica al tocar los cables con tensién

Desconecte todos los circuitos de suministro del sistema de
comunicacién antes de comenzar con la prueba visual:

Desconecte la tensién de acumulador, la tensién de alimentacion
(LUNA2) y la tensién de red de todos los powerbox OpenScape
Business que pudiera haber conectados

Si hay conectado un powerbox OpenScape Business, desconecte las
lineas de conexion.

Si hay un set de acumuladores conectores o un acumulador
conectado, tienda las lineas de conexion.

Extraiga el conector de red del sistema de comunicacion.

Nota:

Al trabajar con médulos hay que llevar siempre puesto un
brazalete de puesta a tierra.

Hay que respetar y seguir las medidas de proteccién contra
descargas electrostaticas (consulte Indicaciones de aviso: Aviso
en la pagina 16).

Paso a paso

1)

2)
3)

4)

5)

6)

7)

Desconecte todos los circuitos de corriente de suministro del sistema de
comunicacion.

Compruebe si el sistema de comunicacion esta sin tension.

Compruebe si la tarjeta SDHC esta bien encajada. La proteccion contra
escritura de la tarjeta SDHC debe estar desactivada (interruptor en direccion
de los contactos metalicos).

Compruebe que los médulos encajan perfectamente.

Si es necesario, compruebe que los moédulos correspondientes estan bien
insertados (consulte Como insertar un modulo).

Compruebe si hay placas de proteccion en slots de modulos vacios.

Si es necesario, monte las placas de proteccién que falten (consulte Cémo
montar una placa de proteccion).

Compruebe que todos los cables de conexion estan bien tendidos. Por
ejemplo, ¢ hay riesgo de tropezar?

Si es necesario, tienda correctamente los cables de conexién y de unién.
Compruebe si hay conectado un conductor de proteccion independiente en
la conexion del conductor de proteccién del sistema de comunicacion.

Si es necesario, realice la puesta a tierra de proteccion independiente del
sistema de comunicacién (véase Puesta a tierra de proteccion con montaje
en armario de 19 pulgadasy Puesta a tierra de proteccion con montaje mural
e independiente).
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8) Compruebe si la tension nominal del suministro de tension de red
coincide con la tension nominal del sistema de comunicacion (placa de

caracteristicas).

6.6.3 Como conectar el sistema a la red eléctrica

Paso a paso

Inserte el cable de conexidn de red en la toma del suministro de corriente. El
sistema de comunicacion arranca.

Nota: Deje el sistema conectado a la red eléctrica durante

2 dias al menos para que el acumulador de la placa base se
cargue lo suficiente. Si la carga es insuficiente es posible que el
periodo de activacién se bloquee por manipulacién del tiempo si
se producen repetidos arranques.
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7 Instalacion de hardware por OpenScape Business X8

Se describe el montaje estandar mas frecuente del sistema de comunicacion
OpenScape Business X8.

OpenScape Business X8 es un sistema de comunicacion modular que se
puede utilizar como sistema de box unico (armario basico) o como sistema de
box doble (armario basico + armario de ampliacién). OpenScape Business X se
puede montar de forma auténoma o en un armario de 19 pulgadas.

Atencion:

Descarga eléctrica al tocar los cables con tensién

» Solo se puede trabajar con la carcasa abierta si el sistema esta sin
tension.

» Antes de iniciar cualquier trabajo, compruebe si todos los circuitos
de corriente estan sin tensién. Jamas dé por sentado que al
desconectar un fusible o un interruptor principal se han interrumpido
efectivamente todos los circuitos de corriente.

7.1 Tipos de montaje

OpenScape Business X se puede montar de forma autbnoma o en un armario
de 19 pulgadas.

7.1.1 Montaje autbnomo

OpenScape Business X8 es un sistema de comunicacion modular que se
puede utilizar como sistema de box unico (armario basico) o como sistema de
box doble (armario basico + armario de ampliacién). En un armario de doble
box, los armarios del sistema se pueden montar sobrepuestos o uno al lado del
otro.

7.1.1.1 Cémo montar un sistema de box Unico

Requisitos previos

Se han atendido los requisitos para elegir el lugar de montaje auténomo
(consulte Requisitos para la instalacion en la pagina 31).

La cubierta de plastico delantera y trasera del armario del sistema no estan
montadas.

Paso a paso
1) Coloque el armario del sistema en el lugar de montaje y asegurese de que
el lugar elegido es estable y no presenta desniveles.

2) Verifique que la distancia entre el borde inferior del armario del sistemay el
suelo no es inferior a la distancia minima de 50 mm.
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3) Si es necesario, oriente el armario del sistema del siguiente modo:

a) Suelte la contratuerca [A] de una pata con ayuda de una llave de boca
(ancho de llave = 13 mm).

b) Modifique la altura de la pata girando la tuerca de rosca [B] de forma que
el armario del sistema quede recto y se mantenga la distancia minima.

c) Fije la pata apretando la contratuerca [A].

d) Si es necesario, repita los pasos de a-c para las demas patas, hasta que
el armario del sistema esté recto y se respete la distancia minima.

7.1.1.2 Sistema de box doble: Como montar superpuestos los armarios del sistema

Requisitos previos

Se han atendido los requisitos para elegir el lugar de montaje auténomo
(consulte Requisitos para la instalacion en la pagina 31).

La cubierta de plastico delantera y trasera de los armarios del sistema no estan
montadas.

Paso a paso
1) Coloque el armario basico en el lugar de montaje y asegurese de que el
lugar elegido es estable y no presenta desniveles.

2) Verifique que la distancia minima de 50 mm entre el borde inferior del
armario basico y el suelo no es inferior.
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3) Si es necesario, oriente el armario basico del siguiente modo:

a) Suelte la contratuerca [A] de una pata con ayuda de una llave de boca
(ancho de llave = 13 mm).

b) Modifique la altura de la pata girando la tuerca de rosca [B] de forma que
el armario basico quede recto y se mantenga la distancia minima.

c) Fije la pata apretando la contratuerca [A].

d) Si es necesario, repita los pasos a-c para las demas patas, hasta que el
armario basico quede recto y se mantenga la distancia minima.

4) Coloque el armario de ampliacion sobre el armario basico.

Las patas de los armarios del sistema estan provistas de hendiduras. Al
colocar el armario de ampliacién, asegurese de que estas hendiduras
queden justamente en las cabezas de los tornillos de las cuatro esquinas del
armario basico.

5) Verifique que la distancia entre el armario de ampliacion y el armario basico
no es inferior a la distancia minima de 50 mm.

A31003-P3030-J102-08-7831, 07/2024
OpenScape Business X3/X5/X8, Guia de instalacion 105



Instalacion de hardware por OpenScape Business X8

6) Si es necesario, oriente el armario de ampliacion del siguiente modo:
a) Suelte la contratuerca [A] de una pata con ayuda de una llave de boca
(ancho de llave = 13 mm).
b) Modifique la altura de la pata girando la tuerca de rosca [B] de forma que
el armario de ampliacién quede recto y se mantenga la distancia minima.
c) Fije la pata apretando la contratuerca [A].

d) Si es necesario, repita los pasos a-c para las demas patas, hasta que
el armario basico quede recto y se mantenga la distancia minima con el
armario basico.

E.Iuﬁu.‘s_..
Ll il ] i | L

7.1.1.3 Sistema de doble box: Cmo montar armarios del sistema superpuestos

106

Requisitos previos

Se han atendido los requisitos para elegir el lugar de montaje auténomo
(consulte Requisitos para la instalacion en la pagina 31).

La cubierta de plastico delantera y trasera de los armarios del sistema no estan
montadas.
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Paso a paso

1) Coloque el armario basico en el lugar de montaje y asegurese de que el
lugar elegido es estable y no presenta desniveles.
2) Verifiqgue que la distancia minima de 50 mm entre el borde inferior del
armario basico y el suelo no es inferior.
3) Si es necesario, oriente el armario basico del siguiente modo:
a) Suelte la contratuerca [A] de una pata con ayuda de una llave de boca
(ancho de llave = 13 mm).
b) Modifique la altura de la pata girando la tuerca de rosca [B] de forma que
el armario basico quede recto y se mantenga la distancia minima.
c) Fije la pata apretando la contratuerca [A].

d) Si es necesario, repita los pasos a-c para las demas patas, hasta que el
armario basico quede recto y se mantenga la distancia minima.

4) Coloque el armario de ampliacion junto al armario basico.

5) Verifique que la distancia minima de 50 mm entre el borde inferior del
armario de ampliacion y el suelo no es inferior.

A31003-P3030-J102-08-7831, 07/2024
OpenScape Business X3/X5/X8, Guia de instalacion 107



Instalacion de hardware por OpenScape Business X8

6) Si es necesario, oriente el armario de ampliacion del siguiente modo:
a) Suelte la contratuerca [A] de una pata con ayuda de una llave de boca
(ancho de llave = 13 mm).
b) Modifique la altura de la pata girando la tuerca de rosca [B] de forma que
el armario de ampliacién quede recto y se mantenga la distancia minima.
c) Fije la pata apretando la contratuerca [A].

d) Si es necesario, repita los pasos a-c para las demas patas, hasta que el
armario de ampliaciéon quede recto y se mantenga la distancia minima.

7.1.2 Montaje en armario de 19 pulgadas

OpenScape Business X8 es un sistema de comunicacion modular que se
puede montar como sistema de box Unico (armario basico) o de box doble
(armario basico + armario de ampliacion) en un armario de 19 pulgadas.

7.1.2.1 Cémo montar un armario de sistema en un rack de 19 pulgadas

Requisitos previos

Los requisitos previos para seleccionar el lugar de montaje para una instalacion
con rack de 19 pulgadas se han tenido en cuenta (véase Requisitos para la
instalacion en la pagina 31).

Las cubiertas de plastico delantera y trasera no estan puestas en el armario del
sistema.
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Hay disponibles dos soportes de montaje especificos para el armario (con una
carga maxima > 40 kg). Debe incluirlos entre el material el propio proveedor del
armario de 19 pulgadas.

Nota: No estad permitido utilizar suelos en los armarios, para
prevenir el sobrecalentamiento.

Se dispone de los tornillos especificos para el armario, que uniran los angulos y
los soportes de montaje al bastidor o rack de 19 pulgadas.

Paso a paso

1) Retire las cuatro patas del armario del sistema:
a) Desenrosque la tuerca [A] de una de las patas con una llave de boca
abierta (tamafio de la llave = 13 mm).
b) Desenrosque la pata por completo.
c) Repita los pasos a y b para las otras tres patas del armario.

2) Fije los dos soportes angulares incluidos [B] a los laterales de la caja del
sistema con los tornillos también incluidos.
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3) Fije un soporte de montaje derecho y otro izquierdo [C] al bastidor de 19
pulgadas, con los tornillos incluidos.

4) Levante la caja del sistema hasta situarla en el bastidor de 19 pulgadas y
coléquela sobre los dos soportes de montaje [C]. Deslice la caja del sistema
por el bastidor de 19 pulgadas hasta que el borde delantero de la misma
quede a ras con la parte delantera del bastidor de 19 pulgadas.

PRECAUCION: Riesgo de accidente o lesién general en el puesto
de trabajo

No intente levantar una caja de sistema para instalarla en el bastidor
de 19 pulgadas sin ayuda.

5) Ultilice los dos soportes angulares [B] y los tornillos incluidos para fijar la caja
del sistema al bastidor de 19 pulgadas.

6) Si desea instalar un armario de ampliacion, repita los pasos 1 a 6.

7.2 Paneles de interconexion (opcional)

Para una instalacién con montaje en armario de 19 pulgadas del sistema
de comunicacién OpenScape Business X8, los teléfonos, las lineas, etc. se
pueden conectar a través del panel de interconexion externo.
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Panel de interconexiéon S30807-K6143-X
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Figura 13: Panel de interconexiéon $S30807-K6143-X

Caracteristicas principales

* Dos conectores SIVAPAC (X1, X5) para la conexién al backplane del
sistema de comunicacion mediante unidades CABLU (unidades de cableado
preconfeccionadas de fabrica)

Es preciso insertar puentes entre las regletas de terminales X12 'y X14, y
también entre las regletas de terminales X13 y X15, utilizando cable jumper
de puente. El contacto entre el conector SIVAPAC X5 y las 8 primeras tomas
RJ45 solamente se establece cuando hay presentes cables de puente.

A la hora de conectar teléfonos, lineas urbanas, etc. mediante puentes
directamente a las regletas de terminales X12 y X13, no hacen falta puentes
de cable.

* 48 tomas RJ45 (1 a 48) para la conexion de teléfonos, lineas urbanas, etc.

Tabla 1: Panel de interconexiéon S30807-K6143-X - Asignacion de las

tomas RJ45
Pin Senal
4 a
5
Las tomas RJ45 estan ocupadas con dos hilos.
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* Ocho slots para conductores de descarga de sobretension (F1 a F8)

Nota:
Peligro de incendio por sobretensién

Con lineas que midan mas de 500 m y lineas que salgan del
edificio, hay que proteger los modulos analdgicos y de linea
de usuario digital con una proteccion antirrayos externa.

Este tipo de proteccion contra descargas (antirrayos) se
denomina proteccion primaria adicional. La proteccion
primaria adicional se garantiza instalando conductores
de descarga de sobretension (con gas) en el panel de
interconexion.

Consejo: X9, X10, X11 y PFT1 no se usan con OpenScape

Business.

Beard with 16 ports Board with 16 ports
1135|789 |11[1315 25|27 (2531 33{35( 373
214|858 10012[14|18 26(28(30|32 34| 365|354

Beard with 24 ports Board with 16 ports
[1 IS 79111315 [1? 19 21]23) 25|27 [25]31 33{35( 37|39
|2 418810121418 |1E-.?D.?.?.?4.?ﬁ.?ﬂ-3[:-3.? 34( 36| 38440

Beard with 16 ports Board with 24 ports

27 [25]3 33|35 37)35|41]43/45]47
28(30]32 34|36| 38)40|42|44|45|448)
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7la 11315
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Figura 14: Panel de interconexiéon S$S30807-K6143-X — Uso de las 48 tomas
RJ45

6

La figura anterior muestra el uso de las 48 tomas RJ45, dependiendo del
numero de interfaces de los modulos periféricos conectados.
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Panel de interconexion Sy C39104-27001-B3
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Figura 15: Panel de interconexion S, C39104-Z7001-B3

Caracteristicas principales

* 24 tomas RJ45 (1 a 24) para la conexion de teléfonos RDSI, lineas urbanas
RDSI, etc.

La conexioén al backplane del sistema de comunicacién se realiza mediante
cables de extremo abierto que deben fijarse manualmente al panel de
interconexion S.

Tabla 2: Panel de interconexién Sy, C39104-Z7001-B3 - Asignacion de
las tomas RJ45

Pin Senal
Conexion de linea Conexion de extension
urbanallnterconexion
3 Enviar + Recibir +
4 Recibir + Enviar +
5 Recibir — Enviar —
6 Enviar — Recibir —

Cada una de las tomas RJ45 debe tener cuatro hilos.

Nota: Si utiliza paneles de interconexion de otro proveedor,
debe respetar las instrucciones de instalacion y puesta a tierra
de proteccion que facilite el fabricante.
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Puesta a tierra de proteccion

7.2.1 Como montar un panel de interconexién en un armario de 19
pulgadas

Requisitos previos

Se han tenido en cuenta los requisitos para elegir el lugar de montaje en un
armario de 19 pulgadas (consulte Requisitos para la instalacion en la pagina
31).

Hay tornillos especiales para el armario para fijar el panel de interconexion en
el armario de 19 pulgadas.
Paso a paso

Meta el panel de interconexion en el armario de 19 pulgadas vy fijelo con los
tornillos previstos para ellos [A] a dicho armario.

l=-l-;-l-_

7.3 Puesta a tierra de proteccion

La puesta a tierra de proteccion permite establecer una conexion segura con el
potencial de masa para proteger el sistema de tensiones peligrosas en caso de
error.

AAtencién:

Descarga eléctrica al tocar los cables con tensién

» Ponga a tierra los armarios del sistema del sistema de comunicacion
OpenScape Business X8 y los distribuidores principales y los
paneles de interconexién que se pudieran estar utilizando con
conductores de proteccion independientes. Antes de poner en
servicio y de conectar los teléfonos y las lineas, conecte los armarios
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del sistema de su sistema de comunicacion, el distribuidor principal y
los paneles de interconexién con el conductor de proteccion.

Ha de procurarse un tendido con proteccion y una descarga de
traccion del conductor de proteccion (seccion minima del conductor

=12 AWG/2,5 mmz). Si puede haber influencias externas sobre
un conductor de proteccién y no se puede realizar un tendido con
proteccion, el conductor de proteccién debera tener una seccion de

10 AWG/4 mm?.

7.3.1 Puesta a tierra de proteccion con montaje autbnomo

La puesta a tierra de proteccion de los armarios del sistema del sistema

de comunicacion y de los distribuidores principales que se pudieran estar
utilizando se realiza, por ejemplo, a través del embarrado equipotencial del
edificio, de una barra colectora de tierra principal o de un campo de puesta a
tierra).

7.3.1.1 Como establecer una puesta a tierra de proteccion para el MDFU del

distribuidor principal

Requisitos previos

Hay una conexién de puesta a tierra con una resistencia de menos de 2
ohmios. Ejemplos: varilla de compensacion de potencial del edificio, pica de
toma de tierra principal, electrodo de toma de tierra

APELIGRO:

Descarga eléctrica al tocar los cables con tensién

Solo pueden realizar trabajos en la red de baja tension (<1000 V ca)
técnicos eléctricos con la calificacion pertinente. Se deben cumplir todas
las normativas nacionales y locales relativas a conexiones eléctricas.

Atencion:

Descarga eléctrica al tocar los cables con tensién

Utilice conductores de proteccién de tierra independientes para
establecer una puesta a tierra de proteccion para los armarios de
sistema del sistema de comunicacion OpenScape Business X8 y
para los distribuidores principales que se puedan estar utilizando.
Conecte los armarios de sistema del sistema de comunicacién y el
distribuidor principal al cable de puesta a tierra antes de poner en
servicio el sistema y conectar los teléfonos y lineas.

Asegurese de que los conductores de puesta a tierra colocados
estén protegidos y sin tension (seccidn transversal minima del

conductor = 12 AWG/2,5 mm2). Si no es posible proteger un
conductor de puesta a tierra, se necesita una seccion transversal
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minima del conductor de 10 AWG/4 mm? para bloquear los efectos
de factores externos.

La puesta a tierra de los armarios del sistema debe ejecutarse desde el punto
de puesta a tierra, en configuracion de estrella.

Es obligatorio cumplir las normas de implementacion especificadas en las
normativas IEC 60364, IEC 60950-1 e IEC 62368-1 durante la instalacion.

Siga este procedimiento para garantizar una correcta puesta a tierra de
proteccion:

Paso a paso

1) Fije un conductor de puesta a tierra independiente al terminal de tierra del
armario basico del sistema de comunicacién, segun se indica en la siguiente
figura.

2) Utilice una brida para fijar el conductor de puesta a tierra al armario basico y
librarlo de cualquier tension.

3) Utilice un conductor de 12 AWG/2,5 mm? de grosor (macizo o de cobre
trenzado) con una longitud maxima de 39 metros (126 pies) para conectar
el terminal de puesta a tierra del armario basico con el terminal de puesta
a tierra del distribuidor principal externo. Para evitar posibles confusiones,
puede utilizar cualquier color salvo el verde/amarillo.

4) Si hay presente un armario de ampliacién: Fije un conductor de puesta a
tierra independiente al terminal de tierra del armario basico del sistema de
comunicacion.

5) Si hay presente un armario de ampliacién: Utilice una brida para fijar el
conductor de puesta a tierra al armario de ampliacion y librarlo de cualquier
tension.

6) Elija una de estas opciones:

* No valido para EE. UU. y Canada: Conecte los conductores de puesta
a tierra independientes de los armarios del sistema con la toma de tierra
(por ejemplo, la varilla de compensacién de potencial del edificio), tal
y como muestra el diagrama conceptual en la figura a continuacion.
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Asegurese de que todos los conductores de proteccion de tierra
colocados estén protegidos y sin tension.

OpenScape Business X8 MDFU
= Expansion box: Ground wire
connection Ground wire

connection

Any color except

greenyeliow to
avoid

misinterpretations

connection

Recommended: 2.5 mn¥ thick
wire (solid or stranded copper)
with a max. length of 3% m (126
feet);, bare or green/yelliow

Grounding point, .g., equipotential bonding r--4--=-=-=====-===} ===
of the buikling

But not: Central heating system, sewer
pipes, or grounding for antenna system

* Solo para EE. UU. y Canada: Conecte los conductores de puesta a
tierra independientes de los armarios del sistema con la toma de tierra
(por ejemplo, la pica de toma de tierra principal o un electrodo de toma
de tierra), tal y como muestra el diagrama conceptual en la figura a
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continuacion. Asegurese de que todos los conductores de proteccién de
tierra colocados estén protegidos y sin tension.

OpenScape Business X8 MDF U
- Expansion box: Ground wire

Ground wire
connection

L

Any color except
greenfyellow to
avoid
misinterpretations

Fuse box 204 Recommended: 12 AWG/2.5 mm?
Mains thick wire (solid or stranded copper)
connection with a max. length of 38 m (126
P i
120VALC, B0 Hz T . feet); bare or green/yellow
neutral ground e e i—— @
wre i X
re— !
[ -
: Grounding point, &.g., main |
! ground busbar !
1
Power supply panel, via which power | 1 :
to the communication system is | J :
supplied | i |
1
| = :

Note: Single Point Ground (SPG ) shown
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7.3.1.2 Cémo comprobar la puesta a tierra de proteccién

Requisitos previos

El armario o armarios del sistema del sistema de comunicacién todavia no
estan conectados a la red de baja tensién con un cable de red.

Se ha conectado la puesta a tierra de proteccion de cada armario del sistema
del sistema de comunicacion y de los distribuidores principales que se estén
utilizando.

Antes de la puesta en servicio, realice este test para garantizar una correcta
puesta a tierra de proteccion del sistema de comunicacién y del distribuidor
principal utilizado.

Paso a paso

1) Compruebe la resistencia 6hmica del enlace del cable de proteccion con el
sistema de comunicacion:

La medicidn se realiza entre el contacto de puesta a tierra de una caja
de conexion de la red doméstica (en el lugar de conexion del sistema de
comunicacioén) y un armario del sistema del sistema de comunicacion.

2) Repita la medicion en todos los demas armarios del sistema del sistema de
comunicacion.

3) Compruebe la resistencia 6hmica entre los armarios del sistema del sistema
de comunicacion y los distribuidores principales.

El resultado (valor nominal) de la medicion debe ser claramente inferior a 10
ohmios.

Si en una medicion se obtuviera otro resultado, péngase en contacto con un
electricista profesional. Debera comprobar la compensacion de potencial de
la instalacion principal y garantizar el bajo ohmiaje del enlace de cable de
proteccion.

7.3.2 Puesta a tierra de proteccién con montaje en armario de 19"

La puesta a tierra de proteccion de los armarios del sistema del sistema

de comunicacion y de los paneles de interconexion que se pudieran estar
utilizando se realiza mediante el embarrado equipotencial del armario de 19
pulgadas.

7.3.2.1 Cémo instalar una puesta a tierra de proteccion para el sistema de
comunicacion y el panel de interconexién

Requisitos previos

Hay una conexion de puesta a tierra con una resistencia de menos de 2
ohmios. Ejemplos: varilla de compensacion de potencial del edificio, pica de
toma de tierra principal, electrodo de toma de tierra

El armario de 19 pulgadas se conecta con la puesta a tierra a través de un
conductor de puesta a tierra independiente (verde/amarillo). El armario de 19
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pulgadas esta equipado con una varilla de compensacién de potencial, a la que
pueden conectarse los armarios de sistema del sistema de comunicacién y los
paneles de interconexién de forma independiente.

APELIGRO:

Descarga eléctrica al tocar los cables con tension

Solo pueden realizar trabajos en la red de baja tension (<1000 V ca)
técnicos eléctricos con la calificacion pertinente. Se deben cumplir todas
las normativas nacionales y locales relativas a conexiones eléctricas.

Atencion:

Descarga eléctrica al tocar los cables con tensién

Utilice conductores de proteccion de tierra independientes para
establecer una puesta a tierra de proteccion para los armarios de
sistema del sistema de comunicacion OpenScape Business X8 y
para los paneles de interconexién que se puedan estar utilizando.
Conecte los armarios de sistema del sistema de comunicacion y los
paneles de interconexion al cable de puesta a tierra antes de poner
en servicio el sistema y conectar los teléfonos y lineas.

Asegurese de que los conductores de puesta a tierra colocados
estén protegidos y sin tension (seccién transversal minima del

conductor = 12 AWG/2,5 mm2). Si no es posible proteger un
conductor de puesta a tierra, se necesita una seccion transversal

minima del conductor de 10 AWG/4 mm? para bloquear los efectos
de factores externos.

La puesta a tierra de los armarios del sistema debe ejecutarse desde el punto
de puesta a tierra, en configuracion de estrella.

Es obligatorio cumplir las normas de implementacion especificadas en las
normativas IEC 60364, IEC 60950-1 e IEC 62368-1 durante la instalacion.

Nota:

Los requisitos enumerados son aplicables si utiliza paneles de
interconexién de otro proveedor.

No es necesaria una puesta a tierra de proteccion del panel de
interconexion Sy (C39104-Z27001-B3).

Siga este procedimiento para garantizar una correcta puesta a tierra de
proteccion:
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Paso a paso

1) Fije un conductor de puesta a tierra independiente al terminal de tierra del
armario basico del sistema de comunicacion, segun se indica en la siguiente
figura.

2) Utilice una brida para fijar el conductor de puesta a tierra al armario basico y
librarlo de cualquier tension.

3) Utilice un conductor de 12 AWG/2,5 mm? de grosor (macizo o de cobre
trenzado) con una longitud maxima de 39 metros (126 pies) para conectar
el terminal de puesta a tierra del armario basico con el terminal de puesta
a tierra del panel de interconexion (S30807-K6143-X). Para evitar posibles
confusiones, puede utilizar cualquier color salvo el verde/amarillo.

4) Si hay presente un panel de interconexion adicional (S30807-K6143-X):

Utilice un conductor de 12 AWG/2,5 mm? de grosor (macizo o de cobre
trenzado) con una longitud maxima de 39 metros (126 pies) para conectar
los terminales de puesta a tierra de los paneles de interconexion entre si.
Para evitar posibles confusiones, puede utilizar cualquier color salvo el
verde/amarillo.

5) Si hay presente un armario de ampliacion: Fije un conductor de puesta a
tierra independiente al terminal de tierra del armario basico del sistema de
comunicacion.

6) Si hay presente un armario de ampliacién: Utilice una brida para fijar el
conductor de puesta a tierra al armario de ampliacion y librarlo de cualquier
tension.

7) Conecte los conductores de puesta a tierra independientes de los armarios

del sistema con la varilla de compensacion de potencial del armario de
19 pulgadas, tal y como muestra el diagrama conceptual en la figura a
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continuacion. Asegurese de que todos los conductores de proteccién de
tierra colocados estén protegidos y sin tension.

OpenScape Business X8

I T

E qui tial bonding strip in 19" rack !
aupoten osmenigck ! OO !
; L :

— 1

i - i

Patch Panel

Expansion box: Ground wire

Ground wire
connection

—
—

Ay color except
greeniyellow, to avoid

miginterpretations

Ta furlher palch pane s

Recommended: 12 ANGI2.5 mme

thick wire (solid or stranded copper)|

with a max. length of 38 m (126
feet); bare or greenfyellow

7.3.2.2 Como comprobar la puesta a tierra de proteccién

122

Requisitos previos

Los armarios del sistema del sistema de comunicacion y todos los demas
dispositivos del armario de 19 pulgadas no estan conectados con la red de baja
tensién mediante el cable de conexion de red.

La puesta a tierra independiente de cada armario del sistema del sistema de
comunicacioén o del panel de interconexion utilizado esta conectada.

A31003-P3030-J102-08-7831, 07/2024
OpenScape Business X3/X5/X8, Guia de instalacion



Instalacion de hardware por OpenScape Business X8
Notas de configuracion

El armario de 19 pulgadas debe ponerse a tierra mediante un conductor de
proteccion independiente (verde/amarillo).

Antes de la puesta en servicio, realice este test para garantizar una correcta
puesta a tierra de proteccién del sistema de comunicacion y del panel de
interconexion utilizado.

Paso a paso

1) Compruebe la resistencia 6hmica del enlace del cable de proteccién con el
sistema de comunicacion:

a) La primera medicién se realiza entre el contacto de puesta a tierra
de una caja de conexion de la red doméstica y el embarrado de
equipotencialidad del armario de 19 pulgadas.

b) La segunda medicion se realiza entre el embarrado de equipotencialidad
del armario de 19 pulgadas y un armario del sistema de comunicacion.

c) Repita la segunda mediciéon con todos los demas armarios del sistema
del sistema de comunicacion.

2) Compruebe la resistencia 6hmica entre los armarios del sistema del sistema
de comunicacién y los paneles de interconexion.

El resultado (valor nominal) de la medicion debe ser claramente inferior a 10
ohmios.

Si en una medicion se obtuviera otro resultado, pdngase en contacto con un
electricista profesional. Debera comprobar la compensacion de potencial de
la instalacién principal y garantizar el bajo ohmiaje del enlace de cable de
proteccion.

7.4 Notas de configuracién

Las notas de configuracion incluyen informacion sobre los slots de médulos
del armario basico y del armario de ampliacion, la puesta en servicio de los
maodulos, la distribucion de las lineas multiplex PCM del armario basico y del
armario de ampliacion, asi como sobre la instalacion de médulos.

7.4.1 Slots de modulos del armario basico

El médulo basico dispone de 9 slots para modulos periféricos (slots 1 a5y

7 a 10). Un slot fijo esta asignado a la placa base OCCL u OCCLA (slot 6).
Segun lo requiera, puede utilizar hasta tres fuentes de alimentacion LUNA2 en
el armario basico.
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OpenScape
Business X8

Basic Box

Figura 16: OpenScape Business X8 — Slots de médulos del armario basico

7.4.2 Slots de mdédulos en el armario de ampliacién

En el armario de ampliacion hay trece slots para moédulos periféricos (slots 1

a6y 8a14). Segun la necesidad, el suministro de corriente LUNA2 se puede
utilizar hasta cuatro veces en el armario de ampliacién.

g 8 10 11 12 13 14

OpenScape
Business X8

Expansicn Box

nal used

Figura 17: OpenScape Business X8 — Slots para médulos del armario de
ampliacién
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7.4.3 Slots de mdédulos especiales

Los siguientes modulos se usan con slots especiales.

DBSAP

El médulo DBSAP forma parte del envio del armario de ampliacién y se
conecta en el conector de backplane correspondiente del armario de
ampliacién de fabrica.

LUNA2

Los slots para el LUNAZ2 se encuentran en la parte inferior del soporte para
modulos de los armarios del sistema. En el armario basico hay tres slots y en el
armario de ampliacion, cuatro.

Nota:

El médulo LUNAZ2 solo puede insertarse o extraerse con el
sistema desconectado (con el conmutador de alimentacion en
posicion = DC-OFF).

Antes de poner en servicio el sistema de comunicacion, los slots de las
fuentes de alimentacion deben cubrirse con paneles exteriores.
REALS

El slot para el REALS se encuentra en la parte inferior del soporte para
modulos del armario basico.

Los slots de las fuentes de alimentacion y el slot del médulo REALS deben
cubrirse con paneles exteriores antes de arrancar el sistema de comunicacion.

Si desea informacion detallada, consulte la descripcion del moédulo especifico.

7.4.4 Inicializacidon de los médulos
En la puesta en servicio inicial, el software del sistema reconoce e inicializa los
modulos en sentido ascendente empezando por el slot mas bajo.

Las interfaces de los médulos se ponen en servicio segun la direccion de la
flecha de la imagen siguiente.
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1 £ 3 4 6 &8 7 & § [ -l -

OpenScape Business X8

retuga

Expansion Box

Basic Box

Figura 18: OpenScape Business X8 — Inicializacion de los médulos

Todos los mddulos enchufados se ponen en servicio cuando

» Todavia no se alcanzado la expansion maxima del sistema de
comunicacion.

Escaneando en secuencias los slots, el software del sistema comprueba si
se ha sobrepasado la cantidad maxima de extensiones o lineas. De ser asi,
el médulo queda fuera de servicio.

» Con médulos de linea urbana, hay disponible al menos un canal B para el
lugar de montaje.

Solo se pone en servicio el numero de canales B disponibles del sistema de
comunicacion.

7.4.5 Distribucién de las lineas multiplex PCM en el armario basico

El armario basico ofrece dos haces de lineas multiplex PCM con 2 x 4 lineas
multiplex PCM cada uno para los slots de médulos periféricos. Por cada linea
multiplex PCM se dispone de 32 canales multiplex de tiempo respectivamente.
Si estan ocupados, no se pueden ejecutar mas solicitudes de conversacion.

Para garantizar un funcionamiento sin bloqueos, al realizar la instalacién de los
modulos debera procurarse que los modulos periféricos de una seccion PCM
no requieran mas que los canales multiplex de tiempo disponibles.
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Basic Box 1 2 3 4 5 6 7 8 9 10
PCM highway bundie 4 || | #=T0=T-8- -
with 2 x 4 PCM - -an-a -
highways PE A U
oo oo
-
(]
L]
(] not used
PCM highway bundle F [ | @=1-8-18- Bl -
With 2 % 4 PCM -l B - -9
highvaays ——i——— —il——i——i
ghnay s oo oo 'o
HDLC — Bl el Bl B
(7]
LUNAZ Lnaz | 2| Lunaz
-
1 2 3 4

Figura 19: OpenScape Business X8 — Lineas multiplex PCM en el armario
basico

La utilizaciéon de los haces de lineas multiplex PCM del armario basico por
moédulos periféricos tiene lugar segun las siguientes reglas:

+ Sistema de box Unico
— Haz de lineas multiplex PCM A

Excepto los moédulos DIUT2, DIUN2 y DIU2U, los médulos periféricos
solo utilizan las lineas multiplex PCM del haz A.

Hay disponibles 128 canales multiplex de tiempo (4 lineas multiplex
PCM) en la seccién PCM para los slots para médulos 1a5yenla
seccion PCM para los slots para médulos 7 a 10.

— Haz de lineas multiplex PCM F

Los mddulos periféricos DIUT2, DIUN2 y DIU2U utilizan las lineas
multiplex PCM del haz F.

De esta forma, para estos médulos hay disponibles 128 canales
multiplex de tiempo en la seccion PCM para los slots de médulos 1a 5y
en la seccion PCM para los slots de modulos 7 a 10.

Si debido al equipamiento con estos modulos, se requieren mas de los
2 x 128 canales multiplex de tiempo del haz de lineas multiplex PCM
F, el sistema de comunicacion recurre automaticamente a los canales
multiplex de tiempo del haz de lineas multiplex PCM A. No obstante,
se conectan Unicamente moédulos completos a la otra troncal. Los
demas canales multiplex de tiempo del haz de lineas multiplex PCM F
permanecen libres.

« Sistema de box doble

Todos los mdédulos periféricos utilizan exclusivamente las lineas multiplex
PCM del haz A.
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7.4.6 Distribucion de las lineas multiplex en el armario de ampliacién

El armario de ampliacion ofrece un haz de lineas multiplex PCM con 2 x 4
lineas multiplex PCM para los slots para modulos periféricos. Por cada linea
multiplex PCM se dispone de 32 canales multiplex de tiempo respectivamente.
Si estan ocupados, no se pueden ejecutar mas solicitudes de conversacion.

Para garantizar un funcionamiento sin bloqueos, al realizar la instalacién de los
modulos debera procurarse que los modulos periféricos de una seccion PCM
no requieran mas que los canales multiplex de tiempo disponibles.

Expansion Box 1 2 3 &4 5 6 7 B 9 10 11 12 13 14
PCM highway bundie A || | ®-T9T9 Bl B —a-8
S | e -a-a ana Lo
highways oo ara oo
! f e e T —o——o
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LUNA2 LUNAZ LUNA2 LUNA2
1 2 3 4

Figura 20: OpenScape Business X8 — Lineas multiplex PCM en el armario
de ampliacion

Todos los moédulos periféricos de un armario de ampliacion utilizan
exclusivamente las lineas multiplex PCM del haz A.

Hay disponibles 128 canales multiplex de tiempo (4 lineas multiplex PCM) en
la seccién PCM para los slots para médulos 1 a 6 y en la seccion PCM para los
slots para médulos 8 a 14.

El haz de lineas multiplex PCM F no se utiliza.

7.4.7 Canales multiplex de tiempo de los médulos periféricos

128

Para ejecutar solicitudes de llamada, los modulos periféricos requieren un
numero diferente de canales multiplex de tiempo. OpenScape Business X8
ofrece estos canales multiplex de tiempo mediante lineas multiplex PCM.

OpenScape Business X8 ofrece haces de lineas multiplex PCM con 2 x 4
lineas multiplex PCM cada uno para los slots de médulos periféricos. Por

cada linea multiplex PCM se dispone de 32 canales multiplex de tiempo
respectivamente. Si estan ocupados, no se pueden ejecutar mas solicitudes de
conversacion. Para garantizar un funcionamiento sin bloqueos del sistema de
comunicacion, al realizar la instalacion de los médulos debera procurarse que
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los médulos periféricos de una seccién PCM no requieran mas que los canales
multiplex de tiempo disponibles.

En la asignacion de canales multiplex de tiempo mediante moédulos periféricos,
se distingue entre:

* Asignacion estatica

En médulos de linea urbana y de trafico cruzado se realiza una asignacién
estatica de los canales multiplex de tiempo. De este modo queda
garantizado el procesamiento de todas las llamadas.

Nota: El médulo TMDID utiliza exclusivamente la primera
mitad de una secciéon PCM. Con ello, por cada seccion
PCM se dispone de como maximo 64 canales para canales
multiplex de tiempo estéticos del TMDID. Para garantizar

un servicio sin bloqueos del sistema de comunicacion en la
operacion del TMDID, los modulos utilizados en una seccién
PCM no pueden requerir mas de 64 canales multiplex de
tiempo estaticos.

Ejemplos de una seccion PCM:

2 x TMDID + 1 x DIU2U = 64 canales multiplex de tiempo
estaticos = configuracion admisible

1 x TMDID + 1 x TMANI + 1 x DIUT2 = 76 canales multiplex
de tiempo estéticos = configuracion inadmisible

1 x TMDID + 2 x SLMO2 = 8 canales multiplex de tiempo
estaticos y 96 dindmicos = configuracion admisible

* Asignacién dinamica

En el caso de mddulos de lineas de extension tiene lugar una ocupacion
dinamica de los canales multiplex de tiempo. Los canales se ocupan con
cada llamada y vuelven a liberarse al finalizar la llamada. La cantidad
efectiva de canales multiplex de tiempo necesarios depende de la cantidad
de extensiones activas.

+ Asignacion estatica/dinamica
En médulos con interfaces SO, la asignacion de los canales multiplex
de tiempo se realiza en funcién del uso de las distintas interfaces SD.
La asignacion estatica se realiza cuando se utiliza una interfaz S para

la conexion de linea urbana RDSI (linea urbana RDSI). La asignacion
dinamica se realiza con el uso de una interfaz S para la conexion de

extension RDSI.
Para consultar informacién sobre la cantidad de canales multiplex de tiempo

que requieren los diferentes modulos periféricos, véase OpenScape Business
X3/X5/X8, Documentacion de servicio; Anexo - Ampliacion de hardware.

7.4.8 Instalacion de modulos

Los modulos periféricos se pueden insertar y extraer con la alimentacion
conectada (sin necesidad de desconectarla). Utilice siempre la llave de
maodulos para extraer e introducir médulos.
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La placa base (OCCL u OCCLA) no se debe extraer mientras el sistema esté
conectado a la alimentacion. En este caso, es preciso desconectar primero el
sistema de la alimentacion eléctrica.

7.4.8.1 CoOmo insertar un modulo

Requisitos previos
La cubierta de plastico delantera del armario de sistema no esta puesta.
Hay disponible un slot libre para el médulo.

Debe tener en cuenta las especificaciones del distribuidor de lineas multiplex
PCM de los armarios del sistema.

Nota: Siempre que vaya a manipular moédulos, debe llevar
puesta una pulsera antiestatica.

Es obligatorio conocer y respetar las medidas de prevencion
contra componentes sometidos a cargas electrostaticas (véase
Indicaciones de aviso: Aviso en la pagina 16).

Paso a paso
1) Utilice los rieles guia para introducir el médulo en el armario del sistema
deslizandolo hasta que haga tope.

2) Introduzca la punta marcada con "Plug In" de la llave de médulos en la
ranura inferior de la tapa frontal del médulo.

3) Empuje la llave de médulos hacia arriba para hacer palanca e introducir el
modulo en el soporte del armario del sistema.
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7.4.8.2 Coémo extraer un modulo

Requisitos previos

La cubierta de plastico delantera del armario de sistema no esta puesta.

Nota: Siempre que vaya a manipular moédulos, debe llevar
puesta una pulsera antiestatica.

Es obligatorio conocer y respetar las medidas de prevencion
contra componentes sometidos a cargas electrostaticas (véase
Indicaciones de aviso: Aviso en la pagina 16).

Paso a paso
1) Introduzca la punta marcada con “Pull” de la llave de mddulos en la ranura
superior de la cubierta frontal del médulo que pretenda extraer.

2) Haga palanca para extraer el médulo del soporte del armario del sistema.
Para ello, empuje hacia arriba la llave de médulos.

AR NN
L
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3) Extraiga el médulo del armario del sistema deslizandolo sobre los rieles
guia.

7.4.8.3 Como instalar cubiertas de blindaje

La instalacion de una cubierta de blindaje permite asegurar de apantallar

de forma segura los slots de médulos no utilizados o aquellos equipados

con médulos periféricos que solamente tengan cubiertas de plastico. Esto
afecta a los siguientes modulos: STMD3, TMDID, TMEW2, SLMU, SLMAV8N,
SLMAV24N.
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Backplanes de los armarios del sistema

Requisitos previos

La cubierta de plastico delantera no esta puesta en el armario del sistema.

Paso a paso
1) Inserte los dos pasadores inferiores de la cubierta de blindaje en las
aberturas que presenta el soporte de médulos para este fin.

2) Empuije la cubierta de blindaje hacia el soporte de mdédulos hasta que
encaje en su sitio con un chasquido.

7.5 Backplanes de los armarios del sistema

Los backplanes establecen la conexion entre el control central OCCL, los
modulos periféricos y los suministros de corriente LUNAZ2 y permiten conectar
teléfonos, lineas urbanas, etc.

7.5.1 Backplane del armario basico

El backplane del armario basico proporciona la conexion entre la placa de
control central OCCLA, los médulos periféricos y las fuentes de alimentacion
LUNAZ2. También dispone de conectores para teléfonos, lineas urbanas, etc.
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Figura 21: OpenScape Business X8 — Backplane del armario basico

Tabla 3: OpenScape Business X8 — Conexiones en el backplane del
armario basico

Conexion Funcion

X101 a X105, conectores SIVAPAC para recibir las sefales de los mdédulos
X109 a X112 periféricos instalados en los slots 1a5y 9a 12

Hay un distribuidor principal externo o paneles de
interconexién conectados mediante unidades CABLU (Cabling
Units = unidades de cableado preconfeccionadas de fabrica)
o cables de extremo abierto. La conexion del panel de
interconexion Sy se realiza a través de un cable de extremo

abierto.

Es posible conectar los siguientes paneles de conectores a los
conectores SIVAPAC:

» Panel de conexion con toma CHAMP para conectar un
distribuidor principal externo o un panel de interconexion
mediante unidades CABLU.

* Paneles de conexion con 8 y 24 tomas RJ45 para la
conexion directa de teléfonos, lineas urbanas, etc.
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Conexion Funcion

X116 Conectores SIVAPAC para recibir las sefales del modulo

REALS

Un distribuidor principal externo o paneles de interconexién
estan conectados a través de un cable de extremo abierto (24
DA):

+ S30267-Z2196-A100: 10 m de longitud

» S30267-Z2196-A250: 25 m de longitud

X201 Toma DBG68 de 68 patillas para conectar el cable al armario de
ampliacion (es decir, al médulo DBSAP)
X209 Puerto DC

X211, X212 | Alimentacion CA

7.5.2 Backplane del armario de ampliacion

El backplane del armario de ampliacion proporciona la conexién entre los
modulos periféricos y las fuentes de alimentacion LUNA2. También dispone
conectores para teléfonos, lineas urbanas, etc.

e 0)°
o H S o
H 1 A A
1
ST
& . [
=
e
-] o C e ] C ol
o | %o @l €l o :
= ) & . - ()
E =ir:j E o
Fdi [
D ' [ = £
(=) [ ]
.--13 .--JE‘
[ (]
> Rl
v &
- = = N
el - - : R - | 0

Figura 22: OpenScape Business X8 — Backplane del armario de
ampliacion
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Tabla 4: OpenScape Business X8 — Conexiones en el backplane del
armario de ampliacion

Conexion

Funcion

X101 a X106,
X109 a X115

Conectores SIVAPAC para recibir las sefales de los médulos
periféricos instalados en los slots 1Ta6y9a 15

Hay un distribuidor principal externo o paneles de
interconexion conectados mediante unidades CABLU (Cabling
Units = unidades de cableado preconfeccionadas de fabrica)
o cables de extremo abierto. La conexion del panel de
interconexion Sy se realiza a través de un cable de extremo

abierto.

Es posible conectar los siguientes paneles de conectores a los
conectores SIVAPAC:

» Panel de conexion con toma CHAMP para conectar un
distribuidor principal externo o un panel de interconexién
mediante unidades CABLU.

+ Paneles de conexion con 8 y 24 tomas RJ45 para la
conexion directa de teléfonos, lineas urbanas, etc.

X209
X211

Puerto DC

Alimentacion CA

X220 a X223

Conexiones para conectar al médulo DBSAP

El médulo DBSAP posee una toma DB-68 de 68 patillas para
conectar el cable conductor de conexion al armario basico
(X201).

7.5.3 Paneles de conexién y de blindaje para backplanes

En el conector SIVAPAC de los backplanes del armario basico y de ampliacién
se pueden insertar paneles de conexion con toma CHAMP (para conectar

el distribuidor principal MDFU-E o un panel de interconexion mediante

CABLU) y paneles de conexion con tomas RJ45 (para la conexion directa de
teléfonos, lineas urbanas, etc.). El montaje de paneles de blindaje garantiza
una proteccion suficiente del backplane si se utilizan médulos cuyas sefiales no
se pueden detectar mediante paneles de conexion.

Panel de conexion con toma CHAMP (NPPSC, S30807-Q6626-X)
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136

Panel de conexion con 24 tomas RJ45 (NPPAB, S30807-Q6622-X)

Tabla 5: Panel de conexiéon con 24 tomas RJ45 — Asignacion de las tomas
RJ45

Pin ‘ Senal
4 a

5

Las tomas RJ45 estan ocupadas con dos hilos.

Panel de conexion con 8 tomas RJ45 (NPPSO0, S30807-Q6624-X)

Tabla 6: Panel de conexion con 8 tomas RJ45 — Asignacion de las tomas
RJ45

Pin Senal

Conexion de linea urbana/ Conexion de extension
Interconexion

3 Enviar + Recibir +
4 Recibir + Enviar +
5 Recibir — Enviar —
6 Enviar — Recibir —

Las tomas RJ45 estan ocupadas con cuatro hilos.

Panel de blindaje (C39165-A7075-C44)

Cable ducts
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7.5.3.1 Cémo montar paneles de conexién o de blindaje

Requisitos previos

La cubierta de plastico trasera del armario del sistema no esta montada.

Paso a paso
Elija una de estas opciones:

» Si desea montar un panel de conexion, empujelo en el conector SIVAPAC
deseado del backplane.

Fije el panel de conexidon al armario del sistema con los dos tornillos
incluidos en el volumen de suministro.

» Sidesea montar un panel de blindaje, pase los CABLU que pudiera haber
por los pasos de cable.

Fije el panel de blindaje al armario del sistema con los dos tornillos incluidos
en la entrega.

7.5.4 Conexion en backplanes

Los backplanes del armario basico y de ampliacién permiten conectar
teléfonos, lineas urbanas, etc. La conexion se puede realizar mediante un
distribuidor principal externo o mediante un panel de interconexién externo.
La conexidn directa con el backplane se puede realizar mediante paneles de
conexion con tomas RJ45.

7.5.4.1 Cémo conectar el conductor de conexién entre el armario basico y el armario
de ampliacién (opcional)

El cable de conexion (C39195-Z27611-A10) se encarga de conducir las sefales
HDLC, PCM y de temporizacién desde el armario basico hasta el armario de
ampliacion.

Requisitos previos

Las cubiertas de plastico de los armarios del sistema no estan puestas.

El médulo DBSAP (S30807-Q6722-X) esta instalado en el backplane del
armario de ampliacion.

Paso a paso
1) Enchufe uno de los conectores del cable en el conector DB68 de 68 patillas
modelo X201 del armario basico.

2) Enchufe el otro conector del cable en el conector DB68 de 68 patillas del
modulo DBSAP.

3) Utilice bridas para fijar ambos extremos del cable de conexion a los
armarios del sistema.
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7.5.4.2 Cémo instalar un conductor de conexién al distribuidor principal externo

(opcional)

138

Hay varias opciones disponibles para conectar el backplane al distribuidor
principal o a cualquier otro distribuidor principal externo. Dependen de qué

modulos periféricos ocupen qué slots y de los paneles de conectores utilizados.

Requisitos previos

Atencidn: Descarga eléctrica al tocar los cables con tension

Utilice cables conductores independientes para establecer la puesta
a tierra de proteccion de los armarios del sistema del sistema de
comunicacién y todos los distribuidores principales antes de conectar

teléfonos y lineas.

La cubierta de plastico trasera no esta puesta en el armario del sistema.

Paso a paso

1) Seleccione el conductor de conexidn apropiado, dependiendo del médulo
periférico y del panel de conectores que utilice.

Si entonces
Mod. Panel de Conductor de conexion
periférico conectores
STMD3 - Conexion al MDFU-E u otro distribuidor
TMANI principal externo: cable de extremo abierto
(24 DA) con toma SIVAPAC (backplane):
TMDID + S30267-Z2196-A100: 10 m de longitud
TMEW2 + S30267-Z196-A250: 25 m de longitud
SLMAVSN Panel de Conexién a distribuidor principal externo:
conectores cable con conector CHAMP
con conector
CHAMP
SLMU - Conexién al distribuidor principal externo:
cable de extremo abierto (24 DA) con
SLMAV24N toma SIVAPAC (backplane):
+ S30267-Z196-A100: 10 m de longitud
+ S30267-Z2196-A250: 25 m de longitud
Panel de Conexidn a distribuidor principal externo:
conectores cable con conector CHAMP
con conector
CHAMP

2) Enchufe el cable de conexién al conector del backplane deseado.
3) Fije el cable al armario del sistema mediante bridas.
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4) Seleccione una de las siguientes opciones para establecer la conexion con
cualquier distribuidor principal externo:

» Si utiliza un distribuidor principal externo y un cable de extremo abierto,
conecte el cable a la regleta divisora o de clasificacion del distribuidor
principal externo.

+ Si utiliza un distribuidor principal externo con conectores CHAMP y un
cable CHAMP, inserte el conector macho en el conector hembra CHAMP
que quiera usar del distribuidor principal externo.

5) Fije el cable de conexién al distribuidor principal externo mediante bridas.

7.5.4.3 Como conectar los cables de conexion con el panel de interconexiéon (opcional)

Para la conexion del backplane con el panel de interconexion hay disponibles
CABLU (24 DA) con conectores SIVAPAC de 2 m (S30267-Z2333-A20) y 5 m
(S30267-Z333-A50).

Requisitos previos

Atencién: Descarga eléctrica al tocar los cables con tension

Antes de conectar los teléfonos y las lineas, ponga a tierra los armarios
del sistema del sistema de comunicacién y de todos los paneles de
interconexién con conectores de proteccion independientes.

La cubierta de plastico trasera del armario del sistema deseado no esta
montada.

Paso a paso

1) Introduzca el cable de conexion en la conexion de backplane deseada.

2) Fije el cable de conexién con bridas al armario del sistema.

3) Inserte el cable de conexién en la conexion deseada del panel de
interconexion.

Para obtener informacion sobre la asignacion de las tomas RJ45 del panel
de interconexién S30807-K6143-X, consulte Paneles de interconexion
(opcional) en la pagina 110.

4) Fije el cable de conexidn con bridas al panel de interconexion.

7.5.4.4 Como conectar el cable de conexién con el panel de interconexién S,

(opcional)

Para conectar el backplane (Conector SIVAPAC) con el panel de interconexion
Sy hay disponibles cables Open-End (24 DA) de 10 m (S30267-Z196-A100) y
25 m (S30267-Z2196-A250)

Requisitos previos

Atencién: Descarga eléctrica al tocar los cables con tension
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Antes de conectar los teléfonos y las lineas, ponga a tierra los armarios
del sistema del sistema de comunicacion con conductores de proteccion
independientes.

La cubierta de plastico trasera del armario del sistema deseado no esta

montada.

Paso a paso

1) Introduzca el cable de conexion en la conexion de backplane deseada.
2) Fije el cable de conexién con bridas al armario del sistema.
3) Deje libres los hilos del cable (pelado = 60 cm (+/— 0,5 cm)).

Stripped length

F

25cm (+£0,5cm)

= ol

Bundle

fastener

Adhesive

Cable
shielding

4) Pele unos 3 cm el blindaje del cable. Acorte el hilo de drenaje a unos 2,5 cm
y fijelo al blindaje del cable enrollandolo con cinta adhesiva (al menos 1,5

vueltas).

5) Tienda los hilos del cable con una herramienta de perforacion estandar en
el panel de interconexion Sg. Los hilos deben trenzarse antes del tendido

(consulte la imagen siguiente).

Tabla 7: Codigo de colores de los cables Open-End

Grupo de
colores

1

140

Par Hilo a Hilo b
1 blanco/azul
azul/blanco
2 blanco/naranja
naranja/blanco
3 blanco/verde
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Grupo de Par Hilo a Hilo b
colores
verde/blanco
4 blanco/marrén
marrén/blanco
5 blanco/gris
gris/blanco
2 6 rojo/azul
azul/rojo
7 rojo/naranja
naranja/rojo
8 rojo/verde
verde/rojo
9 rojo/marrén
marrén/rojo
10 rojo/gris
gris/rojo
3 11 negro/azul
azul/negro
12 negro/naranja
naranja/negro
13 negro/verde
verde/negro
14 negro/marron
marrén/negro
15 negro/gris
gris/negro
4 16 amarillo/azul
azul/amarillo
17 amarillo/naranja
naranja/amarillo
18 amarillo/verde
vd/am
19 amarillo/marrén
marrén/amarillo
20 amarillo/gris
gris/amarillo
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Conexion de linea urbana

Grupo de Par Hilo a Hilo b
colores
5 21 violeta/azul
azullvioleta
22 violeta/naranja

naranja/violeta

23 violeta/verde

verde/violeta

24 violeta/marrén

marrén/violeta

Para obtener informacion sobre la asignacion de las tomas RJ45 del panel
de interconexién Sy C39104-27001-B3 para la conexién de extensiones
y para la conexion de linea urbana, consulte Paneles de interconexion
(opcional).

6) Fije el cable de conexién con bridas al panel de interconexién Sg.

7.6 Conexion de linea urbana

El sistema de comunicacion Openscape Business X8 ofrece diferentes
opciones para conexiones de lineas urbanas y con ellas, distintas opciones
para acceder a la red de comunicacion publica.

Puede seleccionar la conexién o conexiones de linea urbana que requiera para
su sistema de comunicacién de entre las siguientes opciones:

» conexion de centralita RDSI y conexion de acceso individual RDSI mediante
interfaz Sy (no valido para EE. UU. y Canada)

» interfaz de linea multiplex primaria de RDSI mediante interfaz Sop, (no valido
para EE. UU. y Canada)

» interfaz de linea multiplex primaria de RDSI mediante interfaz T1 (no valido
para EE. UU. y Canada)

» conexion de linea urbana con protocolo CAS mediante interfaz CAS (solo
para determinados paises)

» conexiones de linea urbana analdgica

7.6.1 Cémo configurar una conexién de centralita RDSI o una conexién de
acceso individual RDSI mediante un puerto S, (no valido para EE. UU. y

Canada)

Requisitos previos

Atencion:

Descarga eléctrica al tocar los cables con tensién

Utilice cables conductores independientes para establecer la puesta
a tierra de proteccion de los armarios del sistema del sistema de

A31003-P3030-J102-08-7831, 07/2024
142 OpenScape Business X3/X5/X8, Guia de instalacion



Instalacion de hardware por OpenScape Business X8

comunicacioén y los distribuidores principales y paneles de interconexion
antes de conectar teléfonos y lineas.

No es necesaria una puesta a tierra de proteccion del panel de
interconexion Sy (C39104-Z7001-B3).

PRECAUCION: Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm. (AWG 26) o mayor.

OpenScape Business X8 esta equipado al menos con un moédulo STMD3.

Durante el arranque , se debe configurar la interfaz Sy como conexién de
centralita RDSI o conexion de acceso individual RDSI.

Hay disponible una conexiéon de centralita o de acceso individual RDSI.

Paso a paso

Conecte el puerto Sy deseado con el NTBA de la conexién de centralita o de
acceso individual RDSI.

Elija una de estas opciones:

» Sila conexién va a realizarse a través del MDFU del distribuidor principal
externo, conecte el conductor de conexion del NTBA a la regleta divisora o
regleta de clasificacion deseada en el MDFU-E.

» Sila conexioén va a realizarse a través del panel de interconexién Sy
externo, conecte el conductor de conexion del NTBA a la toma RJ45
deseada del panel de interconexion Sy.

» Sila conexién va a realizarse a través del backplane de un armario de
sistema (es decir, a través de un panel de conectores con 8 tomas RJ45),
conecte el conductor de conexion del NTBA a la toma RJ45 deseada del
panel de conectores que quiera.

7.6.2 Como configurar la interfaz de linea multiplex primaria de RDSI
mediante un puerto S, (no valido para EE. UU. y Canada)

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Utilice cables conductores independientes para establecer la puesta

a tierra de proteccién de los armarios del sistema del sistema de
comunicacion y los distribuidores principales y paneles de interconexiéon
antes de conectar teléfonos y lineas.

PRECAUCION: Peligro de incendio
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Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacién con un diametro minimo de 0,4 mm. (AWG 26) o mayor.

OpenScape Business X8 esta equipado al menos con un médulo DIUT2.

Hay disponible una interfaz de linea multiplex primaria de RDSI.

Paso a paso

Conecte el conector sub-D deseado del panel delantero del médulo deseado
con la NTPM de la interfaz de linea multiplex primaria de RDSI.

7.6.3 Como configurar la interfaz de linea multiplex primaria de RDSI
mediante una interfaz T1 (solo para EE. UU. y Canada)

144

Requisitos previos

Atencién:
Descarga eléctrica al tocar los cables con tensién

Utilice cables conductores independientes para establecer la puesta

a tierra de proteccion de los armarios del sistema del sistema de
comunicacion y los distribuidores principales y paneles de interconexién
antes de conectar teléfonos y lineas.

PRECAUCION: Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm. (AWG 26) o mayor.

OpenScape Business X8 esta equipado al menos con un moédulo DIUT2.

Hay disponible una unidad de servicio de canal (Channel Service Unit,
CSU) homologada segun la normativa Part 68 y que cumple con la norma
ANSI T1.403. La interfaz T1 no se puede conectar directamente a la PSTN
(Public Switched Telephone Network). Es fundamental que se instale una
CSU entre el sistema de comunicacion y la conexion de linea digital. La
CSU le proporciona las siguientes caracteristicas a OpenScape Business
X8: aislamiento y proteccion de sobretension del sistema de comunicacion,
opciones de diagnoéstico en caso de error (como Signal Loop Back, Insercion
de sefales de prueba y patrones de prueba) y ajuste de la sefial de salida
de acuerdo a la longitud de linea especificada por el proveedor de red. Una
CSU no constituye un componente de entrega del sistema de comunicacion
OpenScape Business X8.

Hay disponible una interfaz de linea multiplex primaria de RDSI.

Paso a paso

Conecte el conector sub-D deseado del panel delantero del médulo deseado
con la unidad de servicio de canal (Channel Service Unit, CSU).
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7.6.4 Solo para algunos paises: COmo hacer una conexion de linea urbana
mediante una interfaz E1-CAS

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tension

Antes de conectar los teléfonos y las lineas, ponga a tierra los armarios
del sistema de su sistema de comunicacion y todos los distribuidores
principales y paneles de interconexiéon con conductores de proteccion
independientes.

PRECAUCION: Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacién con un diametro minimo de 0,4 mm (AWG 26) o mayor.

OpenScape Business X8 equipa al menos un moédulo TMCAS2 o TMCAS.

Hay disponible una conexion de linea urbana con el protocolo CAS.

Paso a paso

Conecte la interfaz CAS deseada de la placa frontal del médulo deseado con el
NT de la conexién de linea urbana.

7.6.5 Como configurar una conexién con linea analdégica

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Utilice cables conductores independientes para establecer la puesta

a tierra de proteccion de los armarios del sistema del sistema de
comunicacion y los distribuidores principales y paneles de interconexién
antes de conectar teléfonos y lineas.

PRECAUCION: Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm. (AWG 26) o mayor.

Nota:

Peligro de incendio por sobretensién
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Conexion de teléfonos y dispositivos

Con lineas que midan mas de 500 m y lineas que salgan del
edificio, hay que proteger los médulos TMANI y TMDID con una
proteccion antirrayos externa.

Este tipo de proteccion contra descargas (antirrayos) se
denomina proteccion primaria adicional. La proteccién primaria
adicional se garantiza mediante el montaje de conductores de
descarga de sobretension (con gas) en el distribuidor principal,
en el panel de conexiones o en el punto de entrada de la linea
en el edificio. Para ello, hay que conmutar a tierra un conductor
de descarga de sobretension con una tension nominal de 230 V
desde cada uno de los conductores que se quieren proteger.

OpenScape Business X8 esta equipado al menos con un médulo TMANI o
TMDID.

Solo para EE. UU. y Canada: Hay disponible un protector segun UL 497A

o CSA C22.2 num. 226. Por las indicaciones de instalacion, la conexion de
lineas urbanas analdgicas se debe realizar a través de elementos de proteccion
conformes a las normas UL 497A o CSA C22.2 num. 226.

Esta disponible una conexién de linea analdgica con HKZ (interfaz de extension
principal) sefializando procedimiento (sefializacion de arranque por tierra 'y
arranque por bucle).

Paso a paso

Conecte el puerto a/b deseado del médulo que desee con la toma TAE de la
conexion de linea analdgica.

Elija una de estas opciones:

» Sila conexién va a realizarse a través del MDFU del distribuidor principal
externo, conecte el conductor de conexion TAE a la regleta divisora o
regleta de clasificacién deseada en el MDFU.

» Sila conexién va a realizarse a través del panel de interconexién externo,
conecte el conductor de conexién TAE a la toma RJ45 del panel de
interconexion.

» Sila conexién va a realizarse a través del backplane de un armario de
sistema (es decir, a través de un panel de conectores con 24 tomas RJ45),
conecte el conductor de conexion TAE a la toma RJ45 deseada del panel de
conectores que quiera.

7.7 Conexion de teléfonos y dispositivos
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El sistema de comunicacion OpenScape Business X8 ofrece varias opciones
para conectar teléfonos y dispositivos.

Puede seleccionar las conexiones que requiera para su sistema de
comunicacion de entre las siguientes opciones:

» Conexién directa de teléfonos RDSI (excepto EE. UU. y Canada)

» Conexidn de teléfonos RDSI mediante el bus Sy (excepto EE. UU. y
Canada)

» Conexion de teléfonos Upge

» Conexion de teléfonos y dispositivos analogicos
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Nota: Solo se puede conectar un dispositivo analégico a una
interfaz a/b.

7.7.1 Coémo conectar teléfonos RDSI directamente (no valido para EE. UU.

y Canada)

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Utilice cables conductores independientes para establecer la puesta

a tierra de proteccién de los armarios del sistema del sistema de
comunicacion y los distribuidores principales y paneles de interconexion
antes de conectar teléfonos y lineas.

No es necesaria una puesta a tierra de proteccion del panel de
interconexidon Sy (C39104-Z7001-B3).

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm. (AWG 26) o mayor.

Nota:
Peligro de incendio por sobretension

Tan solo para las interfaces de conexién de extensiones:

Con lineas que midan mas de 500 m y lineas que salgan del
edificio, hay que proteger el médulo STMD3 con una proteccién
antirrayos externa.

Este tipo de proteccién contra descargas (antirrayos) se
denomina proteccion primaria adicional. La proteccion primaria
adicional se garantiza mediante el montaje de conductores de
descarga de sobretension (con gas) en el distribuidor principal,
en el panel de conexiones o en el punto de entrada de la linea
en el edificio. Para ello, hay que conmutar a tierra un conductor
de descarga de sobretensién con una tensién nominal de 230 V
desde cada uno de los conductores que se quieren proteger.

OpenScape Business X8 esta equipado al menos con un moédulo STMD3.

Los puertos Sg utilizados deben configurarse en el arranque como una
conexion Sy interna.

Los teléfonos RDSI por conectar deben disponer de alimentacién propia, por
ejemplo, con un alimentador enchufable. No puede haber alimentacion a través
de los puertos Sy del médulo STMD3.
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Paso a paso

1) Conecte el puerto Sy deseado con el teléfono RDSI.

Elija una de estas opciones:

» Sila conexion va a realizarse a través del MDFU-E del distribuidor
principal externo, conecte el conductor de conexién del teléfono RDSI a
la regleta divisora deseada en el MDFU-E.

» Sila conexién va a realizarse a través del panel de interconexién externo
Sg, conecte el conductor de conexion del teléfono RDSI a la toma RJ45
del panel de interconexién Sg.

» Sila conexién va a realizarse a través del backplane de un armario de
sistema (es decir, a través de un panel de conectores con 8 tomas RJ45),
conecte el conductor de conexion del teléfono RDSI a la toma RJ45
deseada del panel de conectores que quiera.

Consejo: Consulte las instrucciones de instalacion del
teléfono que pretenda conectar.

2) Si hay algun otro teléfono RDSI presente, conéctelos al sistema de
comunicacién siguiendo este mismo método.

7.7.2 Como conectar teléfonos RDSI mediante el bus S (no valido para

EE. UU. y Canada)
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Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Utilice cables conductores independientes para establecer la puesta

a tierra de proteccion de los armarios del sistema del sistema de
comunicacion y los distribuidores principales y paneles de interconexién
antes de conectar teléfonos y lineas.

No es necesaria una puesta a tierra de proteccién del panel de
interconexion Sy (C39104-Z7001-B3).

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm. (AWG 26) o mayor.

Nota:
Peligro de incendio por sobretensién

Tan solo para las interfaces de conexién de extensiones:
Con lineas que midan mas de 500 m y lineas que salgan del
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edificio, hay que proteger el médulo STMD3 con una proteccién
antirrayos externa.

Este tipo de proteccién contra descargas (antirrayos) se
denomina proteccion primaria adicional. La proteccidn primaria
adicional se garantiza mediante el montaje de conductores de
descarga de sobretension (con gas) en el distribuidor principal,
en el panel de conexiones o en el punto de entrada de la linea
en el edificio. Para ello, hay que conmutar a tierra un conductor
de descarga de sobretension con una tension nominal de 230 V
desde cada uno de los conductores que se quieren proteger.

OpenScape Business X8 esta equipado al menos con un médulo STMD3.

Los puertos S utilizados deben configurarse en el arranque como una
conexion Sy interna.

Los teléfonos RDSI por conectar deben disponer de alimentacién propia, por
ejemplo, con un alimentador enchufable. No puede haber alimentacion a través
de los puertos Sy del médulo STMD3.

Es obligatorio asignar a cada teléfono RDSI individual (extensiones RDSI)
un nimero de usuario multiple (MSN = Multiple Subscriber Number). Esta
asignacion se realiza en el menu de configuracion de la extension RDSI.

Paso a paso

1) Conecte el puerto Sy deseado con el conector hembra Mini Western del bus
So.

Elija una de estas opciones:

+ Sila conexién va a realizarse a través del MDFU del distribuidor principal
externo, conecte el conductor de conexién del conector hembra Mini
Western del bus Sg a la regleta divisora deseada del MDFU.

» Sila conexién va a realizarse a través del panel de interconexién externo
So, conecte el conductor de conexién del conector hembra Mini Western
del bus Sy a la toma RJ45 del panel de interconexion S,.

» Sila conexién va a realizarse a través del backplane de un armario de
sistema (es decir, a través de un panel de conectores con 8 tomas RJ45),
conecte el conductor de conexion del conector hembra Mini Western del
bus Sy a la toma RJ45 deseada del panel de conectores que quiera.
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2) Complete el cableado segun se indica en el siguiente diagrama.

OpenScape business X 8 Mini-Western throughdack
(STMD3: 55 port (with (MWE)
permanenthy integrated

terminating resistors) EEEE

lef7le]slelafa]1]

For I3DN phones, the Receive

I and Transmit ines must be
>< >< swapped in each case.

|E'I_TIE'|5'|4|3'|2J1| 1. Mini Western socket

(MW3)
-\ Rerof ajrd

EENE

Power through local power

with R.J45 jack ini
EUF'F"?F' jac |E- | 7 lﬁl 5I 4| 3| 2| 1 | iﬂ";‘mEI}WEEtEFH socket
RefrofTalRd
|
I -
3. Mini Western socket
EITTels 312100 | Se,

|
e L
i

8. Mini West ket
BHEEOEEE] i

R R

0.25 W) in the last socket

Terminating resistors (1000 hm! gt
—

3) Instale resistencias terminales (100 ohmios/0,25 W) en la ultima toma del
bus Sg.
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4) Compruebe que las resistencias terminales solamente se conecten a los

dos extremos del bus Sy. No son necesarias resistencias terminales para las

demas tomas del bus S.

Consejo: Dado que las resistencias terminales ya estan
integradas en OpenScape Business X8, el sistema de
comunicaciéon conforma un extremo de un bus Sg.

Consejo: Consulte las instrucciones de instalacion del
teléfono que pretenda conectar.

7.7.3 Como conectar teléfonos Upge
Requisitos previos

Atencion:

Descarga eléctrica al tocar los cables con tensién

Utilice cables conductores independientes para establecer la puesta

a tierra de proteccién de los armarios del sistema del sistema de
comunicacion y los distribuidores principales y paneles de interconexion
antes de conectar teléfonos y lineas.

PRECAUCION:

Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacion con un diametro minimo de 0,4 mm. (AWG 26) o mayor.

Nota:
Peligro de incendio por sobretension

Con lineas que midan mas de 500 m y lineas que salgan del
edificio, hay que proteger los médulos SLMO2 y SLMOS8 con
una proteccién antirrayos externa.

Este tipo de proteccién contra descargas (antirrayos) se
denomina proteccion primaria adicional. La proteccion primaria
adicional se garantiza mediante el montaje de conductores de
descarga de sobretension (con gas) en el distribuidor principal,
en el panel de conexiones o en el punto de entrada de la linea
en el edificio. Para ello, hay que conmutar a tierra un conductor
de descarga de sobretensién con una tensién nominal de 230 V
desde cada uno de los conductores que se quieren proteger.

OpenScape Business X8 esta equipado al menos con un moédulo SLMU.
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Paso a paso

1) Conecte el puerto Upge deseado con el teléfono Upgje.

Elija una de estas opciones:

» Sila conexién va a realizarse a través del MDFU del distribuidor principal
externo, conecte el conductor de conexion del teléfono Upge a la regleta

divisora o regleta de clasificacién deseada en el MDFU.

» Sila conexién va a realizarse a través del panel de interconexién
externo, conecte el conductor de conexion del teléfono Upge a la toma

RJ45 deseada del panel de interconexion.

» Sila conexién va a realizarse a través del backplane de un armario
de sistema (es decir, a través de un panel de conectores con 24
tomas RJ45), conecte el conductor de conexion del teléfono Upge a la

toma RJ45 deseada del panel de conectores que quiera.
Consejo: Consulte las instrucciones de instalacion del
teléfono que pretenda conectar.

2) Si hay algun otro teléfono Upg/e presente, conéctelos al sistema de
comunicacién siguiendo este mismo método.

7.7.4 Coémo conectar teléfonos y dispositivos analégicos
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Requisitos previos

Atencién:
Descarga eléctrica al tocar los cables con tensién

Utilice cables conductores independientes para establecer la puesta

a tierra de proteccion de los armarios del sistema del sistema de
comunicacion y los distribuidores principales y paneles de interconexién
antes de conectar teléfonos y lineas.

PRECAUCION:
Peligro de incendio

Para reducir el riesgo de incendio, solo se deberian utilizar lineas de
comunicacién con un diametro minimo de 0,4 mm. (AWG 26) o mayor.

Nota:
Peligro de incendio por sobretensién

Con lineas que midan mas de 500 m y lineas que salgan del
edificio, hay que proteger los médulos SLMAV8SN y SLMAV24N
con una proteccion antirrayos externa.

Este tipo de proteccion contra descargas (antirrayos) se

denomina proteccioén primaria adicional. La proteccion primaria
adicional se garantiza mediante el montaje de conductores de
descarga de sobretension (con gas) en el distribuidor principal,
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Tareas finales

en el panel de conexiones o en el punto de entrada de la linea
en el edificio. Para ello, hay que conmutar a tierra un conductor
de descarga de sobretension con una tension nominal de 230 V
desde cada uno de los conductores que se quieren proteger.

OpenScape Business X8 esté equipado al menos con una placa SLMAV8N o
SLMAV24N.

Paso a paso

1) Conecte el puerto a/b que desee utilizar al dispositivo analégico (teléfono,
fax, médem, altavoz, etc.).

Elija una de estas opciones:

+ Sila conexién va a realizarse a través del MDFU del distribuidor principal
externo, conecte el conductor de conexion del teléfono o dispositivo
analdgico a la regleta divisora o regleta de clasificacion deseada en el
MDFU.

+ Sila conexién va a realizarse a través del panel de interconexién
externo, conecte el conductor de conexion del dispositivo o teléfono
analégico a la toma RJ45 deseada del panel de interconexion.

+ Sila conexién va a realizarse a través del backplane de un armario de
sistema (es decir, a través de un panel de conectores con 24 tomas
RJ45), conecte el conductor de conexion del teléfono o dispositivo
analdgico a la toma RJ45 deseada del panel de conectores que quiera.

2) Si hay algun otro teléfono o dispositivo analégico mas presente, conéctelos
al sistema de comunicacién siguiendo este mismo método.

Para completar la instalacion, debe insertar la tarjeta M.2 SSD o SDHC y debe
realizar una inspeccion visual. Ademas, para montajes autbnomos, cierre todos
los armarios de sistema del sistema de comunicacion con las cubiertas de
plastico proporcionadas para tal fin. Por ultimo, debe conectar el sistema a la
red de alimentacion.

A continuacién, el sistema de comunicacion puede entrar en funcionamiento
con OpenScape Business Assistant (WBM). La descripcion de este ultimo
elemento la encontrara en la ayuda online de WBM (Gestion basada en
web) o en el capitulo de Documentacion para el administrador de la seccion
"Instalacion inicial de OpenScape Business".

Nota: Durante la puesta en servicio inicial del sistema de
comunicacion, no esta definido el nivel de carga de la bateria
de la placa base. Para conseguir una carga suficiente, el
sistema debe estar al menos 2 dias conectado a la fuente de
alimentacion de la red eléctrica. Si se desconecta el sistema
del suministro de alimentacién de la red, la bateria podria

no disponer de carga suficiente y podria provocar que se
bloquease el periodo de activacién debido a una manipulacién
del tiempo.

A31003-P3030-J102-08-7831, 07/2024
OpenScape Business X3/X5/X8, Guia de instalacion 153



Instalacion de hardware por OpenScape Business X8

7.8.1 Coémo insertar la tarjeta M.2 SSD o la tarjeta SDHC (sistema con

OCCM)

La tarjeta M.2 SSD o la tarjeta SDHC contiene el software de comunicacion
OpenScape Business y deben montarse/insertarse antes de la puesta en
servicio del sistema de comunicacion.

Paso a paso

1) Compruebe que la proteccién contra escritura de la tarjeta SDHC esté
desactivada (interruptor en direccién de los contactos metalicos).

2) Sitodavia no lo ha hecho, inserte la tarjeta SDHC en el slot para tarjetas
SDHC de la placa base, hasta que encaje. Los contactos metalicos de la
tarjeta SDHC deben ir en direccion de la placa base.

7.8.2 Como realizar una inspeccion visual
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Antes de arrancar el sistema de comunicacion, es obligatorio realizar una
inspeccion visual del hardware, el cableado y el suministro de alimentacion.

Requisitos previos

APELIGRO:

Descarga eléctrica al tocar los cables con tension

Desconecte todos los circuitos de corriente de suministro del sistema de
comunicacién antes de comenzar la inspeccion visual.

» Desconecte la tension de la bateria, la tensidon de alimentacion
(LUNA2) y la tension de linea.

» Desconecte las lineas de conexién de los acumuladores o los sets
de acumuladores que pudiera haber conectados.

» Tienda todos los conectores de red del sistema de comunicacion.

Nota:

Siempre que vaya a manipular moédulos, debe llevar puesta una
pulsera antiestatica.

Es obligatorio conocer y respetar las medidas de prevencion
contra componentes sometidos a cargas electrostaticas (véase
Advertencias: Aviso).

Las cubiertas de plastico delantera y trasera no deben estar puestas en los
armarios del sistema.

Paso a paso

1) Desconecte todos los circuitos de corriente de suministro del sistema de
comunicacion.

2) Compruebe que el sistema de comunicacion esté sin tension.
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6)

7)

8)

9)

10)

11)

12)
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Compruebe que la tarjeta M.2 SSD o SDHC esté insertada correctamente.
La proteccion contra escritura de la tarjeta SDHC debe desactivarse (con
el interruptor en direccién de los contactos metalicos).

Revise que todos los modulos estén en buen estado y bien instalados.

Si es necesario, compruebe que los moédulos correspondientes se hayan
insertado correctamente (véase Coémo insertar un médulo).

Asegurese de que todos los cables de conexion estén bien tendidos y
fijados. Por ejemplo, ¢ hay algun riesgo de tropezar con un cable o pisarlo?

Si es necesario, compruebe que los cables de conexién estan
correctamente instalados.

Revise que las cubiertas de blindaje estén bien instaladas para proteger
los slots de médulos o slots que no se utilicen o aquellos slots equipados
con moédulos periféricos que solamente dispongan de cubiertas de
plastico.

Si es necesario, instale las cubiertas de blindaje que faltan (véase Cémo
instalar cubiertas de blindaje).

Verifique que los slots de alimentacion de LUNA2 y el médulo REALS
situados en el armario basico estan cubiertos por un panel exterior.

Si es preciso, instale el panel exterior.

Verifique que los slots de alimentacién de LUNA2 y del médulo REALS
situados dentro del armario de ampliacion (si es que hay uno) estan
cubiertos por un panel exterior.

Si es preciso, instale el panel exterior.

Revise si estan instalados los paneles de blindaje de la parte trasera para
aquellos modulos que no tienen paneles de conectores.

Si es necesario, instale los paneles de blindaje que falten (véase Como
instalar paneles de blindaje o paneles de conectores).

Compruebe si hay un cable de toma de tierra especifico conectado al
terminal de tierra de cada armario del sistema.

Si es necesario, establezca la puesta a tierra de todos los armarios
de sistema por separado (véase Puesta a tierra de proteccion para
instalaciones independientes y Puesta a tierra de proteccion para
instalaciones de montaje en armarios de 19 pulgadas).

Asegurese de que los distribuidores principales o paneles de interconexion
que haya en uso estén correctamente conectados al cable de puesta a
tierra.

Si es necesario, establezca la puesta a tierra de todos los distribuidores
principales o paneles de interconexion por separado (véase Puesta a
tierra de proteccion para instalaciones independientes y Puesta a tierra de
proteccion para instalaciones de montaje en armarios de 19 pulgadas).

Compruebe que la tensién nominal de la red de alimentacion coincida con
la tension nominal del sistema de comunicacién (placa de caracteristicas).

Pasos siguientes

Tan solo para montajes auténomos: cierre todos los armarios de sistema del
sistema de comunicacion con las cubiertas de plastico proporcionadas para tal
fin (véase Solo con montaje auténomo: Cémo montar las cubiertas de plastico
de un armario del sistema en la pagina 156).
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7.8.3 Solo con montaje autonomo: Co6mo montar las cubiertas de plastico
de un armario del sistema

En caso de montaje autdbnomo, todos los armarios de sistema se deben cerrar
con las cubiertas de plastico previstas para ello antes de poner en marcha el
sistema de comunicacion.

Paso a paso

1) Coloque las espigas del borde inferior de una cubierta de plastico en la
ranura guia de la parte delantera del armario basico.

2) Empuje la cubierta de plastico hacia el armario basico hasta que encaje.

3) Repita los pasos 1y 2, para montar la cubierta de plastico en el lado trasero
del armario basico.

4) Si hay un armario de ampliacién, repita los pasos 1 bis 3 para montar las
cubiertas de plastico correspondientes.

7.8.4 Como conectar el sistema a la red eléctrica

Paso a paso

Inserte el cable de conexidon de red en la toma del suministro de corriente. El
sistema de comunicacion arranca.

Nota: Deje el sistema conectado a la red eléctrica durante

2 dias al menos para que el acumulador de la placa base se
cargue lo suficiente. Si la carga es insuficiente es posible que el
periodo de activacion se bloquee por manipulaciéon del tiempo si
se producen repetidos arranques.
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8 Instalacion del servidor Linux

Para OpenScape Business S y OpenScape Business UC Booster Server,

el software de comunicacién OpenScape Business se instala en un sistema
operativo Linux. El software de comunicacion puede operar directamente con
un servidor Linux o en un entorno virtual con VMware vSphere o Microsoft
Hyper-V.

Nota: En lo sucesivo, para hacer referencia a OpenScape
Business S y OpenScape Business Booster UC Server, se
utiliza el término genérico OpenScape Business por simplificar.

Se debe instalar como sistema operativo Linux la version regular SLES 12
SP5 de 64 bits o una version de SLES 12 SP5 de 64 bits optimizada por el
fabricante del PC de servidor.

Estas instrucciones de instalacién describen la primera puesta en
funcionamiento del servidor Linux. Depende de si el servidor Linux se instala

o no con un RAID de software. La instalacion del software de comunicacion
OpenScape Business y la configuracién posterior de OpenScape Business se
describen en la Documentacion para el administrador de OpenScape Business.

La puesta en marcha inicial del servidor Linux que se describe aqui se basa en
la interfaz de usuario en inglés. Por supuesto, la instalacion y la configuracion
también se pueden realizar en otros idiomas.

8.1 Requisitos previos

A continuacién se detallan los requisitos y las condiciones marco para poder
operar OpenScape Business en el servidor Linux (PC de servidor).

Hardware
EL PC de servidor debe cumplir los siguientes requisitos minimos:

» Capacidad de 64 bits
» estar disefiado para el funcionamiento ininterrumpido 24 h
» Estar certificado por el fabricante del PC para SLES 12 SP5 de 64 bits

» El software de comunicacién de OpenScape Business debe ser la Unica
aplicacion en ejecucion (salvo por los antivirus)

» Al menos un procesador de dos nucleos con 2,0 GHz por nucleo (para
OpenScape Business Contact Center o mas de 500 usuarios: al menos un
procesador de cuatro nucleos con 3,3 GHz por nucleo)

+ 2 GB RAM min. (recomendado: 4 GB RAM)
Las prestaciones siguientes requieren 4 GB de RAM:

— Fax como PDF
— Mas de 500 usuarios
— OpenScape Business Contact Center
— Gate View
- XMPP
» Conexioén LAN con 100 Mbps min.
* Unidad lectora de DVD, teclado, ratén
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* Resolucion de pantalla: 1024x768 o superior
« Eltamanio del disco duro depende del numero de usuarios:

N° de usuarios Tamaiio del disco duro
Hasta 50 usuarios 60 GB 0 mas

Hasta 100 usuarios 100 GB 0 mas

Hasta 500 usuarios 200 GB o0 mas
OpenScape Business Contact 200 GB o mas

Center

Mas de 500 usuarios 500 GB o mas

Si no se han alcanzado los requisitos minimos recomendados, se puede
realizar la instalacién pero pueden producirse problemas durante el servicio.

Software

Para instalar el sistema operativo Linux en el PC de servidor, se requiere la
version Linux SLES 12 SP5 de 64 bits.

Al adquirir el software de comunicaciéon OpenScape Business, puede comprar
un DVD o un archivo .ISO con esta version de Linux. Este DVD o archivo .ISO
solamente se puede utilizar junto con el software de comunicacion.

Algunos fabricantes de PC ofrecen para sus modelos de PC de servidor
soportes de datos de instalacion de Linux optimizados para ellos. Se pueden
utilizar estos soportes si incluyen la version Linux SLES 12 SP5 de 64 bits.

Tenga el DVD o archivo .ISO de Linux a mano durante la instalacion del
software de comunicacion OpenScape Business, porque puede ser necesario
instalar posteriormente algunos paquetes de software (RPM) necesarios para el
software de comunicacion de este DVD o archivo .ISO.

Certificacion de SLES 12 SP5 de 64 bits
El PC de servidor debe estar certificado para SLES 12 SP5 de 64 bits.

Novell ofrece a los fabricantes de PC con "YES" un programa de certificacion
con el que puede certificar sus PC de servidor. Los resultados estan
disponibles en Internet, en la direccién:

http://developer.novell.com/yessearch/Search.jsp

Si no hay ninguna certificacion, consulte con el fabricante del PC si el PC

de servidor es compatible con SLES 12 SP5 de 64 bits. Si a pesar de la
certificacion se inserta hardware adicional (p.€j., tarjeta de red o tarjeta
grafica) que no es compatible con SLES 12 SP5 de 64 bits, hay que solicitar al
fabricante de la tarjeta un controlador adecuado. Si no hay disponible ningun
controlador, hay que cambiar la tarjeta por un modelo compatible con SLES 12
SP5 de 64 de bits.

Registro en Novell

Aunque la instalacion y el funcionamiento de SLES 12 SP5 de 64 bits se
pueden realizar sin registrarse con Novell, este registro si es necesario para
obtener parches de seguridad y actualizaciones de software. Para hacerlo,
debe crear una cuenta de cliente con Novell mediante el cddigo de activacion
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(consulte también Actualizaciones en la pagina 179). Es recomendable
configurar la cuenta de cliente antes de realizar la instalacién de Linux.

Puede conseguir un cédigo de activacion de Novell (codigo de registro)
mediante el elemento de pedido “OpenScape Business SLES Upgrade
Key” (Clave de actualizacion de OpenScape Business SLES).

Infraestructura

La red interna tiene las siguientes condiciones:

* LAN con 100 MBit/seg. min. y IPv4
+ Base temporal uniforme (por ejemplo, mediante servidor NTP)
» Direccién IP fija del PC servidor

Acceso a Internet
El PC de servidor necesita un acceso a Internet para:

* Registro en Novell
» Parches de seguridad y actualizaciones de software Linux generales

OpenScape Business requiere acceso a Internet para:

» Actualizaciones de software de OpenScape Business

» Determinadas prestaciones de OpenScape Business, como Telefonia
Internet

* Remote Service (SSDP)/RSP.servicelink

Configuracion de red

Durante la instalacion de Linux se solicitan datos para la configuracion de red.
Por ello es conveniente crear un esquema de direccion IP antes de configurar
la red; dicho esquema debe incluir todos los componentes de la red y sus
direcciones IP.

A continuacién, encontrara un ejemplo de un esquema de direccién IP con la
banda de direccion IP 192.168.5.x: Los parametros en negrita son los datos
minimos obligatorios durante la instalacién de Linux.

Parametros Valores de ejemplo

Servidor DHCP externo o servidor DHCP Servidor DHCP del router

Linux Internet (externo)

Area direcciones DHCP 192.168.5.50 hasta
192.168.5.254

Mascara de subred de la red o del 255.255.255.0

segmento de red

Direccion IP fija del servidor Linux 192.168.5.10

La direccion IP debe estar fuera del area de
direcciones DHCP.

Router Internet 192.168.5.1

Servidor con direccion IP fija (opcional), p.ej., 192.168.5.20
servidor de correo electrénico
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8.2 Instalacion en un

160

Parametros Valores de ejemplo
Clientes con direccion IP fija (opcional) 192.168.5.1 hasta
192.168.5.49

La direccion IP debe estar fuera del area de
direcciones DHCP.

Gateway estandar, en el ejemplo del router 192.168.5.1
Internet

Servidor DNS, en el ejemplo del router 192.168.5.1
Internet

Nombre de dominio si se utiliza un servidor | customer.com
DNS, p.ej., nombre de dominio de Internet

Nombre de host de OpenScape Business comm_server

El nombre se puede seleccionar libremente,
pero hay que acordarlo con el administrador
de red.

Si en el momento de realizar la instalacion no dispone de los datos de la red,
hay que configurar la red con los datos de esta red de ejemplo.

Una vez finalizada la instalacién de Linux, puede modificar los datos de la red
en cualquier momento mediante YaST y adaptarlos a la red.

No es recomendable omitir la configuracion de la red, ya que la posterior
instalacion de OpenScape Business no se puede realizar correctamente si la
red no esta completamente configurada.

entorno virtual

El software de comunicacién se puede ejecutar en un entorno virtual.

Para un entorno virtual, en el PC de servidor se instala y configura previamente
el software de virtualizacion (sistema operativo host). A continuacion se instala
Linux como sistema operativo invitado. Dentro del sistema operativo Linux se
instala el software de comunicacion.

Para el registro de licencia en un entorno virtual, en el caso del softswitch no se
utiliza la direccion MAC del PC de servidor, sino que se genera y se utiliza un
ID de bloqueo avanzado.

Se puede utilizar el siguiente software de virtualizacion:

» En las notas de la version de OpenScape Business se encuentran datos
detallados sobre las versiones publicadas de VMware vSphere, incluidos los
parches actuales.

Para consultar los requisitos de hardware del PC de servidor fisico, consulte
las guias "VMware Compatibility Guide" y "VMware Resource Management
Guide", disponibles en www.vmware.com.

Para determinar los requisitos de hardware del PC de servidor fisico, en

la seccién "Compatibility Guides" de la pagina web de VMware (http://
www.vmware .com/guides) encontrara una comoda funcién de busqueda en
linea de hardware probado y certificado.
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Puede encontrar instrucciones sobre la provisién de discos en
https://pubs.vmware.com/vsphere-50/index.jsp?topic=
%2Fcom.vmware.vsphere.vm_admin.doc 50%2FGUID-81629CAB-72FA-42F0-9
F8FDODE39E57.html

*  Windows Server (2008 R2, 2012, 2012 R2) Hyper-V, incluidos los parches
actuales.

Para consultar los requisitos de hardware del PC de servidor fisico, consulte
technet.microsoft.com.

Encontrara toda la informacion necesaria sobre Hyper-V en la seccién Library
-> Windows Server 2012 R2 (o su actual sistema de servidor de Windows) ->
Server Roles and Technologies -> Hyper V en la pagina de Microsoft Technet.

Esta documentacion no incluye una descripcion de la instalacion y
configuracion del software de virtualizacion. La instalacion de Linux y el
software de comunicacién en un entorno virtualizado es idéntica a la instalaciéon
directamente en el PC de servidor.

Para Linux y el sistema de comunicacién, en el entorno virtualizado hay que
configurar los siguientes requisitos minimos:

Parametros Configuracién de maquina virtual
Guest Operating System SLES 12 SP5 de 64 bits
VM HD Capacity Hasta 50 usuarios: 60 GB o mas

Hasta 100 usuarios: 100 GB o mas
Hasta 500 usuarios: 200 GB o mas

OpenScape Business Contact Center: 200

GB o mas
A partir de 500 usuarios: 500 GB o0 mas
Virtual Disk Mode Predeterminado
Virtual Disk Format Type Thin Provisioning (capacidad HD dinamica)
o)

Thick Provisioning (capacidad HD fija)
vCPUs 2

4 para OpenScape Business Contact Center
0 mas de 500 usuarios

vCPUs Shares (High/Normal) High
vCPU Reservation 2 GHz
vCPU Limit llimitado
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Parametros Configuraciéon de maquina virtual
VM Memory 2 GB
4 GB para:

- Fax como PDF

- OpenScape Business Contact Center

- Gate View
- XMPP
8 GB para:
- Mas de 500 usuarios
VM Memory Shares (High/ Normal
Normal)
VM Memory Reservation 4 GB
VM Memory Limit llimitado
Numero de vNICs 1

VMware Manual MAC Used NO

Virtual Network Adapter YES, controlador vmxnet3
Support
VMware Tools Installation Si

La VM (Virtual Machine o "maquina virtual) puede descargar hasta en un
70% la CPU. Si los valores son superiores pueden producirse errores de
comportamiento.

Son compatibles las siguientes prestaciones de VMware vSphere:

* Thin Provisioning

* High Availability (HA)

*  VMotion

» Data Recovery (VDR)

* DRS (VMotion automatizado)
» Storage VMotion

No son compatibles las siguientes prestaciones de VMware vSphere:
* Fault Tolerance
Son compatibles las siguientes prestaciones de Microsoft Hyper-V:

« Thin Provisioning

+ High Availability (HA)
» Live Migration

» Data Recovery

Hay que desactivar el protector de pantalla para el entorno virtual.

8.2.1 Politica de Calidad de Servicio y Residencia Compartida de VM

Esta Politica de Calidad de Servicio y Residencia Compartida de VM
proporciona las reglas que deben seguir los encargados de implementar
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magquinas virtuales (VM) Unify de gestionar el entorno virtual al implementar VM
Unify con recursos de hardware y de red consolidados:

Los encargados de implementar VM Unify y de gestionar el entorno

virtual deben garantizar el cumplimiento de los criterios de rendimiento.

La incertidumbre se puede reducir mediante pruebas previas a la
implementacion, lineas de base y siguiendo las reglas de la Guia de
configuracion y recursos de VM Unify, incluida esta politica.

Las maquinas virtuales con aplicaciones en tiempo real y criticas se deben
proteger de otras aplicaciones en la red de encaminamiento y conmutacion,
para garantizar que el trafico de red de voz/video reciba el ancho de banda
y la proteccion frente a retardo y jitter que necesita.

Las maquinas virtuales con aplicaciones en tiempo real y criticas se deben
proteger de otras aplicaciones cuando el host de virtualizacion comparte
hardware de red, almacenamiento y computacion entre varias maquinas
virtuales de aplicacién (por ejemplo, no puede programar en tiempo real
Unify).

Es necesario cumplir las reglas de configuracion de recursos y de
virtualizacion de Unify (por ejemplo, tamafio de hardware fisico/virtual,
politica de residencia compartida, etc.) para garantizar que las maquinas
virtuales Unify reciban el rendimiento de red/almacenamiento, la capacidad
de almacenamiento, la memoria y la CPU que necesitan.

No aloje maquinas virtuales Unify en el mismo hardware con maquinas
virtuales de terceros que tengan definidos requisitos de recursos
incompletos.

El hardware de host se debe supervisar ininterrumpidamente (por ejemplo,
con vCenter) y debe utilizar como maximo el 80 % de la potencia de
procesamiento de la CPU y un valor %RDY maximo del 5 %.

Los valores totales de RAM, almacenamiento y NW (incluida red de
almacenamiento) no debe superar la capacidad del hardware de host (no
exceder la suscripcion).

Aun cuando el procesador de host tenga capacidad de subprocesamiento
multiple (Hyper-Threading) y tenga habilitada esta funcionalidad, los nucleos
fisicos solo se deben contar una vez.

Las cuotas de vCPU se deben configurar para garantizar que las VM Unify
criticas (incluidas las VM en tiempo real) no se queden nunca sin tiempo de
CPU.

Los clientes deben garantizar que se cumplen los requisitos, aunque

la maquina virtual se traslade en el entorno, por ejemplo, modificando
manualmente la configuracion de las cuotas de CPU de una VM que se
traslade a otro grupo de recursos u otro host de VM.

Los planes de Recuperacion ante desastres deben atender a los recursos
adicionales necesarios al hacer la conmutacion por error a la ubicacion de
conmutacién por error (centro de datos 2).

8.2.2 Sincronizacion de hora del sistema operativo invitado Linux

Hay que desactivar la sincronizacion de hora (base temporal homogénea de
fecha y hora) entre el sistema operativo invitado VMware vSphere o Microsoft
Hyper-V y el sistema operativo Linux. La base temporal homogénea debe
proceder del sistema operativo invitado a través de un servidor NTP.
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8.2.2.1 Cémo onfigurar la sincronizacién horaria para el sistema operativo invitado
Linux en VMWare

Paso a paso

1) Con el cliente VMware vSphere Client, haga clic con el boton secundario
del ratén sobre el sistema operativo invitado Linux y seleccione la opcién de
menu Edit Settings (Editar ajustes).

2) En Virtual Machine Properties (Propiedades del equipo virtual)
de la pestafia Options (Opciones) y en la entrada VMware Tools
(Herramientas VMware) del area Advanced (Avanzado), seleccione la
opcion Synchronize guest time with host (Sincronizar hora de invitado con
host).

3) Para el sistema operativo invitado Linux, modifique los ajustes NTP del
archivo . /etc/ntp.conf tal y como se muestra a continuacion, utilizando
los parametros en negrita:

R R R S b S b S I S 4 dh db I dh b S S b I S SR S S b S B R S S R S S R S I R S S b ah i

tinker panic 0

# server 127.127.1.0

# local clock (LCL)

# fudge 127.127.1.0 stratum 10

# LCL is unsynchronized

server 0.de.pool.ntp.org iburst
restrict 0.de.pool.ntp.org
restrict 127.0.0.1

restrict default kod nomodify notrap

R R R S i S I e S A S b e dh db I dh S I S R I dh SR S S R S S R S S R S S R S I R S S R ah dh

Nota: El servidor NTP de.pool.ntp.org es un servidor de
ejemplo y, en su caso, hay que sustituirlo por una direccion
de servidor SNTP a la que se pueda acceder desde el
sistema operativo invitado Linux.
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8.3 Aspectos de seguridad de Linux y unién RAID

Si se observan los elementos de seguridad Linux y se usa una unién RAID
aumenta la seguridad del servidor Linux.

Firewall

Si se establece conexion con Internet se requiere un firewall, a fin de impedir
el acceso no autorizado desde el exterior. Después de instalar Linux, el
firewall de Linux esta activado. Con el programa de instalacién del software de
comunicacion se ajusta el firewall de forma tal que permita el funcionamiento
correcto del software de comunicacion. Los puertos para el software de
comunicacioén se abren y todos los demas se cierran. OCCM: conectores de
tarjeta X11, consulte Como montar OCCB1 en placas base OCCM

Si en la red se utiliza un firewall externo, hay que desactivar el firewall de
Linux; ademas, hay que abrir las direcciones y puertos que necesite utilizar el
software de comunicacion (véase Puertos utilizados en la pagina 279 en las
instrucciones de instalacion de OpenScape Business S o OpenScape Business
UC Booster Server).

Explorador de virus

En la instalacién de Linux no se incluye un antivirus. Se recomienda instalar un
antivirus. Si es necesario, puede obtener mas informacion en las notas de la
version del software de comunicacion.

Para evitar posibles problemas de rendimiento por el uso de un antivirus, hay
que programar las exploraciones del disco duro regulares en momentos en los
que no se use el software de comunicacién o tenga un uso reducido.

Intrusion Detection System (AppsAmor)

La rutina de instalacién del servidor de aplicaciones no realiza ningun cambio
en el sistema de deteccion de intrusiones de Linux, Linux Intrusion Detection
System (AppsArmor). Se aplican los ajustes estandar de la instalacién de
Linux. Para trabajar con el software de comunicacion no es necesario realizar
mas ajustes de configuracion.

Durante la instalacion el softswitch se actualiza y activa el sistema de deteccion
de intrusiones de Linux, Linux Intrusion Detection System (AppsArmor). Para
trabajar con el software de comunicacion no es necesario realizar mas ajustes
de configuracion.

Seguridad en caso de caida

Recomendaciones para aumentar la seguridad en caso de caida (redundancia):

» dos discos duros en la union RAID1.
* segundo alimentador de tension para el servidor Linux
» alimentacién de tensidn sin interrupciones

Al utilizar teléfonos IP hay que tener en cuenta que los conmutadores LAN y
los teléfonos IP reciban una alimentacion de tension sin interrupciones.
Union RAID1

En una unién RAID 1 el contenido del primer disco duro se duplica en el
segundo. Si un disco duro tiene un error, el sistema contintia ejecutandose en
el segundo disco duro.
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Puesta en servicio inicial sin RAID de software

Una unién RAID se puede implementar como RAID de software o como RAID
de hardware (BIOS RAID o HW-RAID-Controller).

Para obtener informacién sobre las peculiaridades de la instalacién con un
RAID de software, consulte .

En numerosas ocasiones, un RAID de hardware requiere un controlador propio
no incluido en el sistema operativo Linux. El fabricante es el encargado de
ofrecer este controlador y se debe instalar siguiendo sus indicaciones. Si el
controlador no es compatible con la versién de Linux o no se dispone de ningun
operador, no se puede utilizar el RAID de hardware. Esta documentacién no
describe los sistemas RAID basados en hardware. En este caso, pdngase en
contacto con el fabricante para obtener informacion sobre la configuracion y los
controladores de Linux.

8.4 Puesta en servicio inicial sin RAID de software

1 Hasta 50 usuarios: min. 40
Con OpenScape Business

166

La puesta en servicio inicial del servidor Linux sin RAID de software incluye la
instalacién y configuracion de Linux, teniendo en cuenta que se va a utilizar
ningun RAID de software.

Los ajustes necesarios para el software de comunicacién se realizan durante la
instalacion y la configuracion.
Particiones de Linux

Durante la puesta en servicio inicial hay que hacer particiones en el disco duro,
de esta forma:

Particion  Tipo Tamaro |Sistema  Mount Indicacién
de
archivos
(Filesystem
12 Primary 2 GB Swap Swap se corresponde
particion  Partition con el tamafio de
la memoria de
trabajo
2a Primary 15GB |Ext3 / para el sistema
particion  Partition operativo Linux
3a Primary Rest’ Ext3 /home Para el software
particion  Partition de comunicacion

Nota: El procedimiento de instalacion del software de
comunicacion consulta el tamafo de la particion y, si es
necesario, deniega la instalacion.

Nota: Algunos PC de servidor requieren un sector de arranque
adicional. Si Linux propone un sector de arranque, deberia tener
asignado el tamafo indicado.

GB - Hasta 100 usuarios: min. 80 GB - Mas de 500 usuarios: min. 180 GB -
Contact Center: min. 180 GB - Mas de 500 usuarios: min. 480 GB
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8.4.1 Cémo instalar y configurar SLES 12 SP5 sin RAID de software

Requisitos previos

La configuracion BIOS del servidor Linux tiene establecido que el servidor
arranque desde el DVD o el archivo .ISO en el l1apiz USB.

Hay disponible acceso a Internet y se tiene el codigo de activacion para el
registro en Novell.

Paso a paso

1)

2)

3)

4)

5)

6)

Introduzca el DVD de SLES 12 en la unidad lectora de DVD o el

archivo .ISO en un puerto USB y arranque el sistema desde el DVD o el

archivo .ISO. Aparece la ventana de inicio de la instalacion Linux.

Seleccione la opcion de menu Instalacion y confirme la accién con la tecla

Intro.

En la ventana Idioma, Teclado y Licencia, seleccione los ajustes de pais

para el sistema operativo Linux:

a) En la lista desplegable Idioma, seleccione el idioma de interfaz de
usuario Inglés, EE. UU..

b) En la lista desplegable Diseno de teclado, seleccione el pais deseado
para la distribucion de teclado.

Lea el acuerdo de licencia y acéptelo. Para ello, active la casilla de

verificacion Acepto las condiciones de licencia. A continuacién, haga

clic en Siguiente.

En la ventana Registro, seleccione Registrar sistema a través de

scc.suse.com, introduzca su direccion de correo electronico y cédigo de

registro, y haga clic en Siguiente.

: Si desea omitir el registro, seleccione Omitir registro,
luego haga clic en Aceptar en la ventana Advertencia
que aparece; finalmente haga clic en Siguiente. Si omite
el registro, no podra tener acceso a los repositorios de
actualizacion. Sin embargo, si puede registrarse después
de la instalacion o visitar el servicio de asistencia al cliente.

En la ventana Producto complementario, haga clic en Configuracion de
red.

Nota: Si desea configurar la red mas tarde, haga clic en
Siguiente.

A31003-P3030-J102-08-7831, 07/2024
OpenScape Business X3/X5/X8, Guia de instalacion 167



Instalacion del servidor Linux
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7)

8)

9)
10)
11)

12)
13)

En la ventana Configuracion de red haga clic en la tarjeta de red.

a) En laventana Vista general, seleccione la tarjeta de red deseada. La
direccion MAC de la tarjeta de red seleccionada aqui recibe asignadas
las licencias mas adelante, durante el registro de licencia. Clic en Edit..

b) Active el campo de opcién Direccion IP asignada estadisticamente.

c) En Direccion IP introduzca la direccién IP asignada del servidor Linux,
por ejemplo, 192.168.5.10).

La direccién IP debe conformarse al esquema de direcciones IP de su
red interna y no puede estar asignada a ningun cliente de red existente,
ya que, de lo contrario, se produciria un conflicto de direcciones IP.

d) En Mascara de subred introduzca la mascara de subred ajustada del
servidor Linux, por ejemplo, 255.255.255.0).

La méascara de subred se debe ajustar al esquema de direcciones IP de
su red interna.

e) En Nombre de host, introduzca el nombre de host asignado al servidor
Linux (por ejemplo, 0SBiz-Booster).

El nombre de host debe conformarse al esquema de nombres de host
de su red interna y no puede estar asignado a ningun cliente de red
existente, ya que, de lo contrario, se produciria un conflicto de nombres
de host.

f) A continuacion, haga clic en Siguiente.

Indique el servidor DNS y el gateway estandar:

a) Enla ventana Configuracion de red, haga clic en la pestafia Nombre
de host/DNS.

b) Introduzca el nombre de host del servidor DNS en Nombre de host.
El nombre de host debe conformarse al esquema de nombres de host
de su red interna y no puede estar asignado a ningun cliente de red

existente, ya que, de lo contrario, se produciria un conflicto de nombres
de host.

c) Introduzca el nombre de dominio del servidor DNS en Nombre de
dominio.

El nombre de dominio debe ser exclusivo, ya que, de lo contrario, se
produciria un conflicto de nombres de dominio.

d) En Nombre de servidor 1, introduzca la direccion IP del servidor DNS.
Si en la red interna no hay ningun servidor DNS, introduzca aqui la
direccion IP del router de Internet (por ejemplo, 192.168.5.1).

e) En la ventana Configuracién de red haga clic en la pestana
Encaminamiento.

f) En Gateway estandar, introduzca la direccion IP del router de Internet
(por ejemplo, 192.168.5.1).

Haga clic en Siguiente.

En la ventana Producto complementario haga clic en Siguiente.

En la ventana Rol del sistema, seleccione Sistema estandar y haga clic

en Siguiente.

En la ventana Particidon sugerida, seleccione Particionador experto...

Eliminar todas las particiones preasignadas (sda1, sda2, etc.)

Haga clic con el botdn secundario del raton en cada particion, seleccione
Eliminar y confirme la operacion de eliminacion haciendo clic en Si.
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14) Cree una particion Swap.

a) Haga clic en el dispositivo /dev/sda y seleccione Agregar particion.

b) Active el campo de opcion Particion principal y, a continuacion, haga
clic en Siguiente.

c) En Tamaiio personalizado, indique el tamafio de la particién y haga
clic en Siguiente.

Como norma, la particién swap corresponde con el tamafo de la
memoria de trabajo. Por ejemplo, con 4 GB de RAM, la particion swap
debe configurarse en 4 GB introduciendo 4 GB. El tamafio minimo de
la particién de intercambio es de 2GB, y el tamafio recomendado es de
4 GB.

d) En la ventana Agregar particion en /dev/sda, seleccione el rol Swap y
haga clic en Finalizar

15) Crear la particion para el sistema operativo Linux.

a) Haga clic en el dispositivo /dev/sda y seleccione Agregar particion.

b) Active el campo de opcion Particion principal y, a continuacion, haga
clic en Siguiente.

c) En Tamaio personalizado, indique el tamafo de la particiéon (por
ejemplo, si 15 GB son suficientes, introduzca 15 GB) y haga clic en
Siguiente.

El tamafio minimo de la particion del sistema operativo Linux es de
15 GB, y el tamafno recomendado es de 20 GB.

d) En la ventana Agregar particion en /dev/sda, seleccione el rol
Sistema operativo y haga clic en Siguiente

e) Seleccione Ext3 o Ext4 en Formatear particion, seleccione / en
Montar particion y haga clic en Finalizar.

16) Configure la particion para el software de comunicacion.

a) Haga clic en el dispositivo /dev/sda y seleccione Agregar particion.

b) Active el campo de opcion Particidon principal.

c¢) En Tamafiio personalizado, introduzca el tamafio de la particiéon y haga
clic en Siguiente.
El tamafio minimo de la particion del software de comunicacion es de
40 GB.

d) En la ventana Agregar particion en /dev/sda, seleccione el rol Datos
y aplicaciones ISV y haga clic en Siguiente.

e) Seleccione Ext3 en Formatear particion, seleccione /home en
Particién de montaje, haga clic en Finalizar y Aceptar.

17) En la ventana Particién sugerida, haga clic en Siguiente.

18) En la ventana Reloj y zona horaria, seleccione la region y la zona horaria
correctas.

Ajuste la fecha y la hora, de ser necesario al hacer clic en el boton Otros
ajustes, y haga clic en Siguiente una vez que finalice.

19) En la ventana Usuarios locales, agregue un usuario y contrasefa y haga
clic en Siguiente.

20) En la ventana Contraseina para el administrador del sistema "root"
introduzca la contrasefa para el administrador del sistema con el perfil
"root" en los campos Contraseia para el usuario root y Confirmar
contrasefna y, a continuacion, haga clic en Siguiente.

La contrasefia debe cumplir con las normas de seguridad convencionales.
Debe tener al menos 8 caracteres, al menos una mindscula, al menos una
mayuscula, al menos un numero y al menos un caracter especial.
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21) En la ventana Ajustes de instalacién, haga clic en Instalar y confirme la
instalacion haciendo clic en Instalar nuevamente.

La ventana Ajustes de instalacién es una descripcion general de los
componentes que se van a instalar. Antes de finalizar la instalacion, puede
hacer aqui los cambios necesarios.

Una vez finalizada la rutina de instalacion, el equipo se reinicia en el sistema
instalado. Extraiga el DVD de la unidad lectora de DVD.

Para seleccionar una resolucién de pantalla adecuada:

» En la barra de tareas, haga clic en Aplicaciones.

» En el arbol de menus, haga clic en Ajustes > Pantallas.

* Enla ventana Pantallas, haga clic en Pantalla desconocida

« En la ventana emergente de Pantalla desconocida que aparece,
seleccione la resolucion adecuada en la lista desplegable Resolucion, y
luego haga clic en Aplicar.

» Por ultimo, en la ventana emergente de confirmacién que aparece, haga clic
en Mantener cambios.

Pasos siguientes

Configurar el servidor NTP (para tener una base temporal homogénea).

8.4.2 Como actualizar de SLES 11 a SLES 12 SP5

170

Requisitos previos
OpenScape Business en SLES 11 SP4

Nota: Si se utiliza una version anterior, primero es necesario
actualizar a SLES 11 SP4.

Este capitulo describe la actualizacidon de un sistema OpenScape Business
totalmente operativo instalado de SLES 11 SP4 a SLES 12 SP5, con una
actualizacion paralela de la version OpenScape Business.

Importante: Durante la migracién de SLES 11 SP4 a SLES 12
SP5, se recomienda realizar una instalacion limpia/nueva en
lugar del mecanismo de actualizacién (Upgrade), aunque se
ofrece como opcién.

Con una nueva instalacion, seguira pudiendo restaurar su
copia de seguridad existente de OpenScape Business desde la
version anterior en los nuevos sistemas instalados basados en
SLES 12.

Se ha observado que el mecanismo de actualizacién puede
causar problemas en algunos ajustes de Linux, lo que puede
resultar critico para la funcionalidad de OpenScape Business.

Si usa una maquina virtual (p. ej. ESXi), se recomienda crear
una nueva VM y no usar la VM que utilizé como SLES 11 SP4.
De lo contrario, pueden producirse mas problemas cuando el
SO del host (p. ej., ESCi) se queje de la versién de invitado
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de Linux instalada (la VM se crea inicialmente para SLES 11y
ahora ejecutara SLES 12).

En una opcién de instalacion limpia/nueva en VM, cambiara el
ALI (ID de bloqueo) del sistema y es obligatorio el realojamiento
de la licencia antigua.

Paso a paso

1) Haga una copia de seguridad de todos los datos de OpenScape Business
Server o de UC Booster Server.

Siga las instrucciones en Cémo realizar la copia de seguridad
2) Desinstale OpenScape Business Server o UC Booster Server.

Siga las instrucciones en Cémo desinstalar el software de comunicacion
3) Introduzca el DVD de instalacion de SLES 12 SP5 y arranque.
4) Seleccione Actualizar.

Nota: La instalacion del paquete libpango-1_0-0-32bit
le indicara que ha fallado durante la actualizacion.
Puede ignorar este mensaje. La instalacién continuara
correctamente.

5) Cuando finalice la actualizacion del sistema a SLES 12 SP5, instale la
version en DVD de OpenScape Business Server que admite SLES 12 SP5.

Nota: Utilice la misma particién que en SLES 11 SP4.
Ademas, el sistema de archivos tiene que ser el mismo para
SLES 11y SLES 12. De lo contrario, la copia de seguridad
ya no se podra importar.

6) Restaure todos los datos de OpenScape Business Server.

8.4.3 Como actualizar de SLES 12 SP3 a SLES 12 SP5

Este capitulo describe la actualizacién de un sistema OpenScape Business
totalmente operativo instalado en SLES 12 SP3 a SLES 12 SP5. Esta
actualizacion se puede efectuar sin que sea necesario reinstalar el sistema
OpenScape Business.

Paso a paso

1) Actualizacion de SLES 12 SP3 a SLES 12 SP4, siguiendo las instrucciones
de Novell.

2) Actualizacion de SLES 12 SP4 a SLES 12 SP5, siguiendo las instrucciones
de Novell.

Aunque la actualizacion a SLES 12 SP5 desde SLES 12 SP3 es viable
sin tener que reinstalar el sistema OpenScape Business, el proceso de
actualizacion debe pasar primero por SLES 12 SP4. Novell no ofrece una
posibilidad de actualizacion directa de SP3 a SP5.
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Puesta en servicio inicial con RAID de software

8.5 Puesta en servicio inicial con RAID de software

La puesta en servicio inicial del servidor Linux con RAID de software incluye
la instalacién y configuracion de Linux tomando en consideracion que se va a
utilizar un RAID de software.

Para ello, siga este procedimiento:
1) Desactivar la RAID BIOS (opcional)

Si desea configurar una union de RAID mediante una RAID de software,
en BIOS hay que desactivar la BIOS RAID integrada en la placa base del
servidor (en su caso).

2) Instalar y configurar SLES 12 SP5 con RAID de software
Los ajustes necesarios para el software de comunicacion se realizan
durante la instalacion y la configuracion.

Particiones de Linux

Durante la puesta en servicio inicial hay que hacer particiones en el disco duro,
de esta forma:

Particion  Tipo Tamafio 3istema Mount | Nota
e
archivos
(Filesystem
12 Primary 2 GB Swap Swap se corresponde
particion  Partition con el tamafio de
la memoria de
trabajo
a Primary 15GB | Ext4 sin para el sistema
particion  Partition Mount operativo Linux
Point
32 Primary Resto? |EXt3 sin Para el software
particion  Partition Mount de comunicacién
Point

Los puntos de montaje (Mount Points) se asignan después de dividir las
particiones, al configurar el sistema RAID.

Nota: El procedimiento de instalacion del software de
comunicacion consulta el tamafo de la particion y, si es
necesario, deniega la instalacion.

Nota: Algunos PC de servidor requieren un sector de arranque
adicional. Si Linux propone un sector de arranque durante la
instalacion, deberia tener asignado el tamafio indicado.

2 Hasta 50 usuarios: min. 40 GB - Hasta 100 usuarios: min. 80 GB - Mas de 500 usuarios: min. 180 GB -
Con OpenScape Business Contact Center: min. 180 GB - Mas de 500 usuarios: min. 480 GB
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8.5.1 Como desactivar RAID BIOS

Requisitos previos

Hay disponible un controlador RAID (RAID BIOS) integrado en la placa base
del PC.

Paso a paso

1) Reinicie el PC. Durante el arranque se mostrara si el RAID BIOS esta
activado. Si RAID BIOS no esta activado, vaya al paso 3.
2) Desactive el RAID BIOS activo:

a) Durante el arranque, pulse en el momento adecuado la combinacion
de teclas que le permite acceder a la configuraciéon del RAID BIOS. La
combinacion se muestra durante el arranque (por ejemplo, CTRL-M para
LSI MegaRAID BIOS).

b) Borre la configuracién de RAID BIOS. Ejemplo para LSI MegaRAID
BIOS: menu Management > Configure > menu Configuration > Clear
Configuration.

c) Cierre el programa de configuracion de RAID BIOS y reinicie el PC.
3) Desactive la configuracién SATA RAID en la configuracion BIOS del PC:

a) Durante el arranque, pulse en el momento adecuado la tecla que le
permite acceder a la configuracion BIOS del PC (por ejemplo, F2 o Supr).

b) Desactive el SATA RAID. Ejemplo de BIOS Phoenix: Advanced >
Advanced System Configuration > SATA RAID Disabled.

¢) Guarde los cambios y cierre la configuracion BIOS del PC (por ejemplo,
con la tecla F10).

4) Reinicie el PC.

Pasos siguientes

Instale y configure SLES 12 con RAID de software

8.5.2 Como instalar y configurar SLES 12 SP5 con RAID de software

Requisitos previos
Si hay un controlador RAID de hardware esta desactivado.

La configuracion BIOS del servidor Linux tiene establecido que el servidor
arranque desde el DVD o el archivo .ISO.

Hay disponible acceso a Internet y se tiene el codigo de activacion para el
registro en Novell.

Paso a paso

1) Introduzca el DVD de SLES 12 en la unidad lectora de DVD o el
archivo .ISO en un puerto USB y arranque el sistema desde el DVD o el
archivo .ISO. Aparece la ventana de inicio de la instalacion Linux.

2) Seleccione la opcion de menu Instalacion y confirme la accidn con la tecla
Intro.
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3)

4)

5)

6)

7)

En la ventana Idioma, Teclado y Licencia, seleccione los ajustes de pais
para el sistema operativo Linux:

a) En lalista desplegable Idioma, seleccione el idioma de interfaz de
usuario Inglés, EE. UU..

b) En la lista desplegable Diseio de teclado, seleccione el pais deseado
para la distribucién de teclado.

Lea el acuerdo de licencia y acéptelo. Para ello, active la casilla de

verificacion Acepto las condiciones de licencia. A continuacion, haga

clic en Siguiente.

En la ventana Registro, seleccione Registrar sistema a través de

scc.suse.com, introduzca su direccion de correo electrénico y cédigo de

registro, y haga clic en Siguiente.

: Si desea omitir el registro, seleccione Omitir registro,
luego haga clic en Aceptar en la ventana Advertencia
que aparece; finalmente haga clic en Siguiente. Si omite
el registro, no podra tener acceso a los repositorios de
actualizacion. Sin embargo, si puede registrarse después
de la instalacion o visitar el servicio de asistencia al cliente.

En la ventana Producto complementario, haga clic en Configuraciéon de
red.

Nota: Sidesea configurar la red mas tarde, haga clic en
Siguiente.

En la ventana Configuracién de red haga clic en la tarjeta de red.

a) En la ventana Vista general, seleccione la tarjeta de red deseada. La
direccion MAC de la tarjeta de red seleccionada aqui recibe asignadas
las licencias mas adelante, durante el registro de licencia. Clic en Edit..

b) Active el campo de opcién Direccion IP asignada estadisticamente.

c) En Direccién IP introduzca la direccion IP asignada del servidor Linux,
por ejemplo, 192.168.5.10).

La direccién IP debe coincidir con el esquema de direcciones IP de su
red interna y no puede estar asignado a ningun cliente de red existente
ya que, de lo contrario, se produciria un conflicto de direcciones IP.

d) En Nombre de host, introduzca el nombre de host asignado al servidor
Linux (por ejemplo, 0SBiz-Booster).

El nombre de host debe conformarse al esquema de nombres de host
de su red interna y no puede estar asignado a ningun cliente de red
existente, ya que, de lo contrario, se produciria un conflicto de nombres
de host.

e) En Mascara de subred introduzca la mascara de subred ajustada del
servidor Linux, por ejemplo, 255.255.255.0).

La mascara de subred se debe ajustar al esquema de direcciones IP de
su red interna.

f) A continuacién, haga clic en Siguiente.
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8) Indique el servidor DNS y el gateway estandar:
a) En la ventana Configuracién de red haga clic en la pestafia Nombre
de host/DNS.
b) Introduzca el nombre de host del servidor DNS en Nombre de host.
El nombre de host debe conformarse al esquema de nombres de host
de su red interna y no puede estar asignado a ningun cliente de red

existente, ya que, de lo contrario, se produciria un conflicto de nombres
de host.

¢) Introduzca el nombre de dominio del servidor DNS en Nombre de
dominio.
El nombre de dominio debe ser exclusivo, ya que, de lo contrario, se
produciria un conflicto de nombres de dominio.

d) En Nombre de servidor 1, introduzca la direccion IP del servidor DNS.
Si en la red interna no hay ningun servidor DNS, introduzca aqui la
direccion IP del router de Internet (por ejemplo, 192.168.5.1).

e) En la ventana Configuracion de red haga clic en la pestafa
Encaminamiento.

f) En Gateway estandar, introduzca la direccion IP del router de Internet
(por ejemplo, 192.168.5.1).

9) Haga clic en Siguiente.

10) En la ventana Producto complementario haga clic en Siguiente.

11) En la ventana Rol del sistema, seleccione Sistema estandar y haga clic
en Siguiente.

12) En la ventana Particién sugerida, seleccione Particionador experto...

13) Particione los dos discos duros:

a) En el grupo de menus Vista de sistema desplacese hasta Discos
duros > sda (primer disco duro del RAID de software).

b) Borre todas las particiones preasignadas (sda1, sda2, etc.). Para ello,
marque la particién, haga clic en Eliminar y confirme el proceso de
borrado con Si.

c) Particione el primer disco duro a través del botén Agregar particion.

Utilice los siguientes datos:

18 Primary Partition 2 GB Rol: Swap

particién
Formato Swap
Mount Point = swap,

fstab Option = Devicename
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0,5GB Rol: Sistema operativo
Formato Ext4

Punto de montaje = /boot

Nota: Esta
particién
debe
crearse
solamente
en el primer
disco duro.

15 GB Rol: Sistema operativo
Formato Ext4

sin punto de montaje

28 Primary Partition
particién
32 Primary Partition
particion
Particion 4 Primary Partition

Rest Rol: Datos y aplicaciones
ISV

Formato Ext4

sin punto de montaje

d) En el grupo de menus Vista de sistema desplacese hasta Discos
duros > sdb (segundo disco duro del RAID de software).

e) Realice los pasos 13.b en la pagina 175y 13.c en la pagina 175 del
mismo modo para el segundo disco duro.

Nota: No es necesario crear una particion boot en el

segundo disco duro.
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14) Configure el RAID de software:

a) Seleccione la opcion de menu RAID y haga clic en Aihadir RAID.

b) Seleccione RAID 1 (Mirroring).

c) En el area izquierda Dispositivos disponibles marque las particiones
sda3 y sdb2 y haga clic en Ahadir para afadirlas al area derecha de
Dispositivos seleccionados.

d) Haga clic en Siguiente.

e) En el tamafio de fragmento, haga clic en Siguiente para confirmar el
valor predeterminado.

f) En la siguiente ventana, seleccione Sistema operativo y haga clic en
Siguiente.

g) En la siguiente ventana, seleccione el Ext4 como formato y el punto de
montaje "/" para el primer dispositivo RAID (/dev/md0) y haga clic en
Finalizar.

h) Haga clic de nuevo en Anadir RAID.

i) Seleccione RAID 1 (Mirroring).

j) En el area izquierda Dispositivos disponibles marque las particiones
sda4 y sdb3 y haga clic en Ahadir para afiadirlas al area derecha de
Dispositivos seleccionados.

k) Haga clic en Siguiente.

[) En el tamafio de fragmento, haga clic en Siguiente para confirmar el
valor predeterminado.

m) En la siguiente ventana, seleccione Datos y aplicaciones ISV y haga
clic en Siguiente.

n) En la siguiente ventana, seleccione el Ext4 como formato y el punto de
montaje "/home" para el segundo dispositivo RAID (/dev/md1) y haga
clic en Finalizar.

15) Haga clic en Aceptar y en Siguiente.
Se guardan los datos de particion y el disco duro se particiona mas tarde.

16) En la ventana Reloj y zona horaria, seleccione la region y la zona horaria
correctas.

Ajuste la fecha y la hora, de ser necesario al hacer clic en el boton Otros
ajustes, y haga clic en Siguiente una vez que finalice.

17) En la ventana Usuarios locales, agregue un usuario y contrasefia y haga
clic en Siguiente.

18) En la ventana Contrasefia para el administrador del sistema "root" ,
introduzca la contrasefia para el administrador del sistema con el perfil
"root" en los campos Contrasena para el usuario root y Confirmar
contraseina y, a continuacion, haga clic en Siguiente.

La contrasefia debe cumplir con las normas de seguridad convencionales.
Debe tener al menos 8 caracteres, al menos una minuscula, al menos una
mayuscula, al menos un numero y al menos un caracter especial.

19) En la ventana Ajustes de instalacion, haga clic en Instalar y confirme la
instalacién haciendo clic en Instalar nuevamente.

La ventana Ajustes de instalacion es una descripcion general de los
componentes que se van a instalar. Antes de finalizar la instalacion, puede
hacer aqui los cambios necesarios.

Una vez finalizada la rutina de instalacion, el equipo se reinicia en el sistema
instalado. Extraiga el DVD de la unidad lectora de DVD.

Para seleccionar una resolucion de pantalla adecuada:
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Configuracién de una base temporal uniforme

8.6 Configuracion de

* Enla barra de tareas, haga clic en Aplicaciones.

* En el arbol de menus, haga clic en Ajustes > Pantallas.

» En la ventana Pantallas, haga clic en Pantalla desconocida

» En la ventana emergente de Pantalla desconocida que aparece,
seleccione la resoluciéon adecuada en la lista desplegable Resolucién, y
luego haga clic en Aplicar.

» Por ultimo, en la ventana emergente de confirmacion que aparece, haga clic
en Mantener cambios.

Pasos siguientes

Configurar el servidor NTP (para tener una base temporal homogénea).

una base temporal uniforme

El sistema de comunicacion y las extensiones IP (teléfonos IP, PC de cliente)
deben disponer de una base temporal Unica (fecha y hora). Esta base temporal
se ofrece por un servidor SNTP.

Se pueden utilizar como base temporal las siguientes variantes:
+ Servidor SNTP de la red interna (recomendado)

Si es posible, se debe utilizar un servidor SNTP que esté presente en la red
interna. En este caso, se requiere la direccion IP, la URL o el nombre DNS
del servidor SNTP.

» Servidor SNTP de Internet

Si hay disponible acceso a Internet y esta configurado, también se puede
utilizar un servidor SNTP de Internet. En este caso se necesita la URL o el
nombre DNS del servidor SNTP.

* OpenScape Business X3/X5/X8 como servidor SNTP

Como alternativa, el sistema de comunicacion OpenScape Business X3/
X5/X8 se puede utilizar como servidor SNTP. Para ello es necesario que
OpenScape Business X3/X5/X8 esté conectado a la linea urbana mediante
lineas RDSI y que la linea urbana aplique la hora del sistema. En este
caso, OpenScape Business X3/X5/X8 debe configurarse como servidor
SNTP (consulte la Documentacién para el administrador); a continuacion,
la direccion IP del OpenScape Business X3/X5/X8 debe introducirse como
servidor SNTP en Linux.

Los teléfonos IP reciben la fecha y la hora automaticamente del softswitch
OpenScape Business S o, en el caso del OpenScape Business UC Booster
Server, del sistema de comunicacién OpenScape Business X3/X5/X8.

La fecha y la hora de los PC cliente en que estan instalados los clientes

de comunicacion OpenScape Business deben estar sincronizadas con

el softswitch OpenScape Business S o con el sistema de comunicacion
OpenScape Business X3/X5/X8 (consulte las instrucciones del sistema
operativo de los PC cliente para obtener informacion detallada).

8.6.1 Cémo configurar el servidor SNTP
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Paso a paso

1) Enla barra de tareas, haga clic en Aplicaciones.
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2) En el grupo de menus, haga clic en Herramientas > YaST.

3) Introduzca la contrasefia del usuario "root" y haga clic en Continuar. Se
abre el YaST Control Center.

4) En el grupo de menus, haga clic en Sistema.
5) Enla seccion Sistema, haga clic en Fecha y hora.
6) Haga clic en Cambiar.
7) Active la opcion Sincronizar con servidor NTP.
8) Introduzca un servidor NTP:
+ Servidor SNTP de la red interna (recomendado)
Introduzca la direccion IP, la URL o el nombre DNS del servidor SNTP
directamente en el campo de lista.
» Servidor SNTP de Internet
Seleccione el servidor SNTP deseado en la lista Direccion de
servidor NTP o introduzca la URL o el nombre DNS del servidor SNTP
directamente en el campo de lista.
* OpenScape Business X3/X5/X8 como servidor SNTP (solo para
OpenScape Business UC Booster Server)
Introduzca la direccién IP del sistema de comunicacion OpenScape
Business X3/X5/X8 directamente en el cuadro de lista.
9) Active la casilla de verificacién Guardar configuracion NTP.
10) Haga clic en Configurar.
11) Active la opcion Ahora y al arrancar.
12) Haga clic en OK'y, a continuacion, en Aceptar.
13) Cierre la ventana con OK.
14) Cierre el YaST2Control Center.

8.7 Actualizaciones

Para recibir las actualizaciones es necesario registrarse en Novell.

La version comercial SLES 12 SP5 de 64 bits se puede instalar y operar sin
registro. No obstante, es importante registrarse en Novell para recibir parches
de seguridad y actualizaciones de software.

Puede conseguir un cédigo de activacion de Novell (cédigo de registro)
mediante el elemento de pedido “OpenScape Business SLES Upgrade

Key” (Clave de actualizacion de OpenScape Business SLES). Cuando haga

su pedido, recibira una clave de activacion de licencia (LAC, License Activation
Code). Con esta LAC, puede descargar el codigo de activacion en el Servidor
central de licencias (CLS, Central License Server) con el que crear una cuenta
con Novell. Es recomendable configurar la cuenta de cliente antes de realizar la
instalacién de Linux.

Existen las siguientes variantes de actualizacién. Para ello es necesario
registrarse en Novell.

» Actualizaciones durante la instalacion de Linux (recomendado)

Durante la instalacion de Linux se pueden descargar actualizaciones y
parches del servidor de descargas de Novell en linea.

Excepcion: no se pueden instalar Service Packs.
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» Actualizaciones después de instalar Linux y antes de instalar el
software de comunicacion

Después de instalar Linux se pueden descargar manualmente
actualizaciones y parches del servidor de descargas de Novell a través de
YaST (Software - Online Updates).

Excepcion: no se pueden instalar Service Packs.
» Actualizaciones después de instalar el software de comunicacién

Después de la instalacion del software de comunicacion, las actualizaciones
y los parches se pueden descargar automaticamente desde el servidor de
descarga de Novell. Al realizar estas actualizaciones, las actualizaciones y
los parches que necesiten que el servidor Linux se reinicie (actualizaciones
interactivas) deben omitirse. Cada 2 o 3 procesos de actualizacion, se
recomienda iniciar una actualizacion manual, para instalar también las
actualizaciones interactivas que se han omitido.

Hay que realizar los ajustes correspondientes a través de YaST (Software -
Online-Updates).

Puede haber diferencias respecto a las variantes anteriores; estas se describen
en las notas de la versién del software de comunicacion.

Nota: Durante una actualizacion en linea de SLES, la
herramienta de administracion Yast de Linux solicita que se
elimine rsyslog o syslog-ng. Solo debe eliminar el paquete
rsyslog, ya que el paquete syslog-ng se utiliza en la funcién de
trace de OpenScape Business S.

8.7.1 Como activar las actualizaciones automaticas en linea

Paso a paso

1) En la barra de tareas, haga clic en Aplicaciones.
2) En el &rbol de menus, haga clic en Herramientas del sistema > YaST.

3) Introduzca la contrasefa del usuario "root" y haga clic en Continuar. Se
abre la ventana Configuracion de administrador.

4) Haga clic en Configuracién de actualizacién en linea.

5) Active la casilla de verificacion Actualizacidn en linea automatica y
seleccione diario, semanal o mensual como intervalo.

6) Seleccione la casilla de verificacion Omitir parches interactivos.
7) Haga clic en Aceptar.
8) Cierre la Configuraciéon de administrador.

8.7.2 Como activar manualmente las actualizaciones online
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Paso a paso

1) En la barra de tareas, haga clic en Aplicaciones.
2) En el &rbol de menus, haga clic en Herramientas del sistema > YaST.

3) Introduzca la contrasefia del usuario "root" y haga clic en Continuar. Se
abre la ventana Configuracion de administrador.
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4) Haga clic en Actualizacion online y vera una lista de los parches
disponibles (Parches necesarios) necesarios en la seccion Resumen. Si
ya tiene instalados todos los ultimos parches, esta lista estara vacia; en
caso contrario, seleccione todas las casillas que aparecen.

5) Haga clic en Aceptar para iniciar la actualizacion manual. Después de la
actualizacion, la ventana se cierra automaticamente.

6) Cierre la Configuracion de administrador.

8.8 Copia de seguridad y recuperacion de software de servidor

Hay que hacer una copia de seguridad del sistema operativo Linux para poder
restablecerlo en caso de emergencia.

Después de la puesta en servicio inicial y antes de cada actualizacién manual
se recomienda encarecidamente hacer una copia de seguridad completa del
PC de servidor o de las particiones correspondientes con una herramienta
adecuada. Si, por ejemplo, después de una actualizacion se produce un error
grave, hay que restablecer completamente el PC de servidor.

En un entorno virtualizado se puede copiar toda la maquina virtual.

Si se hace una copia de seguridad de todo el PC de servidor, esa copia de
seguridad incluira los datos del software de comunicacion. Si solo se hace
una copia de seguridad del sistema operativo, también hay que hacer con
regularidad una copia de seguridad de los datos del software de comunicacion.
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9 Puesta en servicio inicial por OpenScape Business X

Se describe la puesta en servicio inicial de OpenScape Business X1/X3/X5/
X8. El sistema de comunicacion y los componentes correspondientes se
integran en una estructura previa integrada por una LAN de clientes y una red
de telefonia TDM. Se configuran el acceso a Internet y la conexién de linea
urbana y se configura la extension conectada.

La puesta en servicio inicial de OpenScape Business X1/X3/X5/X8 (el "sistema
de comunicacién") se realiza con el programa de administracion OpenScape
Business Assistant (la "Gestion basada en Web" o"WBM").

Aqui se describe la configuracion inicial estandar de componentes de uso
habitual. Los pasos de instalacion dependen del sistema de comunicacion y de
los componentes (p.ej. UC Booster Card) en cuestion. Durante la configuracion
inicial, puede que tenga que elegir entre varias opciones en algunos puntos u
omitir ajustes por completo. También es posible que los pasos de instalacion
que aqui se describen no aparezcan en su sistema de comunicacioén.

En los siguientes capitulos encontrara informacion detallada sobre la
configuracion de las prestaciones no incluidas en la configuracion inicial.

Para realizar la puesta en servicio inicial hay que crear un esquema de
direcciones IP y un plan de numeracién.

Estos son los pasos de instalacion mas importantes:

» Configuracion de direcciones IP y DHCP

» Configuracion de pais y hora

* Numeros de teléfono del sistema e interconexion
» Configuracion RDSI

* Acceso a Internet

» Telefonia Internet

» Configuracion de extensiones

* Registro de licencia

* Almacenamiento de datos

9.1 Requisitos para la instalacién inicial
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Si se cumplen los requisitos para la instalacion inicial, el sistema de
comunicacion funcionara correctamente.

General

Segun el hardware utilizado (mddulos, teléfonos, etc.) y la infraestructura, se
aplican los siguientes requisitos generales:

* Lainfraestructura (LAN, red de telefonia TDM) esta disponible y se puede
utilizar.
» El hardware se ha montado y conectado correctamente.

» Para la integracion de la placa base y la tarjeta UC Booster Card en la LAN
de clientes, se requiere un puerto de LAN.

« El sistema de comunicaciéon todavia no esta conectado con la LAN.

» Si se utiliza la tarjeta UC Booster Card, hay que insertarla antes de la
instalacion inicial.
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Hay disponible acceso a Internet con un ITSP (Proveedor de servicios de
Internet).

Para usar un acceso de linea urbana RDSI, se requiere una conexion
multiplex primaria RDSI o Sg.

Para usar un acceso de linea urbana CAS, se requiere una conexioén de
linea urbana CAS.

Para usar un acceso de linea urbana analdgico, se requiere una conexion
urbana analdgica.

Hay disponible, y se conoce, un esquema de direcciones IP (véase
Documentacion para el administrador, Instalacion inicial de X3/X5/X8).

Hay disponible, y se conoce, un plan de numeracion (véase Documentacion
para el administrador, Instalacion inicial de X3/X5/X8).

PC de administraciéon

El PC de administracion (Admin-PC) con el que se ejecuta la instalacion inicial
y la posterior administracion del sistema de comunicacién debe cumplir estos
requisitos:

9.2 Componentes

Interfaz de red:

El PC de administracion requiere un puerto de LAN libre.
Sistema operativo:

Si la configuracién del sistema de comunicacion se va a realizar con
Manager E, se requiere un sistema operativo Windows (Windows XP y
versiones posteriores).

Por su parte, la configuracién con Gestion basada en Web (WBM) se basa
en navegador; por lo tanto, no depende de la plataforma.

Navegador Web:

Son compatibles estos navegadores Web:

Microsoft Internet Explorer a partir de la version 10.
Microsoft Edge

Mozilla Firefox a partir de la version 17.

Google Chrome

Si hay instalada una version anterior del navegador Web, debera
actualizarse para poder comenzar con la puesta en servicio.

Java:

Debe estar instalado Oracle Java 8 o superior, o bien OpendDK 8. Si hay
instalada una version anterior, hay que actualizar a la versién mas reciente
para poder comenzar con la puesta en servicio.

A continuacién se describen y resumen los componentes del ejemplo de
instalacion.

El ejemplo de instalacién incluye estos componentes:
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* OpenScape Business X

El sistema de comunicacién se integra en la LAN de clientes existente
mediante la interfaz LAN

* PC de administracion

El PC de administracion también se conecta con el sistema de
comunicacion a través de una interfaz LAN.

« Extensiones IP (Clientes IP)

Las extensiones IP (teléfonos IP del sistema, PC de cliente, puntos
de acceso WLAN...) se integran en la LAN a través de uno o varios
conmutadores.

* Extensiones UPO

Las extensiones UPO (p. €j., teléfono del sistema TDM OpenStage 60T) se
conectan directamente con el sistema de comunicacion.

* Extensiones analdgicas

Las extensiones analdgicas (p. €j., fax analdgico) se conectan directamente
con el sistema de comunicacion.

« Extensiones DECT

Las extensiones DECT se registran en el sistema de comunicacion a través
de la extension base.

Un servidor DHCP interno o externo (p. €j., router Internet) asigna las

direcciones IP dinamicamente a los clientes IP.

+
4 |
H

EE] OpenScape Business X
|
LAM Infrastructure incl.
- LAMN Switch _
- InEmet Router/ Modem —
» DHCP Serer
]
Admin PC
] = :l =
ClientFC IF Fhane Analog Fax
-| |E'... I E|
Client PC UPO Phone pECT DECT

Base Stafion Phone
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9.3 Plan de numeracion

Un plan de numeracion es una lista de todos los numeros de teléfono
disponibles en el sistema de comunicacion. Incluye, entre otras cosas, nimeros
de teléfono internos, numeros de marcacion directa y nimeros de llamada de

grupo.
Plan de numeracién estandar

Los numeros de teléfono internos tienen preasignados valores estandar. Si es
necesario, puede ajustar estos valores a sus necesidades (plan de numeracion
individual).

Extracto del plan de numeracién estandar:

Tipo de los numeros de teléfono X1 X3/X5/X8
Numeros de teléfono de extension 11-30 100-742
internos

Numeros de marcacion directa de 11-30 100-742
extension

Numeros de teléfono de linea 700-703 desde 7801

Cadigos de ruta (codigos externos): 0=Mundial /9= 0=Mundial /9 =

Ruta 1 (linea urbana RDSI, analdgica) EE. UU. EE. UU.

Ruta 8 (UC Suite) - 851

Ruta 12-15 (linea urbana, ITSP) sin preasignar 855-858

Ruta 16 (interconexion) sin preasignar 859

Numero de teléfono para el acceso sin preasignar sin preasignar
remoto

\l:lcl)lzmero de teléfono para mensajes de 351 351

UC Smart - sin preasignar
UC Suite

Plan de numeracion individual

Se puede importar un plan de numeracion individual durante la configuracion
basica a través de un archivo XML.

El archivo XML incluye varios pestafas. La pestafia "Cliente" incluye ademas
del nombre y del niumero de teléfono de la extension otros datos como, por
ejemplo, los tipos de extensiones y las direcciones de correo electrénico.

Puede consultar un ejemplo de archivo XML con la correspondiente explicacion
en la Gestion basada en Web (WBM), en Centro de servicios > Documentos
> Plantillas CSV. El archivo XML ahi guardado también se puede utilizar como
plantilla para sus datos. Se puede editar, por ejemplo, con Microsoft Excel.
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Esquema de direcciones IP

9.4 Esquema de direcciones IP
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Un esquema de direcciones IP define como se asignan las direcciones IP de la
LAN de clientes. Incluye las direcciones IP de PC, servidores, routers Internet,
teléfonos IP, etc.

Para conseguir una mejor vision general en la asignacion de direcciones IP, es
conveniente crear un esquema de direcciones IP.

Ejemplo de un esquema de direcciones IP con un rango de direcciones IP
192.168.1." -x:

Area direcc. IP Clientes

192.168.1.1 hasta 192.168.1.19 Clientes con direccioén IP fija:
192.168.1.1 Router interno (Gateway)
192.168.1.2 Sistema de comunicacion
192.168.1.3 Tablero de aplicaciones (opcional)
192.168.1.10 Servidor de correo electrénico

192.168.1.50 hasta 192.168.1.254 Clientes de PC y teléfonos IP, al
mismo tiempo rango de direccion IP
del servidor DHCP, la asignacion de
las direcciones IP a los clientes se
realiza dinamicamente

Los siguientes rangos de direcciones IP estan reservados de forma interna y no
se pueden asignar:

Rangos de direcciones IP excluidos Descripcion

10.0.0.1; 10.0.0.2 reservados para el servidor de
licencias

10.186.237.65; 10.186.237.66 reservados para RDSI remoto

192.168.3.2 Direccion IP interna del sistema de
comunicacion

192.168.2.1 Direccion IP de la interfaz LAN3

(puerto de administracion)

Esta lista también se puede consultar en la Gestién basada en Web (WBM), en
Centro de servicios > Diagnostico > Estado > Resumen de direcciones IP.

Ampliacién de la mascara de red al utilizar el segmento de red predefinido

La direccion IP interna del sistema de comunicacion y la direccion IP de
la interfaz LAN3 (puerto de administracion) no pueden estar en el mismo
segmento de red que la direccién IP del sistema de comunicacion.

Configuracion del segmento de red predefinido:

* 192.168.1.2: Direccion IP del sistema de comunicacion

o 255.255.255.0: Mascara de red

* 192.168.3.2: direccion IP interna del sistema de comunicacion

* 192.168.2.1: direccion IP de la interfaz LAN3 (puerto de administracion)
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Si al utilizar el segmento de red predefinido, la mascara de red se amplia de
255.255.255.0 a 255.255.0.0, por ejemplo, hay que modificar las direcciones IP
sefialadas arriba:

Ejemplo de configuracién modificada:

* 192.168.1.2: Direccion IP del sistema de comunicacion
o 255.255.0.0: Mascara de red
* 192.169.3.2: direccion IP interna del sistema de comunicacion

Se puede modificar mediante Modo Experto > Telefonia > Payload >
Médulos hardware > Editar ajustes DSP
* 192.170.2.1: direccion IP de la interfaz LAN3 (puerto de administracion)

Se puede modificar mediante Modo Experto > Telefonia > Interfaces de
red > Placa base > LAN 3 (Admin)

9.5 Puesta en servicio inicial

La puesta en servicio inicial incluye el inicio del sistema de comunicacion, la
conexion y configuraciéon del PC de administracién y el primer arranque del
programa de administracion OpenScape Business Assistant (Gestién basada
en Web, WBM).

Hay que realizar la puesta en servicio inicial del sistema de comunicacion
antes de integrar el sistema de comunicacién en la LAN interna. Pueden darse
problemas si la direccion IP preconfigurada del sistema de comunicacién ya
esta presente en la LAN interna o si se ya utiliza un servidor DHCP. Para estos
casos, hay que cambiar primero la configuracion de la direccion IP del sistema
de comunicacion o desactivar el servidor DHCP del sistema de comunicacion.
Solo entonces se puede integrar el sistema de comunicacion en la LAN interna.

Nota: Antes de la puesta en servicio inicial hay que observar
las indicaciones sobre proteccion y seguridad de los datos.

PELIGRO: El OpenScape Business X8 solo se puede encender si la
parte trasera de todos los armarios del sistema esta cerrada con los
paneles de conexiones y ciegos previstos para ello.

PELIGRO: EIl OpenScape Business X3R/X5R solo se puede encender
si la parte delantera de la caja esta cerrada. Los slots no equipados con
modulos deberan cubrirse siempre con placas de protecciéon (C39165-
A7027-B115).

PELIGRO: El OpenScape Business X1/X3W/X5W solo se puede
encender si la caja esta cerrada.

Conexion del PC de administracion

Para configurar el sistema de comunicacion, el PC de administracion se
conecta directamente con la interfaz LAN "LAN" del sistema de comunicacién
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y se configura de forma que obtenga su direccién IP del servidor DHCP interno
del sistema de comunicacion. Después de finalizar la instalacion, el PC de
administracion se puede integrar en la LAN interna sin necesidad de mas
cambios de configuracion.

9.5.1 Como iniciar el sistema de comunicacion

Requisitos previos

El montaje del hardware se ha realizado correctamente (véase OpenScape
Business, Instrucciones de instalacion).

La tarjeta de memoria (con el software del sistema) esta insertada.

El sistema de comunicacion no esta integrado en la LAN de clientes.

Paso a paso

Conecte el sistema de comunicacion con la alimentacion eléctrica.

Atencion:
Descarga eléctrica al tocar los cables con tensién

Asegurese de que el sistema de comunicacion (y con OpenScape
Business X8 también cada armario del sistema) esta conectado a
tierra con un conductor de proteccion de tierra independiente (véase
OpenScape Business, Instrucciones de instalacion).

El sistema de comunicacion arranca. En el proceso, los LED del sistema se
encienden con distintos colores y secuencias (véase OpenScape Business,
Instrucciones de instalacién). Durante el encendido, no se puede desconectar
la corriente del sistema de comunicacion.

Una vez finalizado el arranque del sistema, el LED "Run" de la placa base
parpadea en verde a intervalos de 1 Hz (0,5 s encendido/0,5 s apagado).

9.5.2 Como conectar el PC de administracion con el sistema de

comunicacion

188

Requisitos previos

El sistema de comunicacién esta operativo.

Paso a paso

1) Arranque el PC de administracion.

2) Compruebe si se puede asignar al PC una direccion IP dinamica. Si no es
asi, debera cambiar la configuracion del PC de administracion. Para hacerlo
necesita derechos de administrador.

Nota: Los ajustes IP que se describen aqui son validos
para Windows 7. Si desea informacién mas detallada sobre
la configuracion en otros sistemas operativos Windows,

A31003-P3030-J102-08-7831, 07/2024
OpenScape Business X3/X5/X8, Guia de instalacion



Puesta en servicio inicial por OpenScape Business X

consulte las instrucciones del correspondiente sistema
operativo.

a) Seleccione Inicio > Panel de control, haga doble clic en Redes e
Internet y, a continuacién, haga clic en Centro de redes y recursos
compartidos.

b) En la red activa pertinente, haga clic enConexion de area local y, a
continuacion, en Propiedades.

c) En la pestafia Funciones de red haga clic con el botén izquierdo del
ratén en la entrada Protocolo de Internet version 4 (TCP/IPv4) y haga
clic en Propiedades.

d) Haga clic en la pestafia General y compruebe si el campo de opcion
Obtener direccidn IP automaticamente esta activado. Si la opcion no
esta activada, hagalo.

e) Cierre todas las ventanas abiertas pulsando Aceptar.

3) Con un cable LAN, conecte la interfaz LAN del PC de administracién
que acaba de configurar con la interfaz LAN "LAN" del sistema de
comunicacion. Con esta interfaz se asigna una direccién IP dinamica al PC
de administracion.

Nota: El PC de administracién también se puede conectar
con la interfaz LAN "Admin". No obstante, si se hace

asi, hay que asignarle una direccion IP fija del rango
comprendido entre la direccion 192.168.2.xxx (por ejemplo,
192.168.2.40) y la mascara de red 255.255.255.0. El sistema
de comunicacion tiene la direccion IP 192.168.2.1 a través
de la interfaz LAN "Admin" (muy importante para el acceso
de WBM).

9.5.3 Como iniciar WBM

Requisitos previos

El sistema de comunicacién esta operativo. EI LED "Run" de la placa base
parpadea en verde a intervalos de 1 Hz 0,5 s encendido/ 0,5 s apagado).

El PC de administracion y el sistema de comunicacion se pueden comunicar
entre si a través de la LAN.
Paso a paso

1) En el PC de administracion, inicie el navegador Web y abra la pagina de
registro de OpenScape Business Assistant (WBM) con esta direccién:

https://192.168.1.2

Nota: Si no consigue iniciar Gestion basada en Web (WBM),
compruebe la conexién LAN y vuelva a intentarlo. Si no diera
resultados, compruebe si la direccion IP esta bloqueada por
la configuracion del firewall interno de su PC. Encontrara
informacion mas detallada en la documentacion de su
firewall.
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2) Si el navegador Web notifica un problema con un certificado de seguridad,

instale el certificado (en el ejemplo se utiliza Internet Explorer V10).

a) Cierre el navegador Web.

b) Abra el navegador Web con derechos de administrador. Para ello, haga
clic con el botdn secundario del ratén en el simbolo del navegador
Web y en el menu contextual seleccione la entrada Ejecutar como
administrador.

c) Autorice el control de cuentas de usuario.

d) Abra la pagina de registro del OpenScape Business Assistant (Gestion
basada en Web, WBM) en la siguiente direccion:

https://192.168.1.2

e) Haga clic en Continuar cargando este sitio Web.

f) Haga clic en el mensaje Error de certificado en la barra de navegacion
del navegador Web.

g) Haga clic en Mostrar certificados.

h) Haga clic en Instalar certificado (solo visible con derechos de
administrador).

i) Seleccione la opcién Ordenador local y confirme la accién con
Continuar.

j) Seleccione la opcién Colocar todos los certificados en el siguiente
almacén, haga clic en Examinar e introduzca Entidades emisoras raiz
de confianza.

k) Confirme con Aceptar y, a continuacion, con Continuar y Finalizar.

[) Confirme el certificado de importacion con Aceptar y cierre la ventana
del certificado con Aceptar.

m) Cierre el navegador Web.

n) Inicie de nuevo el navegador Web (sin derechos de administrador) y abra
la pagina de registro de OpenScape Business Assistant (Gestion basada
en Web, WBM) en la siguiente direccion:

https://192.168.1.2

3) Arriba a la derecha, haga clic en la abreviatura de idioma y en el menu
seleccione el idioma para visualizar la interfaz de la Gestién basada en Web
(WBM). La pagina de registro aparece en el idioma seleccionado.

4) En el primer campo en Inicio de sesién, introduzca el nombre de usuario
estandar administrador@sistema para acceder como administrador.

Nota: Si después de introducir Administrador pasa al
campo Contrasefa, @system se afiade automaticamente.

5) En el segundo campo en Inicio de sesion, indique la contrasefa estandar
administrator para acceder como administrador.

6) Haga clic en Inicio de sesion.

7) Estos pasos solo son necesarios una vez, al iniciar sesion por primera vez
en la Gestion basada en Web (WBM):

a) En el campo Contrasenia, vuelva a introducir la contrasefa estandar
administrator.

b) En los campos Nueva contrasefia y Confirmar nueva contrasefa,
introduzca una nueva contrasefia para proteger el sistema contra el
uso indebido. Esta opcion distingue entre mayusculas y minusculas;
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Integracién en la LAN de clientes

compruebe también las teclas Num y BlogMayus (tecla de ajuste fijo). La
contrasefa aparece oculta con asteriscos (*).

Nota: La contrasena debe tener una extension minima
de 8 caracteres e incluir una cifra. Recuerde exactamente
cual es esa contrasena.

c) Haga clic en Inicio de sesion.

d) Seleccione la fecha actual e introduzca la hora correctamente.

e) Haga clic en OK & Continuar. La sesion de Gestidon basada en Web
(WBM) finaliza automaticamente.

f) En el primer campo en Inicio de sesidn, introduzca el nombre de
usuario estandar administrador@sistema para acceder como
administrador.

Nota: Sidespués de introducir Administrador
pasa al campo Contraseia, @system se afiade
automaticamente.

g) En el segundo campo en Inicio de sesion introduzca la contrasefa que
acaba de definir para acceder como administrador.

h) Haga clic en Inicio de sesidn. Se abre la pagina de inicio de la Gestion
basada en Web (WBM).

Pasos siguientes

Iniciar la instalacion inicial.

9.6 Integracion en la LAN de clientes

La integracion en la LAN de clientes se realiza con el asistente Instalacién
inicial de la Gestion basada en Web (WBM). Con ello se definen los ajustes
basicos para integrar el sistema de comunicacion en la LAN existente.

9.6.1 Como iniciar el asistente de instalacion inicial

Requisitos previos

Se ha iniciado la Gestion basada en Web.

Paso a paso

1) En la barra de navegacion, haga clic en Configuracion.
2) Haga clic en Editar para iniciar el asistente Instalacion inicial.

Nota: Si el tamafio de la ventana del navegador no puede
mostrar el area de trabajo completa a bajas resoluciones de
pantalla, aparecera a los lados una barra de deslizamiento
horizontal o vertical para desplazarse hasta la seccién
deseada.
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Pasos siguientes

Realice la instalacion inicial tal y como se describe a continuacion, paso a paso.
Los campos que no se describen aqui estan preestablecidos de acuerdo al
caso estandar y solo hay que modificarlos cuando no coincidan con sus datos
de red. Encontrara informacién detallada en la descripcion de los distintos
asistentes de la documentacion del administrador.

9.6.2 Configuracion de sistema

En la ventana Configuracion de sistema, configure los ajustes del sistema de
comunicacion.

Para ello, siga este procedimiento:
1) Defina el logotipo en pantalla y la denominacién de producto

Puede definir un texto que se mostrara en el display de los teléfonos el
sistema. También puede seleccionar la denominacion de producto.

2) Definir direcciones IP (en caso necesario)

El sistema de comunicacion tiene asignada de forma predeterminada una
direccion IP y una mascara de subred. En algunos casos hay que ajustar la
direccion IP o la mascara de subred al area de direcciones IP propia.

Ademas, puede indicar la direccién IP de su router estandar, por ejemplo, la
direccion IP del router Internet.

El tablero de aplicaciones (UC Booster Card) también requiere una direccion
IP. Esté montado o no, puede asignar una direccion IP de su area de
direcciones IP.

Si desea ampliar la mascara de red (p.ej., de 255.255.255.0 a 255.255.0.0),
hay que modificar la direccién IP interna del sistema de comunicacién y la
direccion IP de la interfaz LAN3 (puerto de administracién), ya que no pueden
estar en el mismo segmento de red que la direccién IP de los sistemas de
comunicacion (véase también Esquema de direcciones IP en la pagina 186).

9.6.2.1 Cémo definir el logotipo de pantalla y la designacién de producto

192

Requisitos previos

Se encuentra en la ventana Configuracion de sistema.

Setup - Wizards - Basic Installation - Initial Installation

System Settings

Display Logo:
Brand: [OpenScape Business v

OpenScape Business - IP address:
OpenScape Business - Netmask:

OpenScape Business - Default Routing via:
OpenScape Business - IP Address of Default Router

Application Board - IP address: [192.168.1.3
Application Board - Netmask:  255.255.255.0

Application Board - IP Address of Default Router: 192 168 .186.22
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Paso a paso

1) En el campo Mostrar logotipo introduzca el texto que usted elija (p. €j.
OpenScape Biz). El texto puede tener como maximo 16 caracteres. Evite el
uso de diéresis y caracteres especiales.

2) En la lista desplegable Producto, seleccione la denominacion del producto.

Pasos siguientes

Modifique las direcciones IP (si es necesario) o configure DHCP.

9.6.2.2 Como definir las direcciones IP (opcional)

Requisitos previos
Conoce el area de direcciones IP de su red interna.

Se encuentra en la ventana Configuracion de sistema.

Setup - Wizards - Basic Installation - Initial Installation

System Settings

Display Logo: SBiz

Brand: |OpenScape Business v

OpenScape Business - IP address: [192.168.186.13

QOpenScape Business - Netmask 55.255.255.0

—

OpenScape Business - Default Routing via:  |LAN -

OpenScape Business - IP Address of Default Router:  [192.168.186.22
Application Board - IP address: [192.168.1.3

Application Board - Netmask: |255.255.255.0

Application Board - IP Address of Default Router:  192.168.186.22

Paso a paso

1) Definir la direccidn IP del sistema de comunicacion:

a) En el campo OpenScape Business - Direccion IP, introduzca una
direccion IP que se encuentre dentro del area de direcciones IP de su red
interna (por ejemplo, red interna: 192.168.1.x, OpenScape Business:
192.168.1.2.

Nota: La direccion IP de OpenScape Business no puede
estar asignada a un cliente de red ya que, de lo contrario,
se producira un conflicto de direcciones IP.

b) Introduzca la mascara de subred de su red interna (por ejemplo,
255.255.255.0) en el campo OpenScape Business - Mascara de
subred.

2) Definir la direccion IP del router predeterminado:

a) En el campo OpenScape Business - Enrutamiento por defecto a
través de, seleccione la entrada LAN.

b) Introduzca la direccién IP de su router predeterminado en el campo
OpenScape Business - Direccion IP del router predeterminado
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(por ejempilo, red interna: 192.168.1.x, enrutador de Internet como
enrutador predeterminado: 192.168.1.1.

3) Definir la direccion IP de la UC Booster Card (necesario si la tarjeta esta
insertada):

4) Haga clic en OK & Continuar.

Pasos siguientes
Configurar DHCP.

9.6.2.3 Cémo especificar el nombre de dispositivo

Requisitos previos

Se encuentra en la ventana Configuracion de sistema.

Setup - Wizards - Basic Installation - Initial Installation

System Settings

Display Logo: |0SBiz

Brand: |OpenScape Business v

OpenScape Business - IP address: |192.168.186.13
OpenScape Business - Netmask: |255.255.255.0
OpenScape Business - Default Routing via

OpenScape Business - IP Address of Default Router:  [192.168.186.22
Application Board

Application Board - IP address: [192.168.1.3

Application Board - Netmask: 255.255.255.0

Application Board - IP Address of Default Router:  192.168 186.22

Paso a paso
1) Marque la casilla de verificacion Registro automatico RSP.servicelink:

el campo Nombre del dispositivo es editable.
2) Especifique el Nombre del dispositivo.

Al seleccionar el registro automatico RSP.servicelink, cada 10 minutos, el
sistema intentard registrarse automaticamente y conectarse con servidores
RSP mediante el nombre de dispositivo suministrado.

3) Haga clic en OK y Continuar.

Pasos siguientes
Configurar DHCP.

9.6.3 Configuracion de DHCP

En la ventana Ajustes globales DHCP, active, configure o desactive el
servidor DHCP interno del sistema de comunicacion.
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Un servidor DHCP asigna automaticamente una direccioén IP a las extensiones
IP (teléfonos IP, PC, etc.) y les suministra datos especificos de red (como, por
ejemplo, la direcciéon IP del gateway estandar).

Como servidor DHCP se puede utilizar un servidor DHCP externo (por ejemplo,
el servidor DHCP del router Internet) o el servidor DHCP interno integrado en el
sistema de comunicacion.

Para la actualizacion automatica de software de los teléfonos IP del sistema
se puede utilizar el DLI integrado en el sistema de comunicacién o un servidor
DLS externo (Documentacion para el administrador, Deployment Service (DLI
y DLS)). El servidor DHCP debe conocer la direccién IP del DLI integrado o del
servidor DLS externo.

Dispone de las siguientes opciones:
» Activar y configurar un servidor DHCP interno

Si se utiliza el servidor DHCP interno del sistema de comunicacion, hay que
desactivar un servidor DHCP externo (por ejemplo, el servidor DHCP del
router Internet). Puede ser necesario adaptar los ajustes del servidor DHCP
interno con la LAN de clientes. Si se utiliza el servidor DHCP interno y el
DLl interno, los teléfonos del sistema se actualizan automaticamente. Si

se utiliza un servidor DLS externo, hay que registrar su direccion IP en el
servidor DHCP interno mediante el Modo Experto (Documentacion para el
administrador, Deployment Service (DLI y DLS)).

« Desactivar el servidor DHCP interno

Si se utiliza un servidor DHCP externo, hay que desactivar el servidor
DHCP interno del sistema de comunicacién. Para suministrar el software
telefénico actualizado automaticamente a todos los teléfonos IP del sistema,
en el servidor DHCP externo hay que introducir los datos especificos de

red como, por ejemplo, la direccién IP del DLI interno o del servidor DLS
externo.

Nota: jNo todos los servidores DHCP externos admiten la
entrada de datos especificos de red! En este caso, hay que
introducir los datos manualmente en todos los teléfonos IP
del sistema.

9.6.3.1 Como desactivar el servidor DHCP interno

Requisitos previos

En la red interna, hay activo un servidor DHCP externo (por ejemplo, el servidor
DHCP del router Internet).

Se encuentra en la ventana Ajustes globales DHCP.

Paso a paso

1) Desactive la casilla de verificacion Act. servidor DHCP.
2) Haga clic en OK & Continuar.

Pasos siguientes

Configure los ajustes de pais y hora.

A31003-P3030-J102-08-7831, 07/2024
OpenScape Business X3/X5/X8, Guia de instalacion 195



Puesta en servicio inicial por OpenScape Business X

9.6.3.2 Cémo activar y configurar el servidor DHCP interno

Requisitos previos

En la red interna, el servidor DHCP externo (por ejemplo, el servidor DHCP del
router Internet) esta desactivado.

Se encuentra en la ventana Ajustes globales DHCP.

‘Setup - Wizards - Network / Internet - Network Configuration

DHCP Global Settings

In Expert Mode, DHCP was set to Relay Agent. If you now switch the DHCP server on, the IP addresses HiPath OpenOffice will be distributed. Network problems may occur as a result.

Enable DHCP Server.

Netmask: [255.255.255.0
Broadcast Address: [0.0.0.0 (optional)

Preferred Gateway: |192.168.1.2

e E—
Prefered Server: [192.168.1.2

Lease time in hours (0 infinite)

DI

Enable Dynamic DNS Update.

Paso a paso

1)
2)

3)
4)

5)

Deje activada la casilla de verificacion Act. servidor DHCP.

En el campo Mascara de red ajuste la mascara de red a su rango de
direcciones IP (p. ej. 255.255.255.0).

En el campo Gateway favorito, introduzca la direccion IP del router de
Internet (por ejemplo, 192.168.1.1).

En el campo Servidor favorito, introduzca la direccion IP del servidor DNS
(por ejemplo, la direccion IP del router Internet, 192.168.1.1).

Haga clic en OK & Continuar. Se muestra la ventana Pool de direcciones
DHCP.

Setup - Wizards - Network / Internet - Network Configuration

196

6)

DHCP Address Pool

Subnet address |192.168.1.0
Subnet mask |265.255.255.0

Address range 1 [192.168.1.50 ] - [192.168.1.254 ]

En los campos Direccion de subred, Mascara de red y Area
direcciones 1 defina el rango de direcciones IP que va a administrar el
servidor DHCP interno.

Si en la red interna se utilizan direcciones IP fijas (por ejemplo, para un
servidor de impresora) se debe seleccionar el area de direcciones IP (pool
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de direcciones DHCP) de forma que las direcciones IP fijas no estén dentro
del area de direcciones IP.

Ejemplo:

Router Internet: 192.168.1.1
OpenScape Business: 192.168.1.2
UC Booster Card: 192.168.1.3
Direccion de subred: 192.168.1.0
Mascara de red: 255.255.255.0
Servidor de impresora: 192.168.1.10

Pool de direcciones DHCP: 192.168.1.50 bis 192.168.1.254
7) Haga clic en OK & Continuar.

Pasos siguientes

Configure los ajustes de pais y hora.

9.6.4 Configuracion de pais y hora

En la ventana Configuracién basica seleccione su pais y el idioma para

los registros de suceso y configure la fecha y la hora. Si utiliza la solucién
Cordless integrada, introduzca aqui la identificacion del sistema DECT a nivel
del sistema.

Para ello, siga este procedimiento:
1) Seleccionar el distintivo de pais y el idioma para los registros de sucesos

Para que la inicializacién del pais sea correcta, debe seleccionar el idioma
en el que estara en servicio el sistema de comunicacién. Ademas, puede
seleccionar el idioma en el que se guardaran los registros de sucesos
(protocolos de eventos del sistema, errores, etc).

2) Introducir la identificacion del sistema DECT (solo con una solucion
Cordless integrada)

Si utiliza la solucién Cordless integrada, introduzca aqui la identificacién del
sistema DECT a nivel del sistema.

3) Configurar fecha y hora manualmente
» Configuracion manual de fecha y hora

El sistema de comunicacion y las extensiones (teléfonos IP, teléfonos
TDM, PC de cliente) deben disponer de una base temporal Unica (fecha y
hora). Si no conoce ningun servidor SNTP para la sincronizacion de hora,
también puede introducir la fecha y la hora de forma manual.

Nota: La fecha y hora se actualizan automaticamente
cuando se establece una conexién por la linea urbana
RDSI.

* Obtener la fecha y hora de un servidor SNTP

El sistema de comunicacion y las extensiones IP (teléfonos IP, PC de
cliente) deben disponer de una base temporal unica (fecha y hora). Esta
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base temporal se puede ofrecer por un servidor SNTP. El servidor SNTP
puede encontrarse en la red interna o en Internet.

El sistema de comunicacion envia automaticamente la fecha y hora a los
teléfonos IP. Los PC de cliente en los que se ejecutan los clientes de UC deben
configurarse de forma que tengan la hora sincronizada con el sistema de
comunicacion (vea las instrucciones del sistema operativo del PC cliente).

9.6.4.1 Cémo seleccionar el cédigo de pais y el idioma para los registros de sucesos

Requisitos previos

Se encuentra en la ventana Configuracién basica.

‘Setup - Wizards - Basic Instaliation - Initial installation

Basic Configuration

System Country Code:
Language for Customer Trace Log: [English _ ~
Date and Tme: 03 Month Year hh:mm:ss
2023 10:40:00
Timezone: [(UTC +02:00) Athens, Beirut, Istanbul, Minsk ~]
Detect date and time via an SNTP server|

Date and Time via an external SNTP Server:
IP Address / DNS Name of External Time Server: |192.168.142 49
Poll Interval for External Time Server.

System ID: [00000000

[CMI data|

Paso a paso

1) En la lista desplegable Distintivo pais sistema seleccione el pais en el que
estara en funcionamiento el sistema de comunicacion.

2) En el campo Idioma del registro de incidencias del cliente, introduzca el
idioma en el que se mostraran los registros de eventos (registros de eventos
del sistema, registros de errores, etc.).

Pasos siguientes

Introducir la identificacion del sistema DECT (solo con una solucion Cordless
integrada)

(0]

Configurar la fecha y la hora a mano o consultar la fecha y la hora desde un
servidor SNTP.

9.6.4.2 Como introducir la identificacion del sistema DECT

Requisitos previos

Se encuentra en la ventana Configuracién basica.
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‘Setup - Wizards - Basic Installation - Initial installation

Basic Configuration

System Country Code
Language for Customer Trace Log: [English v
[Time settings]
Date and Time: D3 Month Year hh:mm ss
2023 10:40:00

Timezone:

(UTC +02:00) Athens, Beirut, Istanbul, Minsk

~]

Detect date and time via an SNTP server |

Date and Time via an external SNTP Server:
192.168.142 49

IP Address / DNS Name of External Time Server:

Poll Interval for External Time Server:

System ID:

Paso a paso

En la seccion Datos CMI, en ID del sistema, indique el ID de sistema DECT
hexadecimal de 8 digitos que ha recibido al adquirir su soluciéon Cordless
(inalambrica) integrada.

Pasos siguientes

Configurar la fecha y la hora a mano o consultar la fecha y la hora desde un
servidor SNTP.

9.6.4.3 Configuracion manual de fecha y hora

Requisitos previos

Se encuentra en la ventana Configuracién basica.

‘Setup - Wizards - Basic Installation - Initial Installation

Basic Configuration

Systom Country Code
Language for Customer Trace Log: |English v
[Time sottings|
Date and Time: 02 Month Year hh:mm'ss
* [023 10:40:00

Timezone:

(UTC +02:00) Athens, Beirut, Istanbul, Minsk v‘

Detect date and time via an SNTP server|

Date and Time via an external SNTP Server:

IP Address / DNS Name of External Time Server:

Poll Interval for External Time Server:

System ID:

192.168.142.49

100000000

Paso a paso

1) Indique los valores actuales para Fecha y hora.
2) En el campo Zona horaria establezca la zona horaria deseada.
3) Haga clic en OK & Continuar.

Nota: Si se cambia la zona horaria, el sistema se reiniciara
en el ultimo paso del Asistente inicial.

Si no se modifica la configuracion de la zona horaria, el
sistema no se reiniciara.
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Pasos siguientes

Defina la Soluciéon UC.

9.6.4.4 Obtencidén de la fecha y hora de un servidor SNTP

Requisitos previos

Se encuentra en la ventana Configuracién basica.

‘Setup - Wizards - Basic Instaliation - Initial installation

Detect date and time via an SNTP server|

[CMI data|

9.6.5 Solucion UC

200

Basic Configuration

System Country Code
Language for Customer Trace Log: [English

.
Z
Day Month Year hh'mm'ss

(UTC +02:00) Athens, Beirut, Istanbul, Minsk v|

Date and Time:

Timezone:

Date and Time via an external SNTP Server:
IP Address / DNS Name of External Time Server: |192.168.142 49
Poll Interval for External Time Server.

System ID: [00000000

Paso a paso
1) Active la casilla de verificacién Fecha y hora a través de un servidor
SNTP externo.

2) Introduzca la direccion IP o el nombre DNS del servidor SNTP (por ejemplo,
0.de.pool.ntp.org)en el campo Direccion IP / Nombre DNS del
servidor horario externo).

3) En la lista desplegable Intervalo de sondeo para el servidor de hora
externo, seleccione después de cuantas horas deben sincronizarse la fecha
y la hora mediante el servidor SNTP (valor recomendado: 4 h).

4) Haga clic en OK & Continuar.

Pasos siguientes

Defina la Soluciéon UC.

En la ventana Modificar seleccion de aplicaciéon puede definir qué solucion
de UC utiliza.

Dispone de las siguientes opciones:
* Paquete con UC Smart

La solucion de Comunicaciones Unificadas UC Smart esta integrada en la
placa base OpenScape Business X.

* Paquete con UC Suite

La solucion de Comunicaciones Unificadas UC Suite esta integrada en la
“UC Booster Card”, que se puede conectar internamente de forma opcional.
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* Paquete con UC Suite en OSBiz UC Booster Server

La solucion de Comunicaciones Unificadas UC Smart esta integrada en el
servidor Linux externo "OpenScape Business UC Booster Server".
* Paquete con UC Suite en OSBiz UC Booster Server

La solucion de Comunicaciones Unificadas UC Suite esta integrada en el
servidor Linux externo "OpenScape Business UC Booster Server".

9.6.5.1 Como establecer la solucion UC

Requisitos previos

Ha adquirido licencias para la solucién de Comunicaciones Unificadas UC
Smart o para la soluciéon de Comunicaciones Unificadas UC Suite.

Se encuentra en la ventana Modificar seleccién de aplicacion.

Application Selection
Package with UC Smart -
Package with UC Suite
UC Smart -
Application Launcher. 192.168.190.54
CSTA Connector 192.168.190.54
OpenDirectory Service: 192.168.190.54
UC Suite 192.168.190.54

Web Collaboration. Demo Mode

Paso a paso

1) Si utiliza la solucién de Comunicaciones Unificadas UC Smart sin un UC
Booster Server, haga clic en Paquete con UC Smart.

2) Si utiliza la solucion de Comunicaciones Unificadas UC Smart con UC
Booster Server, haga clic en Paquete con UC Smart en OSBiz UC Booster
Server. Ademas, introduzca la direccion IP del servidor Linux externo
“OpenScape Business UC Booster Server” en el campo Direccidn IP del
OSBiz UC Booster Servidor.

3) Si quiere utilizar la soluciéon de Comunicaciones Unificadas UC Suite con
UC Booster Card, haga clic en Paquete con UC Suite.

4) Si utiliza la solucién de Comunicaciones Unificadas UC Suite con UC
Booster Server, haga clic en Paquete con UC Suite en OSBiz UC Booster
Server. Ademas, introduzca la direccion IP del servidor Linux externo
“OpenScape Business UC Booster Server” en el campo Direccidn IP del
OSBiz UC Booster Servidor.

5) Haga clic en OK & Continuar.
6) Se ha completado el asistente Instalacidn inicial. Haga clic en Salir.

7) Cierre la Gestion basada en Web (WBM), haciendo clic en el enlace
Finalizar sesién y, a continuacién, cerrando la ventana.

Nota: Si se han modificado direcciones IP o ajustes del
servidor DHCP, el sistema de comunicacion se reinicia.
Puede durar algunos minutos.
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Configuracién basica

Pasos siguientes

Conectar el sistema de comunicacion con la LAN de clientes.

9.6.6 Conexion del sistema de comunicacion en la LAN de clientes

Una vez finalizada la instalacion inicial, el sistema de comunicacion se conecta
con la LAN de clientes existente.

9.6.6.1 Como conectar el sistema de comunicacion en la LAN de clientes

Requisitos previos

El sistema de comunicacion esta operativo.

Paso a paso

1) Retire el cable LAN del PC de administracion de la interfaz LAN central
"LAN" e integre el PC de administracién en la LAN de clientes conectandolo
con un conmutador, por ejemplo.

2) Conecte un cable LAN con la interfaz LAN central "LAN" del sistema de
comunicacion.

3) Integre el sistema de comunicacion mediante este cable LAN en la LAN de
clientes conectandolo con un conmutador, por ejemplo.

4) Si hay insertada una tarjeta UC Booster Card (Tablero de aplicaciones),
conecte otro cable LAN con la interfaz LAN "LAN2" de la UC Booster
Card (la interfaz LAN de abajo a la derecha) e integre la UC Booster Card
mediante este cable LAN en la LAN de clientes. Para ello, por ejemplo,
conéctelo con un conmutador.

Pasos siguientes

Iniciar la configuracion basica.

9.7 Configuracién basica

La configuracion basica se realiza con el asistente Instalacion basica de la
Gestion basada en Web (WBM). Se definen los ajustes mas importantes para el
funcionamiento del sistema de comunicacion.

El asistente de Instalacion basica incluye un indicador de progreso con el paso
actual y una indicacion de los pasos siguientes.

9.7.1 Cémo iniciar el Asistente Configuracién basica

202

Requisitos previos
Se ha completado el asistente Instalacién inicial.
El sistema de comunicacion esta integrado en la LAN de clientes.

El sistema de comunicacion esta operativo. EI LED "Run" de la placa base
parpadea en verde a intervalos de 1 Hz 0,5 s encendido/ 0,5 s apagado).
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Paso a paso

1) En el navegador Web del PC de administracion, abra la pagina de registro
de Gestion basada en Web (WBM), en la direccion:
https://<Direccidén IP de OpenScape Business>

La direccion IP estandar de OpenScape Business es 192.168.1.2, por
tanto, por ejemplo, https://192.168.1.2

2) En el campo Nombre de usuario, introduzca el nombre de usuario estandar
administrador@sistema para acceder como administrador.

3) En el campo Contraseiia, indique la contrasefia que haya definido durante
la puesta en servicio inicial.

4) Haga clic en Iniciar sesién.
5) En la barra de navegacion, haga clic en Configuracion.
6) Haga clic en Editar para iniciar el asistente Configuraciéon basica.

Pasos siguientes

Realice la Configuracion basica tal y como se describe a continuacién, paso

a paso. Los campos que no se describen aqui estan preestablecidos de
acuerdo al caso estandar y solo hay que modificarlos cuando no coincidan con
sus datos de red. Encontrara informacion detallada en la descripcion de los
distintos asistentes de la documentacién del administrador.

9.7.2 Numeros de teléfono del sistema e interconexion

En la ventana Resumen, indique los numeros de teléfono del sistema (numero
del sistema, prefijo nacional y local, prefijo internacional) y establezca si desea
interconectar OpenScape Business con otros sistemas OpenScape Business.

Para ello, siga este procedimiento:
1) Introducir numeros de teléfono del sistema

* Introducir nimeros de teléfono del sistema para una conexioén de
centralita

Aqui se indica el numero de teléfono del sistema para su conexién de
centralita y el prefijo nacional y local.

Es imprescindible introducir el prefijo de pais para la telefonia Internet y
para las funciones de servidor de conferencias.

El prefijo internacional esté predefinido en funcién del cédigo de pais
marcado antes.

* Introducir nimeros de teléfono del sistema para acceso individual RDSI
Aqui se indica el prefijo nacional y local para el acceso individual RDSI.

Es imprescindible introducir el prefijo de pais para la telefonia Internet y
para las conferencias MeetMe.

El prefijo internacional esta predefinido en funcién del cédigo de pais
marcado antes.
2) Activar o desactivar Interconexion

Si desea interconectar OpenScape Business con otros sistemas OpenScape
Business, hay que activar Interconexion y hay que asignar un ID de nodo
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a OpenScape Business. Cada OpenScape Business debe tener un ID de
nodo unico en la interred.

9.7.2.1 Cémo introducir el numero de teléfono del sistema para una conexién de
centralita

Requisitos previos
Tiene una conexion de centralita.

Se encuentra en la ventana Descripcién general del sistema.

‘Setup - Wizards - Basic Installation - Basic Installation

(] : : s 5
system Overvew Cental Functons o Stators Provercantguraton and acvatn o seecta staton Contoued taons Autonatc Gonfiusaton o ppicatn Sue  Confute et Ganerence Conture £t Foarang
THame: Topnons

Note: changes done in expert mode must be reviewed/repeated after running through the wizard
Note: At least the configuration of the ‘Country code' is needed for features such as ‘Internet telephony’ and "MeetMe conference’

If you want your OpenScape Business in * OpenScape Business Network Integration " you should select the "Network Integration” check box and enter a node ID. In this case, make sure that this node ID is unique within the whole network integration
Normally, this integration is done by a Service Technician.

For a standalone OpenScape Business clear the "Network Integration’ check box

Caunty code: 00 88 (mandstory)
Localareacode: 0 [186  |(optional)
PABX number (optional)
| General
International Prefix

Network Integration: (J

Node ID:
Upstream up to (Kbps): [2048

Paso a paso

1) En el campo Prefijo del pais, indique el prefijo del pais, por ejemplo 49
para Alemania o 1 para EE. UU.

2) En el campo Caédigo de red local, indique el prefijo local, por ejemplo 89
para Munich.

3) En N° tel. sistema, indique el numero del sistema de conexion urbana, p. ;.
7007 (su numero de conexion).

4) Solo debe cambiar el campo Prefijo internacional cuando sea necesario.
Para Alemania se usa 00 y para EE. UU. 011).

En las llamadas al extranjero, delante del nimero de teléfono se pone el
prefijo internacional y el prefijo del pais. Por ejemplo, de Alemania a EE.UU
"00-1-..." y de EE. UU. a Alemania "011-49-...".

Pasos siguientes

Activar y desactivar Interconexion.

9.7.2.2 Cémo introducir los numeros de teléfono del sistema para un acceso individual

Requisitos previos
Tiene un acceso individual.

Se encuentra en la ventana Descripcion general del sistema.
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Setup - Wizards - Basic Installation - Basic Installation
B . : . .

System Overview Central Functions for Stations. Provider configuration and activation for Select a station Configured Stations Automatic Configuration of Application Sute  Configure Meethe Conference Configure E-Mail Forwarding
Internet Telephony

Note: changes done in expert mode must be reviewedirepeated after running through the wizard

Note: At least the configuration of the ‘Country code’ is needed for features such as ‘Internet telephony” and ‘MeetMe conference’

I you want your OpenScape Business in * OpenScape Business Network Integration " you should select the "Network Integration” check box and enter a node ID. In this case, make sure that this node ID is unique within the whole network integration
Normally, this integration is done by a Service Technician

For a standalone OpenScape Business clear the Network Integration’ check box

[PABX number]
County code 00 8 (mandatory)
Local area code 0 (optional)
e — )
General]
Intemnational Prefix:

Network Integration: [

Node ID:
Upstream up to (Kbps): [2048

Upstream of your internet connection

Paso a paso
1) En el campo Prefijo del pais, indique el prefijo del pais, por ejemplo 49
para Alemania o 1 para EE. UU.

2) En el campo Cédigo de red local, indique el prefijo local, por ejemplo 89
para Munich.

3) Deje vacio el campo N° teléfono del sistema.

4) Solo debe cambiar el campo Prefijo internacional cuando sea necesario.
Para Alemania se usa 00 y para EE. UU. 011).

En las llamadas al extranjero, delante del nimero de teléfono se pone el
prefijo internacional y el prefijo del pais. Por ejemplo, de Alemania a EE.UU
"00-1-..." y de EE. UU. a Alemania "011-49-...".

Pasos siguientes

Activar y desactivar Interconexion.

9.7.2.3 Como activar o desactivar la interconexioén

Requisitos previos

Se encuentra en la ventana Descripcion general del sistema.

'Setup - Wizards - Basic Installation - Basic Installation
B 2 . . , .

System Overview Central Functions for Stations. Provider configuration and activation for Select a station Configured Stations Suite ig Configure E-Mail Forwarding
Infernet Telephony

Note: changes done in expert mode must be reviewed/repeated after running through the wizard

Note: At least the configuration of the ‘Country code’ is needed for features such as 'Internet telephony” and MeetMe conference’

If you want your OpenScape Business in * OpenScaps Business Network Integration " you should select the "Network Integration” check box and enter a node ID. In this case, make sure that this node ID is unique within the whole network integration
Normally, this integration is done by a Service Technician

For a standalone OpenScape Business clear the Network Integration” check box

[PABX number]
Countrycode: 00 (48 |(mandatory)
Local area code: 0 (optional)
PABX number: (optional)
General)
International Prefix

Network Integration: (]

Node ID:
Upstream up to (Kbps): [2048
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Paso a paso
1) Si se quiere interconectar el sistema de comunicacién con otros sistemas de
comunicacion:

a) Active Integracion de red.
b) En el campo ID de nodo para el sistema de comunicacion asigne un ID
de nodo unico en la interred (se pueden usar cifras del 1 al 100).

2) Sino se quiere interconectar el sistema de comunicacion con otros sistemas
de comunicacion, deje desactivada la casilla de verificacion Integracion de
red.

Pasos siguientes

Configure el flujo ascendente de su conexioén a Internet.

9.7.3 Datos de extension

206

Si es necesario, en la ventana Funciones centrales para extensiones puede
configurar su plan de numeracion individual en lugar del plan de numeracion
estandar predefinido e importar mas datos de extensién. En la interred hay que
ajustar el plan de numeracién estandar al plan de numeracién de la interred.

El plan de numeracion estandar incluye niumeros de teléfono predefinidos
para distintos tipos de extension (teléfonos IP, teléfonos analdgicos...) y para
funciones especiales (telefonia Internet, buzén de voz, AutoAttendant...).

Los datos de extensidn incluyen, entre otros, los niUmeros de teléfono internos,
los numeros de marcacion directa y los nombres de las extensiones. Estos
datos y otros datos de extension se pueden importar en el sistema de
comunicacioén durante la configuracion basica mediante un archivo XML en
formato UTF-8.

Nota: Puede consultar una plantilla XML con la
correspondiente explicacion en la Gestion basada en Web
(WBM), en Centro de servicios > Documentos > Plantillas
CSV. En esta plantilla puede introducir sus datos, por ejemplo
con Microsoft Excel.

Dispone de las siguientes opciones:
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» Configurar datos de extension sin interred
Para ello, siga este procedimiento:
1) Mostrar datos de extension

Puede mostrar todos los datos de extensién y los nimeros de teléfono
preconfigurados.
2) Borrar todos los numeros de llamada de extension (opcional)

Si utiliza un plan de numeracion individual hay que borrar todos los
numeros de teléfono preconfigurados.

3) Ajustar numeros de teléfono preconfigurados al plan de numeracion
individual (opcional)

Si utiliza un plan de numeracion individual, puede ajustar los nimeros de
teléfono preconfigurados al plan de numeracién propio.

Nota: Si el usuario modifica los numeros de

llamada preconfigurados, hay que revisar o repetir la
configuracion personalizada que se hubiera hecho en la
UC Suite (por ejemplo, colas piloto)

4) Importar datos de extensiéon mediante un archivo XML (opcional)

Puede importar sus niumeros de teléfono individuales (con los datos de
extension adicionales) comodamente durante la configuracién basica
mediante un archivo XML.

+ Configurar datos de extension con interred
Para ello, siga este procedimiento:
1) Borrar todos los numeros de llamada de extension.

Si en la interred se utiliza la UC Suite, hay que usar un plan de
numeracion cerrado, es decir: todos los numeros de teléfono de la
interred deben ser Unicos. Por ello, hay que borrar los numeros de
teléfono preconfigurados y utilizar nUmeros adecuados para la interred.

2) Importar datos de extension mediante un archivo XML

Los numeros de teléfono adaptados a la interred se deben importar junto
con los datos de extensién adicionales durante la configuracion basica
mediante un archivo XML. El proceso es muy sencillo. Este archivo
puede incluir todas las extensiones de la interred. En la importacién se
aplican Uunicamente los numeros de teléfono y los datos de extensién
asignados previamente a los ID de nodo del sistema de comunicacion.

9.7.3.1 Como mostrar los datos de extension

Requisitos previos

Se encuentra en la ventana Funciones centrales para extensiones.

Paso a paso

1) Active el campo de opcion Mostrar configuraciéon de extensiones.

2) Haga clic en Ejecutar funcién. Aparece una lista de las extensiones con
numeros de teléfono preconfigurados (Plan de numeracion estandar).
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3) Haga clic en Aceptar. Regresa a la ventana Funciones centrales para
extensiones.

4) Sino quiere modificar ningun dato de extension, haga clic en
OK & Continuar.

9.7.3.2 Cémo borrar todos los nimeros de llamada

Requisitos previos

Se encuentra en la ventana Funciones centrales para extensiones.

Paso a paso

1) Active la opcion Borrar todos nos. llamada.
2) Active la casilla de verificacion Borrar todos nos. llamada.
3) Haga clic en Ejecutar funcion. Se borran todos los nimeros de teléfono

preasignados. A continuacion aparece la ventana Cambiar nimeros de
funcion y de llamada preconfigurados.

Setup - Wizards - Basic Installation - Basic Installation
Change preconfigured call and functional numbers

= The Intemet Telephony numbers must be available: it is not possible to delete these numbers
= Please keep in mind, that these numbers are not available for station or group dialing use
= Automatic changes may be applied. Please check LCR dial plan and correct if necessary

|

Preconfiguration for Internet Telephony

|

Announcement Player 659999
Voicemail call number (Smart VM)
Autoattendant call number (Smart VM)

Attendant code

il

Remote Admin call number 59995

Licensing call number 659994

Functional numbers for Conferencing

|

|

Functional number for MeetMe Conferencing

4) Ajuste los codigos y los numeros de teléfono especiales a sus necesidades
y haga clic a continuacién en Aceptar. Regresa a la ventana Funciones
centrales para extensiones.

5) Si no desea modificar mas datos de extension, haga clic en
OK & Continuar.

9.7.3.3 Adaptar los numeros de teléfono preconfigurados al plan de numeracién
individual

Requisitos previos

Se encuentra en la ventana Funciones centrales para extensiones.

Paso a paso

1) Active la opcion Cambiar numeros de funcién y de llamada
preconfigurados.
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2) Haga clic en Ejecutar funcién. Se abre la ventana Cambiar nimeros de
funcién y de llamada preconfigurados.

Setup - Wizards - Basic Installation - Basic Installation
Change preconfigured call and functional numbers

« The Internet Telephony numbers must be available: it is not possible to delete these numbers
« Please keep in mind, that these numbers are not available for station or group dialing use
« Automatic changes may be applied. Please check LCR dial plan and correct if necessary.

|

Preconfiguration for Internet Telephony

|

Announcement Player 659999
Voicemail call number (Smart VM)
Autoattendant call number (Smart VM)

Attendant code

il

Remote Admin call number 59995

Licensing call number (659994

Functional numbers for Conferencing

|

Functional number for MeetMe Conferencing

|

3) Adapte los numeros de teléfono preconfigurados a sus necesidades y haga
clic a continuacién en Aceptar. Regresa a la ventana Funciones centrales
para extensiones.

4) Si no desea modificar mas datos de extension, haga clic en
OK & Continuar.

9.7.3.4 Como importar los datos de extension mediante un archivo XML

Requisitos previos
Se encuentra en la ventana Funciones centrales para extensiones.

Hay disponible un archivo XML en formato UTF-8 con los datos registrados.
Puede consultar una plantilla XML en Centro de servicios > Documentos >
Plantillas CSV.

Paso a paso

1) Active la opcién Importar archivo CSV para extensiones.
2) Haga clic en Ejecutar funcion.

3) Mediante Examinar seleccione el archivo XML que ha creado y haga clic en
Abrir.

4) A continuacion, haga clic en Aceptar. Se importan los datos de extension.
5) Haga clic en OK & Continuar.

9.7.3.5 Como mostrar datos de Mass

Requisitos previos

Se encuentra en la ventana Funciones centrales para extensiones del
asistente Configuracion basica.

Paso a paso

1) Active el boton Asistente de datos masivos.
2) Haga clic en Ejecutar funcion.
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3)

4)

5)

En la ventana Asistente de datos masivos, puede hacer clic en Validar
para validar las entradas del sistema. Hay dos tipos de validacion: Prueba
de consistencia de front-end y Prueba de consistencia de back-end.

En el campo de validacién, solo se indican con color verde las acciones
validadas recientemente. La validacién de datos no se guarda, por lo que se
debe realizar nuevamente si se cambian los valores.

Durante la Prueba de consistencia de back-end y después de validar los
datos correctamente, no se pueden hacer cambios en la ventana Asistente
de datos masivos. Una vez hecha la validacion, estara disponible la opcion
OK 'y Continuar en el modo de edicién restringida. Al hacer clic en Atras,
el modo de edicion pasa a estar disponible pero la opcion OK y Continuar
desaparece. Si la validacién no es correcta, el modo de edicién se mantiene
y la opcién OK y Continuar sigue oculta.

Nota: El usuario puede hacer clic en Atras para volver a
modificar los datos y la ventana vuelve al modo de edicion.
El modo de ediciodn retringida garantiza que el usuario no
pueda hacer clic en OK 'y Continuar y enviar cambios que no
estén validados.

Si el Asistente de datos masivos se configura correctamente, haga clic en
Finalizar. En la pagina Finalizar aparece un resumen de todos los cambios.

Los campos que no se pueden modificar ya incluyen los valores
correspondientes recuperados de la base de datos. En consecuencia, la
funcion de copiar y pegar no se puede usar en los datos.

El campo Tipo es un menu desplegable seleccionable que permite editar.
Sin embargo, las Unicas opciones aceptadas son Libre, Cliente sist., Cliente
SIP, Usuario Deskshare y, en su caso, un valor predefinido basado en el
modulo al que pertenece. El usuario no podra introducir un valor diferente y,
si lo intenta, el menu desplegable no desaparecera y seguira ofreciendo una
entrada adecuada.

Otra restriccidon es que algunos puertos no se pueden modificar (por
ejemplo, en los puertos que pertenecen a una tarjeta analdgica, el tipo no
se puede modificar y debe ser Ext. analdgica). Todas las restricciones se
aplican si el usuario intenta hacer copiar y pegar sobre la columna Tipo. Si
el usuario intenta copiar datos no pertinentes que no cumplen las reglas
anteriores, la accién no se llevara acabo.

Copiar y pegar se puede aplicar a toda la tabla y a partes concretas de ella.

Nota: Al seleccionar dos celdas adyacentes con un valor
numérico y arrastrar los campos, las columnas siguientes no
se rellenaran con numeros ascendentes sino con una copia
de las celdas seleccionadas.

9.7.4 Configuracién RDSI

210

En la ventana Configuracién RDSI, establezca si desea conectar extensiones
RDSI y si la conexion de linea urbana se debe realizar mediante RDSI. La
conexion urbana RDSI se puede configurar como conexion de centralita RDSI o
como acceso individual RDSI. En funcion del sistema de comunicacion y de los
médulos utilizados, en su caso, hay disponibles diferentes interfaces Sy.
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Dispone de las siguientes opciones:
» Activar la configuracion RDSI:
1) Configurar la conexioén de centralita RDSI

Puede configurar una conexion de linea urbana RDSI como conexion de
centralita RDSI con numeros de marcacion directa.

2) Configurar acceso individual RDSI
Puede configurar una conexién de linea urbana RDSI como acceso

individual RDSI con MSN.
3) Configurar conexién de extensiones RDSI (opcional)

Se pueden configurar una o varias interfaces Sy como conexiones Sy

internas para conectar en ellas extensiones RDSI (teléfono RDSI o fax
RDSI). Por cada extension RDSI necesita una licencia de extension.

» Desactivar la configuracion RDSI

Si no tiene ninguna conexion de linea urbana RDSI, debe desactivar la
configuracion RDSI. Todas las interfaces Sg se configuran automaticamente

como conexiones Sy internas.

Opciones adicionales para una conexion de linea urbana

En lugar de una conexion de linea urbana RDSI, también puede configurar una
conexion de linea urbana analégica o una conexién de linea urbana a través de
un ITSP (Internet Telephony Service Provider). La conexién urbana analdgica
solo se puede configurar una vez finalizada la instalacién basica.

9.7.4.1 Como configurar la conexiéon de extensiones RDSI

Requisitos previos

Se encuentra en la ventana Configuracion RDSI.

[+ a8 a8

Selecta staton Configured Stations Smartvia Confgure E-

Configure Intemet Access  Provid

No call via ISDN trunk line (S0)

Because you do not telephone over ISDN, you must make sure that emergency calls, special call numbers and FAX are supported by your Internet Telephony Service Provider. These settings can be configured via the Assistant ‘Internet Telephony.

Box | siot [ soport Board Type Point.to-point connection Point.to-multipoint connection Internal S0 connection Settings configured in expert mode
1 1 1 STLS2N ®
1 1 2 STLS2N ¢ ®

Paso a paso

1) Deje desactivada la casilla de verificacion Sin comunicacion a través de la
lin. urbana RDSI (S0).

2) En lainterfaz Sy deseada, active el campo de opcion Conexién S0 interna.

Pasos siguientes

Configure la conexion de centralita RDSI o el acceso individual RDSI.
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9.7.4.2 Cémo configurar la conexion de centralita RDSI

Requisitos previos

Se encuentra en la ventana Configuracién RDSI.

n B a 4 5 8 7

for Stations ccess  Provider configuration and activation figured Stat Smantvm
for Intemet Telephony

O No call via ISDN trunk line (S0)

Box | Slot S0-Port Board Type Point-to-point connection Point.to-multipoint connection Internal S0 connection
1 1 1 STLS2N C -
1 12 sTLS2N o ®

1) Para configurar la conexién urbana RDSI, deje desactivada la casilla de
verificacion Sin comunicacion a través de la lin. urbana RDSI (S0).

2) En la conexion Sy deseada, active el campo de opcion Conexioén de
centralita.

3) Haga clic en OK & Continuar.

9.7.4.3 Coémo configurar el acceso individual RDSI

212

Requisitos previos

Se encuentra en la ventana Configuracion RDSI.

Setup - Wizards - Basic Installation - Basic Installation
L 2 8 ‘ :

Syslem Overview Gentral Funclions for Stafions ISDN Configuration Configure Infemet Access  Provider configuration and activation Select a stafion Configured Stafions
for Intemet Telephony

(O No call via ISDN trunk line (S0)

Box | Slot S0-Port Board Type Point-to-point connection Point-to-multipoint connection Internal S0 connection
1 1 1 STLS2N o) .
1 1 2 STLS2N ] o ®

1) Para configurar la conexion urbana RDSI, deje desactivada la casilla de
verificacion Sin comunicacion a través de la lin. urbana RDSI (S0).

2) Junto a la conexion Sy deseada, active el campo de opcion Acceso
individual RDSI.

3) Haga clic en OK & Continuar.

o B a A : f : E :

Provi Selecta station Configured Stations. Smartvia e

der configuration and activation
for Intemet Telephony
Enter here all ISDN Multiple Subscriber Numbers (MSN) provided by your network provider.

During configuration of the stations, you can assign the individual numbers to them.

Box Slot S0-Port ISDN Multiple Subscriber Numbers

1
1
1
1
1
1
1
1
1
1

|
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4) En la columna Numeros de llamada muiltiple RDSI indique todos los
numeros de teléfono (MSN) suministrados por su proveedor de red. Por
cada conexion Sy puede indicar hasta 10 MSN. El nimero de conexiones

Sp depende del sistema de comunicacion y de los modulos utilizados, en su
caso.

5) Haga clic en OK & Continuar.

9.7.4.4 Coémo desactivar la configuracién RDSI

Requisitos previos
Se encuentra en la ventana Configuracion RDSI.

Paso a paso

1) Desactive la casilla de verificacion Sin telefonia a través de la lin. urbana
RDSI (S0).

Nota: También se pueden realizar llamadas a través de un
ITSP (Internet Telephony Service Provider), véase .

2) Haga clic en OK & Continuar.

9.7.5 Acceso a Internet

En la ventana Configuracion de Acceso a Internet puede configurar el
acceso a Internet.

La configuracion del acceso a Internet en la Gestiéon basada en Web (WBM)
depende de si el acceso a Internet ya esta configurado en un router externo o
si se hace mediante un médem Internet y, por tanto, debe configurarse en la
Gestion basada en Web (WBM).

Solo hay que elegir una de las opciones presentadas.

* Acceso a Internet mediante un médem Internet (DSL directamente a
interfaz WAN)

Desea operar el sistema de comunicacion directamente en un médem de
Internet (DSL, Cable, UMTS, ...). OpenScape Business tiene integrado el
router Internet. Introduzca los datos de acceso del proveedor de servicios
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de Internet (ISP) directamente en el sistema de comunicacion y utilice la
conexion WAN del sistema de comunicacion.

Internat Internet- WAN | OpenSeaps
Modem Business incl.
InternetRouwter

Dispone de las siguientes opciones:

— Acceso a Internet a través de ISP preconfigurados
— Acceso a Internet a través de PPPoE ISP estandar
— Acceso a Internet a través de PPTP ISP estandar

Si su ISP no esta en la lista de ISP preconfigurados, utilice el PPPoE o
PPTP de ISP estandar.

« Acceso a Internet a través de un router de Internet externo

Desea operar el sistema de comunicacion en un router Internet externo. El
proveedor de servicios de Internet ya esta configurado en el router Internet.

Dispone de las siguientes opciones:

— Acceso a Internet a través de un router Internet externo en la
conexion WAN

(TCP/IP en interfaz WAN a través de un router externo)

Internst Internet- WAN | OpenSeaps
Fouter Business

Para ello, utilice la conexiéon WAN del sistema de comunicacion.
OpenScape Business reconoce el router Internet o funciona como cliente
DHCP. Esta opcion se puede utilizar si el router Internet esta en otro
segmento de red y tiene un servidor DHCP propio.

— Acceso a Internet a través de un router Internet externo en la
conexion LAN

(TCP/IP en puerto LAN a través de un router externo)

Internat Intermet- Default- LAN | OpenScaps
Maodem Router Business

Para ello, utilice la conexion LAN del sistema de comunicacion.
OpenScape Business solo conoce el router estandar y no la
infraestructura de base. Para activar la conexion con el router Internet,
hay que comunicar al sistema de comunicacién la direccion IP del router
estandar y del servidor DNS.

» Desactivar el acceso a Internet (ajuste estandar)

No quiere utilizar Internet.
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9.7.5.1 Coémo configurar el acceso a Internet a través de un router de Internet externo
mediante la conexién LAN

Requisitos previos

El sistema de comunicacion debe conectarse con la LAN de clientes mediante
la interfaz LAN "LAN". La conexién no se puede realizar a través de la conexion
WAN porque esta desactivada.

Se encuentra en la ventana Configuracion de Acceso a Internet.

Paso a paso

1) Desactive la casilla de verificacion Sin acceso a Internet.

2) Active el botén de opcion TCP/IP en puerto LAN a través de un router
externo, introduzca una velocidad de subida para su conexion de Internet
en el campo Flujo saliente hasta (Kbit/s) y haga clic en OK & Continuar.

Setup - Wizards - Basic Installation - Basic Installation X
eeeeeeeeeeeeeeeee Central Functions for Stations 1SDN Confguration Routing Configuration Configured Stations
ony
[DNS Server]
1P Address of primary DNS Server: ([82.168.186.22
Default Router]
1P Address of Default Router: [192.168.186.22

Application Board - IP Address of Default Router: |192.168.186.22

3) En el campo Direccién IP del servidor DNS, introduzca la direccion IP
del servidor DNS local (por ejemplo, router Internet) o del servidor DNS de
Internet (por ejemplo, para Telefonia Internet).

4) En el campo Direccion IP del router estandar introduzca la direccion IP del
router Internet externo.

5) Haga clic en OK & Continuar.

9.7.5.2 Como configurar el acceso a Internet a través de un router de Internet externo
mediante la conexion WAN

Requisitos previos

El sistema de comunicacién tiene que estar conectado con el segmento de la
LAN la LAN de clientes en el que se encuentra el router Internet mediante la
interfaz LAN "WAN".

Se encuentra en la ventana Configuracion de Acceso a Internet.

Paso a paso

1) Desactive la casilla de verificacion Sin acceso a Internet.
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2) Active la opcion TCP/IP en interfaz WAN a través de un router externo y
haga clic en OK & Continuar.

[ a L a . 7 . g o

System Overview entral Functions for Stations 1SDN Configuration Internet Access. Configured Stations.

Automatic Address Configuration (via DHCP): (]
1P Address
Subnet Mask
MAC Address : 00:12:08:50:37:83
Ethemet Link Mode:
Max. Data Packet Size (bytes)

Network Address Translation: [J

3) Silos datos especificos de red de la interfaz WAN se deben obtener de un
servidor DHCP ya activo:
a) Active la casilla de verificacion Configuracién de direccién automatica
(con DHCP).
b) Active la casilla de verificacion Aceptar direccién IP del router
estandar.
c) Sies necesario, active la casilla de verificacion Aceptar direccion IP del
servidor DNS.
d) Si es necesario, active la casilla de verificacion Aceptar direccion IP del
servidor SNTP.
4) Sidesea asignar a la interfaz WAN una direccion IP fija:
a) Desactive la casilla de verificacion Configuracion de direccion
automatica (con DHCP).
b) Introduzca la Direccién IP y la Mascara de red deseadas de la interfaz
WAN.
5) Active la casilla de verificacion Traduccién direccion red (NAT).
6) Sitambién quiere utilizar telefonia Internet, en la lista desplegable Control
ancho banda para conex. voz, seleccione la entrada Sélo carga o Carga
y descarga, segun sus necesidades. Si el ancho de banda de la descarga
es alto y el de carga es bajo, el control de ancho de banda sélo se deberia
activar para la direccién de carga, garantizando asi que el ancho de banda
de descarga reservado para la transmision de voz no sea innecesariamente
elevado.
7) Enlos campos Ancho de banda para descargas y Ancho de banda para
cargas, seleccione el ancho de banda en Kbit/s para la descarga o para la
carga. El valor le sera suministrado por su ISP.

8) Haga clic en OK & Continuar.

9.7.5.3 Como configurar el acceso a Internet a través de un ISP preconfigurado

Requisitos previos
Se encuentra en la ventana Configuracion de Acceso a Internet.

Dispone de los datos de acceso a Internet de su ISP (p. €j. identificacion de
usuario, contrasefia y ancho de banda de carga y descarga).

Opcional: Conoce los datos de una cuenta DynDNS (nombre, contrasefia,
nombre host, nombre de dominio del proveedor DynDNS)
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Paso a paso

1) Desactive la casilla de verificacion Sin acceso a Internet.

2) Active la opcién DSL directamente a interfaz WAN y haga clic en
OK & Continuar.

Setup - Wizards - Basic Installation - Basic Installation x

System Overview Central Functions for Stations 1SDN Configuration Internet Access. Select a station Configured Stations. Smartvm eEM

Internet Service Provider Selection: [T-DSL Business v
Internet Access Data for T-DSL Business|

User Name: [

Password,
Reenter Password.
Fixed IP Address: [0.0.0.0

Full-Time Circuit

Disconnect automatically after (seconds)

Banduidth for Downloads: [2000
Bandwidth for Uploads:

Bandwidth Control for Voice Connections: [None

L)

Bandwidth Used for Voice/Fax (%)

3) Enlalista desplegable Seleccién de ISP, seleccione su proveedor de
servicios de Internet.

4) En la seccion Datos de acceso a Internet para, indique los datos de
acceso que le ha entregado su ISP. Los campos de este area dependen
del proveedor. Al introducir los datos, compruebe el uso de mayusculas y
minusculas.

5) En la seccion Ajustes de router, y en Conexidén permanente, seleccione
una de ambas opciones en funcién de su modelo de tarifas:

+ Sitiene una tarifa plana como modelo de tarifas, active el campo de
opcién Act.. En el campo Desconexién forzosa a las (hrs:min),
establezca la hora en la que se desconectara la conexion a Internet
(por ejemplo, 01:30). A esa hora no se deberian intercambiar datos con
Internet (p. ej., descargas de software o telefonia por Internet).

« Sitiene un modelo de tarifa basado en tiempo, active la casilla de
verificacion Desact.. En el campo Cortar automaticamente tras
(segundos), indique el tiempo de inactividad tras el cual debera
interrumpirse la conexion (por ejemplo, 60 segundos).

6) En la seccion Parametro QoS ajuste estos valores:

a) Enlos campos Ancho de banda para descargas y Ancho de banda
para cargas, seleccione el ancho de banda en Kbit/s para la descarga
o para la carga. El valor le sera suministrado por su ISP.

b) Sitambién quiere utilizar telefonia Internet, en la lista desplegable
Control ancho banda para conex. voz, seleccione la entrada
Solo carga o Carga y descarga, segun sus necesidades. En el
campo Ancho banda para conex. voz/fax (%) indique, en valores
porcentuales, cuanto ancho de banda va a reservarse para las
conexiones de voz y fax (valor estandar: 80%).

7) Haga clic en OK & Continuar. Es conducido a la ventana Configurar
cuenta DynDNs.

8) Sidesea utilizar la red privada virtual o el acceso remoto y no tiene una
direccion IP estatica publica, debe haber solicitado y configurado una
cuenta DynDNS (por ejemplo, en dyndns.org).

a) Sisu proveedor DynDNS aparece en la lista desplegable Nombre
dominio, seleccionelo (p.ej. dyndns.org).

b) Si su proveedor DynDNS no aparece en la lista desplegable Nombre
dominio, active la casilla de verificacion Dominio definido por el
usuario. En el campo Nombre dominio, introduzca el proveedor
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DynDNS deseado y en el campo URL de actualizacién, la URL

de actualizacion del proveedor DynDNS. La estructura de la URL
depende del proveedor DynDNS. Ademas, hay que indicar parametros
especificos del cliente (en el ejemplo, marcados en cursiva).

http://www.anydns.info/update.php?

user=<username>&password=<pass>&host=<domain>&ip=<ipaddr>

c) Introduzca el Nombre de usuario y Contrasefia de su cuenta
DynDNS.

d) En el campo Nombre host, indique el nombre de host suministrado por
el proveedor DynDNS sin el nombre de dominio, por ejemplo, myhost.
Su nombre de dominio completo sera, por ejemplo, mihost.dyndns.org.

e) Compruebe la cuenta DynDNS con Prueba de conexion.

f) Sila comprobacion termina con éxito, haga clic en Aceptar.

g) Haga clic en OK & Continuar.

9) Sitiene una direccioén IP estatica publica o desea utilizar la red privada
virtual o el acceso remoto, haga clic en Sin DynDNS.

10) Haga clic en OK & Continuar.

9.7.5.4 Cémo configurar el acceso a Internet a través del PPPoE ISP estandar

Requisitos previos

Se encuentra en la ventana Configurar Acceso a Internet del asistente
Configuracion basica.

Dispone de estos datos de acceso a Internet de su ISP:

Campo Descripcion Valor del ISP

Parametros IP (solo con direccion IP fija)

Dir. IP colateral de conex. PPP Direccién IP del servidor de su ISP.

Direccion IP local de conex. Direccion IP suministrada por el
PPP proveedor de servicios de Internet.

Autenticacion (por PAP o CHAP). Hoy en dia PAP a penas se utiliza porque la autenticacion no esta
codificada.

Nombre usuario PPP Nombre de usuario para la conexion
PPP, suministrado por el ISP.

Modo autenticaciéon PAP Modo de autenticacion para la
conexion PPP por PAP: Cliente PAP,
Host PAP o Sin utilizar.

Clave PAP Contrasefia para la autenticacién por
PAP, suministrada por el ISP.

Modo autentificacion CHAP Modo de autenticacion para la
conexion PPP por CHAP: Cliente
CHAP, Host CHAP, Cliente y host
CHAP o Sin utilizar.

Clave CHAP Contrasefia para la autenticacién por
CHAP, suministrada por el ISP.

Parametros QoS de la interfaz
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Campo

Ancho de banda para
descargas

Descripcion

Valora el ancho de banda en Kbit/seg
para la descarga desde el ISP.

Valor del ISP

Ancho de banda para cargas

Valora el ancho de banda en Kbit/seg
para la carga al ISP.

Opcional: Conoce los datos de una cuenta DynDNS (nombre, contrasefia,
nombre host, nombre de dominio del proveedor DynDNS)

Paso a paso

1)
2)

3)

4)

5)

6)

7)

8)

Desactive Sin acceso a Internet.

Active la opcion DSL directamente a interfaz WAN y haga clic en
OK & Continuar.

En la lista desplegable Seleccion de ISP seleccione el tipo ISP estandar
PPPoE de proveedor.

En el area Parametros IP active la casilla de verificacion Parametros

IP solamente si el ISP requiere un ajuste. En tal caso, en los campos

Dir. IP colateral de conex. PPP, Direccién IP local de conex. PPP y
Long. max. paquetes datos (bytes) indique los valores que le hayan
sido suministrados por su ISP. En la lista desplegable Negociacién dir. IP
seleccione la entrada Utilizar direcciéon IP config..

En la seccion Ajustes de router, y en Conexion permanente, seleccione
una de ambas opciones en funcion de su modelo de tarifas:

+ Sitiene una tarifa plana como modelo de tarifas, active el campo de
opcion Act.. En el campo Desconexion forzosa a las (hrs:min),
establezca la hora en la que se desconectara la conexion a Internet
(por ejemplo, 01:30). A esa hora no se deberian intercambiar datos con
Internet (p. ej., descargas de software o telefonia por Internet).

+ Sitiene un modelo de tarifa basado en tiempo, active la casilla de
verificacion Desact.. En el campo Cortar automaticamente tras
(segundos), indique el tiempo de inactividad tras el cual debera
interrumpirse la conexion (por ejemplo, 60 segundos).

Los ajustes de la seccion Autenticaciéon dependen de si su ISP exige o no
una autenticacion por PPP.

+ EI ISP solicita autenticacion: asegurese de que la casilla de verificaciéon
Autenticacién PPP esta activada. Indique como nombre de usuario
PPP el nombre de acceso a Internet del ISP. El estandar habitual es el
modo de autenticacion Cliente CHAP.

« EIISP no solicita autenticacion: asegurese de que la casilla de
verificacion Autenticacion PPP esta desactivada.

Si desea utilizar NAT, en la secciéon Traduc. direccion, active la casilla de
verificacion NAT (activada de forma predeterminada).

En la seccion Parametros QoS de la interfaz establezca estos valores:

a) Enlos campos Ancho de banda para descargas y Ancho de banda
para cargas, seleccione el ancho de banda en Kbit/s para la descarga
o para la carga. El valor le sera suministrado por su ISP.

b) Sitambién quiere utilizar telefonia Internet, en la lista desplegable
Control ancho banda para conex. voz, seleccione la entrada
Solo carga o Carga y descarga, segun sus necesidades. En el
campo Ancho banda para conex. voz/fax (%) indique, en valores
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9)

10)

11)

12)

porcentuales, cuanto ancho de banda va a reservarse para las
conexiones de voz y fax (valor estandar: 80%).

Haga clic en OK & Continuar. Es conducido a la ventana Configurar
cuenta DynDNs.

Si desea utilizar la red privada virtual o el acceso remoto y no tiene una
direccion IP estatica publica, debe haber solicitado y configurado una
cuenta DynDNS (por ejemplo, en dyndns.org).

a) Si su proveedor DynDNS aparece en la lista desplegable Nombre
dominio, seleccionelo (p.ej. dyndns.org).

b) Si su proveedor DynDNS no aparece en la lista desplegable Nombre
dominio, active la casilla de verificacion Dominio definido por el
usuario. En el campo Nombre dominio, introduzca el proveedor
DynDNS deseado y en el campo URL de actualizacién, la URL
de actualizacion del proveedor DynDNS. La estructura de la URL
depende del proveedor DynDNS. Ademas, hay que indicar parametros
especificos del cliente (en el ejemplo, marcados en cursiva).

http://www.anydns.info/update.php?user=<nombre
usuario>&password=<contrasefa>&host=<dominio>&ip=<dir
ip>

c) Introduzca el Nombre de usuario y Contrasefia de su cuenta
DynDNS.

d) En el campo Nombre host, indique el nombre de host suministrado por
el proveedor DynDNS sin el nombre de dominio, por ejemplo, mihost.
Su nombre de dominio completo sera, por ejemplo, mihost.dyndns.org.

e) Compruebe la cuenta DynDNS con Prueba de conexion.

f) Sila comprobacion termina con éxito, haga clic en Aceptar.

g) Haga clic en OK & Continuar.

Si tiene una direccion IP estatica publica o desea utilizar la red privada
virtual o el acceso remoto, haga clic en Sin DynDNS.

Clic OK & Cont.

9.7.5.5 Cémo configurar el acceso a Internet a través de un PPTP ISP estandar

Requisitos previos

Se

encuentra en la ventana Configurar Acceso a Internet del asistente

Configuracion basica.

Dispone de estos datos de acceso a Internet de su ISP:

Campo

Parametros IP (solo con direccion IP fija)

Dir. IP colateral de conex. PPP Direccion IP del servidor de su ISP.

Descripcion Valor del ISP

Direccion IP local de conex.
PPP

Parametros PPTP

Direccién IP suministrada por el
proveedor de servicios de Internet.

Direccion IP local de conex.
control

220

Direccién IP suministrada por el
proveedor de servicios de Internet
para la conexion PPTP. El valor
preestablecido es 10.0.0.140.
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Campo Descripcion Valor del ISP
Direccion IP colateral de Direccion IP del servidor ISP
conex. control para la conexién PPTP. El valor
preestablecido es 10.0.0.138.
Masc. red colateral para Mascara de red suministrada por el
conex. control proveedor de servicios de Internet

para la conexion PPTP. El valor
preestablecido es 255.255.255.248.

Autenticacion (por PAP o CHAP). Hoy en dia PAP a penas se utiliza porque la autenticacion no esta
codificada.

Nombre usuario PPP Nombre de usuario para la conexion
PPP, suministrado por el ISP.

Modo autenticacién PAP Modo de autenticacion para la
conexion PPP por PAP: Cliente PAP,
Host PAP o Sin utilizar.

Clave PAP Contrasefia para la autenticacion por
PAP, suministrada por el ISP.

Modo autentificacion CHAP Modo de autenticacion para la
conexion PPP por CHAP: Cliente
CHAP, Host CHAP, Cliente y host
CHAP o Sin utilizar.

Clave CHAP Contrasefia para la autenticacion por
CHAP, suministrada por el ISP.

Parametros QoS de la interfaz

Ancho de banda para Valora el ancho de banda en Kbit/seg
descargas para la descarga desde el ISP.

Ancho de banda para cargas | Valora el ancho de banda en Kbit/seg
para la carga al ISP.

Opcional: Conoce los datos de una cuenta DynDNS (nombre, contrasefia,
nombre host, nombre de dominio del proveedor DynDNS)

Paso a paso

1) Desactive Sin acceso a Internet.

2) Active la opcion DSL directamente a interfaz WAN y haga clic en
OK & Continuar.

3) Enlalista desplegable Seleccién de ISP, seleccione el tipo ISP estandar
PPTP de proveedor.

4) En el area Parametros IP active la casilla de verificacion Parametros
IP solamente si el ISP requiere un ajuste. En tal caso, en los campos
Dir. IP colateral de conex. PPP, Direccidn IP local de conex. PPP y
Long. max. paquetes datos (bytes) indique los valores que le hayan
sido suministrados por su ISP. En la lista desplegable Negociacion dir. IP
seleccione la entrada Utilizar direccion IP config..

5) Enla seccion Parametros PPTP, indique los valores suministrados por su
ISP.

6) Sitiene un modelo de tarifa basado en tiempo, active la casilla de
verificacion Modo reten. breve. En el campo Tiempo reten. breve
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7)

8)

9)

10)

11)

12)

13)

(s), indique el tiempo de inactividad tras el cual debera interrumpirse la
conexion (por ejemplo, 60 segundos).

Los ajustes de la seccién Autenticaciéon dependen de si su ISP exige o no
una autenticacién por PPP.

+ EI ISP solicita autenticacion: asegurese de que la casilla de verificaciéon
Autenticacion PPP esta activada. Indique como nombre de
usuario PPP el nombre de acceso a Internet del ISP. Establezca la
configuracién PAP y CHAP siguiendo los ajustes suministrados por su
ISP.

« EI ISP no solicita autenticacion: asegurese de que la casilla de
verificacion Autenticacién PPP esta desactivada.

Si desea utilizar NAT, en la seccion Traduc. direccion, active la casilla de
verificacion NAT (activada de forma predeterminada).

En la seccion Parametros QoS de la interfaz establezca estos valores:

a) Enlos campos Ancho de banda para descargas y Ancho de banda
para cargas, seleccione el ancho de banda en Kbit/s para la descarga
o para la carga. El valor le sera suministrado por su ISP.

b) Sitambién quiere utilizar telefonia Internet, en la lista desplegable
Control ancho banda para conex. voz, seleccione la entrada
Solo carga o Carga y descarga, segun sus necesidades. En el
campo Ancho banda para conex. voz/fax (%) indique, en valores
porcentuales, cuanto ancho de banda va a reservarse para las
conexiones de voz y fax (valor estandar: 80%).

Haga clic en OK & Continuar. Es conducido a la ventana Configurar
cuenta DynDNs.

Si desea utilizar la red privada virtual o el acceso remoto y no tiene una
direccion IP estatica publica, debe haber solicitado y configurado una
cuenta DynDNS (por ejemplo, en dyndns.org).

a) Si su proveedor DynDNS aparece en la lista desplegable Nombre
dominio, seleccionelo (p.ej. dyndns.org).

b) Si su proveedor DynDNS no aparece en la lista desplegable Nombre
dominio, active la casilla de verificacion Dominio definido por el
usuario. En el campo Nombre dominio, introduzca el proveedor
DynDNS deseado y en el campo URL de actualizacién, la URL
de actualizacion del proveedor DynDNS. La estructura de la URL
depende del proveedor DynDNS. Ademas, hay que indicar parametros
especificos del cliente (en el ejemplo, marcados en cursiva).

http://www.anydns.info/update.php?user=<nombre
usuario>&password=<contrasefia>&¢host=<dominio>&ip=<dir
ip>

c) Introduzca el Nombre de usuario y Contrasefia de su cuenta
DynDNS.

d) En el campo Nombre host, indique el nombre de host suministrado por
el proveedor DynDNS sin el nombre de dominio, por ejemplo, mihost.
Su nombre de dominio completo sera, por ejemplo, mihost.dyndns.org.

e) Compruebe la cuenta DynDNS con Prueba de conexion.

f) Sila comprobacion termina con éxito, haga clic en Aceptar.

g) Haga clic en OK & Continuar.

Si tiene una direccion IP estatica publica o desea utilizar la red privada

virtual o el acceso remoto, haga clic en Sin DynDNS.

Clic OK & Cont.
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9.7.5.6 Como desactivar el acceso a Internet

Requisitos previos

Se encuentra en la ventana Configuracion de Acceso a Internet.

Paso a paso

1) Desactive la casilla de verificacion Sin acceso a Internet.
2) Haga clic en OK & Continuar.

9.7.6 Telefonia Internet

En la ventana Configuracion y activacion de proveedor para telefonia
Internet puede configurar la Telefonia Internet. Puede configurar ITSP (Internet
Telephony Service Providers) nuevos o preconfigurados. Por cada ITSP se
pueden configurar una o varias cuentas. Puede haber activos hasta 8 ITSP de
manera simultanea.

Dispone de las siguientes opciones:
» Configurar ITSP preconfigurados

Puede utilizar plantillas de ITSP predefinidas. En estas plantillas se registran
los nimeros de acceso y los numeros de teléfono propios y, a continuacion,
se activan.

» Configurar ITSP nuevos
También puede afiadir y activar ITSP nuevos.

Configurar un nuevo ITSP solo es necesario en contadas ocasiones y es
un proceso complejo. Por ello, esta opcién no se describe en la instalacion
inicial. Encontrara informacién mas precisa en el capitulo Documentacion
para el administrador, Configuracién de un ITSP.

» Desactivar telefonia Internet

Puede desactivar la telefonia Internet.

Nota: En Internet, en la wiki para expertos en Internet
(OpenScape Business - SIP / ITSP Connectivity - PDF “OSBiz
V2 Configuration for ITSP”, puede consultar ejemplos de
configuracion.

Asignacion de los numeros de teléfono de ITSP

* Enlas conexiones de extension de telefonia por Internet, el ITSP
proporciona numeros de teléfono individuales (p.ej. 70005555, 70005556,
etc.). Estos numeros se asignan de forma manual a los nimeros de teléfono
internos de las extensiones.

+ Enlas conexiones de centralita de telefonia por Internet, el ITSP
proporciona un rango de numeros de teléfono (p.ej. (+49) 89 7007-100 a
(+49) 89 7007-147). Los numeros de teléfono de ese margen se asignan de
forma manual a los niumeros de teléfono internos de las extensiones.

Los dos tipos de conexion se pueden combinar.

A31003-P3030-J102-08-7831, 07/2024
OpenScape Business X3/X5/X8, Guia de instalacion 223



Puesta en servicio inicial por OpenScape Business X

Como alternativa, para ambos tipos de conexion, en la configuracion de las
extensiones se pueden registrar los numeros de teléfono del ITSP como
numeros de marcacion directa de las extensiones.

n.° llam. interno Nombre N.° llam. marc. directa
100 Andreas Richter 897007100

101 Susanne Mueller 897007101

102 Buddy Miller 897007102

104 Juan Martinez 70005555

105 Emilio Carrara 70005556

Los numeros de teléfono del ITSP resultan del nimero de teléfono de centralita
configurado (p.ej. cédigo de pais 49) y de los nimeros de marcacion directa
registrados en formato largo. Esto supone ciertas ventajas en la evaluacion

de la marcacion y la gestion de llamadas, también en una interred. Asi, por
ejemplo, la conexién ITSP tiene capacidad de marcacion directa a otro nodo.

En este caso, solo se puede establecer otra conexidon de linea urbana mediante
RDSI con restricciones (Util por ejemplo para llamadas de emergencia).

9.7.6.1 Cémo configurar un ITSP predefinido

224

Requisitos previos

Se encuentra en la ventana Configuracién y activacion de proveedor para
telefonia Internet.

La conexidn a Internet esta lista para el servicio.

Dispone de los datos de acceso a Internet de su ITSP (p. €j. identificacion
de usuario, contrasefia, nUmeros de teléfono de las extensiones de telefonia
Internet).
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Paso a paso

1) Desactive Sin teléf. a través Internet. Se muestra una lista de los ITSP
disponibles en funcion del pais. La lista contiene el ITSP predefinido para
el pais seleccionado y el ITSP ya creado (si lo hay).

Setup - Wizards - Basic Installation - Basic Installation

B B e 10
— e e e e e P
activation for Internet Telephony.
No call via Internet: [
Country specific view:
Note: changes done in expert mode must be reviewedirepeated after running through the wizard
Activate Provider Internet Telephony Service Provider
Add Other Provider
Edit [m] 181
Edit (m] 181 Versatel
Edit (m] 1
Edit (m] 1
Edit (m] 1 Versatel
Edit (m] 1 Versatel
Edit O autphone
Edit o BITel Business Voice ALL IP
Edit O Broadcloud
Edit O COLT UK & Europe
Edit O COLT UK Europe
Edit (m] COLT UK Europe
Edit (m] COLT VPN
Edit [m] DATEL
Edit (m] DeutscheTelefon
Edit O Drei Business SIP Connect
Edit @ Dstny France
Edit O easybell
Edit (m] EasyFone .
Help Back OK & Next Display Status

2) Sidesea maodificar el pais preestablecido, en la lista desplegable Vista
especifica de pais seleccione el pais deseado. Se muestran los ITSP
disponibles para el pais seleccionado.

3) Sies necesario, haga clic en Mostrar estado, para consultar qué
ITSP estan ya activados y qué extensiones de telefonia Internet estan
configuradas para cada uno de los ITSP. Se pueden activar, como maximo,
8 ITSP. Luego, haga clic en Aceptar.

4) Enlalinea del ITSP correspondiente, haga clic en Editar para configurar
un ITSP predefinido.

5) Active la casilla de verificacion Activar proveedor.
6) Haga clic en OKy Continuar.

7) Haga clic en Agregar para configurar sus cuentas ITSP con los nUmeros
de telefonia Internet correspondientes. Los campos que aparecen
dependen del proveedor.

Setup - Wizards - Basic Installation - Basic Installation s

Internet Telephony Station for SIPGate

Interet telephony station: ]
Authorization name: [
L —

Confim Password: [ |

Call number assignment

[Use public number (DID) v

ITSP-multiple route: [
e —

Default Number
ITSP as primary CO access

Enter ane of the call numbers supplied by your network provider here. This will be used in outgoing calls as the calling party number in case no other number is available for the respective call
Al call numbers supplied by your network provider are to be entered within the trunk and telephones configuration (DID fisld) primary CO accass.

8) En el campo Extensién de telefonia por Internet, introduzca los datos
de acceso de su cuenta. Los datos le son suministrados por su ITSP. En
funcion del ITSP se utilizaran aqui distintas denominaciones (por ejemplo,
Usuario SIP, ID SIP, etc.
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9) En el campo Nombre de autorizacion, introduzca el nombre de
autorizacion. Los datos le son suministrados por su ITSP. Si no ha recibido
ningin nombre de autorizacion, indique los mismos datos en Extensién
de telefonia por Internet.

10) En los campos Nueva contrasefia y Repetir clave introduzca la
contrasefia que le ha suministrado el ITSP. En funcién del ITSP se
utilizaran aqui distintas denominaciones (por ejemplo, Contrasefa,
Contrasefia SIP, etc.)

11) Asignaciéon de numeros de telefonia por Internet - Opcién 1:

Numero de teléfono publico (DuWa): los numeros de telefonia por
Internet de su conexién de extension de telefonia por Internet o de la
conexion de sistema de telefonia por Internet no se registran aqui con
la configuracion de ITSP, sino en la configuraciéon de extension, en los
campos Marc. dir..

Setup - Wizards - Basic Installation - Basic Installation hd

Internet Telephony Station for SIPGate

Internettelephony station: [ |
N
e E—

Confirm Password: [ |

[Call number assignment]

Use public number (DID) v)

ITSP-multiple route: [
Defau mber: [ ]

Default Number

ITSP as primary GO access

Enter one of the call numbers supplied by your network provider here. This will be used in outgoing calls as the calling party number in case no other number is avallable for the respective call
All call numbers supplied by your network provider are to be entered within the trunk and telephones configuration (DID field) primary CO access.

Help Back OK& Next

a) En el area Asignacion de nameros de teléfono, seleccione el campo
de opcion Numero de teléfono publico (DuWa).

b) En Numero de teléfono estandar, introduzca el nimero de teléfono
que se utilizara en caso de llamadas salientes para las extensiones que
no tengan un numero propio.

c) Sisu ITSP admite la prestacion "Mobile Extension (MEX)", en Niumero
MEX introduzca el numero MEX que le haya proporcionado el ITSP (8
posiciones, solo nimeros).

12) Asignaciéon de numeros de telefonia por Internet - Opcién 2:

Usar numero interno (N° llam) / Entradas individuales: Dispone de

una conexioén de telefonia por Internet y ha recibido nimeros de llamada
individuales como numeros de teléfono de telefonia por Internet (por
ejemplo, 70005555, 70005556...). A continuacion, asigne estos nimeros a
los numeros de teléfono internos de las extensiones.

a) En el area Asignacion de nimeros de teléfono, seleccione el
campo de opcion Utilizar nGmero interno (n.° llamada)/Entradas
individuales.

A31003-P3030-J102-08-7831, 07/2024
226 OpenScape Business X3/X5/X8, Guia de instalacion



Puesta en servicio inicial por OpenScape Business X

b) En el area Numeros de llamada de extensién de telefonia DSL, y
en el campo junto al botén Agregar, introduzca un nimero de teléfono
de telefonia Internet que le haya sido comunicado por el proveedor de
servicios de telefonia por Internet y haga clic en Agregar.

c) Sidesea asignar a la cuenta mas ndmeros de telefonia Internet, repita
el paso b).

13) Asignacion de numeros de telefonia por Internet - Opcién 3:

Usar namero interno (n.° llamada) / Intervalo: Tiene una conexion de
centralita de telefonia por Internet y ha recibido un intervalo de nimeros de
teléfono como numeros de teléfono de telefonia Internet, por ejemplo (+49)
89 7007-100 a (+49) 89 7007-147. A continuacion, asigne los numeros de
llamada del intervalo de numeros de llamada a los numeros de llamadas
internas de los suscriptores.

a) En el area Asignacion de numeros de teléfono, seleccione el campo
de opcion Utilizar namero interno (n.° llamada)/Intervalo.

b) En Numero de llamada del sistema (prefijo) introduzca el numero de
teléfono del sistema.

¢) Introduzca el intervalo de numeros DID deseado para la estacion de
telefonia por Internet en los campos De y A después del Rango de
marcacion entrante directa. Por defecto estan registrados los valores
100 - 147.

14) Haga clic en OK y Continuar.

15) Si desea configurar mas cuentas con los numeros de telefonia Internet
correspondientes, repita los pasos del 7 al 14.

16) Haga clic en OK y Continuar. Vera un resumen con los nimeros de
teléfono de telefonia Internet asignados y a qué cuentas lo estan.

17) Asigna todos los numeros de telefonia por Internet a un nimero de
teléfono interno de una extension.

No es necesario dar este paso si para asignar los niumeros de telefonia por
Internet ha seleccionado la opcion 1. En este caso, la asignacion se realiza
en la configuracion de las extensiones, en el campo DuWa.

Setup - Wizards - Basic Installation - Basic Installation

Call Number Assignment for Sipgate

So that an interal participant or members of  call group can telephone via Intemet without an *Internet Telephony Phone Number”, the “Internet Telephony Phone Number” must be configured wiith ‘Use as PABX number for outgoing calls'

Name of Internet Telephony Station Internet Telephony Phone Number Internal Call Number Use as PABX number for outgoing calls

0186135 755555555

653995 Remote-Admin

659994 Licensing

a) Enlalinea correspondiente de la lista desplegable N.° llam. interno
seleccione un ndmero de teléfono interno.

b) Si desea permitir que extensiones sin numero de telefonia Internet
0 que los miembros de un grupo de llamadas realicen llamadas
telefénicas externas por Internet, active el campo de opcién Utilizar
como numero de llamada del sistema saliente. El campo de opcién
solo puede estar activado en un Unico numero de telefonia Internet.

18) Haga clic en OK y Continuar. Aqui vera de nuevo la lista de los ITSP
predefinidos y anadidos. Los ITSP activados aparecen marcados en la
columna Activar proveedor con un signo de verificacion. Con Reiniciar
ITSP puede registrar de nuevo ITSP ya activado si hay problemas de
conexion

19) Haga clic en OK y Continuar.
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20) En el campo Flujo saliente hasta (kbps), introduzca el valor de la
velocidad de carga de su conexioén a Internet. No debe confundirse con la
velocidad de descarga.

Nota: En el campo Cantidad de llamadas telefénicas
Internet simultaneas se indica el numero de llamadas
telefénicas Internet que puede realizar simultaneamente. Si
la carga de red tiene efectos negativos en la calidad de las
llamadas, reduzca el numero.

21) Haga clic en OK y Continuar.

22) Si en la configuracion de su acceso a Internet todavia no ha activado la
conexiéon permanente, podra hacerlo aqui. Sin conexion permanente no se
pueden recibir llamadas a través de Internet. Si la conexion permanente ya
esta configurada, no apareceran los campos descritos en los puntos de a)
ac).

a) En Conexidon permanente, active el campo de opcién Activado.

b) En Desconexién forzosa a las (hrs:min), establezca hora para
desconectar Internet (por ejemplo, 04:59).

¢) Haga clic en OK 'y Continuar.

23) En la columna Cifras marcadas introduzca los numeros de teléfono
especiales deseados.

Setup - Wizards - Basic Installation - Basic Installation

System Overview Gentral Functions for Stations ISDN Gonfiguration Gonfigure Infemet Access Special phone numbers Select a station Configured Stations Smartvht GConfigure Meethle Gonference  Configure E-Mail Forwarding

Note:

Please make sure that all special call numbers are supported by the selected provider without fail

Special phone number Dialed digits Dial over Provider
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Son validas estas entradas de numero de teléfono:

* 0 a9: digitos permitidos

» -: Separador de campos

» X: Cualquier digito del 0 al 9

» N: Cualquier digito del 2 al 9

» Z: Siguen, hasta el final de la marcacion, uno o varios digitos

» C: Tono de marcacion simulado (se puede introducir hasta tres veces)
24) En la columna Marcar a través de proveedor seleccione si el nimero de

teléfono especial se marcara a través de RDSI o a través de un ITSP. Solo
aparecen los ITSP activos.

Nota: Asegurese de que siempre se pueden marcar los
numeros de teléfono de emergencia. Si desea que los
numeros de teléfono de emergencia se marquen a través
de un ITSP, el proveedor debe admitir la funcion.
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25) Haga clic en OK 'y Continuar. Se muestra el estado de los ITSP.

Setup - Wizards - Basic Installation - Basic Installation X

System Overview Central Functions for Stafions

Restart Sipgate

1SDN Configuration Configure Infemet Access  Status for the Intemet Telephony. Select a staion Configured Stafions SmartVM Configure MeelMe Conference  Configure E-Mail Forwarding
rvice

Provi

der

Service Provider (ITSF)

User

Enabled 0186136 registered Diagnose

Aparecen marcados en verde los ITSP configurados y en los que ya esta
registrado.

Aparecen marcados en naranja los ITSP configurados y en los que todavia
no esta registrado.

26) Haga clic en Cont. y luego en Salir.

9.7.6.2 Como desactivar telefonia Internet

9.7.7 Extensiones

Requisitos previos

Se encuentra en la ventana Configuracién y activaciéon de proveedor para
telefonia Internet.

Paso a paso

1) Deje activada la casilla de verificacion Sin telefonia a través de Internet.
2) Haga clic dos veces en OK & Continuar.

En las ventanas Seleccionar extension - ... configure las extensiones
conectadas con el sistema de comunicacion.

Para ello, siga este procedimiento:
1) Configurar extensiones RDSI

Son extensiones RDSI, por ejemplo, teléfonos RDSI y equipos de fax RDSI.
Solo puede configurar extensiones RDSI si ha configurado una interfaz Sg

como conexion Sy interna.
2) Configurar extensiones analdgicas

Son extensiones analdgicas, por ejemplo, teléfonos analégicos y equipos de
fax analdgicos.
3) Configurar extensiones UP0Q

Extensiones UPO son teléfonos del sistema como los OpenStage 60 T.
4) Configurar extensiones DECT

Extensiones DECT son teléfonos DECT/Cordless. Solo puede configurar
extensiones DECT si hay conectadas una o varias extensiones base
Cordless y los teléfonos DECT estan registrados en ella. La configuracion
de las extensiones base se realiza con el Manager E. Para obtener mas
informacién sobre la configuracion de Cordless, véase Documentacion para
el administrador, Configuracién de la solucién Cordless integrada

5) Configurar extensiones IP y SIP

Son extensiones IP y SIP, por ejemplo, teléfonos LAN y teléfonos WLAN.
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9.7.7.1 Cémo configurar extensiones RDSI

Requisitos previos

Se encuentra en la ventana Seleccionar extension - Terminales RDSI del
asistente Configuracion basica.

Las conexiones Sy a las que estan conectados los teléfonos RDSI, deben estar
configuradas como conexiones S internas.

|Setup - Wizards - Basic Installation - Basic Installation

System Overview Central Functions or Stations ISDN Configuration

guration and actvai Devices Gonfigured Sttions Smanvia Gonfigure Meete Conference  Configure E-Miai Fonvarding
or ntemet Telspnony
Take DID from changed call number

Box| siot | S0-Port Callno First Name Last Name Display DID Fax Callno Fax DID Class of service Call pickup
200 ] ] ] ] ] ] ] v] [ v]

[
s 10 ] L ] L ] L ] L ] L ] L | [intemational ~] B ]
£ 1 1 2 ‘

] ] ] ] ] ] | [international v] B v]

Paso a paso

1) Sidesea que el numero de marcacion directa de la extension sea diferente
al numero de teléfono, en la linea de la extension deseada, introduzca
el numero de marcacioén directa de la extension en el campo Marcaciéon
directa:

» Solo con conexién de centralita:

Haga clic en el campo deseado e indique el numero de marcacioén directa
a través del teclado. El numero de marcacion directa puede ser idéntico
al numero de teléfono interno.

» Solo con acceso individual:

Seleccione un MSN a través de la lista de seleccion. La extension puede
configurarse, por ejemplo, de forma interna a través de un nimero de
teléfono interno 101 o de forma externa a través del MSN 654321.

* en una conexion de centralita y acceso individual:

En el campo deseado, y a través de la lista desplegable, seleccione la
entrada xxx - editable (xxx es el numero de teléfono interno) e indique el
numero de marcacion directa a través del teclado o seleccione un MSN a
través de la lista desplegable.

2) Enlalinea de la extensién deseada, en N.° llam, indique el numero de
teléfono interno de la extensién. Puede utilizar el numero de teléfono
preestablecido o asignar otro todavia no ocupado.

3) Enlalinea de la extension deseada, y en Nombre, introduzca un nombre
con el formato Apellidos, Nombre 0 Nombre Apellidos.

Nota: El nombre puede incluir hasta 16 caracteres como
maximo, pero no puede incluir diéresis ni caracteres
especiales.
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4) Si desea configurar un buzoén de fax para la extension (que se pueda utilizar,
por ejemplo, con los clientes de UC myPortal for Desktop o myPortal for
Outlook), siga este procedimiento:

a) En lalinea de la extension deseada, en el campo Fax N.° llam,
introduzca el numero de fax interno deseado con el que el usuario podra
recibir mensajes de fax internos.

b) Si desea configurar un nimero de marcacion directa para el buzén
de fax, introduzca en la linea de la extension deseada (en el campo
Marcacion directa de fax) el numero de teléfono de fax externo
deseado con el que la extension podra recibir mensajes de fax del
exterior.

5) Enlalinea de la extension deseada y utilizando la lista desplegable Clase
de servicio, seleccione el grupo de clase de servicio deseado.

6) Para incluir las extensiones de un grupo de telecaptura, en la linea de
la extension deseada de la lista desplegable Telecaptura de llamadas,
seleccione un grupo de telecaptura.

7) Los ajustes descritos en este paso solo se deben realizar si es necesario:

a) Enlalinea de la extensién RDSI deseada, haga clic en el simbolo en
forma de lapiz Editar.

Change Station

Station Fax
First Name:
Last Name:
i —

(for Subscriber).
Call number:

S i O [
(Number for Direct Inward Dialing)

HH

|
|

Sipgate
[Parameter]

Device Type: SO Extension

CliplLin

|

Access: STLS2N 121
Extension Type:
Language
Call signaling intemal
(Ringer pitch for intenal calls). L9 e 1
Call signaling extemal
(Ringer pitch for external calls), | Rngtype 1
TSP locD: [ |
UC Smart Mailbox type: [No MaiBox v

Recording
Greeting

Password Reset

b) En el campo Clip/Lin indique un niumero de teléfono (numero de
marcacion directa o MSN) que aparecera en el display del usuario
llamado en lugar del numero de teléfono en si en caso de llamada
externa.

Nota: Esta prestacidon debe estar activada por el
proveedor de red.

Nota: Se debe configurar al menos un numero de
marcacion directa. De lo contrario, el sistema no tiene en
cuenta el numero CLIP del llamante, y el numero de la
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llamada interna se formatea y se envia como numero de
llamante para la llamada externa.

c) En la lista desplegable Tipo de ext., haga clic en el tipo de terminal
RDSI.

d) En la seccién Mar. dir. para telefonia Internet, utilice la lista desplegable
para seleccionar un niumero de marcacion directa. Por cada ITSP activo
aparece una lista desplegable.

Nota: No se puede ver el campo Marc. dir. para
telefonia Internet si la telefonia Internet no esta
configurada o no hay activado ningun ITSP.

e) En la lista desplegable Senalizaciéon de llamadas internas, asigne a
la extension una de las ocho sefializaciones de llamada acusticas para
llamadas internas posibles. De esta forma, la extension enviara a otras
extensiones internas un tono de llamada modificado que le permite ser
reconocida por dichas extensiones (Estandar: Tipo de llamada 1).

f) En la lista desplegable Senalizacion de llamadas externas, asigne a
la extension una de las tres senalizaciones de llamada para llamadas
externas posibles (Estandar: Tipo de llamada 1).

g) Haga clic en OK & Continuar.

h) Si es necesario, modif. flags ext. Para consultar una descripcion de
los flags de extensién, véase Documentacion para el administrador,
Extension > Extensién > Parametros de extension.

i) Clic OK & Cont.

8) Si desea configurar mas extensiones RDSI, haga clic en Guardar datos y
repita los pasos 1 a 7.

9) Clic OK & Cont.

9.7.7.2 Cémo configurar extensiones analégicas

232

Requisitos previos

Se encuentra en la ventana Seleccionar extension - Terminales A/B del
asistente Configuracion basica.

Hay una placa base o un médulo con interfaces analégicas.

Setup - Wizards - Basic Installation - Basic Installation

System Overview Central Funclions for Stations 1SDN Configuration tion - ATB Phones. Configured Stations, Smartvia el

iguration and activation
TorInteret Telephony.

Take DID from changed call number

Box | Slot | alb-Port Calino First Name Last Name Display DID Fax Callno Fax DID Class of service Call pickup
20000
13 1
103 2
103 3
103 4

“

<
<

NN

Paso a paso

1) Sidesea que el nUmero de marcacion directa de la extension sea diferente
al numero de teléfono, en la linea de la extension deseada, introduzca
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el nimero de marcacioén directa de la extension en el campo Marcacion
directa:

« Solo con conexién de centralita:

Haga clic en el campo deseado e indique el numero de marcacion directa
a través del teclado. El numero de marcacion directa puede ser idéntico
al numero de teléfono interno.

« Solo con acceso individual:

Seleccione un MSN a través de la lista de seleccion. La extensiéon puede
configurarse, por ejemplo, de forma interna a través de un nimero de
teléfono interno 101 o de forma externa a través del MSN 654321.

* en una conexién de centralita y acceso individual:

En el campo deseado, y a través de la lista desplegable, seleccione la
entrada xxx - editable (xxx es el numero de teléfono interno) e indique el
numero de marcacion directa a través del teclado o seleccione un MSN a
través de la lista desplegable.

2) En lalinea de la extension deseada, en N.° llam, indique el nimero de
teléfono interno de la extension. Puede utilizar el nimero de teléfono
preestablecido o asignar otro todavia no ocupado.

3) Enlalinea de la extension deseada, y en Nombre, introduzca un nombre
con el formato Apellidos, Nombre 0 Nombre Apellidos.

Nota: El nombre puede incluir hasta 16 caracteres como
maximo, pero no puede incluir diéresis ni caracteres
especiales.

4) Si desea configurar un buzon de fax para la extension (que se pueda utilizar,
por ejemplo, con los clientes de UC myPortal for Desktop o myPortal for
Outlook), siga este procedimiento:

a) Enlalinea de la extension deseada, en el campo Fax N.° llam,
introduzca el numero de fax interno deseado con el que el usuario podra
recibir mensajes de fax internos.

b) Si desea configurar un nimero de marcacién directa para el buzén de
fax, en la linea de la extensién deseada (en el campo Marcacién directa
de fax) introduzca el numero de teléfono de fax externo deseado con el
que la extension podra recibir mensajes de fax del exterior.

5) En lalinea de la extension deseada y utilizando la lista desplegable Clase
de servicio, seleccione el grupo de clase de servicio deseado.

6) Para incluir las extensiones de un grupo de telecaptura, en la linea de
la extension deseada de la lista desplegable Telecaptura de llamadas,
seleccione un grupo de telecaptura.
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7) Los ajustes descritos en este paso solo se deben realizar si es necesario:

a) En lalinea de la extension analdgica deseada, haga clic en el simbolo en
forma de lapiz Editar.

Change Station

Station Fax
First Name:
Last Name:

Display

(for Subscriber)

Call number:

Direct inward dialing
(Nurmber for Direct Inward Dialing)
| Assign Interet Telephony Phone Number to station)
Sipgate
Parameter ]

Device Type:

i

Clip/Lin
Access: 4SLAV 3-4
Extension Type
Language.
Call signaling internal
(Ringer pitch for internal calls) LXng¥pe 1
Callsignaling external
(Ringer pitch for external calls) LRng¥Pe
mSPLociD: [ |
UC Smart Mailbox type: [NoMalBox v
Recording

Greeting

Password Reset

b) En Clip/Lin indique niumero teléfono (numero marcacién directa o MSN)
que aparecera en el display del usuario llamado en lugar del nimero de
teléfono en caso de llamada externa.

Nota: Esta prestacion debe estar activada por el
proveedor de red.

Nota: Se debe configurar al menos un numero de
marcacion directa. De lo contrario, el sistema no tiene en
cuenta el numero CLIP del llamante, y el nimero de la
llamada interna se formatea y se envia como numero de
llamante para la llamada externa.

c) Enla lista desplegable Tipo de ext. seleccione el tipo del terminal
analégico (p. ej. Fax).

d) En la seccién Mar. dir. para telefonia Internet, utilice la lista desplegable
para seleccionar un nimero de marcacion directa. Por cada ITSP activo
aparece una lista desplegable.

Nota: No se puede ver el campo Marc. dir. para
telefonia Internet si la telefonia Internet no esta
configurada o no hay activado ningun ITSP.

e) En la lista desplegable Senalizaciéon de llamadas internas, asigne a
la extension una de las ocho sefalizaciones de llamada acusticas para
llamadas internas posibles. De esta forma, la extensién enviara a otras
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extensiones internas un tono de llamada modificado que le permite ser
reconocida por dichas extensiones (Estandar: Tipo de llamada 1).

f) En la lista desplegable Senalizacion de llamadas externas, asigne a
la extension una de las tres sefalizaciones de llamada para llamadas
externas posibles (Estandar: Tipo de llamada 1).

g) Haga clic en OK & Continuar.

h) Si es necesario, modif. flags ext. Para consultar una descripcion de
los flags de extensioén, véase Documentacion para el administrador,
Extension > Extensién > Parametros de extension.

i) Clic OK & Cont.

8) Si desea configurar otra extensién analégica mas, haga clic en Guardar
datos y repita los pasos 1 a 7.

9) Clic OK & Cont.

9.7.7.3 Cémo configurar extensiones UP0

Requisitos previos

Se encuentra en la ventana Seleccionar extension - UPO Telephones del
asistente Configuracion basica.

Hay una placa base o un moédulo con interfaces UPO.

Setup - Wizards - Basic Installation - Basic Installation

System Overview Central Functions for Stations 1SDN Configuration Configure Intemet Access  Provider configuration and activation  Selecta station - UPO Phones Configured Stations, Smartvit
TorInteret Telephony.

‘Take DID from changed call number

Box| Slot| UP0-Port Callno First Name Last Name Display DID Fax Callno Fax DID Class of service Call pickup.
2 ™
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M
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[ ] ] ] ] ] J
L ] L ] L | L ] L . )
£ ] L ]k - ] L ] J
£ ] L ]k - ] L ] J
£ ] L ]k - ] L ] L J
5M [ ] L ]k - ] L ] L J
£ ]k ] L ] [ ] [ ] [ ]
£ ] L ]k - ] L ] J
£ ] L ]k - ] L ] J
£ ] L ]k - ] L ] J
E ]k ]k IS ]k ] ]

<
<

International

<

International

<

International

<

International

<

International

<

6M
™
8M

International

<

International

<

s
25

International

<

NANNNANNNANNY

<
<

{ )
{ J
{ J
{ J
{ J
[ | International
{ J
{ J
{ J
{ ]

International

<

Paso a paso

1) Si desea que el numero de marcacion directa de la extension sea diferente
al numero de teléfono, en la linea de la extension deseada, introduzca
el nimero de marcacién directa de la extension en el campo Marcacion
directa:

« Solo con conexién de centralita:

Haga clic en el campo deseado e indique el numero de marcacién directa
a través del teclado. El numero de marcacion directa puede ser idéntico
al numero de teléfono interno.

» Solo con acceso individual:

Seleccione un MSN a través de la lista de seleccidn. La extensién puede
configurarse, por ejemplo, de forma interna a través de un niumero de
teléfono interno 101 o de forma externa a través del MSN 654321.

* en una conexion de centralita y acceso individual:

En el campo deseado, y a través de la lista desplegable, seleccione la
entrada xxx - editable (xxx es el numero de teléfono interno) e indique el
numero de marcacion directa a través del teclado o seleccione un MSN a
través de la lista desplegable.
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2) En lalinea de la extension deseada, en N.° llam, indique el nimero de
teléfono interno de la extension. Puede utilizar el niumero de teléfono
preestablecido o asignar otro todavia no ocupado.

3) En lalinea de la extension deseada, y en Nombre, introduzca un nombre
con el formato Apellidos, Nombre 0 Nombre Apellidos.

Nota: El nombre puede incluir hasta 16 caracteres como
maximo, pero no puede incluir diéresis ni caracteres
especiales.

4) Sidesea configurar un buzon de fax para la extension (que se pueda utilizar,
por ejemplo, con los clientes de UC myPortal for Desktop o myPortal for
Outlook), siga este procedimiento:

a) Enlalinea de la extension deseada, en el campo Fax N.° llam,
introduzca el niumero de fax interno deseado con el que el usuario podra
recibir mensajes de fax internos.

b) Si desea configurar un nimero de marcacion directa para el buzén
de fax, introduzca en la linea de la extension deseada (en el campo
Marcacion directa de fax) el nimero de teléfono de fax externo
deseado con el que la extension podra recibir mensajes de fax del
exterior.

5) En lalinea de la extension deseada y utilizando la lista desplegable Clase
de servicio, seleccione el grupo de clase de servicio deseado.

6) Para incluir las extensiones de un grupo de telecaptura, en la linea de
la extension deseada de la lista desplegable Telecaptura de llamadas,
seleccione un grupo de telecaptura.
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7) Los ajustes descritos en este paso solo se deben realizar si es necesario:
a) En linea extension deseada, haga clic en simbolo lapiz Editar.

Change Station

Station]
Station Fax
FirstName: [ ]
LostName: [ ]
e Ol
(for Subscriber)
Callnumber: | ] [
e | [
(Number for Direct Inward Dialing)
[Assign intemet Telephony Phone Number to station
Sipgate
[Parameter}
Device Type: -
Ciptie [ ]
Language:
Callsignaling internal
(Ringer pitch for internal calls). LRngtype 1
Call signaling external
(Ringer pitch for external calls). |Rndtype 1
MSPLloc-D: [ |
| Voicemail
UC Smart Mailbox type: [No MailBox

Recording
Greeting

Password Reset

b) En Clip/Lin indique numero teléfono (nUmero marcacién directa o MSN)
que aparecera en el display del usuario llamado en lugar del numero de
teléfono en caso de llamada externa.

Nota: Esta prestacidon debe estar activada por el
proveedor de red.

Nota: Se debe configurar al menos un ndmero de
marcacion directa. De lo contrario, el sistema no tiene en
cuenta el numero CLIP del llamante, y el ndmero de la
llamada interna se formatea y se envia como ndmero de
llamante para la llamada externa.

c) En lalista desplegable Tipo de ext., haga clic en el tipo de terminal TDM.

d) En la lista desplegable Idioma deje la seleccidn predeterminada. Esta
configuracion no es relevante para los terminales TDM

e) En la seccion Mar. dir. para telefonia Internet, utilice la lista desplegable
para seleccionar un nimero de marcacion directa. Por cada ITSP activo
aparece una lista desplegable.

Nota: No se puede ver el campo Marc. dir. para
telefonia Internet si la telefonia Internet no esta
configurada o no hay activado ningun ITSP.

f) En la lista desplegable Sefalizacién de llamadas internas, asigne a
la extension una de las ocho sefalizaciones de llamada acusticas para
llamadas internas posibles. De esta forma, la extensién enviara a otras
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extensiones internas un tono de llamada modificado que le permite ser
reconocida por dichas extensiones (Estandar: Tipo de llamada 1).

g) En lalista desplegable Senalizacion de llamadas externas, asigne a
la extension una de las tres senalizaciones de llamada para llamadas
externas posibles (Estandar: Tipo de llamada 1).

h) Haga clic en OK & Continuar.

i) Sies necesario, modif. flags ext. Para consultar una descripcion de
los flags de extensién, véase Documentacion para el administrador,
Extension > Extensién > Parametros de extension.

j) Clic OK & Cont.

8) Si quiere configurar otra extension UPO, haga clic en Guardar datos y repita
los pasos 1a7.

9) Clic OK & Cont.

9.7.7.4 Cémo configurar extensiones DECT

Requisitos previos

Se encuentra en la ventana Seleccionar extension - Extensiones DECT del
asistente Configuracion basica.

Para configurar extensiones DECT debe haber conectada una extension base y
los teléfonos DECT tienen que haber iniciado sesion en ella. Si no es asi, omita
esta ventana. También puede configurar las extensiones DECT mas adelante
(consulte la Documentacion del administrador, Configuracion de extensiones).

Setup - Wizards - Basic Installation - Basic Installation x
B . 10
System Overview Central Funcions for Siations ISDN Configuration Configure Intemet Access  Provider configuration and activation  Select a station - LAN Phones Configured Stations Smartvia Configure Meetife Conte figure E-
for Inleret Telephony

Take DID from changed call number

Box| Slot Calino First Name Last Name Display DID Type Fax Callno Fax DID Class of service Call pickup
LA ] [ ] [ ] [ ] [ I V] | J | J | vl v]
S 1 0 | [ppe0 | [x651000 | [x651000, ppcd ] | [System Client v ]k | [international v [ vl
£ 1 0 | (651001 | [pfat | [rfai, 651001 ] E | [System Client vk ] E | [international v] [ v]
£ 10 | [651002 | [nfaz ] [nfa2, 651002 [ | [System Client v ] F | [international v v
£ 1 0L ] (651003 | [hfa3 | [hfa3, 651003 ] E | [System Client - [ |k ] [international v [ v
£ 0 ] [651004 | [hfad | [fad, 651004 - - - International v v]
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£ - -k [ ] [ [ | [NoPort ~ E E International v~ v
s - E ] b ]k ]k J | [NoPort vk £ i ¥ v

1) Sidesea que el numero de marcacioén directa de la extension sea diferente
al numero de teléfono, en la linea de la extension deseada, introduzca
el numero de marcacioén directa de la extension en el campo Marcaciéon
directa:

» Solo con conexién de centralita:

Haga clic en el campo deseado e indique el numero de marcacién
directa a través del teclado. El numero de marcacion directa puede ser
idéntico al nimero de teléfono interno.

» Solo con acceso individual:

Seleccione un MSN a través de la lista de seleccion. La extension
puede configurarse, por ejemplo, de forma interna a través de un
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numero de teléfono interno 101 o de forma externa a través del MSN
654321.

* en una conexion de centralita y acceso individual:

En el campo deseado, y a través de la lista desplegable, seleccione la
entrada xxx - editable (xxx es el numero de teléfono interno) e indique
el numero de marcacion directa a través del teclado o seleccione un
MSN a través de la lista desplegable.

En la linea de la extension deseada, en N.° llam, indique el nimero de
teléfono interno de la extensién. Puede utilizar el nimero de teléfono
preestablecido o asignar otro todavia no ocupado.

Si desea configurar un buzon de fax para la extension (que se pueda
utilizar, por ejemplo, con los clientes de UC myPortal for Desktop o
myPortal for Outlook), siga este procedimiento:

a) Enlalinea de la extension deseada, en el campo Fax N.° llam,
introduzca el niumero de fax interno deseado con el que el usuario
podra recibir mensajes de fax internos.

b) Si desea configurar un nimero de marcacion directa para el buzén
de fax, introduzca en la linea de la extension deseada (en el campo
Marcacion directa de fax) el numero de teléfono de fax externo
deseado con el que la extension podra recibir mensajes de fax del
exterior.

En la linea de la extension deseada, y en Nombre, introduzca un nombre
con el formato Apellidos, Nombre 0 Nombre Apellidos.

Nota: El nombre puede incluir hasta 16 caracteres como
maximo, pero no puede incluir diéresis ni caracteres
especiales.

En la linea de la extension deseada y utilizando la lista desplegable Clase
de servicio, seleccione el grupo de clase de servicio deseado.

Para incluir las extensiones de un grupo de telecaptura, en la linea de

la extension deseada de la lista desplegable Telecaptura de llamadas,
seleccione un grupo de telecaptura.

Si desea modificar el codigo telefonico DECT (PIN), en el campo Coédigo
movil de la linea de la extensidén deseada introduzca el cédigo nuevo. La
extension DECT debe registrarse de nuevo en la extension base con este
cédigo.
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8) Los ajustes descritos en este paso solo se deben realizar si es necesario:
a) Enlalinea de la extension deseada, haga clic en el simbolo en forma
de lapiz Editar.

Change Station

Station Fax

FirstNamo
Lost Name
(orSubscrber
Calloumber [ —
Dirsctinward diling: | —————— [ —
(Number for Direct Inward Dialing)
| Mobility]
Mobile Call number: [ |
Web Feature 1D
Sipgate
|Parameter}
Tipe
Device Type: optiPoint 410 Advance
T —
Language
(Ringar ih o blema i)
(Ringo ich T ertone s
TSP LociD: [ |
Securi
Authentication active: [
Newpassword: [ |
Canfirm password
| Voicemail]
UC Smart Mailbox type:

Recording

Greeting

Help Abort Back OK & Next

b) En Clip/Lin indique niumero teléfono (numero de marcacioén directa
o MSN) que aparecera en el display del usuario llamado en lugar del
numero de teléfono en caso de llamada externa.

Nota: Esta prestacidon debe estar activada por el
proveedor de red.

Nota: Se debe configurar al menos un nimero de
marcacion directa. De lo contrario, el sistema no tiene
en cuenta el nimero CLIP del llamante, y el nimero de
la llamada interna se formatea y se envia como numero
de llamante para la llamada externa.

c) En lalista desplegable Tipo de ext., haga clic en el tipo de terminal
inalambrico.

d) En lalista desplegable Idioma deje la seleccion predeterminada. Esta
configuracion no es importante para los terminales inalambricos.

e) En la seccién Mar. dir. para telefonia Internet, utilice la lista
desplegable para seleccionar un numero de marcacion directa. Por
cada ITSP activo aparece una lista desplegable.

Nota: No se puede ver el campo Marc. dir. para
telefonia Internet si la telefonia Internet no esta
configurada o no hay activado ningun ITSP.

f) En la lista desplegable Sefalizacion de llamadas internas, asigne a
la extension una de las ocho sefalizaciones de llamada acusticas para
llamadas internas posibles. De esta forma, la extensién enviara a otras
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extensiones internas un tono de llamada modificado que le permite ser
reconocida por dichas extensiones (Estandar: Tipo de llamada 1).

g) En lalista desplegable Senalizacion de llamadas externas, asigne a
la extension una de las tres sefalizaciones de llamada para llamadas
externas posibles (Estandar: Tipo de llamada 1).

h) Haga clic en OK & Continuar.

i) Sies necesario, modifique los flags de extension. Para obtener una
descripcion de los indicadores de extension, consulte Documentacion
del administrador, Extensiéon > Extensién > Parametros de
extension.

j) Haga clic en OK & Continuar.

9) Sidesea configurar otra extension, haga clic en Guardar datos y repita los
pasos 1 a 8.

10) Haga clic en OK & Continuar.

9.7.7.5 Como configurar extensiones IP y SIP

Requisitos previos
Se encuentra en la ventana Seleccionar extension - Teléfonos LAN.

Para poder poner en servicio los teléfonos WLAN necesita una red LAN
inalambrica operativa.

Select a station -LAN Phones/WLAN Phones

Take DID from changed call number

Box| Slot Callno First Name Last Name Display DID Type Fax Callno Fax DID Class of service Call pickup

A ] | ] | ] | ] | ]| vl | ] | ] | v v
£ 1 0L | lppco | [x651000 ] [x651000. ppcO ][ | [System Client v ] F ] [International ~ ] ~]
£ 1 0 | [s51001 | [nfat | [nfa1 e51001 [ | [System Client vl ] E ] [International ~ ] v
£ 10 ] [651002 | [hfa2 | |hfaz 651002 |0 | [System Client v | | [International ~ v
21 0L | Eions | e | besons ] | | [SemCient ] | ] E | [(inemational < v
£ 1 0 [ ] [651004 | [hfad ] [hfaa 651004 [ | [System Client v] E [International ~ - ~]
£ 1 0 | [651005 | [nfas | a5 651005 | | [System Client vl E [Tnternational ~ ] v
£ 10 ] [B51007 | [fa? ] [hfa7. 851007 [ | [System Client ~ |k ] [International ~ ~|
210 ] [651009 | [nfag | [hfas 651009 [ | [SystemClient  ~| [ ] F | [international ~ ] ~]
Vs [ ] E ] F ] E [ | [NoPort vl E [International v ~|
s [ ) E ] E ) E ] | [NoPort vl - 3 ( i 2| v

Paso a paso

1) Sidesea que el numero de marcacion directa de la extension sea diferente
al numero de teléfono, en la linea de la extension deseada, introduzca
el nimero de marcacién directa de la extension en el campo Marcacion
directa:

« Solo con conexiéon de centralita:

Haga clic en el campo deseado e indique el numero de marcacién
directa a través del teclado. El nUmero de marcacion directa puede ser
idéntico al numero de teléfono interno.

» Solo con acceso individual:

Seleccione un MSN a través de la lista de seleccién. La extension
puede configurarse, por ejemplo, de forma interna a través de un
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numero de teléfono interno 101 o de forma externa a través del MSN
654321.

* en una conexion de centralita y acceso individual:

En el campo deseado, y a través de la lista desplegable, seleccione la
entrada xxx - editable (xxx es el numero de teléfono interno) e indique
el numero de marcacion directa a través del teclado o seleccione un
MSN a través de la lista desplegable.

En la linea de la extension deseada, en N.° llam, indique el nimero de
teléfono interno de la extensién. Puede utilizar el numero de teléfono
preestablecido o asignar otro todavia no ocupado.

En la linea de la extensién deseada, y en Nombre, introduzca un nombre
con el formato Apellidos, Nombre.

Nota: El nombre puede incluir hasta 16 caracteres como
maximo, pero no puede incluir diéresis ni caracteres
especiales. En los clientes de UC el nombre se registra
como apellido tal y como esté aqui indicado (pero se puede
modificar).

En la linea de la extension deseada, y en la lista desplegable Tipo,
seleccione el tipo de la extensién IP (p. €j., "Cliente de sistema" o "Cliente
SIP").

Si desea configurar un buzén de fax para la extension (que se pueda
utilizar, por ejemplo, con los clientes de UC myPortal for Desktop o
myPortal for Outlook), siga este procedimiento:

a) En lalinea de la extension deseada, en el campo Fax N.° llam,
introduzca el numero de fax interno deseado con el que el usuario
podra recibir mensajes de fax internos.

b) Si desea configurar un nimero de marcacion directa para el buzén
de fax, introduzca en la linea de la extension deseada (en el campo
Marcacion directa de fax) el niumero de teléfono de fax externo
deseado con el que la extension podra recibir mensajes de fax del
exterior.

En la linea de la extensién deseada y utilizando la lista desplegable Clase
de servicio, seleccione el grupo de clase de servicio deseado.

Para incluir las extensiones de un grupo de telecaptura, en la linea de

la extension deseada de la lista desplegable Telecaptura de llamadas,
seleccione un grupo de telecaptura.
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8) Solo debe realizar los ajustes descritos en este paso si es necesario o en
los teléfonos SIP:

a) Enlalinea de la extensién deseada, haga clic en el simbolo en forma
de lapiz Editar.

Change Station

Station Fax
First Name: 651001

Last Name: |nfat

Display
(for Subscriber). 121851001
Gall number.

Direct inward dialing
(Number for Direct Inward Dialing)

[

Mobile Call number.

Web Feature 1D
Assign Internet Telephony Phone Number to station

[
<]

Sipgate
| Parameter}
Tine
Device Type: optiPoint 410 Advance
ClipiLin
Language: |German

Call signaling internal 72 =
(Ringer pitch for intemal calls), L ng tyee 1
Call signaling external

(Ringer pitch for extemal calls). L Tng ype 1

DIIIH

ITSP Loc-ID:

Authentication active:
New password

Confim password

|

UC Smart Mallbox type: [No MailBox _ ~
Recording

Gresting

Help Abort Back K & Next

b) Para teléfonos SIP: Si el teléfono SIP se tiene que operar junto con

un teléfono mévil Dual-Mode, en el area Mobility, en Numero de
teléfono mévil, indique el cédigo urbano seguido por el numero del
teléfono movil (p. ej., 0016012345678). Ademas, en la lista desplegable
Web Feature ID, seleccione este cliente SIP. (Véase la Documentacion
del administrador, Telefonia Dual-Mode).

En Clip/Lin indique nimero teléfono (numero de marcacion directa

o MSN) que aparecera en el display del usuario llamado en lugar del
numero de teléfono en caso de llamada externa.

O
-~

Nota: Esta prestacion debe estar activada por el
proveedor de red.

Nota: Se debe configurar al menos un numero de
marcacion directa. De lo contrario, el sistema no tiene
en cuenta el numero CLIP del llamante, y el nimero de
la llamada interna se formatea y se envia como nimero
de llamante para la llamada externa.

d) En la lista desplegable Idioma seleccione el idioma para el control de
menus del teléfono.

e) En la lista desplegable Senalizacién de llamadas internas, asigne a
la extension una de las ocho sefializaciones de llamada acusticas para
llamadas internas posibles. De esta forma, la extension enviara a otras
extensiones internas un tono de llamada modificado que le permite ser
reconocida por dichas extensiones (Estandar: Tipo de llamada 1).
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9)
10)

11)

f)

En la lista desplegable Seializacion de llamadas externas, asigne a
la extension una de las tres sefalizaciones de llamada para llamadas
externas posibles (Estandar: Tipo de llamada 1).

Solo para teléfonos SIP: active la casilla de verificacion Autenticacion
activa.

Solo para teléfonos SIP: Introduzca la contrasefia de autenticacién en
los campos Contrasefa y Confirmar contrasena.

Solo para teléfonos SIP: en el campo ID de usuario SIP / Nombre
usuario, indique la identificaciéon de usuario para la autenticacion.
Solo para teléfonos SIP: en el campo Ambito, indique la zona
correspondiente a la autenticacion.

Haga clic en OK & Continuar.

Si es necesario, modifique los flags de extension. Para obtener una
descripcion de los indicadores de extensién, consulte Documentacion
del administrador, Extensién > Extensién > Parametros de
extension.

m) Haga clic en OK & Continuar.

Si desea configurar otra extension IP, haga clic en Guardar datos y repita
los pasos 1 a 8.

Haga clic en OK & Continuar. Vera una lista de todas las extensiones
configuradas. La lista se corresponde con un plan de numeracion.

Si es necesario, haga clic en Imprimir, para imprimir los datos de las
extensiones configuradas.

12) A continuacion, haga clic en OK y Continuar.

9.7.8 Configuracion de UC Suite

En la ventana Configuracién automatica de la suite de aplicaciones se
puede hacer la configuracion automatica de la solucién de Comunicaciones
Unificadas UC Suite.

Nota: Esta ventana solo aparece si en el asistente Instalacion
inicial se ha seleccionado Paquete con UC Suite en la
seleccién de aplicacion.

9.7.8.1 Como configurar UC Suite

Requisitos previos

Se encuentra en la ventana Configuracion automatica de la suite de
aplicaciones.

244
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Setup - Wizards - Basic Installation - Basic Installation

a 4 a o a
System Overview Central Functions for ISDN Ceonfiguration Configure Internet Access  Provider configuration and Select a station Configured Stations Automatic Configuration

activation for Intemet of Application Suite
Telephony

SIPQ-Interconnection 1: -

8IPQ-Interconnection 2: -

Application Suite is not configured.

Please press 'Ok & Next' for skipping this page or press 'Execute function’ to proceed with the automatic Application Suite configuration.

Note that by pressing 'Execute function’ SIPQ-Interconnection 1 will be overwritten and assigned to Application Suite profile.

Paso a paso

1) Si en el sistema de comunicacién no hay integrada ninguna UC Booster
Card, haga clic en OK & Continuar. Se omite la configuracion.

2) Sila UC Booster Card esta integrada en el sistema de comunicacion, haga
clic en Ejecutar funcién. La UC Suite se configura automaticamente. En
cuanto la barra de progreso llegue al 100%, haga clic en OK & Continuar.

9.7.9 Configuracién de los buzones de voz de UC Smart

En la ventana Configuracién automatica del Smart VM puede hacer la
configuracién automatica de los buzones de voz de UC Smart (Smart VM,
Smart VoiceMail) si utiliza la solucion de Comunicaciones Unificadas UC Smart.

Nota: Esta ventana solo aparece si en el asistente Instalacion
inicial se ha seleccionado Paquete con UC Smart en la
seleccion de aplicacion.

9.7.9.1 Cémo configurar los buzones de voz de UC Smart

Requisitos previos

Se encuentra en la ventana de Configuracion automatica del Smart VM.

Setup - Wizards - Basic Installation - Basic Installation

System Overview Central Functions for Stations ISDH Configuration Configure Intemet Access  Provider configuration and aetivation Select a station Configured Statiens Smartvm
for Intemet Telsphony

« The automatic Smart VM configuration is an initial configuration and generates the necessary data to setup voicemail boxes or can be used to recover existing mailboxes with default setiings.
Ifthere are already existing voicemail or auloatiendant mailboxes, then all mailbox data wil be deleted irevocably! This affects also mailboxes created by the xml-import.
Ifthe comesponding intercept position call number (Smart VM) is configured, a mailbox is created for that intercapt position
Ifthe comespanding autoattendant call number (Smart VM) is configured, a mailbox is created for that autcattendant
Amailbox is created for each of the first 39 stations
MeetMe station nesds to be already configured in order for @ Mesthe mailbox to be created.
The second group/hunt group, used for Smart VM, is recovered with default data
The third groupthunt group, used for autoattendant, is recovered with default data
+ Press “Execute function” to proceed with Smart VM configuration or press “Ok & Next” for skipping this page

Paso a paso

1) Sino desea utilizar los buzones de voz de UC Smart, haga clic en
OK & Continuar. De esta forma se omite la configuracién de los buzones
de voz.

2) Sidesea utilizar los buzones de voz de UC Smart, haga clic en Ejecutar
funcion. Se configuran automaticamente buzones de voz para las 100
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primeras extensiones. En cuanto la barra de progreso llegue al 100%, haga
clic en OK & Continuar.

Nota: Los buzones de voz de UC Smart o los buzones de
voz de UC Smart AutoAttendant presentes se borran y no se
pueden recuperar.

9.7.10 Ajustes del servidor de conferencias

En la ventana Editar ajustes de conferencia Meet Me puede establecer el
numero de teléfono y el nimero de acceso telefénico para las conferencias.

9.7.10.1 Coémo modificar los ajustes del servidor de conferencias

Requisitos previos

Se encuentra en la ventana Configurar conferencia Meet-Me.

Setup - Wizards - Basic Installation - Basic Installation

3 1) )
o
ph

System Overview Central Functions for ISDN Configuration  Configure Internet Access ~ Provider configuration and Select a station Configured Stations  Automatic Configuration of ~ Configure MeetMe
Stations act ation Suite Conference

Directinward dialing' [ ]

(Number for Direct Inward Dialing)

Paso a paso
1) En el campo Numero de teléfono, indique un numero de teléfono para la
conferencia.

2) En el campo Marcacion directa, establezca el numero de acceso telefénico
de la conferencia (N° llam. marc. dir. de conferencia). A través de este
numero los participantes podran acceder a una conferencia existente.

3) Haga clic en OK & Continuar.

9.7.11 Envio de correo electrénico (opcional)

En la ventana Editar transferencia de correos electronicos se puede
configurar el envio de correo electrénico. Con ello, se notifica a las extensiones
sobre nuevos mensajes de fax y voz, y el administrador recibe mensajes del
sistema.

Dispone de las siguientes opciones:
» Configurar el envio de correo electronico

Puede definir un servidor de correo electronico externo que utilizara
OpenScape Business para enviar los correos electrénicos. Los mensajes
de voz y fax o mensaijes internos del sistema se envian a través de
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este servidor de correo electronico a una o varias direcciones de email
configurables.

Nota: Es importante indicar un servidor de correo
electrénico si desea enviar automaticamente por correo
electrénico un enlace al archivo de instalacion a los usuarios
de la UC Suite.

9.7.11.1 Cémo configurar el envio de correo electrénico

Requisitos previos

Si el servidor de correo electrénico externo se ha configurado para utilizar la
autenticacion basica, asegurese de que existe una cuenta de correo electrénico
con contrasefia en un proveedor de correo electronico y de que conoce los
datos de acceso de esta cuenta.

Si el servidor de correo electrénico externo se ha configurado para utilizar
autenticacion moderna (autorizacién basada en token Microsoft OAuth 2.0),
como en el caso de Exchange Online, asegurese de que:

Se ha registrado una aplicacién con los permisos necesarios en Microsoft
Azure Active Directory (Azure AD) para que su sistema OpenScape
Business envie correos electrénicos.

Usted conoce el ID de la aplicacion (cliente) y el ID del directorio (inquilino)
de la aplicacion registrada.

Pida a su administrador de Azure AD que le proporcione estos valores, si es
necesario.

La direccién de correo electronico que aparecera como remitente de los
mensajes pertenece al mismo Azure AD o inquilino que la aplicacion
registrada.

Se encuentra en la ventana Editar transferencia de correos electrénicos del
asistente Configuracion basica.
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Setup - Wizards - Basic Installation - Basic Installation -
[ L2 & O a a o a L]
System Overview Central Functions for ISDN Configuration  Configure Intemet Access  Provider configuration and Select a station Configured Stations  Automatic Configuration of  Configure MeetMe Gonfigure E-Mail
Stations activation for Internet Application Suite Conference Forwarding
Telephony
Server Information|

Outgoing Mail Server (SMTP) :
Ougoing mailsorverport |

This server requires an encrypted connection (TLS/SSL) (J

Authentication method
e E—
o

Confirm Password :

E-Mail Address [root@hostname. xyz |

ALI change notification recipients

E-Mail Address 1 | |

E-Mail Address 2 | |

Emergency Notifications Recipient|

Emergency Recipient | ‘

Help Back OK & Next Check e-mail forwarding

Figura 23: Opciones de reenvio de correo electronico cuando se selecciona el método de autenticacion
basica

Paso a paso

1) Indique servidor band. salida (SMTP) del servidor correo para envio
correo (p. ej., smtp.web.es). Si es necesario, consulte servidor band.
salida proveedor correo.

Nota: Compruebe que el nombre del servidor de salida de
correo se puede resolver. Si no es asi, inicie el asistente
para el envio de correos electrénicos a través de Centro
de servicios > Transferencia de correos electronicos e
introduzca la direccion IP del servidor de salida en lugar del
nombre.

2) Complete el Puerto del servidor de correo saliente con el puerto del
servidor que se debera usar para el envio de correos electrénicos. Si es
necesario, consulte servidor band. salida proveedor correo.

3) Sise requiere una conexién segura, active la casilla de verificacion Este
servidor requiere una conexion cifrada (TLS/SSL). Si es necesario,
consulte a su proveedor de correo electronico si es necesario activar esta
opcion.

4) Si el servidor de correo electrénico externo se ha configurado para utilizar
la autenticacion basica, proceda como se indica a continuacién:

a) En lalista desplegable Método de autenticacion, seleccione Basico.
b) Indigue Nombre usuario cuenta correo, p. €j. pepe.ejemplo.

c) En Contrasena y Repetir clave, introduzca la contrasefia de la cuenta
de correo.
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Si el servidor de correo electrénico externo se ha configurado para utilizar
la autenticacion moderna, proceda como se indica a continuacion:

a) En la lista desplegable Método de autenticacién, seleccione
Microsoft OAuth 2.0.

b) Introduzca el ID de aplicacién (cliente) obtenido del portal de Microsoft
Azure en el campo ID de aplicacién.

¢) Introduzca el ID de directorio (inquilino) obtenido del portal de Microsoft
Azure en el campo Tenant.

Introduzca la Direccién de correo electrénico que aparecera como
remitente de los mensajes, por ejemplo: john.doe@web.de.

Introduzca Dir correo 1 para recibir notific. cuando se haya utilizado
tolerancia ALI. También puede introducir una segunda direccion de correo
electrénico en el campo Direccién de correo electronico 2.

En el campo Destinatario de emergencia, indique la direccién de correo
electrénico de un responsable de seguridad in situ a quien se le enviara un
correo electronico al marcar un nimero de emergencias.

El asunto del correo electrénico sera "Nueva llamada de emergencia”. El
numero de llamada y el nombre del llamante, de estar configurados, se
incluyen en el correo electronico recuperandose de la base de datos del
sistema.

Si ha seleccionado Microsoft OAuth 2.0 como método de autenticacion,

proceda como se indica a continuacion:

a) Haga clic en OK & Continuar.

b) Espere a que aparezca un enlace de autorizacion y un cddigo de
usuario.
El cédigo de autorizacion caduca al cabo de unos minutos.

c) Abra el enlace de autorizacion e introduzca el cédigo de usuario en la
ventana emergente.

d) Inicie sesién con la direccion de correo electrénico que ha introducido
en el paso 6 en la pagina 249 (Direccién de correo electronico).

La direccién de correo electronico debe estar en el mismo Azure AD o
inquilino que la aplicacion registrada.

e) Tras autenticarse correctamente, la ventana emergente muestra un
mensaje como el siguiente:

Ha iniciado sesidén en <nombre-de-la-aplicacidén> en su
dispositivo. Ahora puede cerrar esta ventana

f) Cierre la ventana emergente y vuelva a WBM. Si la autenticacion se ha
realizado correctamente, aparecera el mensaje La autenticacidn
se ha realizado correctamente
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Tareas finales

9.8 Tareas finales

250

10) Si desea comprobar los ajustes de correo electrénico, siga este

11)

procedimiento:

a) Haga clic en Probar transferencia de correo electrénico.

b) En Enviar a correo, indique dir. correo de buzén al que tenga acceso.
El correo electrénico de prueba se envia a esa direccion.

c) En Asunto correo electrénico, introduzca descripcién para identificar
correo en buzon entrada.

d) Clic Enviar correo prueba. Se comprueban los ajustes de correo
electrénico y el correo electrénico se envia al buzén de correo
electrénico indicado.

e) Compruebe si correo electrénico ha llegado al buzén entr.

f) Si el correo electronico se ha enviado correctamente, haga clic en
Atras y continue al paso siguiente.

g) Sienvio de correo es incorrecto, clic en Volver y compr. ajustes correo.

Haga clic enOK & Continuar y, a continuacion, en Salir. La instalacion

basica ha finalizado. Antes de realizar la copia de seguridad de datos en el
asistente, deberia activar las licencias.

Una vez finalizada la instalacion inicial y la instalacién basica con Gestion
basada en Web (WBM), es necesario realizar algunos ajustes de configuracion
importantes para el servicio de OpenScape Business.

Para ello, siga este procedimiento:

1)

2)

3)

4)

Active y asigne licencias

Las licencias adquiridas con OpenScape Business se deben activar en

un plazo de 30 dias. El periodo de tiempo comienza al iniciar sesién por
primera vez en la Gestion basada en Web (WBM). Terminado ese tiempo, el
sistema de comunicacion solo se puede utilizar con restricciones. Una vez
terminada la activacién, hay que asignar las licencias a extensiones y lineas.
En un sistema independiente, las funciones en el ambito del sistema estan
habilitadas desde el momento de la activacion.

Aprovisionamiento del cliente de UC Smart para la instalacion (solo para UC
Smart)

Como preparar los clientes de UC Suite para la instalacién (solo para UC
Suite)

Los clientes de UC Suite forman parte de la UC Suite. La Gestién basada
en Web (WBM) puede acceder a los archivos de instalacion de los clientes
de UC, que se pueden aprovisionar a las extensiones IP tanto de forma
automatica como manual.

Ademas, el administrador tiene la opcion de realizar una instalacion
silenciosa. Se trata de un método basado en lineas de comandos para la
instalacion, desinstalacion o modificacion automaticas de clientes de la

UC Suite presentes en un PC sin tener que hacer ningun tipo de entrada
adicional. Para mas informacioén, consulte Documentacién del administrador,
Instalacioén / desinstalacion silenciosa para clientes de PC de la UC Suite.
Realizar un almacenamiento de datos

Hay que guardar los cambios realizados previamente en OpenScape
Business. La copia de seguridad se puede guardar como conjunto de copias
de seguridad en un soporte USB o en la red interna.
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9.8.1 Cémo activar y asignar las licencias

Requisitos previos
Ha iniciado sesion en Gestion basada en Web (WBM) con el perfil Avanzado.

Conoce el LAC (cédigo de autorizacion de licencia) para el registro de licencia
y tiene un nombre de usuario y una contrasena para acceder al servidor de
licencias.

Para establecer conexion con el servidor de licencias necesita un acceso a
Internet.
Paso a paso

1) Activar licencia online:
a) En la barra de navegacion, haga clic en Configuracion.

b) En el arbol de navegacion, haga clic en Asistentes > Configuraciéon
basica.
¢) Haga clic en Editar para iniciar el asistente Registro de licencia.

Setup - Wizards - Basic Installation - Licensing

Activate License Online

Licenses with Locking ID: 00-1a-e8-5d-37-81

License Authorization Cade (LAC) ‘

| have the user name and password for
the License Server and want to log on

User name |

Note: The response from the License Server
can take up to 90 seconds !

Please enter the registration data first. Only then can the license file be activated.

d) En el campo Cédigo de autorizacion de licencia (LAC) indique el LAC.

e) Active la casilla de verificacion Tengo el nombre de usuario y la
contraseina para el servidor de licencias y quiero iniciar sesion.

f) Introduzca el Nombre de usuario y la Contrasefa para iniciar sesion en
el servidor de licencia.

g) Haga clic en OK y Continuar. Se establece conexién con el servidor de
licencias y se liberan las licencias.
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2) Asignar licencias a las extensiones:

a) En la barra de navegacion, haga clic en Administracién de licencias.

b) En el arbol de navegacion, en Licencias de usuario local > ...,
desplacese hasta el tipo de suscriptor deseado. Aparece una lista de
todos los suscriptores del tipo seleccionado.

c) Enlalinea de la extension deseada, active la casilla de verificacion
de la columna Licencia de usuario (primera columna con casillas de
verificacion).

System in network! Synchronization status: & administrator@system  Logoff|

Home Administrators Setup Expertmode Data Backup License Management Service Center Networking

License information IP User @
¥ Additional Products
OpenScape Personal Edition R [Call number | Display
 Local User licenses
A Call numb: Displ o
SRS i @S 6 6 & O @ 6 © &
_ Remaining licenses 0 2 0 5% 2 4 2 6 0 0 0
TDM User LAN 0-5YS-1 x651000, ppcO 0 ] O 0 ] O 0
N LAN 0-8YS-2 hfat, 651001 0 0 0 O 0 0 O 0
Mobility User LAN 0-8YS-3 hfa2, 651002 O [§] O O O [§] O O
Deskshare User LAN 0-SYS-4 hfa3, 651003 O O O O O O O O
CoTrunks LAN 0-SYS-5 hfa4, 651004 O ] O O O ] O O
) LAN 0-8YS-6 hfa5, 651005 0 O 0 O 0 O O 0
System Licenses LAN 0-8YS-7 hfa7, 651007 ] m m m 7] m 7] m 7] 7] m
' License Profiles LAN 0-8YS-8 hfag, 651009 0 O O 0 O O 0
Create Profiles LAN 0-SIP-3 Sip, justle O ] O O O ] O O
Assion profiles LAN 0-SYS-9 WebRTC, justle 0O O 0 O O 0 0O 0O
Registration
Activate License Online Page 10f 1 W 1 ] Items per page 10 25 50 100
Activate CLS Connect
Activate License File
Settings Only configured users are displayed and can be licensed.
HSuccessfully licensed FlNot licensed [License demand configurable  MLicense demand not configurable

Eunsaved license release  MUnsaved license demand release  [JUnsaved license demand

Abort

d) Enlalinea del suscriptor deseado, active las licencias orientadas a
usuarios. Para ello, active las casillas de verificacion pertinentes.

Nota: Las licencias orientadas a usuarios (User) solo
se pueden asignar a una extension si antes se le ha
asignado una licencia de extension (licencia de usuario)
(paso c).

e) Haga clic en OK y Continuar. Se comprueba si hay suficientes licencias
para la asignacion.

Si hay suficientes licencias, ha finalizado el registro de licencia de las
extensiones.

f) Sifaltan licencias, las casillas de verificacion tendran fondo rojo. Corrija
los fallos y repita el paso e.
3) Asignar licencias a las lineas:
a) En el arbol de navegacion, haga clic en Lineas urbanas. En el area
Lineas urbanas aparece el numero de licencias de linea adquiridas.

b) Para las lineas SIP: en el area Demanda de licencias para el nimero
de llamadas de Internet simultaneas en este nodo indique el nimero
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de llamadas de Internet que se pueden realizar al mismo tiempo
mediante un ITSP.
c) Para las lineas Sy en el area S2M de la linea del slot deseado,
seleccione el numero de canales B deseado en la columna Demandas.
d) Para la lineas T1 (solo para EE. UU.): en el area T1 de la linea del slot
deseado, seleccione el numero de canales B deseado en la columna
Demandas.

e) Haga clic en OK 'y Continuar.

Nota: EIl numero de lineas SIP con licencia y el nimero
de lineas S,)\/T1 con licencia no puede ser superior al

numero de licencias de linea adquiridas.

9.8.2 Coémo proporcionar el cliente UC Smart para la instalaciéon

Requisitos previos

Ha iniciado sesion en Gestion basada en Web (WBM) con el perfil Advanced
(Avanzado)).

Esta disponible el hardware y el software para usar la UC Smart.

Nota: Para utilizar el cliente UC Smart myPortal Smart se
requieren licencias.

Paso a paso
1) En la barra de navegacion, haga clic en Centro de servicios.

2) En el arbol de navegacién, haga clic en Software.

3) Haga clic en el icono de descarga de myPortal Smart y guarde el archivo
de instalacién en una unidad de red habilitada.

4) Haga clic en el simbolo de enlace de Adobe AIR y descargue el archivo de
instalacién en una unidad de red habilitada.

5) Envie a los usuarios de myPortal Smart los dos archivos de instalacion.

6) Como alternativa, también puede enviar enlaces a los usuarios de myPortal
Smart para que puedan acceder directamente a los archivos de instalacion:

https://<Direccidén IP del sistema de comunicacidn>/
management/downloads/SmartClient.air

http://www.adobe.com/air

9.8.3 Como preparar los clientes de UC Suite para la instalacion

Requisitos previos
Ha iniciado sesion en Gestién basada en Web (WBM) con el perfil Avanzado.

Esta disponible el hardware y el software para usar la UC Suite.

Nota: Para usar los clientes de UC Suite se necesitan licencias.
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Paso a paso

1)

2)

3)

254

Para poder ofrecer los archivos de instalacion a una extension de forma
automatica, compruebe que se han realizado los siguientes pasos:

a) Las direcciones de correo electronico de las extensiones deben
importarse junto con los datos de extensién a través de un archivo XML
0 se deben registrar en Configuracién > UC Suite > Directorio de
usuario.

b) Debe haber registrado un servidor de correo electrénico.

Nota: También puede introducir con posterioridad un
servidor de correo electronico en Centro de servicios >
Envio de correo electrénico.

Todas las extensiones con direcciones de correo electrénico conocidas
recibiran un mensaje de correo electrénico con el enlace hacia el directorio
de instalacién de los clientes UC y una indicacion de los primeros pasos.
En el directorio de instalacién encontrara, ademas, un archivo Léame con
informacion sobre la instalacion del software en los PC cliente.

Si no se han realizado los pasos necesarios para proceder a la notificaciéon
automatica, también puede ofrecer los archivos de instalacion de forma
manual. Para ello, siga este procedimiento:

a) En la barra de navegacion, haga clic en Centro de servicios.

b) En el arbol de navegacion, haga clic en Software.

c) Haga clic en el cliente de UC deseado y guarde el archivo de instalacién
comprimido en una unidad de red compartida.

d) En el arbol de navegacion, haga clic en Documentos y seleccione la
lista desplegable Instrucciones de uso.

e) Haga clic en la documentacion relativa al cliente de UC deseado y
guarde el archivo de documentacion en una unidad de red habilitada.

f) Envie a los usuarios de los clientes UC el archivo de instalacion
comprimido y el archivo de documentacion a través de un correo
electrénico, o comunique a los usuarios la ubicacién de los archivos.

g) El archivo comprimido ZIP con los archivos de instalacién incluye
también un archivo Readme. Indique a los usuarios que la instalacion
de los clientes de UC se debe realizar siguiendo las indicaciones de
instalacién del archivo Léame.

Como alternativa, también puede enviar enlaces a los usuarios de UC
para que puedan acceder directamente a los archivos de instalacion de los
clientes de UC.

a) En la barra de navegacion, haga clic en Centro de servicios.

b) En el arbol de navegacion, haga clic en Software.

c) Haga clic en el botén Mostrar enlaces de aplicacion. Se muestran
varios enlaces, en funcion del sistema operativo utilizado y del cliente de
UC deseado. Por ejemplo:

https://<Direccidén IP del sistema de comunicacidén>/
management/downloads/install-common.zip
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9.8.4 Como realizar la copia de seguridad

Requisitos previos
Ha iniciado sesion en Gestidon basada en Web (WBM) con el perfil Advanced
(Avanzado)).

Para hacer una copia de seguridad de los datos en un soporte USB (stick USB
o disco duro USB), el soporte USB debe estar conectado con la interfaz de
servidor USB.

Nota: Para obtener mas informacién sobre la copia de
seguridad, consulte Documentacion para el administrador,
Almacenamiento inmediato.

Paso a paso

1) En la barra de navegacion, haga clic en Almacenamiento de datos.
2) En el arbol de navegacion, haga clic en Guardar - inmediatamente.

3) En el area Nombre, y en el campo Comentario, introduzca un comentario
para el conjunto de copias de seguridad. Este comentario permitira
identificar con mayor facilidad el conjunto de copias de seguridad en caso
de que sea necesaria una recuperacion. Al hacer la entrada evite el uso de
diéresis y caracteres especiales.

4) En el area Equipo, active la unidad de destino en la que desea guardar el
conjunto de copias de seguridad.

5) Haga clic en OK & Continuar. Se abrira una nueva ventana con el progreso
del proceso de guardado.

6) El mensaje Guardar en orden indica que la copia se ha realizado con
éxito. aparece. Haga clic en Salir.

7) Si utiliza como soporte de copia de seguridad un stick USB, espere hasta
que el LED del stick USB deje de parpadear. Solo entonces habra finalizado
la copia de seguridad en el stick USB. A continuacion, extraiga el stick USB.

8) Concluye la puesta en servicio inicial con Gestion basada en Web (WBM).
Cierre la Gestion basada en Web (WBM), haciendo clic en el enlace
Finalizar sesion y, a continuacion, cerrando la ventana.

Nota: Si hay disponible una nueva version de software, le
sera comunicado en la pagina de inicio de Gestién basada
en Web (WBM) (siempre que la conexidn a Internet esté
bien configurada). Si hay disponible una nueva version de
software, realice una actualizacion (véase Documentacion
para el administrador, Actualizacion del sistema de
comunicacion).

9.9 Puesta en servicio de los teléfonos IP

Para la puesta en servicio de los teléfonos IP se requiere un servidor DHCP
que suministre al teléfono IP los datos importantes para iniciar sesion en el
sistema de comunicacion (datos especificos de red).
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Datos especificos de red

Para iniciar sesion en el sistema de comunicacion, los teléfonos IP necesitan
datos especificos de red. Estos datos pueden estar memorizados en el servidor
DHCP o se pueden introducir directamente en el teléfono IP. La ventaja de
contar con un servidor DHCP es que todos los teléfonos IP conectados reciben
los datos automaticamente.

El teléfono IP necesita los siguientes datos:

¢ Direccion IP del sistema de comunicacion
« Direccion IP del servidor DLS

Ademas, el teléfono IP también necesita el nUmero de teléfono propio. En

el inicio de sesion, hay que introducir este numero de forma manual en el
teléfono.

Registro de teléfonos SIP

Por motivos de seguridad es recomendable registrar los teléfonos SIP en el
sistema de comunicacion. Para ello, los datos de registro del teléfono SIP y del
sistema de comunicacion tienen que coincidir.

Para el inicio de sesion se necesitan estos datos:

* ID de usuario SIP

« Contrasefia SIP

+  Ambito SIP (opcional)

Utilice una contrasefia compleja que cumpla estas normas:
* Al menos 8 posiciones

» Al menos una letra mayuscula (A - Z)

* Al menos una letra mindscula (a - z)

* Al menos un nimero (0-9)
* Al menos un caracter especial

Utilice un ID de usuario SIP que no incluya el numero de teléfono.

Nota: Encontrara mas informacion sobre la configuracion
de teléfonos SIP en http://wiki.unify.com/wiki/
SIP devices configuration examples.

Uso del servidor DHCP interno

Si se utiliza el servidor DHCP del sistema de comunicacién, los datos
especificos de red ya estan depositados en él. Para que un teléfono IP se
pueda registrar en el sistema de comunicacién, solo hay que registrar en él el
numero de teléfono establecido. En los teléfonos SIP, ademas, los datos del
registro SIP del teléfono SIP y del sistema de comunicaciéon deben coincidir.

Uso de un servidor DHCP externo con datos especificos de red

Si se utiliza un servidor DHCP externo, los datos especificos de red deben
depositarse ahi. Para que un teléfono IP se pueda registrar en el sistema de
comunicacion, solo hay que registrar en él el nimero de teléfono establecido.
En los teléfonos SIP, ademas, los datos del registro SIP del teléfono SIP y del
sistema de comunicacion deben coincidir.
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Uso de un servidor DHCP externo sin datos especificos de red

Si se utiliza un servidor DHCP externo en el que no se pueden depositar los
datos especificos de red, hay que introducir esos datos en el teléfono IP. Para
que un teléfono IP pueda registrarse en el sistema de comunicacion, hay que
introducir en él el nUmero de teléfono establecido y la direccién IP del sistema
de comunicacion vy, si es necesario, modificar la configuracion del servicio de
implementacion (Deployment Service). En los teléfonos SIP, ademas, los datos
del registro SIP del teléfono SIP y del sistema de comunicacién deben coincidir.

9.9.1 Cémo configurar teléfono IP

Requisitos previos

El teléfono IP esta conectado a la red interna y esta operativo.

Nota: Aqui se describe la configuracion tomando como ejemplo
un teléfono de sistema OpenStage 40/60/80 IP. Hay que realizar
ajustes analogos para todos los demas teléfonos IP. Para
hacerlo, consulte las instrucciones de su teléfono IP.

Paso a paso

1) Para acceder al modo de administracion del teléfono IP de sistema, en el
teléfono pulse la tecla del menu de configuracién/aplicaciones.

2) En la pestafia de Configuracién, desplacese hasta Admin y confirme la
accion con la tecla de verificacion.

3) Introduzca la contrasefia de administrador(valor estandar: 123456) y
confirme la entrada con la tecla de verificacion.

4) Si en la red interna se utiliza el servidor DHCP del sistema de comunicacion,
omita el paso siguiente.

5) Sien la red interna no se utiliza el servidor DHCP del sistema de
comunicacion, hay que introducir la direccién IP del servidor servidor de
despliegue (DLS) y del sistema de comunicacién para poder actualizar el
software del teléfono del sistema de forma automatica. Esto solo se aplica a
teléfonos IP del sistema. Para hacerlo, siga estos pasos:

a) Desplacese hasta Network (Red) y confirme la accién con la tecla de
verificacion.

b) Desplacese hasta Update service (DLS) (Servicio de actualizacion,
DLS) y confirme la accion con la tecla de verificacion.

c) Desplacese hasta DL.S address (Direccion DLS) y confirme la accion
con la tecla de verificacion.

d) Introduzca como servidor de despliegue la direccion IP del sistema de
comunicacion (valor estandar: 192.168.1.2)y confirme la accién con
la tecla de verificacion.

e) Desplacese hasta save & Exit (Guardary salir) y confirme la accion
con la tecla de verificacion.

f) Desplacese hasta IPv4 configuration (Configuracion IPv4)y
confirme la accion con la tecla de verificacion.

g) Desplacese hasta Route (default) (Ruta, estandar)y confirme la
accion con la tecla de verificacion.
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6)

7)
8)

h) Introduzca la direccién IP del sistema de comunicacion (valor estandar
192.168.1.2)y confirme la entrada con la tecla de verificacion.

i) Desplacese hasta Save & Exit (Guardar y salir) y confirme la accion
con la tecla de verificacion.

j) Desplacese atras un nivel de menu con la tecla de retorno.

Defina el nUmero de llamada del teléfono:

a) Desplacese hasta System (Sistema) y confirme la accién con la tecla de
verificacion.

b) Desplacese hasta T1dentity (Identidad) y confirme la accion con la tecla
de verificacion.

c) Desplacese hasta Terminal number (NUmero de terminal) y confirme
la accion con la tecla de verificacion.

d) Indique el numero de teléfono establecido (p. €j., 120y confirme la
entrada con la tecla de verificacion.

e) Desplacese hasta save & Exit (Guardary salir) y confirme la accién
con la tecla de verificacion.

Desplacese atras un nivel de menu con la tecla de retorno.

Si es necesario reiniciar el teléfono de sistema para aplicar los cambios, en
el menu Admin aparecera la opcidon de menu Restart (Reiniciar). Confirme
el reinicio con la tecla de verificacion y, a continuacion, pulse Yes (Si)y
la tecla de verificacion. El teléfono de sistema se reinicia e inicia sesion en el
sistema de comunicacion.

9.9.2 Cémo configurar un teléfono SIP
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Requisitos previos

El teléfono SIP esta conectado con la LAN de clientes y esta operativo.

Nota: Aqui se describe la configuraciéon tomando como ejemplo
un teléfono de sistema OpenStage 40/60/80 SIP. Los ajustes
son analogos para otros teléfonos SIP. Para hacerlo, consulte
las instrucciones del teléfono SIP.

Paso a paso

1)
2)
3)
4)

5)

Para acceder al modo de administracion del teléfono SIP de sistema, en el
teléfono pulse la tecla del menu de configuracion/aplicaciones.

En la pestafia de Configuracién, desplacese hasta Administrador
(Admin) y confirme la accion con la tecla de verificacion.

Introduzca la contrasefia de administrador(valor estandar: 123456) y
confirme la entrada con la tecla de verificacion.

Si en la red interna se utiliza el servidor DHCP del sistema de
comunicacion, omita el paso siguiente.

Si en la red interna no se utiliza el servidor DHCP del sistema de
comunicacién, hay que introducir la direccién IP del servidor de despliegue
(DLS) y del sistema de comunicacion para poder actualizar el software
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del teléfono del sistema SIP de forma automatica. Esto solo se aplica a

teléfonos del sistema SIP. Para hacerlo, siga estos pasos:

a) Desplacese hasta Network (Red) y confirme la accion con la tecla de
verificacion.

b) Desplacese hasta Update service (DLS) (Servicio de
actualizacion, DLS) y confirme la accion con la tecla de verificacion.

c) Desplacese hasta DL.S address (Direccion DLS) y confirme la accion
con la tecla de verificacion.

d) Introduzca como servidor de despliegue la direccion IP del sistema de
comunicacion (valor estandar: 192.168.1.2)y confirme la accion
con la tecla de verificacion.

e) Desplacese hasta save & Exit (Guardary salir) y confirme la accion
con la tecla de verificacion.

f) Desplacese hasta IPv4 configuration (Configuracion IPv4)y
confirme la accién con la tecla de verificacion.

g) Desplacese hasta Route (default) (Ruta, estandar)y confirme la
accion con la tecla de verificacion.

h) Introduzca la direccion IP del sistema de comunicacion (valor estandar
192.168.1.2)y confirme la entrada con la tecla de verificacion.

i) Desplacese hasta save & Exit (Guardary salir) y confirme la accion
con la tecla de verificacion.

j) Desplacese atras un nivel de menu con la tecla de retorno.

6) Defina los ajustes horarios de SNTP:

a) Desplacese hasta Date and time (Fechay hora) y confirme la accion
con la tecla de verificacion.

b) Desplacese hasta Time source (Fuente para la hora) y confirme la
accion con la tecla de verificacion.

c) Desplacese hasta SNTP IP address (Direccion IP de SNTP) y
confirme la accioén con la tecla de verificacion.

d) Introduzca la direccién IP del sistema de comunicacion (valor estandar
192.168.1.2)y confirme la entrada con la tecla de verificacion.

e) Desplacese hasta Timezone offset (Desfase de zona horaria) y
confirme la accion con la tecla de verificacion.

f) Introduzca el desfase de la hora local respecto a la hora UTC
(Universal Time Coordinated) en horas (Espana/CES: 2) y confirme la
accion con la tecla de verificacion.

g) Desplacese hasta save & Exit (Guardary salir) y confirme la accion
con la tecla de verificacion.

h) Desplacese atras un nivel de menu con la tecla de retorno.
7) Defina el numero de llamada del teléfono:

a) Desplacese hasta System (Sistema) y confirme la accién con la tecla
de verificacion.

b) Desplacese hasta Identity (Identidad) y confirme la accién con la
tecla de verificacion.

c) Desplacese hasta Terminal number (Numero de terminal) y confirme
la accién con la tecla de verificacion.

d) Indique el numero de teléfono establecido (p. €j., 120y confirme la
entrada con la tecla de verificacion.

e) Desplacese hasta save & Exit (Guardary salir) y confirme la accion
con la tecla de verificacion.
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8)

9)
10)

Defina los datos de autenticacion SIP:

Desplacese hasta Registration (Registro) y confirme la accién con
la tecla de verificacion.

Desplacese hasta SIP session (Sesion SIP) y confirme la accion con
la tecla de verificacion.

Ante el Ambito o indique uno nuevo (p. ej. OSBIZ-SIP) en caso
necesario.

Anote el ID usuario o indique uno nuevo (p. €j. SIP-120) en caso
necesario.

Asigne una Contrasefia para el registro en el servidor SIP.

Desplacese hasta save & Exit (Guardary salir) y confirme la accién
con la tecla de verificacion.

Con la tecla Volver, desplacese hasta el menu Administrador.

Si es necesario reiniciar el teléfono de sistema para aplicar los cambios,
en el menu Admin aparecera la opcion de menu Restart (Reiniciar).
Confirme el reinicio con la tecla de verificacion y, a continuacion, pulse
Yes (Si) y la tecla de verificacion. El teléfono de sistema se reinicia € inicia
sesion en el sistema de comunicacion.
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10 Configuracion inicial de OpenScape Business UC
Booster

Se describen la instalacion y la configuracion iniciales del OpenScape Business
UC Booster en el sistema de comunicacion X3/X5/X8 de OpenScape Business.
Hay que distinguir si para usar las funciones de UC Booster se utiliza la
OpenScape Business UC Booster Card o el OpenScape Business UC Booster
Server.

La configuracion inicial de OpenScape Business UC Booster se realiza con
el programa de administraciéon OpenScape Business Assistant (la "Gestion
basada en Web" 0o"WBM").

En los siguientes capitulos encontrara informacién detallada sobre la
administracion de las prestaciones no incluidas en la configuracion inicial.

Configuracion inicial de la OpenScape Business UC Booster Card

La OpenScape Business UC Booster Card se monta en el sistema de
comunicacion X3/X5/X8 de OpenScape Business y se configura para el
servicio. A continuacion se configuran las funciones de OpenScape Business
UC Booster.

Los pasos de la configuracion inicial son diferentes si la UC Booster Card
se pondra por primera vez en servicio junto con el sistema de comunicacién
X3/X5/X8 de OpenScape Business o si se va a integrar en un sistema de
comunicacion X3/X5/X8 de OpenScape Business ya configurado.

Vision general de los pasos de instalacion para las dos opciones:

Integracion en un nuevo sistema de comunicaciéon Integraciéon en un sistema de comunicacién
existente

Copia de seguridad de los datos de configuracion del
sistema de comunicacion en la pagina 266

Montaje de la UC Booster Card Montaje de la UC Booster Card

La UC Booster Card se monta en el sistema de La UC Booster Card se monta en el sistema de
comunicacion X3/X5/X8 de OpenScape Business. comunicacion X3/X5/X8 de OpenScape Business.
Para una descripcion, véase Para una descripcion, Para una descripcion, véase Para una descripcion,
véase OpenScape Business, Documentacion de véase OpenScape Business, Documentacion de
servicio, Montaje del hardware - Descripcion de los servicio, Montaje del hardware - Descripcion de los
modulos. modulos.

Configuracién de la UC Booster Card Configuracion de la UC Booster Card

La UC Booster Card se configura durante la La UC Booster Card se configura con posterioridad en
instalacién inicial del sistema de comunicacion X3/X5/ un sistema de comunicacion X3/X5/X8 de OpenScape
X8 de OpenScape Business. Business ya configurado.

Para consultar una descripcion, véase Integracion en  Para consultar una descripcion, véase Integracion en
la LAN de clientes en la pagina 191. la LAN de clientes en la pagina 191.

Si desea consultar los detalles especificos de la
configuracioén, véase Configuracion de la UC Booster
Card en la pagina 268
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Integraciéon en un nuevo sistema de comunicacién Integracion en un sistema de comunicacién

Configuracion basica

existente

Configuracion basica

La configuracion basica se realiza en el momento de  La configuracion basica se realiza con posterioridad
la instalacién inicial del sistema de comunicacién X3/ en un sistema de comunicacion X3/X5/X8 de
X5/X8 de OpenScape Business. OpenScape Business ya configurado.

Para consultar una descripcion, véase Configuracion  Para consultar una descripcion, véase Configuracion

basica en la pagina 202.

Tareas finales

béasica en la pagina 202.

Para conocer las caracteristicas especiales de la
configuracién basica, véase Configuracion basica en
la pagina 276

Tareas finales

Las tareas finales (incluyendo el registro de licencia Las tareas finales (incluyendo el registro de licencia
de los clientes de UC) se realizan durante la de los clientes de UC) se realizan durante la
instalacién inicial del sistema de comunicacion X3/X5/ instalacion inicial del sistema de comunicacién X3/X5/

X8 de OpenScape Business.

X8 de OpenScape Business.

Para consultar una descripcion, véase Tareas finales  Para consultar una descripcion, véase Tareas finales

en la pagina 250.
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en la pagina 250.

Para conocer las caracteristicas especiales de las
actividades finales, véase Tareas finales en la pagina
276

Instalacion inicial del OpenScape Business UC Booster Server

El OpenScape Business UC Booster Server es integrado en la LAN de clientes
junto con el sistema de comunicacion X3/X5/X8 de OpenScape Business.

El software de comunicacién OpenScape Business para OpenScape Business
UC Booster Server, que proporciona la funcionalidad OpenScape Business UC
Booster, se instala en el sistema operativo Linux SLES 12 SP5 de 64 bits. EI
software de comunicacion puede operar directamente con un servidor Linux o
en un entorno virtual con VMware vSphere. La instalaciéon del sistema operativo
Linux se describe en la guia de instalaciéon OpenScape Business, Instalacion
del servidor Linux.

El OpenScape Business UC Booster Server tiene una Gestion basada en Web
(WBM) propia. Esta Gestion basada en Web se utiliza para la actualizacion de
software, para hacer copias de seguridad de datos de configuracion y para el
diagnostico del OpenScape Business UC Booster Server. La instalacion inicial
del OpenScape Business UC Booster Server se realiza con la Gestién basada
en Web (WBM) del sistema de configuracion.

Los pasos de la instalacion inicial son diferentes si el UC Booster Server se
pone en servicio por primera vez junto con el sistema de comunicacion X3/X5/
X8 de OpenScape Business o si se integra posteriormente en un sistema de
comunicacion X3/X5/X8 de OpenScape Business ya configurado.

Visién general de los pasos de instalacién para las dos opciones:
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Requisitos para la puesta en servicio inicial

Integracion en un nuevo sistema de comunicacién

Instalacién del servidor Linux

La instalacion del servidor Linux se describe en las
instrucciones de instalacion del servidor Linux de
OpenScape Business.

Instalacién del software de comunicacion

Integracion en un sistema de comunicacion
existente

Copia de seguridad de los datos de configuracion del
sistema de comunicacion

Instalacion del servidor Linux

La instalacion del servidor Linux se describe en las
instrucciones de instalacion del servidor Linux de
OpenScape Business.

Instalacion del software de comunicacion

Configuracion del UC Booster Server

El UC Booster Server se configura durante la
instalacion inicial del sistema de comunicacién X3/X5/
X8 de OpenScape Business.

Para consultar una descripcion, véase Integracion en
la LAN de clientes en la pagina 191.

Configuracion del UC Booster Server

El UC Booster Server se configura posteriormente en
un sistema de comunicacion X3/X5/X8 de OpenScape
Business ya configurado.

Para consultar una descripcion, véase Integracion en
la LAN de clientes en la pagina 191.

Si desea consultar los detalles especificos de la
configuracién, véase Configuracion del UC Booster
Server en la pagina 272

Configuracion basica

La configuracion basica se realiza en el momento de
la instalacion inicial del sistema de comunicacion X3/
X5/X8 de OpenScape Business.

Para consultar una descripcion, véase Configuracion
basica en la pagina 202.

Configuracion basica

La configuracion basica se realiza con posterioridad
en un sistema de comunicacion X3/X5/X8 de
OpenScape Business ya configurado.

Para consultar una descripcion, véase Configuracion
basica en la pagina 202.

Para conocer las caracteristicas especiales de la
configuracion basica, véase Configuracion basica en
la pagina 276

Tareas finales

Las tareas finales (incluyendo el registro de licencia
de los clientes de UC) se realizan durante la
instalacion inicial del sistema de comunicacion X3/X5/
X8 de OpenScape Business.

Para consultar una descripcion, véase Tareas finales
en la pagina 250.

Tareas finales

Las tareas finales (incluyendo el registro de licencia
de los clientes de UC) se realizan durante la
instalacion inicial del sistema de comunicacion X3/X5/
X8 de OpenScape Business.

Para consultar una descripcion, véase Tareas finales
en la pagina 250.

Para conocer las caracteristicas especiales de las
actividades finales, véase Tareas finales en la pagina
276

10.1 Requisitos para la puesta en servicio inicial

Si se cumplen los requisitos para la puesta en servicio inicial, se garantiza el
funcionamiento correcto del OpenScape Business UC Booster.
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General

En funcién del hardware utilizado (teléfonos, etc.) y de la infraestructura
existente, se aplican los siguientes requisitos generales:

El sistema de comunicacion X3/X5/X8 de OpenScape Business esta
configurado y operativo.

La infraestructura LAN (router Internet, conmutadores, etc.) esta disponible y
se puede utilizar.

Los teléfonos IP estan conectados con la LAN de clientes.

Se recomienda un acceso a Internet de banda ancha para la actualizacion
de software y el acceso remoto.

Se tienen todas las licencias necesarias para el OpenScape Business UC
Booster (p.ej., Clientes de UC, Gate View, Directory Services, etc.). Si se
hace una integracion en un sistema de comunicacion con licencia, no hay un
periodo de activacion.

Hay disponible, y se conoce, un esquema de direcciones IP.

Hay disponible, y se conoce, un plan de numeracion.

Para UC Booster Card

Para el servicio de la UC Booster Card deben cumplirse los siguientes
requisitos.

Hardware de OpenScape Business:

Se ha instalado la UC Booster Card.
Switch:

El conmutador (o switch) que se utiliza para conectar la UC Booster Card
con el sistema de comunicacion debe ser compatible con IPv6, para que

la UC Booster Card reciba una direccioén IP durante la puesta en servicio
inicial.

Si el switch no es compatible con IPv6, el LED rojo del sistema de
comunicacién parpadea. En este caso, el puerto de administracion del
sistema se debe conectar con el segundo puerto LAN de la UC Booster
Card mediante un cable Ethernet adicional. De esta forma, la UC Booster
Card recibe automaticamente una direccion IP IPv4 mediante el protocolo
IPv6. En cuanto la tarjeta UC Booster Card esté accesible a través de IP, se
apaga el LED rojo del sistema de comunicacién. A continuacion, se puede
introducir la direccién IP deseada para UC Booster Card durante la puesta
en servicio inicial. La comunicacién entre el sistema y la UC Booster Card se
realiza ahora a través de la conexion IPv4 del conmutador.

Nota: Si se reinicia o recarga el sistema, no hay que
desconectar el cable Ethernet adicional.

Kit de ventilador:

La UC Booster Card requiere un ventilador adicional. El kit de ventiladores
depende del sistema de comunicacion.

Tapa de la carcasa:

Con OpenScape Business X3W se requiere una tapa de la carcasa nueva
para el kit de ventiladores para la UC Booster Card.

Con la migracion de sistemas HiPath 3000, para OpenScape Business
X3W/X5W y X3R/X5R se requieren nuevas tapas de la carcasa para el kit
de ventiladores para la UC Booster Card.
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» Software de comunicacion:

El software del sistema de comunicacion debe estar actualizado con la
ultima version de software publicada. Hay que tener cuidado de utilizar la
imagen que incluya el software de la UC Booster Card.

» Navegador Web:

Para la puesta en servicio inicial de la UC Booster Card con el OpenScape
Business Assistant (Gestion basada en Web, WBM) se utiliza el PC de
administracion. La Gestion basada en Web (WBM) se basa en navegador,
por lo que es independiente del sistema operativo. Se necesita una
resolucién de pantalla de 1024x768 o superior.

Son compatibles los siguientes navegadores web con HTML 5:

Microsoft Internet Explorer
Microsoft Edge

Mozilla Firefox

Google Chrome

Para consultar qué versiones de los navegadores Web son compatibles,
véase las Notas de las version de software. Si hay instalada una versién
anterior del navegador Web, hay que instalar la actual para poder comenzar
la puesta en servicio inicial.

Nota: Entre la placa base y la tarjeta UC Booster se
requiere acceso directo a la red.

Para UC Booster Server

Para el servicio del UC Booster Server hay que cumplir los siguientes
requisitos.

e Linux Server:

El servidor Linux necesario para OpenScape Business S se ha instalado
siguiendo las Instrucciones de instalacion del servidor Linux de OpenScape
Business, esta operativo y esta integrado en la LAN de clientes.

» Software de comunicacion OpenScape Business:

Se dispone del DVD de instalacién con el software de comunicacion
OpenScape Business. Una vez finalizada la instalacion del software hay que
actualizar el software del sistema de comunicacion y el software del sistema
de comunicacioén del UC Booster Server, por separado, a la ultima version
de software publicada. La version debe ser la misma en ambos casos.

* DVD con sistema operativo Linux SLES 12 SP5 de 64 bits

ElI DVD de Linux también puede ser necesario en la instalacién del

software de comunicacion OpenScape Business si hay que instalar
posteriormente los paquetes de software (RPM) necesarios para el software
de comunicacion.

» Navegador Web:

Para la puesta en servicio inicial del UC Booster Server con el OpenScape
Business Assistant (Gestién basada en Web, WBM) se puede utilizar el
servidor Linux o el PC de administracion. La Gestion basada en Web (WBM)
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se basa en navegador, por lo que es independiente del sistema operativo.
Se necesita una resolucion de pantalla de 1024x768 o superior.

Son compatibles los siguientes navegadores web con HTML 5:

— Microsoft Internet Explorer (PC de administracion).

— Microsoft Edge

— Mozilla Firefox (servidor Linux/PC de administracion)
— Google Chrome

Para consultar qué versiones de los navegadores Web se deben utilizar,
véase las Notas de las versién de software. Si hay instalada una version
anterior del navegador Web, hay que instalar la actual para poder comenzar
la puesta en servicio inicial.

* Firewall:

Si se establece conexion con Internet se requiere un firewall para el servidor
Linux, a fin de impedir el acceso no autorizado desde el exterior. Después
de instalar Linux, el firewall de Linux esta activado. Con el programa de
instalacion del software de comunicacioén se ajusta el firewall de forma tal
que permita el funcionamiento correcto del software de comunicacion. Los
puertos para el software de comunicacion se abren y todos los demas se
cierran.

Si en la red se utiliza un firewall externo, hay que desactivar el firewall
Linux y liberar los puertos y las direcciones necesarios para el software de
comunicacion (véase Puertos utilizados en la pagina 279).

10.2 Copia de seguridad de los datos de configuracion del sistema de

comunicacion

Antes de instalar OpenScape Business UC Booster hay que hacer una
copia de seguridad de los datos de configuracién existentes del sistema de
comunicacién OpenScape Business.

La copia de seguridad se realiza en la Gestién basada en Web (WBM) del
sistema de comunicacién OpenScape Business.

Los datos se pueden almacenar en distintos medios de copia de seguridad
(cono por ejemplo un soporte USB o una unidad de red).

10.2.1 Cémo realizar la copia de seguridad

266

Requisitos previos

Ha iniciado sesién en la Gestion basada en Web (WBM) del sistema de
comunicacion con el perfil Avanzado.

Para hacer una copia de seguridad de datos en un soporte USB, este debe
estar conectado con la interfaz de servidor USB del sistema de comunicacion.
Paso a paso

1) En la barra de navegacién, haga clic en Almacenamiento de datos.
2) En el arbol de navegacion, haga clic en Guardar - inmediatamente.
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3) En el area Nombre, y en el campo Comentario, introduzca un comentario
para el conjunto de copias de seguridad. Este comentario permitira
identificar con mayor facilidad el conjunto de copias de seguridad en caso
de que sea necesaria una recuperacion. Al hacer la entrada evite el uso de
diéresis y caracteres especiales.

4) En el érea Equipo, active la unidad de destino en la que desea guardar el
conjunto de copias de seguridad.

5) Haga clic en OK & Continuar. Se abrira una nueva ventana con el progreso
del proceso de guardado.

6) El mensaje Guardar en orden indica que la copia se ha realizado con
éxito. aparece. Haga clic en Salir.

7) Si utiliza como soporte de copia de seguridad un stick USB, espere hasta
que el LED del stick USB deje de parpadear. Solo entonces habra finalizado
la copia de seguridad en el stick USB. A continuacion, extraiga el stick USB.

8) Ya ha finalizado la copia de seguridad de datos con la Gestién basada en
Web (WBM). Cierre la Gestion basada en Web (WBM), haciendo clic en el
enlace Finalizar sesioén y, a continuacién, cerrando la ventana.

10.3 Puesta en servicio de la UC Booster Card

La puesta en servicio de la UC Booster Card incluye el montaje en el sistema
de comunicacion OpenScape Business y la configuracion inicial para el
correcto funcionamiento.

Una vez finalizada correctamente la configuracion, hay que hacer una
actualizacion de software.

10.3.1 Montaje de la UC Booster Card

La UC Booster Card se integra en el sistema de comunicacion OpenScape
Business. El slot para la UC Booster Card depende del sistema de
comunicacion.

El montaje de la UC Booster Card se describe detalladamente en la
Documentacion de servicio, Montaje del hardware, capitulo "Descripcion de los
maodulos”.

La UC Booster Card se puede integrar en los siguientes sistemas de
comunicacién OpenScape Business:

* OpenScape Business X3R y X5R (OCCMR)

UC Booster Card con kit de ventiladores adicional.
* OpenScape Business X3W y X5W (OCCM)

UC Booster Card con kit de ventiladores adicional.

Para OpenScape Business X3W, se requiere una nueva tapa de la carcasa
para el kit de ventiladores.

» OpenScape Business X8 (OCCL)

UC Booster Card con kit de ventiladores adicional.
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10.3.2 Configuracion de la UC Booster Card

Durante la configuracién se definen todos los ajustes de configuracion basicos
para el servicio de la UC Booster Card.

La UC Booster Card se configura con el asistente Instalacién inicial de la
Gestion basada en Web (WBM) del sistema de comunicaciéon. Encontrara la
descripcién de la configuracion en el capitulo Instalacién inicial de OpenScape
Business X3/X5/X8.

El asistente Instalacion inicial de la Gestion basada en Web (WBM) incluye
la configuracion inicial de todo el sistema de comunicacién. Para operar

la OpenScape Business UC Booster Card son importantes las siguientes
configuraciones:

* Direccion IP de la UC Booster Card

La UC Booster Card requiere una direccion IP propia del segmento de red
del sistema de comunicacion.

e Seleccion de la Soluciéon UC

Puede seleccionar la solucién de Comunicaciones Unificadas UC Smart o
UC Suite.

Al cambiar la direccion IP de la UC Booster Card o de la solucion de
Comunicaciones Unificadas se reinicia el sistema de comunicacion.

10.3.3 Actualizacién de software para la UC Booster Card

Para que la UC Booster Card funcione correctamente hay que actualizar
el software del sistema de comunicacién. Al hacerlo, se instalan todos los
componentes de software faltantes para la UC Booster Card.

Si el software del sistema de comunicacién ya esta actualizado, hay que volver
a actualizar el sistema con el software actual para que todos los componentes
necesarios para las funciones de UC Booster se instalen con posterioridad.

La actualizacién de software se puede realizar por Internet o a través de un
archivo de imagen disponible en el Software Download Server. Al actualizar
mediante el archivo de imagen hay que utilizar el archivo de imagen que
incluya las partes de la UC Booster Card (osbiz..._ocab.tar).

10.3.3.1 Cémo ejecutar una actualizacién de software
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Requisitos previos

Hay disponible un acceso a Internet.

Ha iniciado sesién en Gestion basada en Web (WBM) con el perfil Advanced
(Avanzado)).

Paso a paso

1) En la barra de navegacion, haga clic en Centro de servicios.

2) En el arbol de navegacion, haga clic en Actualizaciéon de software >
Actualizacion a través de Internet. Se muestra la version de software
instalada actualmente.
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3) Haga clic en OK & Continuar.

4) Lea el acuerdo de licencia (EULA) y, a continuacion, active el campo de
opcién Acepto del acuerdo de licencia.

5) Haga clic en OK & Continuar.

6) Active el campo de opcién Iniciar accién - Inmediatamente / inmed. tras
transmision.

7) Haga clic en OK & Continuar. La actualizacién de software se carga en el
sistema de comunicacion en segundo plano y se activa automaticamente
después de la transferencia. Después de reiniciar dos veces, el software
esta actualizado.

Nota: Puede cerrar la ventana del navegador en cualquier
momento.

8) Puede consultar el estado actual de la actualizacion con la Gestion basada
en Web (WBM) en Centro de servicios > Actualizacion de software >
Estado.

10.4 Puesta en servicio del UC Booster Server

La puesta en servicio del UC Booster Server incluye la instalacion del software
de comunicacion OpenScape Business en el servidor Linux y la configuracion
inicial para el funcionamiento correcto.

Una vez finalizada correctamente la configuracién, hay que hacer una
actualizacion de software.

10.4.1 Instalacion del software de comunicacion

El software de comunicacion OpenScape Business se instala en el servidor
Linux mediante el DVD de OpenScape Business.

Tenga en cuenta que las direcciones IP y las mascaras de red que se van a
configurar deben corresponderse con la LAN de clientes.

Servidor DHCP

Un servidor DHCP asigna automaticamente una direccioén IP a las extensiones
IP (teléfonos IP, PC, etc.) y les suministra datos especificos de red (como, por
ejemplo, la direcciéon IP del gateway estandar).

Como servidor DHCP se puede utilizar un servidor DHCP externo (p.ej. el
servidor DHCP del router Internet o del sistema de comunicacién) o el servidor
DHCP del servidor Linux. Si se va a utilizar el servidor DHCP del servidor
Linux, hay que desactivar el servidor DHCP externo. El servidor DHCP Linux
se puede configurar durante la instalacion del software de comunicacion
OpenScape Business.

Entorno virtual

El software de comunicacién se puede ejecutar en un entorno virtual. Para
ello, en el PC de servidor se instala y configura previamente el software de
virtualizacion (sistema operativo host). A continuacion se instala Linux como
sistema operativo invitado. En el sistema operativo Linux, el software de
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comunicacion es lo ultimo que se instala (véase las Instrucciones de instalacién
de OpenScape Business, Linux Server para informarse en profundidad).

Uso de snapshots en maquinas virtuales (VM):

Los snapshots pueden ser un mecanismo de mantenimiento muy util, por
ejemplo para realizar un rollback rapido a un estado operativo predefinido
de la maquina virtual después de que se produzca un fallo en un script de
distribucion en masa.

* Los snapshots no se pueden ejecutar durante el estado operativo. Mientras
se recupera un snapshot, se bloquea el estado operativo de la maquina
virtual. Por ello, los terminales y las aplicaciones conectados (teléfonos IP o
clientes UC) pueden perder la conexiéon con el servidor.

* Los snapshots pueden ocasionar que los procesos internos del servidor
pierdan sincronizacion y que no se pueda seguir garantizando la estabilidad
del sistema de comunicacion. Por ello, cada vez que se ejecute el
snapshot hay que planificar un reinicio del servidor dentro de las tareas de
mantenimiento.

» Durante el servicio normal, no pueden permanecer snapshots previos en el
entorno de produccién.

* Los snapshots se pueden recuperar durante unas tareas de mantenimiento
programadas o en el marco de la instalacion.

* Los snapshot son utilizados internamente por herramientas de copia de
seguridad como VDP o VDR. Hay que asegurarse de que estos procesos
de copia de seguridad estén planificados fuera de los horarios de trabajo y
de que los snapshots que generan estas herramientas se borran al final del
proceso.

Puede obtener mas informacion sobre Snapshot en la Knowledge Base (KB)
de VMware. Un buen punto de partida es el articulo 1025279 de la KB "Best
Practices for virtual machine snapshots in the VMware environment" (Practicas
recomendadas para snapshots de maquina virtual en el entorno VMware)
(http://kb.vmware.com/kb/1025279).

10.4.1.1 Como instalar el software de comunicacion en un servidor Linux o en un
entorno virtual

Requisitos previos

» El sistema operativo SLES 12 SP5 se ha instalado correctamente en el
servidor Linux y se ha iniciado.

» DVD o archivo .ISO con el software de comunicaciéon OpenScape Business.

» DVD o archivo .ISO con sistema operativo Linux SLES 12 SP5 (64 bits) por
si es necesaria la instalacion posterior de paquetes de software (RPM).

« Se dispone de los datos de acceso raiz (hombre de usuario y contrasefa)
para iniciar sesion en el servidor Linux.

Importante: El software de comunicacion OpenScape
Business sobrescribe durante la instalacién los posibles
archivos de configuracion (por ejemplo, para DHCP, FTP,
Postfix, etc.).
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Paso a paso

1)
2)

3)

4)

5)

6)

7)

8)

9)

Inicie sesion en el servidor Linux con los derechos de acceso raiz.

Inserte el DVD o el archivo .ISO grabado de OpenScape Business en la
unidad lectora de DVD.

Confirme la advertencia con Run (Ejecutar). Se muestra la ventana
"Welcome" (Bienvenido).

Seleccione el idioma deseado para la instalacion (p.ej., English) y haga
clic en Start (Iniciar). Los demas pasos de instalacién se describen para el
idioma inglés.

En la lista, seleccione el producto deseado y haga clic en Select
(Seleccionar). Se comprueba si el hardware cumple los requisitos para la
instalacién. Si no se alcanzan los requisitos por un minimo, se emite un
aviso. Tras confirmar haciendo clic en Continuar, se puede continuar con
la instalacién. Si los requisitos no se alcanzan de forma considerable, la
instalacion se cancela automaticamente.

Se comprueba si hay que instalar paquetes RPM adicionales. Si es asi,
confirmelo con Confirm (Confirmar). Si esto sucede, debera volver a
cambiar al DVD de SLES 12 o al archivo .ISO grabado mas tarde.

Aparece una ventana con el acuerdo de usuario (EULA, End User License
Agreement). Lea las condiciones de la licencia y acéptelas con Yes (Si).

Si en la LAN de clientes ya hay un servidor DHCP (p.ej., el servidor DHCP
del router Internet), interrumpa aqui la configuracion del servidor DHCP
Linux con la opcion No. Continde con el paso 12.

Nota: Para poder actualizar automaticamente el software
de los teléfonos de sistema al utilizar un servidor DHCP
externo, hay dos opciones:

a) en todos los teléfonos de sistema se debe registrar la
direccion IP del servidor Linux como direccion DLS.

b) en cada servidor DHCP externo se deben registrar los
datos especificos de red. Puede encontrar los parametros
correspondientes en /var/log/OPTI.txt.

Si quiere utilizar el servidor DHCP Linux, haga clic en Yes (Si) para activar
el servidor DHCP de Linux y hacer la configuracion.

10) Introduzca los siguientes valores (preasignados con valores estandar):

* Ruta estandar: direccion IP del gateway estandar, por norma general,
la direccion IP del router de Internet, por ejemplo, 192.168.5.1.

+ Dominio (opcional): los dominios indicados durante la instalacion de
Linux, por ejemplo, <cliente>.com

+ Servidor DNS (opcional): direccion IP del servidor DNS especificado
durante la instalacion de Linux. Si en la red interna no hay ninguin
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10.4.2 Configuracion
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servidor DNS, puede introducir aqui la direccién IP del router de
Internet (por ejemplo, 192.168.5.1).

» Servidor SNTP: direccion IP del servidor NTP interno o externo.

+ Servidor DLS/DLI: direccion IP del servidor DLS, es decir, la direccion
IP del servidor Linux (por ejemplo, 192.168.5.10).

» Subred: la subred correspondiente al area de direcciones IP, por
ejemplo, 192.168.5.0.

» Mascara red: la mascara de subred del servidor Linux indicada durante
la instalacion de Linux, por ejemplo, 255.255.255.0.

+ Comienzo de area de IP y Final de area de IP: area de direcciones IP
utilizara el servidor DHCP para asignar las direcciones IP, por ejemplo,
192.168.5.100a192.168.5.254.

11) Haga clic en Continue (Continuar).

12) Después de la instalacion hay que reiniciar el sistema operativo Linux.
Active la casilla de verificacion PC Reboot (Reiniciar PC) y confirme la
accion con Continue (Continuar).

13) Si es necesario instalar paquetes RPM adicionales, se le pedira insertar
el DVD o el archivo .ISO de SLES 12. Introduzca el DVD o el archivo .ISO
y confirme la accién con Continue (Continuar). Una vez finalizada
la instalacion de los paquetes RPM, introduzca de nuevo el DVD de
OpenScape Business y confirme la accién con Continue (Continuar) y
Run (Ejecutar).

14) Se instala el software de comunicacion OpenScape Business. A
continuacion, el sistema operativo se reinicia automaticamente.

15) Después de reiniciar, inicie sesion con la cuenta de usuario que ha
configurado previamente en la instalacion de Linux.

16) Haga clic en el escritorio con el botén secundario del ratén sobre el
simbolo de la unidad de DVD y seleccione la opcién de menu Eject
(Expulsar). Extraiga el DVD de OpenScape Business de la unidad lectora
de DVD.

Nota: Pasan algunos minutos hasta que todos los
componentes del software de comunicacion OpenScape
Business estan activos.

del UC Booster Server

Durante la configuracién se definen los ajustes de configuracién basicos para el
servicio del UC Booster Server.

El UC Booster Server se configura con el asistente Instalacion inicial de la
Gestion basada en Web (WBM) del sistema de comunicacion. Encontrara la
descripcién de la configuracion en el capitulo Instalacion inicial de OpenScape
Business X.

El asistente Instalacion inicial de la Gestiéon basada en Web (WBM)
incluye la configuracion inicial de todo el sistema de comunicacion. Para
operar el OpenScape Business UC Booster Server son importantes estas
configuraciones:
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» Seleccion de la Solucién UC

Puede seleccionar la soluciéon de Comunicaciones Unificadas UC Smart o
UC Suite. Para ello también hay que registrar la direccion IP del servidor
Linux.

Al cambiar la solucién de Comunicaciones Unificadas se reinicia el sistema
de comunicacion.

Ademas, en la Gestiéon basada en Web (WBM) del UC Booster Server hay que
indicar la direccion IP del sistema de comunicacion.

10.4.2.1 Comunicar la direccion IP del sistema de comunicaciéon

Requisitos previos
El UC Booster Server esta integrado en la LAN de clientes y esta operativo.

El sistema de comunicacion OpenScape Business esta operativo.

Paso a paso

1) En el PC Linux, inicie el navegador Web y abra la Gestion basada en Web
(WBM) del OpenScape Business Server con esta direccion:

https://<Direccién IP del servidor Linux>, por ejemplo,
https://192.168.1.10

2) Si el navegador Web notifica un problema con un certificado de seguridad,
instale el certificado (en el ejemplo se utiliza Internet Explorer V10).
a) Cierre el navegador Web.

b) Abra el navegador Web con derechos de administrador. Para ello, haga
clic con el botén secundario del ratén en el simbolo del navegador
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3)

4)

5)

6)
7)
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Web y en el menu contextual seleccione la entrada Ejecutar como
administrador.

c) Autorice el control de cuentas de usuario.

d) Acceda a la Gestién basada en Web (WBM) del servidor OpenScape
Business con la siguiente direccién:

https://<Direccién IP del servidor Linux>, por ejemplo,
https://192.168.1.10

e) Haga clic en Continuar cargando este sitio Web.

f) Haga clic en el mensaje Error de certificado en la barra de
navegacion del navegador Web.

g) Haga clic en Mostrar certificados.

h) Haga clic en Instalar certificado (solo visible con derechos de
administrador).

i) Seleccione la opcién Ordenador local y confirme la accién con
Continuar.

i) Seleccione la opcidon Colocar todos los certificados en el siguiente
almacén, haga clic en Examinar e introduzca Entidades emisoras
raiz de confianza.

k) Confirme con Aceptar y, a continuacion, con Continuar y Finalizar.

I) Confirme el certificado de importacién con Aceptar y cierre la ventana
del certificado con Aceptar.

m) Cierre el navegador Web.

n) Inicie de nuevo el navegador Web (sin derechos de administrador) y
acceda a la Gestion basada en Web (WBM) del servidor OpenScape
Business con la siguiente direccion:

https://<Direccién IP del servidor Linux>, por ejemplo,
https://192.168.1.10
Arriba a la derecha, haga clic en la abreviatura de idioma y en el menu
seleccione el idioma para visualizar la interfaz de la Gestidon basada en
Web (WBM). La pagina de registro aparece en el idioma seleccionado.
En el primer campo en Inicio de sesion, introduzca el nombre de usuario
estandar administrador@sistema para acceder como administrador.

Nota: Si después de introducir Administrador pasa al
campo Contrasefia, @system se afiade automaticamente.

En el segundo campo en Inicio de sesidn, indique la contrasefia estandar
administrator para acceder como administrador.

Haga clic en Inicio de sesién.

Estos pasos solo son necesarios una vez, al iniciar sesién por primera vez

en la Gestion basada en Web (WBM):

a) En el campo Contraseiia, vuelva a introducir la contrasefia estandar
administrator.

b) En los campos Nueva contraseia y Confirmar nueva contrasefia,
introduzca una nueva contrasefa para proteger el sistema contra el
uso indebido. Esta opcion distingue entre mayusculas y minusculas;
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compruebe también las teclas Num y BlogMayus (tecla de ajuste fijo).
La contrasefa aparece oculta con asteriscos (*).

Nota: La contrasena debe tener una extension
minima de 8 caracteres e incluir una cifra. Recuerde
exactamente cual es esa contrasena.

c) Haga clic en Inicio de sesion.

d) Seleccione la fecha actual e introduzca la hora correctamente.

e) Haga clic en OK & Continuar. La sesion de Gestidon basada en Web
(WBM) finaliza automaticamente.

f) En el primer campo en Inicio de sesidn, introduzca el nombre de
usuario estandar administrador@sistema para acceder como
administrador.

Nota: Sidespués de introducir Administrador
pasa al campo Contraseina, @system se afiade
automaticamente.

g) En el segundo campo en Inicio de sesion introduzca la contrasefa
que acaba de definir para acceder como administrador.

h) Haga clic en Inicio de sesién. Se abre la pagina de inicio de la Gestion
basada en Web (WBM).

i) En la barra de navegacion, haga clic en Administradores.

j) Enlalista de administradores active la casilla de verificacion que hay
delante de la entrada Administrador.

k) Haga clic en Editar.

[) En la lista desplegable Rol de usuario, seleccione el perfil de usuario
Experto.

m) Haga clic en OK & Continuar.

n) Cierre sesién en la Gestion basada en Web (WBM) con el enlace
Finalizar sesion de la esquina superior derecha.

0) Vuelva a iniciar sesion en la Gestién basada en Web (WBM) con el
nombre de usuario estandar administrator@systemy la nueva
contrasefia.

8) En la barra de navegacion, haga clic en Modo Experto.
9) En el arbol de navegacion, haga clic en Mantenimiento > Configuracion.

10) En la pestafia Modificar direccion IP de gateway, en Direccién IP del
gateway, introduzca la direccion IP del sistema de comunicacion, por
ejemplo, 192.168.1.2.

11) Haga clic en Aplicar.

10.4.3 Actualizacién de software para el UC Booster Server

Para que el UC Booster Server funcione correctamente, hay que actualizar
el software del sistema de comunicacion y el software del sistema de
comunicacién del UC Booster Server con la misma versién de software.

Si el software del sistema de comunicacion ya esta actualizado, solo hay que
actualizar el software del UC Booster Server.

La actualizacién de software se puede realizar por Internet o a través de un
archivo de imagen disponible en el Software Download Server. Al actualizar
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Configuracién basica

el UC Booster Server mediante el archivo de imagen hay que asegurarse de
utilizar el archivo de imagen que incluya las partes del UC Booster Server
(osbiz..._pcx.tar).

10.5 Configuracion basica

10.6 Tareas finales

276

Durante la configuracién basica se definen los ajustes de configuracion mas
importantes para el servicio de OpenScape Business UC Booster.

La configuracion basica para la UC Booster Card y para el UC Booster
Server se realiza con el asistente Instalacion basica de la Gestion basada
en Web (WBM) del sistema de comunicacion. Encontrara la descripcién

de la configuracion basica en el capitulo Instalacién inicial de OpenScape
Business X.

La configuracion basica incluye la configuracion de todo el sistema de
comunicacion. Para el servicio del OpenScape Business UC Booster son
importantes las siguientes configuraciones:

« Datos de extension

Se pueden ajustar numeros de teléfono especiales necesarios para el
servicio de OpenScape Business UC Booster. Aqui se puede indicar por
ejemplo el nimero de teléfono del buzén de voz (Voicemail) de la UC Suite.

» Configuracion de la UC Booster Card

Si en el sistema de comunicacion hay integrada una UC Booster Card, hay
que iniciar la configuraciéon automatica de la UC Booster Card.

* Ajustes de conferencia Meet-Me

Con OpenScape Business UC Booster esta disponible la prestacion
de conferencia Meet-Me. El numero de teléfono y el numero de acceso
telefénico preasignados para la conferencia Meet-Me se pueden modificar.

Una vez finalizada la instalacion inicial y la instalacién basica con Gestion
basada en Web (WBM), es necesario realizar algunos ajustes de configuracion
importantes para el servicio de OpenScape Business UC Booster.

Las tareas finales se hacen con la Gestién basada en Web (WBM) del sistema
de comunicacién, tanto para la UC Booster Card como para el UC Booster
Server. Encontrara la descripcion de las tareas finales en la ayuda online o en
el capitulo Instalacién inicial de OpenScape Business X de la documentacion
para el administrador de OpenScape Business.

Para el correcto funcionamiento del OpenScape Business UC Booster son
importantes las siguientes tareas finales:

« Active y asigne licencias

Para poder utilizar las funciones de OpenScape Business UC Booster, al
hacer una integracion en un sistema de comunicacion ya registrado hay

que activar inmediatamente las licencias. Al hacer una integracion en un
sistema de comunicacion que todavia no esté registrado, las licencias se
tienen que activar en un plazo de 30 dias. Una vez terminada correctamente
la activacién, hay que asignar las licencias a extensiones. En un sistema
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independiente, las licencias para las prestaciones a nivel de sistema se
habilitan ya con la activacion.

» Como preparar los clientes de UC para la instalacion

Los clientes de UC forman parte de la UC Suite. La Gestion basada en Web
(WBM) puede acceder a los archivos de instalacion de los clientes de UC,
que se pueden aprovisionar a las extensiones IP tanto de forma automatica
como manual.

» Realizar un almacenamiento de datos
Hay que guardar los cambios realizados previamente en OpenScape

Business. La copia de seguridad se puede guardar como conjunto de copias
de seguridad en un soporte USB o en la red interna.

Con la UC Booster Card basta con hacer una copia de seguridad de datos
del sistema de comunicacion. Con el UC Booster Server hay que hacer una
copia de seguridad de los datos del sistema de comunicacion y también de
los datos del software de comunicacién del UC Booster Server.

10.7 Desinstalacion del software de comunicacion

El software de comunicacion se puede desinstalar mediante una consola de
texto.

10.7.1 Como desinstalar el software de comunicacion

Paso a paso

1) Abra un terminal (por ejemplo, el terminal GNOME).
2) En la interfaz Shell, introduzca el comando su (para superuser = root) y
confirme la entrada con la tecla Intro.

3) En lainterfaz Shell, introduzca la contrasefia del usuario "root" y confirme la
entrada con la tecla Intro.

4) En la interfaz Shell, introduzca el comando oso_deinstall.shy
confirme la entrada con la tecla Intro. Siga las indicaciones del programa de
desinstalacion.

10.8 Actualizacion de UC Booster Card a UC Booster Server

Para actualizar un sistema de comunicacion OpenScape Business con UC
Booster Card integrada a un sistema de comunicacion OpenScape Business
con UC Booster Server conectado, hay que seguir los pasos descritos a
continuacion.

Pasos de actualizacion

Siga estos pasos en orden:
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1)

2)

3)

4)

5)

6)

Copia de seguridad de los datos de configuracion

Haga una copia de seguridad de los datos de configuracion del sistema de
comunicacion.

Para una descripcion de la copia de seguridad de datos, véase Instalacion
inicial de OpenScape Business UC Booster - Copia de seguridad de los
datos de configuracion del sistema de comunicacion.

Cambio de la direccion IP de la UC Booster Card

En la Gestion basada en Web (WBM) del sistema de comunicacion (con el
asistente Instalacion inicial) modifique la direccion IP de la UC Booster
Card con una direccién IP que no esté en uso. Se interrumpe la conexién
con los clientes de UC.

Para una descripcion del cambio de direcciones IP, véase Configuracion
de OpenScape Business X3/X5/X8 - Integracién en la LAN de clientes -
Configuracién de sistema.

Cambio de la seleccion de aplicacion

Con el asistente Instalacion inicial de la administracion basada en web
(WBM) del sistema de comunicacion, cambie la seleccion de aplicacién de
Paquete con UC Suite a Paquete con UC Suite en OSBiz UC Booster
Server si desea utilizar UC Suite (o de Paquete con UC Smart a Paquete
con UC Smart en OSBiz UC Booster Server si va a utilizar UC Smart) e
introduzca la direccion IP anterior de la UC Booster Card como la direccion
IP del UC Booster Server.

Para una descripcion de la seleccion de aplicacion, véase Configuracion
de OpenScape Business X3/X5/X8 - Integracién en la LAN de clientes -
Solucion UC.

Instalacion del servidor Linux

En el servidor Linux hay que instalar el sistema operativo Linux habilitado
para el UC Booster Server.

Para una descripcion de la instalacion de Linux, véanse las instrucciones
de instalacion del servidor Linux de OpenScape Business.
Cambio de la direccion IP del UC Booster Server

Para la direccion IP del UC Booster Server (= Direccion IP del servidor
Linux) hay que indicar la antigua direccién IP de la UC Booster Card.
Puede introducir la direccion IP del servidor Linux durante la instalacion del
sistema operativo Linux o modificar posteriormente mediante YaST.

Para una descripcion de la asignacion de direcciones IP durante la
instalacion de Linux, véanse las instrucciones de instalacion del servidor
Linux de OpenScape Business.

Instalacion del software de comunicacion

En el servidor Linux hay que instalar el software de comunicacion
OpenScape Business.

Para una descripcion de la instalacion del software de comunicacion,
véase Instalacion inicial de OpenScape Business UC Booster - Puesta
en servicio inicial del UC Booster Server - Instalacion del software de
comunicacion.
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10.9 Puertos utilizados

Configuracién inicial de OpenScape Business UC Booster
Puertos utilizados

Configuracion del UC Booster Server

En la Gestion basada en Web (WBM) del UC Booster Server, introduzca la
direccion IP del sistema de comunicacion.

Para una descripcion de la asignacion de direcciones IP del sistema de
comunicacion, véase Instalacion inicial del OpenScape Business UC
Booster - Puesta en servicio inicial del UC Booster Server - Configuracion
del UC Booster Server.

Reinicio del software de comunicacion

En la Gestion basada en Web (WBM) del UC Booster Server, reinicie el
software de comunicacion del UC Booster Server.

Para una descripcion del reinicio, véase Mantenimiento - Restart, Reload,
Shutdown - Reinicio (Restart) de la aplicacién de UC.

Actualizacion del software

El software del sistema de comunicacion y el del UC Booster Server deben
tener la misma version.

Para una descripcion de la actualizaciéon de software, véase
Mantenimiento - Actualizacion .

Restauracion de los datos de configuracion

En la Gestion basada en Web (WBM) del sistema de comunicacion,
reproduzca la copia de seguridad de los datos de configuracién del
sistema de comunicacion. El sistema de comunicacion y el software
de comunicacion se reinician consecutivamente, y se restauran las
conexiones con los clientes de la UC Suite.

Para una descripcion de la restauracién de datos, véase Mantenimiento -
Guardar y Recuperar - Recuperar.

Los componentes del sistema OpenScape Business utilizan diferentes puertos;
es posible que deba abrirlos en el firewall, en caso necesario. Para los puertos
de los clientes basados en web (por ejemplo, myPortal to go), en el router debe
configurarse el desvio de puertos.

En la "Base de datos de gestion de interfaces" (Interface Management
Database, IFMD) encontrara una lista actualizada y completa de todos los
puertos utilizados de OpenScape Business. Puede acceder a ella a través del
Partner Portal de Unify (https://unify.com/en/partners/partner-portal.

Nota: Los puertos identificados con "O" en la lista son
opcionales, es decir, que no estan abiertos de forma
permanente en el firewall (p.ej., el puerto TFTP solo esta abierto
si Gate View esta activado).

Descripcion TCP |UDP |Numero de OpenScape UC Booster | OpenScape UC Booster
puerto Business X Card Business S Server

Componentes del sistema

Portal de administracién X 443 X X X X

(https)
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Descripcion TCP |UDP |Numero de OpenScape UC Booster OpenScape UC Booster
puerto Business X Card Business S Server

CAR Update Registration 12061

CAR Update Server 12063 X X

CLA 61740 ) )

CLA Auto Discovery X 23232 X X

Programa de instalacion X 8101 X X X

de clientes de

comunicaciones

Distribuidor de mensajes X 8900 X X X

CSTA (CMD)

CSTA Protocol Handler X 7004 X X

(CPH)

Proveedor de servicios X 8800 X X X

CSTA (CSP)

DHCP X 67 X

DLI X 18443 X

DLSC X 8084 X

DNS X X 53 X

FTP X 21 ) )

FTP Passive X 40000-40040 0] 0]

Gate View X 8000-8010 o ) o

HFA X 4060 X

HFA Secure X 4061 X

Mensajeria instantanea X 8101 X X X

(http)

JSFT X 8771

JSFT X 8772

LAS servicio cloud X 8602 X

Servidor LDAP X 389 X X X

Manager E X 7000 X

MEB SIP X 15060 X X

NAT traversal (NAT-T) 4500

NTP 123

Openfire Admin (https) 9091

Servicio de actualizacion 8101 X

automatica OpenScape

Business (http)

OpenScape Business X 8778 X X X

Multisite
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Descripcion TCP UDP | Numero de OpenScape UC Booster | OpenScape UC Booster
puerto Business X Card Business S Server

OpenScape Business X 8101 X X X

myReports (http)

OpenScape Business X 8808 X X X

Status Server

OpenScape Business X X 8779 X X X

User Portal

Postgres X 5432 X X X

RTP (incrustado) 29100-30530 X X X

RTP (servidor) 29100-30888 X X X

SIP (servidor) 5060 X X

SIP TLS SIPQ (servidor) 5061 X X

SIP TLS Subscriber 5062 X X

(servidor)

SNMP (Get/Set) 161 X

SNMP (capturas) 162 X

TFTP X 69 (0] (0] (0]

VSL 8770-8780 X X X

Webadmin para Clientes 8803 X X X X

XMPP Connection 5262 X X X

Manager

Servidor XMPP X 57,6 X X X

Clientes basados en Web

Clientes basados en Web X 8801 X X X X

(http)

Clientes basados en Web X 8802 X X X X

(https)

Nota: Por motivos de seguridad, recomendamos utilizar
unicamente https para los clientes basados en web y configurar
el desvio de puertos desde el TCP/443 externo al TCP/8802
interno.
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Distribuidor principal MDFU (opcional)

11 Componentes retirados de produccién

Esta seccidn contiene informacion relativa a componentes retirados de
produccion, que se incluyen aqui solamente para consulta.

11.1 Distribuidor principal MDFU (opcional)

La conexién de teléfonos, lineas urbanas y demas al OpenScape Business
X3W y al OpenScape Business X5W se puede realizar directamente a los
médulos de los sistemas de comunicacién o mediante el distribuidor principal
externo MDFU.

El distribuidor principal MDFU (Main Distribution Frame Universal) ofrece nueve
slots para regletas de division y de clasificacion.

Dimensiones:

e Altura = 367,0 mm
¢ Anchura = 328,8 mm
¢ Profundidad = 125,4 mm

1 | e

2

3 9 Slots for spiting and jumper strips Jumpering duct
4

=

g

7

o

PFT4
{opticnal)

C.omm unication Line
System Metaork

Figura 24: Distribuidor principal MDFU
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Cable de conexidn con el distribuidor principal externo (opcional)

Nota: Si no utiliza el MDFU sino un distribuidor principal de otro
fabricante, observe y siga las indicaciones del fabricante sobre
el montaje y la toma de tierra.

Spiitting strp (16 twin wires}, numbering
L]
- N - N O O . - I N N N N O . h
SO om o ou mn = = Em =m - - - - - - .
1 2 3 4 5 6 7 8 E1:111.":13*I¢1E16':::I
Jumper strip (25 tain wires}, numbering
L]
L. A B A B B 2 B B B B B B B B B B B B R B B DR B B h
o H EH EEEEEEESESE S BSESEBSBSBSNS NSNS SNBSS NS N
1 3 3 7 9 11 13 15 17 1% 21 23 .':"5{:]

Figura 25: Regleta divisora y de clasificacion — Numeracioén de las
conexiones

11.1.1 Cémo fijar a una pared el distribuidor principal MDFU

Requisitos previos

Hay una pared con capacidad de carga y con espacio suficiente para montar el
distribuidor principal MDFU.

Paso a paso

1) Fije las plantillas para taladro suministradas en el lugar de montaje deseado.

2) Haga los agujeros.

3) Inserte los tacos en los agujeros del taladro y fije los tornillos dejandolos
sobresalir unos 5 mm.

4) Retire la tapa de la carcasa del MDFU.
5) Suspenda el MDFU en los soportes y alinéelo.
6) Apriete los tornillos.

11.2 Cable de conexidén con el distribuidor principal externo (opcional)

Los teléfonos, lineas urbanas, etc. se pueden conectar con el OpenScape
Business X3W y OpenScape Business X5W a través del distribuidor principal
MDFU o de otro distribuidor principal externo. Hay diferentes opciones para
conectar el sistema de comunicacién con un distribuidor principal.

CABLU S30269-Z41-A30

CABLU (24 DA) con

» seis bornes atornillables Wieland para la conexion directa en los conectores
de tarjeta de los médulos de los sistemas de comunicacion OpenScape
Business X3W y OpenScape Business X5W
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* Regleta de clasificacion para el montaje en el MDFU

6 Wieland screwterminals, plugged into the

edge connectors of the boards
g Jumper strip to be installed in the

MDFU

Figura 26: CABLU S30269-Z41-A30

Cable Open-End S30267-Z322-Axxx

Cable Open-End (24 DA) con seis bornes atornillables Wieland para la
conexién directa con los conectores de tarjeta de los médulos de los sistemas
de comunicacién OpenScape Business X3W y OpenScape Business X5W. El
cable debe tenderse manualmente en una regleta divisora o de clasificacion del
MDFU o en otro distribuidor principal externo.

G Wisland screwterminals, plugged into the

ed t f the board
ge connectors ot e boards Open-end cable to connect to a

spittingjumper strip in the MDFU
or another external main
distribution frame:

Figura 27: Cable Open-End S30267-2322-Axxx

CABLU S30269-Z100-A11/-A21
CABLU (16 DA) con

» una toma SIPAC 1 SU para conectar en el conector de backplane X8 del
sistema de comunicaciéon OpenScape Business X5W

* Regleta divisora para el montaje en el MDFU
CABLU S30269-2100-A14/-A24
CABLU (24 DA) con

» dos tomas SIPAC 1 SU para conectar en los conectores de backplane X8 y
X9 del sistema de comunicaciéon OpenScape Business X5W

* Regleta de clasificacion para el montaje en el MDFU

A31003-P3030-J102-08-7831, 07/2024
OpenScape Business X3/X5/X8, Guia de instalacion



Componentes retirados de produccién

CABLU S30267-Z2346-A30
CABLU con

» una toma SIPAC 1 SU para conectar en el conector de backplane X8 del
sistema de comunicacion OpenScape Business X5W

* Conector CHAMP para la conexiéon de un distribuidor principal externo
CABLU S30267-Z365-A30
CABLU con

» dos tomas SIPAC 1 SU para conectar en los conectores de backplane X8 y
X9 del sistema de comunicacion OpenScape Business X5W

» Conector CHAMP para la conexién de un distribuidor principal externo

11.2.1 Cémo conectar un conductor de conexion al distribuidor principal
externo (opcional)

Requisitos previos

Atencion:
Descarga eléctrica al tocar los cables con tensién

Utilice cables conductores independientes para establecer la puesta
a tierra de proteccion del sistema de comunicacion y de todos los
distribuidores principales antes de conectar teléfonos y lineas.

La tapa de la carcasa del sistema de comunicacion no esta puesta.

Paso a paso

1) Seleccione el conductor de conexion apropiado, de acuerdo con el sistema
de comunicacion y la placa.

Si entonces
Sistema de Modulo Conductor de conexion
comunicacion
OpenScape  Todos los Conexion con el MDF externo: CABLU con
Business X3W' mgdulos seis bornes atornillables Wieland (para
periféricos la conexion directa a los conectores de
y la placa tarjeta) y una regleta de clasificacion para
base OCCM, 24 DA:
OCCMAYy

OCCMB » S30269-Z41-A30: 3 m de longitud

Conexién al MDFU o a otro distribuidor
principal externo: Cable de extremo abierto
(24 DA) con seis bornes atornillables
Wieland (para la conexién directa a los
conectores de tarjeta):

» S30267-Z322-A100: 10 m de longitud
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Si entonces
Sistema de Modulo Conductor de conexion

comunicacion

OpenScape  Todos los Conexion con el MDFU: CABLU con

Business X5SW' medulos seis bornes atornillables Wieland (para
periféricos la conexion directa a los conectores de
(excepto tarjeta) y una regleta de clasificacion para
los médulos | 24 DA:
periféricos |, $30269-z41-A30: 3 m de longitud
con formato
SIPAC) y Conexion al MDFU o a otro distribuidor
la placa principal externo: Cable de extremo abierto
base OCCM, |(24 DA) con seis bornes atornillables
OCCMA Yy Wieland (para la conexion directa a los
OCCwMB conectores de tarjeta):

+ S30267-2322-A100: 10 m de longitud

2) Elija una de estas opciones de conectividad para el sistema de

comunicacion:

+ Si utiliza una unidad CABLU con seis bornes atornillables Wieland, fije
los bornes atornillables a los conectores de tarjeta que desee de los
modulos elegidos.

« Si utiliza una unidad CABLU con una toma SIPAC 1 SU, conecte el cable

al conector X8 del backplane.

3) Fije el conductor de conexién al sistema de comunicacion mediante bridas.

4) Seleccione una de las siguientes opciones para establecer la conexion con
el MDFU o cualquier otro distribuidor principal externo:

» Si utiliza el MDFU y una unidad CABLU con una regleta divisora o una
regleta de clasificacion, instale la regleta en el MDFU.

Para mas informacién sobre las caracteristicas esenciales del MDFU y
sobre la numeracion de las regletas divisoras y de clasificacion, véase
Distribuidor principal externo MDFU (opcional).

» Si utiliza el MDFU y un cable de extremo abierto, conecte el cable a la
regleta divisora o de clasificacion del MDFU.

Procedimiento:

Pele los hilos del cable conductor.

Retire el apantallamiento del cable por espacio de unos 3 cm. Corte el
hilo de drenaje hasta unos 2,5 cm y fijelo al apantallamiento del cable
envolviéndolo en cinta (con al menos 1,5 vueltas).

Utilice una herramienta estandar para tender los cables.

Tabla 8: Cédigos de colores para el cable de extremo abierto

Grupo de
colores

1

Par

Hilo a Hilo b
blanco/azul
azul/blanco
blanco/naranja
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Grupo de Par Hilo a Hilo b
colores
naranja/blanco
3 blanco/verde
verde/blanco
4 blanco/marron
marrén/blanco
5 blanco/gris
gris/blanco
2 6 rojo/azul
azul/rojo
7 rojo/naranja
naranja/rojo
8 rojo/verde
verde/rojo
9 rojo/marrén
marrén/rojo
10 rojo/gris
gris/rojo
3 11 negro/azul
azul/negro
12 negro/naranja
naranja/negro
13 negro/verde
verde/negro
14 negro/marron
marrén/negro
15 negro/gris
gris/negro
4 16 amarillo/azul
azul/amarillo
17 amarillo/naranja
naranja/amarillo
18 amarillo/verde
verde/amarillo
19 amarillo/marrén
marrén/amarillo
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Grupo de Par Hilo a Hilo b
colores
20 amarillo/gris
gris/amarillo
5 21 violeta/azul
azul/violeta
22 violeta/naranja

naranja/violeta

23 violeta/verde
verde/violeta

24 violeta/marrén

marrén/violeta

Para mas informacién sobre las caracteristicas esenciales del MDFU y
sobre la numeracion de las regletas divisoras y de clasificacion, véase
Distribuidor principal externo MDFU (opcional).

» Si utiliza un distribuidor principal externo con conectores CHAMP y un
cable CHAMP, inserte el conector macho en el conector hembra CHAMP
que quiera usar del distribuidor principal externo.

» Si utiliza otro distribuidor principal externo y un cable de extremo abierto,
conecte el cable a la regleta divisora o de clasificacién del distribuidor
principal externo.

5) Fije el conductor de conexién al MDFU o al distribuidor principal externo
mediante bridas.
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